STATE TERM CONTRACT

THis CONTRACT (the “Contract”) is between the State of Ohio (“State”), through its Office of Information
Technology, IT Governance Division, with offices at 30 East Broad Street, Columbus, Ohio 43215 and:
EC America, Inc. ("Contractor"), with offices at 203 Perry Parkway, Suite 6, Gaithersburg, MD, 20877.

BACKGROUND

The State recognizes that it is sometimes advantageous to do business with some manufacturers under a State
term contract rather than through a competitive bidding or proposal process. In such cases, the State may enter
into a contract with the manufacturer provided that the manufacturer offers its products and ancillary services at
the same prices that the manufacturer offers those products and services to the US Government under the GSA’s
Multiple Award Schedule program or SmartBuy program. Or if the manufacturer has no contract under the GSA’s
Multiple Award Schedule program or SmartBuy program, the State will accept the pricing the manufacturer offers
to its distributors. Further, if the manufacturer has no GSA Multiple Award Schedule or SmariBuy contract and no
distributors, the State may accept the prices that the manufacturer offers to its most favored customers for each
product or service.

The State also recognizes that some manufacturers work primarily through dealers for various reasons, including
offering customers better support through dealers that have a local presence in a service area. Because of this,
the State may sometimes agree to work directly with a manufacturer's dealers.

However, if the Contractor is not the manufacturer of the products or services under this Contract, the Contractor
must submit a letter from the manufacturer that assures the State that the Contractor is an authorized dealer in
the manufacturer's products or services. The letter also must assure the State that the Contractor will have
sufficient quantities of the offered products for the duration of the Contract to meet the State's needs under the
Contract during the initial term and any extensions. Further, the letter must identify each of the manufacturer's
product and service that the Contractor will supply under this Contract. The letter also must contain an assurance
of the availability through the dealer of repair services and spare parts for products covered by this Contract for
five years from the date of purchase. It also must contain an assurance that software maintenance will be
available under the terms of this Contract either from the dealer or the manufacturer for six years from the date of
acceptance. (This assurance is not necessary for PC and PC-based server software with a perpetual license fee
of less than $10,000.00 per copy.) The dealer must submit the letter, signed by an authorized representative of
the manufacturer, with the executed copies of this Contract.

This Contract establishes terms and conditions under which State agencies (including any board, instrumentality,
commission, or other political body) and Ohio political subdivisions, such as counties, municipalities, and
townships, may acquire the Contractor's products or services at the pricing identified below. This Contract,
however, only permits such; it is not a requirements contract and does not obligate any State agency or political
subdivision to acquire the Contractor’s products or services.

TeRMS AND CONDITIONS
1-TERM

1.1 Term. This Contract is effective on the date the State’s duly authorized representative executes it, as
evidenced by the date appearing with the representative’s signature, below. Unless this Contract is
terminated or expires without renewal, it will remain in effect until the end of the State’s current fiscal
biennium, which is June 30, 2009. Termination or expiration of this Contract will not limit the Contractor’s
continuing obligations with respect to Deliverables that the State paid for before termination or limit the
State’s rights in such.

1.2 CONTRACT RENEWAL. In the State’s sole discretion, it may renew this Contract for a period of one month at
the end of each biennium during which this Contract remains in place. Any further renewals will be only by
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written agreement between the State and the Contractor. Such renewals may be for any number of times
for any period not to exceed the time remaining in the State’s then-current biennium.

2 - PRICING AND PAYMENT

CERTIFICATION OF ACCURACY. By checking one of the following three items, the Contractor certifies that the
Contractor's prices under this Contract are:

X The prices at which the Contractor currently offers each product and service to the US
Government under the GSA’s Multiple Award Schedule program;
The prices at which the Contractor currently offers each product and service to the US
Government under the GSA’s SmartBuy program; or
The best prices at which the Contractor has offered each product and service to its most
favored customers within one year before the date the Contractor executed this Contract or
adds the product or service to this Contract, whichever is later.

If the Contractor is offering prices based on its most favored customer prices, the Contractor represents that
it does not have a GSA Multiple Award Schedule or SmartBuy contract.

If the Contractor has submitted a manufacturer's letter to certify that the Contractor is an authorized dealer
for the manufacturer, the Contractor represents that the information in the letter is accurate and that a duly
authorized representative of the manufacturer signed the letter.

The Contractor further certifies that the above representations will apply and be true with respect to all
future pricing information submitted to revise this Contract.

PRICE ADJUSTMENTS. If the Contractor has relied on its GSA Multiple Award Schedule pricing or its GSA
SmartBuy pricing, the State will be entitled to any price decreases that the Contractor offers to the GSA for
any of its products and services during the term of this Contract. The Contractor must notify the State of
any reduction in its GSA Multiple Award Schedule or SmartBuy pricing within 30 days of its occurrence and
immediately reduce the price of the affected products or services to the State under this Contract.

If the Contractor has relied on its best customer pricing, the State will be entitled to a price decrease any
time the Contractor or any of its dealers or distributors under this Contract sells a product or a service to
any of its customers for less than the price agreed to between the State and the Contractor under this
Contract. Any time the Contractor or any of its dealers or distributors under Section 3.1 of this Contract
sells a product or provides a service to any customer for less than it is then available to the State under this
Contract, the Contractor must notify the State of that event within 30 days of its occurrence and immediately
reduce the price of the affected products or services to the State under this Contract.

The Contractor also must notify the State within 30 days of any general reduction in the price of any product
or service covered by this Contract, even if the general reduction does not place the price of the product or
service below the price available to the State under this Contract. The purpose of this notice of a general
reduction in price is to allow the State to assess the value the State believes it is receiving under this
Contract in light of the general reduction. If the State believes it is appropriate, the State may ask to
renegotiate the Contract price for the products and services affected by the general reduction in price. If the
Contractor and the State cannot agree on a renegotiated price, then on written notice to the Contractor, the
State may immediately remove the affected products and services from this Contract.

2.3 PrICELIST. The Contractor's pricelist for the products and services that the Contractor may provide to the

State under this Contract is attached as Exhibit I. For convenience, those products and services are called
"Deliverables” in this Contract. Any custom materials resulting from the Contractor’s services also are
called “Deliverables” in this Contract. The Contractor may not provide any other Deliverables under this
Contract without a prior written amendment to this Contract that both the State and the Contractor have
signed. Furthermore, the Contractor may not charge the State greater prices for these Deliverables than
the prices on the Exhibit I. If Exhibit | contains or incorporates by reference any terms or conditions other
than a description of the scope of license for software, a description of the Contractor’s products and
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services, and the prices for those products and services, those terms or conditions are excluded from this
Contract and are of no effect. Exhibit | is identified as the following pricelist:

EC America Consolidated Pricelist 8-6-7 STS.xlIs

The Contractor will not sell to the State any notebook computers with less than a 1.60 GHz internal clock
speed. Additionally, the Contractor will not sell to the State any PCs or servers using CPUs with less than a
3.0 GHz internal clock speed. Additionally, the Contractor will not sell to the State any term software
licenses. And except in the case of operating systems licensed in conjunction with desktop PCs, notebook
computers, PDAs, and similar personal computing devices that the OEM does not distribute without an
operating system, the Contractor will not sell or license any Microsoft software to the State. If any of the
foregoing items are listed in the Contractor’s pricelist, they are deleted for purposes of this Contract.

NOTIFICATION OF PRICE INCREASES. If this Contract permits any price increases, the Contractor must notify
the State and any affected State agencies of the increase at least 60 days before the effective date of the
price increase. The Contractor must notify affected State agencies at their purchase order "bill to” address
contained in the applicable purchase orders. This notification must specify, when applicable, the product
serial number, location, current price, increased price, and applicable purchase order number.

PAYMENT DuUe DATE. Payments will be due on the 30th day after the later of:

(@) The date the State actually receives a proper invoice at the office designated in the
applicable purchase order to receive it; or
(b) The date the State accepts the Deliverable.

The date the State issues a warrant (the State’s equivalent to a check) in payment of an invoice will
be considered the date payment is made. Without diminishing the Contractor’s right to timely
payment, the payment will be overdue only if it is not received by the 30th day after the payment's
due date. If the State has not issued payment by then, interest will begin to accrue under Ohio
Revised Code (the "Code”) § 126.30.

INvOICE REQUIREMENTS. The Contractor must submit an original invoice with three copies to the office
designated in the purchase order as the "bill to” address. To be a proper invoice, the invoice must include
the following information:

(a) Name and address of the Contractor as designated in this Contract;

(b) The Contractor’s federal tax identification number as designated in this Contract;

(c) The Contractor’s invoice remittance address as designated in this Contract;

(d) The purchase order number authorizing the delivery of the Deliverables;

(e) A description of the Deliverables, including, as applicable, the time period, serial number, unit price,
quantity, and total price of the Deliverables; and

(f) If the invoice is for a lease, the Contractor also must include the payment number (e.g., 1 of 36).

If an authorized dealer has fulfilled the purchase order, then the dealer’s information should be supplied in
lieu of the Contractor’s information. If an invoice does not meet this section’s requirements, or if the
Contractor fails to give proper notice of a price increase (see the next section), the State will send the
Contractor written notice. The State will send the notice, along with the improper invoice, to the
Contractor’s address designated for receipt of purchase orders within 15 days. The notice will contain a
description of the defect or impropriety and any additional information the Contractor needs to correct the
invoice. If such notification has been sent, the payment due date will be 30 days after the State receives a
proper invoice and has accepted the Contractor's Deliverable.

OHio PAYMENT CARD. Participating State agencies issuing orders under this Contract may use the Ohio
Payment Card. Such purchases may not exceed $2,500 unless the Office of Budget and Management
(“OBM") has authorized the agency to exceed this limit. If OBM increases the dollar limit for payment cards
for all State agencies, the State will post notice of that on its Procurement Website. Participating State
agencies are required to use the Ohio Payment Card in accordance with OBM'’s current guidelines for the
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Ohio Payment Card and the agency’s approved plan filed with the OBM. The Contractor may process a
payment in the payment card network only upon delivery and acceptance of the applicable Deliverables.
For partial deliveries or performance, the Contractor may process a payment for the amount delivered or
completed only and not for the entire amount ordered by the ordering agency. Upon completion of the
delivery of remaining Deliverables, the Contractor may process a payment request in the payment card
network for the remainder of the order. The Contractor should receive payment through its merchant bank
within the time agreed upon between the Contractor and its merchant bank. The Contractor should expect
normal processing fees from its merchant bank for payment card transactions, which the Contractor may
not pass on to the State.

NON-APPROPRIATION OF FUNDS. The State’s funds are contingent on the availability of lawful appropriations
by the Ohio General Assembly. If the Ohio General Assembly fails to continue funding for any payments
due hereunder, the order or orders under this Contract that are affected by the lack of funding will terminate
as of the date that the funding expires, and the State will have no further obligation to make any payments
with respect to the affected order or orders.

OBM CeRTIFICATION. This Contract is subject to Code § 126.07. Any orders under this Contract are void
until the Director of the OBM certifies that there is a balance in the appropriation available to pay for the
order.

CONTROLLING BOARD AUTHORIZATION. The State's obligations under this Contract are subject to the Ohio
Controlling Board continuing to authorize the State’s use of its term contracts program. If the Ohio
Controlling Board fails to authorize or withdraws its authorization for this program, this Contract will
terminate immediately, and the Contractor may not take any more orders under it.

TRAVEL EXPENSES. Any travel that the Contractor requires to perform its obligations under this Contract will
be at the Contractor’'s expense. The State will pay for any additional travel that it requests only with prior
written approval. The State will pay for all additional travel expenses that it requests in accordance with
OBM'’s travel policy in Rule126-1-02 of the Ohio Administrative Code (the “Administrative Code”).

Taxes. The State is exempt from all sales, use, excise, and property taxes and will not pay any such taxes.
To the extent sales, use, excise, or any similar taxes are imposed on the Contractor in connection with any
Deliverable, the Contractor must pay those taxes together with any interest and penalties not successfully
disputed with the taxing authority.

OFFSET. The State may set off any amounts the Contractor owes to the State under this or other
contracts against any payments due from the State to the Contractor under this or any other
contracts with the State.

3 - CONTRACT ADMINISTRATION

DEALERS AND DISTRIBUTORS. The State authorizes the Contractor to name one or more dealers to work with
the State on behalf of the Contractor. But if the Contractor decides to use any dealers, the Contractor must
submit the name, principal business address, addresses for purchase orders and for payments, telephone
number, and its federal tax identification number. The Contractor also must submit a completed W9 form
for each dealer it wishes to name under this section. The Contractor's submission must be on its official
letterhead, signed by an authorized representative, and addressed to the Deputy State Chief Information
Officer, Office of Information Technology.

In doing so, the Contractor warrants that:

(@) The Contractor has provided the dealer with a copy of this Contract, and a duly authorized
representative of the dealer has agreed, in writing, to be bound by the terms and conditions in this
Contract.

(b) Such agreement specifically provides that it is for the benefit of the State as well as the Contractor.

(c) The Contractor will remain liable under this Contract for the services of any dealer and will remedy
any breach of the dealer under this Contract.
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(d) Payments under this Contract for the services of any dealer may be made directly to that dealer, and
the Contractor will look solely to the dealer for any payments due to the Contractor once the State
has paid the dealer.

(e) To the extent that there is any liability to the State arising from doing business with a dealer that has
not signed the agreement required under this section with the Contractor, the Contractor will
indemnify the State for such liability.

If the Contractor wants to designate a dealer that will not receive payments (a "distributor”), the Contractor
may do so by identifying the person or organization as a distributor in the authorizing letter. In such cases,
information regarding taxpayer identification and payment addressing may be omitted, as may the
distributor's W9 form. All other requirements and obligations for designating a dealer apply to designating a
distributor.

The State strongly encourages the participation of small and disadvantaged businesses in its contracting
programs and has created a certification program to Encourage Diversity Growth and Equity (EDGE) in
State contracting. State agencies are instructed to include in their procurements such participation,
including through the use of State Term Schedule contracts that are either held by EDGE businesses or
that offer the opportunity to work with EDGE dealers or distributors.

AupiTts. During the term of this Contract and for three years after termination, on reasonable notice and
during customary business hours, the State may audit the Contractor's records and other materials that
relate to the Deliverables and to the pricing representations that the Contractor has made to acquire this
Contract. This audit right also will apply to the State’s duly authorized representatives and any organization
providing funding for any Deliverable.

Unless it is impracticable to do so, all records related to this Contract must be kept in a single location,
either at the Contractor’s principle place of business or the facilities where the Contractor substantially
performed under this Contract. If this is not practical, the Contractor must assume the cost of collecting,
organizing, and relocating the records, along with any technology needed for accessing the records, to its
office nearest Columbus, Ohio whenever the State or any entity with audit rights requests access to the
records. The Contractor must do so within 15 days of receiving the State’s written notice of its intent to
audit the Contractor’s records and must notify the State as soon as the records are ready for audit.

If any audit reveals any material misrepresentation or overcharge to the State, the State will be entitled to
recover its damages, including the cost of the audit.

INSURANCE. The Contractor must provide the following insurance coverage at its own expense
throughout the term of this Contract:

(a) Workers’ compensation insurance, as required by Ohio law, and if some work will be done
outside Ohio, the laws of the appropriate states where work will be done. The Contractor
also must maintain employer's liability insurance with at least a $1,000,000.00 limit.

(b) Commercial General Liability insurance coverage for bodily injury, personal injury, wrongful
death, and property damage. The defense cost must be outside of the policy limits. Such
policy must designate the State of Ohio as an additional insured, as its interest may appear.
The policy also must be endorsed to include a blanket waiver of subrogation. At a minimum,
the limits of the insurance must be:

$ 2,000,000 General Aggregate

$ 2,000,000 Products/Completed Operations Aggregate
$ 1,000,000 Per Occurrence Limit

$ 1,000,000 Personal and Advertising Injury Limit

$ 100,000 Fire Legal Liability

$ 10,000 Medical Payments
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The policy must be endorsed to provide the State with 30-days prior written notice of
cancellation or material change to the policy. And the Contractor's Commercial General
Liability must be primary over any other insurance coverage.

(c) Commercial Automobile Liability insurance with a combined single limit of $500,000.

(d) Professional Liability insurance covering all staff with a minimum limit of $1,000,000 per
incident and $3,000,000 aggregate. If the Contractor’s policy is written on a “claims made”
basis, the Contractor must provide the State with proof of continuous coverage at the time the
policy is renewed. If for any reason the policy expires, or coverage is terminated, the
Contractor must purchase and maintain “tail” coverage through the applicable statute of
limitations.

All certificates must be in a form that is reasonably satisfactory to the State as to the contents of the
policies and the quality of the insurance carriers. All carriers must have at least an “A-“ rating by
A.M. Best.

CoNTRACT COMPLIANCE. Any State agency that uses this Contract will be responsible for the administration
of this Contract with respect to the orders that it places and may monitor the Contractor’s performance and
compliance with this Contract. If an agency becomes aware of any noncompliance with the terms of this
Contract or the specifications of an order, the agency may document the noncompliance and give the
Contractor written notice of the noncompliance for immediate correction. If the Contractor fails to cure the
noncompliance, the agency may notify the State through the Office of Information Technology Contract
Management, by executing a Complaint to Vendor form to help resolve the issue. Should the State
determine that the form identifies an uncured breach of this Contract, the State may terminate this Contract
and seek such other remedies as may be available to it.

PoLimicAL Suebivisions. Ohio political subdivisions, such as Ohio cities, counties, and townships ("Political
Subdivisions™), may rely on this Contract. Whenever a Political Subdivision relies on this Contract to issue
a purchase order, the Political Subdivision will step into the shoes of the State under this Contract for
purposes of its order, and, as to the Political Subdivision's order, this Contract will be between the
Contractor and the Political Subdivision. The Contractor must look solely to the Political Subdivision for
performance, including but not limited to payment, and must hold the State harmless with regard to such
orders and the Political Subdivision's performance. But the State will have the right to terminate this
Contract and seek such remedies on termination as this Contract provides should the Contractor fail to
honor its obligations under an order from a Political Subdivision. Nothing in this Contract requires the
Contractor to accept an order from a Political Subdivision, if the Contractor reasonably believes that the
Political Subdivision is or will be unable to perform its obligations in relation to that order.

RecaLLs. If a Deliverable is recalled, seized, or embargoed, or if the Contractor, a manufacturer, packer,
processor, or regulatory body finds that a Deliverable has been misbranded, adulterated, or is unsafe, the
Contractor must notify the State, through the Office of Information Technology Contract Management, as
well as all agencies that have ordered the Deliverable, within ten business days after the Contractor learns
of any of the above events. At the option of the State, the Contractor must either reimburse the State for
the purchase price of each affected Deliverable or provide an equal or better replacement for each
Deliverable at no additional cost to the State. The Contractor also must remove and replace all affected
Deliverables within a reasonable time, as determined by the State. Further, at the option of the State, the
Contractor may be required to reimburse the State for storage costs and handling fees, which the State may
calculate from the time of delivery of each affected Deliverable to the Deliverable’s actual removal.
Furthermore, the Contractor must bear all costs associated with the removal and proper disposal of the
affected Deliverables. The State will treat any failure to refund the purchase price or provide a suitable
replacement within a reasonable time, not to exceed 30 days, as a default.

TERMINATION. The State may terminate this Contract or any order under this Contract if the Contractor
defaults in meeting its obligations and fails to timely cure its default. The State also may terminate this
Contract or any order under it if a petition in bankruptcy is filed by or against the Contractor and not
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dismissed within 60 days. And the State may terminate this Contract or any order under it if the Contractor
violates any law or regulation while performing under this Contract or if it appears to the State that the
Contractor’s performance is substantially endangered through no fault of the State. In all of the foregoing
cases, the termination will be for cause.

On written notice, the Contractor will have 30 days to cure any breach of its obligations under this Contract,
provided the breach is curable. If the Contractor fails to cure the breach within 30 days after written notice
or if the breach is not one that is curable, the State will have the right to terminate this Contract, the
applicable orders, or both immediately upon written notice to the Contractor. Some provisions of this
Contract may provide for a shorter cure period than 30 days or for no cure period at all. Those provisions
will prevail over this one. If a particular section does not state what the cure period will be, this provision will
govern.

The State also may terminate this Contract in the case of breaches that are cured within 30 days but are
persistent. "Persistent" in this context means that the State has notified the Contractor in writing of the
Contractor’s failure to meet any of its obligations two times. After the second such notice, the State may
terminate this Contract without a cure period if the Contractor again fails to meet any obligation. The three
defaults do not have to relate to the same obligation or type of failure.

The State also may terminate this Contract or any order under this Contract for its convenience and without
cause. And the State may terminate this Contract or any order under it if the Ohio General Assembly fails
to appropriate funds for any order under this Contract. Further, if a third party is providing funding for an
order, the State also may terminate this Contract or any order under it should that third party fail to release
any funds related to this Contract or an order under it.

Any notice of termination will be effective as soon as the Contractor receives it. On receipt of the notice of
termination, the Contractor will immediately cease all work on any Deliverables affected by the termination
and take all steps necessary to minimize any costs the Contractor will incur related to the affected orders.
The Contractor also must immediately prepare a report and deliver it to the State. The report must detail all
open orders at the time of termination.

If the State terminates this Contract or any order for cause, it will be entitled to cover for the affected orders
by using another vendor or vendors on such commercially reasonable terms and conditions as it and the
covering vendors may agree. The Contractor will be liable to the State for all costs related to covering for
the affected orders to the extent that such costs exceed the costs that the State would have incurred under
this Contract for those orders. The Contractor also will be liable for any other direct damages resulting from
its breach of this Contract or other event leading to termination for cause.

If the termination is for the convenience of the State, the Contractor will be entitled to compensation for any
Deliverable that the Contractor has delivered before the termination. Such compensation will be the
Contractor's exclusive remedy in the case of termination for convenience and will be available to the
Contractor only once the Contractor has submitted a proper invoice for such, with the invoice reflecting the
amount the State determines that it owes the Contractor.

ExcusaABLE DELAY. Neither party will be liable for any delay in its performance under this Contract that
arises from causes beyond its reasonable control and without its negligence or fault. The delayed party
must notify the other promptly of any material delay in performance and must specify in writing the
proposed revised performance date as soon as practicable after notice of delay. For any such excusable
delay, the date of performance or delivery will be extended for a period equal to the time lost by reason of
the excusable delay. The delayed party also must describe the cause of the delay and what steps it then is
taking or will take to remove the cause. The delayed party may not rely on a claim of excusable delay to
avoid liability for a delay if the party has not taken commercially reasonable steps to mitigate or avoid the

delay.

INDEPENDENT STATUS. The parties will be acting as independent entities. The partners, employees, officers,
directors, and agents of one party may only act in the capacity of representatives of that party and not as
employees, officers, directors, or agents of the other party and will not be deemed as such for any purpose.
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Each party assumes full responsibility for the actions of its partners, employees, officers, directors, and
agents while performing under this Contract and will be solely responsible for paying those people.
Additionally, each party will be solely responsible for withholding and paying social security and income
taxes, making workers’ compensation contributions, paying disability benefits, and providing fringe benefits,
if any, for its partners, employees, officers, directors, and agents, and neither party may legally bind the
other party in any manner.

LocATION OF SERVICES AND DATA. As part of this Contract, the Contractor must disclose the following:

(a) All locations where any services will be performed;

(b) All locations where any State data applicable to the Contract will be maintained or made available;
and

(c) The principal place of business for the Contractor and all its subcontractors.

The Contractor may not change any location where any services are performed to a location outside the
country of the original location or change any location where the data is maintained or made available to
any other location outside the country of the original location without prior written approval of the State,
which the State will not be obligated to provide.

4 - DELIVERY AND ACCEPTANCE

ACCEPTANCE. The acceptance procedure for Deliverables will be an informal review by the agency
acquiring the Deliverables to ensure that each Deliverable meets the warranties in this Contract. The State
will have up to 30 days after installation to do this. The State will not issue a formal letter of acceptance,
and passage of 30 days will imply acceptance, though the State will issue a notice of noncompliance if a
Deliverables does not meet the warranties in this Contract.

If the State issues a noncompliance letter, the Contractor will have 30 days to correct the problems listed in
the letter. If the Contractor fails to do so, the Contractor will be in default without a cure period. If the State
has issued a noncompliance letter, the Deliverable will not be accepted until the State issues a letter of
acceptance indicating that each problem noted in the noncompliance letter has been cured. If the problems
have been fixed during the 30-day period, the State will issue the acceptance letter within 15 days after all
defects have been fixed.

TITLE. Title to any Deliverable will pass to the State only on acceptance of the Deliverable, and all risk of
loss will remain with the Contractor until title to the Deliverable passes to the State.

DeLIveries. The Contractor must make all deliveries F.O.B. destination.
5 - INTELLECTUAL PROPERTY

ComMERCIAL MATERIAL. As used in this section, "Commercial Material” means anything that the Contractor
or a third party has developed at private expense and that is commercially available in the marketplace,
subject to intellectual property rights, and readily susceptible to copying through duplication on magnetic
media, paper, or other media. Examples include the written reports, books, pictures, videos, movies,
computer programs, source code, and documentation.

Any Commercial Material that the Contractor intends to deliver as a Deliverable must have the scope of the
license granted in such material disclosed in an Exhibit to this Contract, if that scope of license is different
than the scope of license contained in this section for Commercial Materials.

Except for Commercial Material that is software ("Commercial Software”), if the Commercial Material is
copyrighted and published material, then the State will have the rights permitted under the federal copyright
laws for each copy of the Commercial Material delivered to it by the Contractor.
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Except for Commercial Software, if the Commercial Material is patented, then the State will have the rights
permitted under the federal patent laws for each copy of the Commercial Material delivered to it by the
Contractor.

For Commercial Software, the State will have the following, perpetual rights, subject to the next paragraph.
The State may:

(1) Use and copy the Commercial Software for use in or with the computer or computers for
which it was acquired, including use at any State installation to which such computer or
computers may be transferred;

(2) Use or copy the Commercial Software for use with a backup computer for disaster recovery
and disaster recovery testing purposes or if any computer for which it was acquired is
inoperative;

(3) Reproduce the Commercial Software for archival, image management, and backup purposes;
(4) Modity, adapt, and combine the Commercial Software with other computer software, provided
that the modified, combined, and adapted portions of the derivative software incorporating

any of the Commercial Software will be subject to same restrictions on use;

(5) Disclose to and reproduce the Commercial Software for use on behalf of the State by support
service contractors or their subcontractors, subject to the same restrictions on use; and

(6) Use or copy the Commercial Software for use with a replacement computer.

In the case of any other scope of license (e.g., MIPs, tier, concurrent users, enterprise, site, or otherwise),
the foregoing will apply except as expressly modified by the applicable license description, which must be
incorporated as part of Exhibit I. If the Contractor provides greater license rights in an item included in
Exhibit | to its general customer base for the Software’s list price, those additional license rights also will be
provided to the State without additional cost or obligation. No license description may reduce the rights in
items 1 through 6 above; it may only define the extent of use, if the use is other than a CPU license.

The State will treat any Commercial Software as Confidential Information, in accordance with the
requirements of the Confidential Information section of this Contract, if the Commercial Software is clearly
and conspicuously labeled as confidential or secret.

CusTom DELIVERABLES. All custom work done by the Contractor and covered by this Contract will belong to
the State, with all rights, title, and interest in all intellectual property that comes into existence through the
Contractor's work under this Contract being assigned to the State. Additionally, the Contractor waives any
shop rights, author rights, and similar retained interests in any such custom developed materials. The
Contractor must provide the State with all assistance reasonably needed to vest such rights of ownership in
the State. However, the Contractor will retain ownership of all tools, methods, techniques, standards, and
other development procedures, as well as generic and preexisting shells, subroutines, and similar material
incorporated in any custom Deliverable ("Pre-existing Materials”).

The Contractor grants the State a worldwide, non-exclusive, royalty-free, perpetual license to use, modify,
sell, and otherwise distribute all Pre-existing Materials that are incorporated in any custom-developed
Deliverable. The Contractor may not include in any custom Deliverable any intellectual property unless
such has been created under this Contract or qualifies as Pre-existing Material. If the Contractor wants to
incorporate any Pre-existing materials in a custom Deliverable, the Contractor must disclose that desire to
the State and obtain written approval from the State for doing so in advance. On the request of the
Contractor, the State will incorporate any proprietary notice that Contractor may reasonably want for any
Pre-existing Materials included in a custom Deliverable in all copies the State makes of that Deliverable.

Subject to the limitations and obligations of the State with respect to Pre-existing Materials, the State may
make all custom Deliverables available to the general public without any proprietary notices of any kind.

CONFIDENTIALITY. The State may disclose to the Contractor written material or oral or other information that
the State treats as confidential ("Confidential Information”). Title to the Confidential Information and all
related materials and documentation the State delivers to the Contractor will remain with the State. The
Contractor must treat such Confidential Information as secret if it is so marked, otherwise identified as such,
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6.1

or when, by its very nature, it deals with matters that, if generally known, would be damaging to the best
interests of the public, other contractors or potential contractors with the State, or individuals or
organizations about whom the State keeps information. The Contractor may not disclose any Confidential
Information to third parties and must use it solely to perform under this Contract.

If any Deliverables contain data, documentation, or other written information that is confidential in nature
and properly labeled as such, then it also will be Confidential Information for purposes of this section. The
State will keep all such Confidential Information in confidence and will not use it other than as authorized
under this Contract. Nor will the State disclose any such Confidential Information to any third party without
first obligating the third party to maintain the secrecy of the Confidential Information.

If one party discloses Confidential Information (“Disclosing Party”) to the other party to this Contract
(“Receiving Party”), the Receiving Party’s obligation to maintain the confidentiality of the Confidential
Information will not apply where such:

(1) Was already in the possession of the Receiving Party without an obligation of confidence;

(2) Is independently developed by the Receiving Party, provided documentary evidence exists to
support the independent development;

(3) s or becomes publicly available without a breach of this Contract;

(4) Is rightfully received by the Receiving Party from a third party without an obligation of
confidence;

(5) Is disclosed by the Receiving Party with the written consent of the Disclosing Party; or

(6) Is released under a valid order of a court or governmental agency, provided that the Receiving
Party:

(a) Notifies the Disclosing Party of the order immediately upon receipt of it; and

(b) Makes a reasonable effort to obtain a protective order from the issuing court or
agency limiting the disclosure and use of the Confidential Information solely for the
purposes intended to be served by the original order of production.

Except for Confidential Information that the Contractor delivers to the State and that is part of a Deliverable
or necessary for the proper use or maintenance of a Deliverable, the Receiving Party must return all
originals of any Confidential Information and destroy any copies it has made on termination or expiration of
this Contract.

The disclosure of the Confidential Information of the Disclosing Party in a manner inconsistent with the
terms of this provision may cause the Disclosing Party irreparable damage for which remedies other than
injunctive relief may be inadequate, and each Receiving Party agrees that in the event of a breach of the
Receiving Party’s obligations hereunder, the Disclosing Party will be entitled to temporary and permanent
injunctive relief to enforce the provisions of this Contract without the necessity of proving actual damages.
However, provision does not diminish or alter any right to claim and recover damages.

Use oF NAME. The Contractor may not publicize that it is doing business with the State or use this Contract
or the Contractor’s relationship with the State as a marketing or sales tool, unless the State agrees
otherwise in writing. The State has no obligation to agree to any such advertising, publicity, sales, or
marketing activities.

6 —~ TRANSACTION REPORTING

Contractor’s SALES REPORT. The Contractor must report the quarterly dollar value (in US currency
rounded to the nearest whole dollar) of the sales under this Contract each calendar quarter (i.e., January-
March, April-June, July-September and October-December). The dollar value of the sales reported must
equal the price paid by all State agencies and Political Subdivisions for Deliverables under this Contract
during the reporting period.

The Contractor must report the quarterly dollar value of sales to the State via the Internet using the Web
form at the Office of Information Technology’s vendor portal, https://cm.ohio.gov. If no sales occur, the
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Contractor must show zero sales on the report. The report must be submitted 30 days after the completion
of the reporting period.

The Contractor also must submit a closeout report within 120 days after the expiration of this Contract. The
Contract expires on the physical completion of the last, outstanding task or delivery order of the Contract.
The closeout report must cover all sales not shown in the final quarterly report and reconcile all errors and
credits. If the Contractor reported all Contract sales and reconciled all errors and credits on the final
quarterly report, then the Contractor should show zero sales in the closeout report.

If the Contractor fails to submit any sales report in a timely manner or falsifies any sales report, the State
may terminate this Contract for cause.

Contractor’s REVENUE SHARE. The Contractor must pay the State a share of the sales transacted under
this Contract. The Contractor must remit the revenue share in US dollars within 30 days after the end of the
quarterly reporting period. The revenue share that the Contractor must pay equals .0075 of the total
quarterly sales reported. The revenue share is included in the prices reflected on Exhibit | and reflected in
the total amount charged to ordering activities, and the Contractor may not add a surcharge to orders under
this Contract to cover the cost of the revenue share.

The Contractor must remit any amount due as the result of a quarterly or closeout report at the time the
quarterly or closeout report is submitted to the Office of Information Technology. The Contractor also must
pay the revenue share by check. To ensure the payment is credited properly, the Contractor must identify
the check as a “Revenue Share” and include the applicable State Term Contract Number, total report
amount, and reporting period covered.

The Contractor must make each check payable to “Treasurer, State of Ohio”, and forward it to the following
address:

Department of Administrative Services
Office of Finance

30 East Broad Street, Suite 4060
Columbus, Ohio 43215 — 3414

If the full amount of the revenue share is not paid within 30 days after the end of the applicable reporting
period, the non-payment will constitute a contract debt to the State. The State may setoff any unpaid
revenue share from any amount owed to the Contractor under this Contract and employ all other remedies
available to it under Ohio law for the non-payment of the revenue share. Additionally, if the Contractor fails
to pay the revenue share in a timely manner, the failure will be a breach of this Contract, and the State may
terminate this Contract for cause and seek damages for the breach.

7 - WARRANTIES AND LIABILITIES

WARRANTIES. The Contractor warrants that the recommendations, guidance, and performance of the
Contractor and all Deliverables under this Contract will:

(a) Be in accordance with the sound professional standards and the requirements of this
Contract and without any material defects;

(b) Not infringe on the intellectual property rights of any third party;

(c) Be the work solely of the Contractor, unless otherwise provided in this Contract; and

(d) Be merchantable and fit for the particular purpose for which the Deliverables were acquired.

Additionally, with respect to the Contractor's activities under this Contract, the Contractor warrants that:

{(a) The Contractor has the right to enter into this Contract;
(b) The Contractor has not entered into any other contracts or employment relationships that
restrict the Contractor's ability to perform under this Contract;
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7.2

(c) The Contractor will observe and abide by all applicable laws and regulations, including those
of the State regarding conduct on any premises under the State's control;

(d) The Contractor has good and marketable title to any products delivered under this Contract
and in which title passes to the State; and

(e) The Contractor has the right and ability to grant the license provided in any Deliverable in
which title does not pass to the State.

If any work of the Contractor or any Deliverable fails to comply with these warranties, and the Contractor is
so notified in writing, the Contractor must correct such failure with all due speed, not to exceed 30 days, or
refund the amount of the compensation paid for the Deliverable. The Contractor also must indemnify the
State for any direct damages and any claims by third parties based on any breach of these warranties.

SoFTWARE WARRANTY. If Exhibit | includes work to develop custom software as a Deliverable, then on
delivery and for one year after the date of acceptance of any Deliverable that includes custom software, the
Contractor warrants that:

(a) The software will operate on the computer(s) for which the software is intended in the manner
described in the relevant software documentation:

(b) The software will be free of material defects;

(c) The Contractor will deliver and maintain relevant and complete software documentation,
commentary, and source code;

(d) The source code language used to code the software is readily available in the commercial
market, widely used and accepted for the type of programming involved, and support
programming in the language is reasonably available in the open market; and

(e) The software and all maintenance will be provided in a professional, timely, and efficient
manner.

For Commercial Software developed by the Contractor or licensed from a third party, the Contractor
represents and warrants that it either has the right or has obtained a binding commitment from the third
party licensor to make the following warranties and commit to the following maintenance obligations.
During the warranty period described in the next paragraph, the Contractor must:

(a) Maintain or cause the third-party licensor to maintain the Commercial Software so that it
operates in the manner described in its documentation;

(b) Supply technical bulletins and updated user guides;

(c) Supply the State with all updates, improvements, enhancements, and modifications to the
Commercial Software and documentation and, if available, the commentary and the source
code;

(d) Correct or replace the software and remedy any material programming error that is
attributable to the Contractor or the third-party licensor; and

(e) Maintain or obtain a commitment from the third-party licensor to maintain the Commercial
Software so that it will properly operate in conjunction with changes in the operating
environment for which it was designed.

For Commercial Software designed for mainframe platforms and for Commercial Software designed for PC
or PC-based servers and costing more than $10,000.00 per license or per copy, the warranty period will be
the longer of one year after acceptance or the licensor's standard warranty period. For Commercial
Software designed for PC or PC-based servers and costing less than $10,000.00 per license or per copy,
the warranty period will be the longer of three months after acceptance or the licensor's standard warranty
period. For PC and PC-based servers, the warranty will not include updates, improvements,
enhancements, or modifications to the Commercial Software and documentation, if such are not provided
as part of the licensor's standard warranty or license fee.

Software documentation means well written, readily understood, clear, and concise instructions for the
software's users as well as a system administrator. The software documentation must provide the users of
the software with meaningful instructions on how to take full advantage of all of the capabilities designed for
end users. It also means installation and system administration documentation for a system administrator
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to allow proper control, configuration, and management of the software. Source code means the
uncompiled operating instructions. The Contractor must provide the source code in the language in which it
was written and must include such commentary or annotations as would allow a competent programmer
proficient in the source language to readily interpret the source code and understand the purpose of all
routines and subroutines contained within the source code.

7.3 EQUIPMENT WARRANTY. [f any computer hardware or other type of electrical equipment ("Equipment") will
be a part of any Deliverable, the following warranties apply. The Contractor warrants that the Equipment
fully complies with all government environmental and safety standards applicable to the Equipment. The
Contractor also warrants for the warranty period described in the next paragraph that the Equipment will
perform substantially in accordance with its user manuals, technical materials, and related writings
published by the manufacturer with respect to such Equipment, and that such Equipment will achieve any
function described in such writings. The foregoing warranty will not apply to Equipment that the State
modifies or damages after title passes to it. The warranty period for all Equipment will be the longer of one
year after the State accepts the Equipment or the Contractor’s standard warranty period.

If any Equipment does not meet the above warranties during the applicable warranty period, the Contractor
must fix the nonconforming Equipment so it performs substantially in accordance with its user manuals,
technical materials, and related publications, replace the Equipment, or grant the State a refund equal to the
amount it paid for the Equipment. The Contractor must either fix or replace the Equipment or refund the
purchase price to the State with all due speed, not to exceed seven days in the case of a fix or a
replacement or 30 days in the case of a refund. The Contractor will be responsible for all shipping costs
associate with fixing, replacing, or returning any defective equipment.

7.4 INDEMNITY. The Contractor must indemnify the State against all liability or expense resulting from bodily
injury to any person (including injury resulting in death) or damage to property arising out of its performance
under this Contract, provided such bodily injury or property damage is due to the negligence of the
Contractor, its employees, agents, or subcontractors. The Contractor also must indemnify the State against
any claim of infringement of a copyright, patent, trade secret, or other intellectual property rights based on
the State's proper use of any Deliverable under this Contract. This obligation of indemnification will not
apply where the State has modified the Deliverable and the claim of infringement is based on the
modification. The State will give the Contractor notice of any such claim as soon as reasonably practicable.
If a successful claim of infringement is made, or if the Contractor reasonably believes that an infringement
claim that is pending may actually succeed, the Contractor will do one of the following four things:

(a) Modify the Deliverable so that is no longer infringing;

(b) Replace the Deliverable with an equivalent or better item;

(c) Acquire the right for the State to use the Deliverable as it was intended for the State to use
under this Contract; or

(d) Remove the Deliverable and refund the fee the State paid for the Deliverable and the fee for
any other Deliverable that required the availability of the infringing Deliverable for it to be
useful to the State.

7.5 LIMITATION OF LIABILITY. NOTWITHSTANDING ANYTHING TO THE CONTRARY CONTAINED IN
THIS CONTRACT OR ANYTHING INCORPORATED BY REFERENCE INTO THIS CONTRACT, THE
PARTIES AGREE AS FOLLOWS:

(a) NEITHER PARTY WILL BE LIABLE FOR ANY INDIRECT, INCIDENTAL, OR
CONSEQUENTIAL LOSS OR DAMAGE OF ANY KIND, INCLUDING BUT NOT LIMITED TO
LOST PROFITS, EVEN IF THE PARTIES HAVE BEEN ADVISED, KNEW, OR SHOULD
HAVE KNOWN OF THE POSSIBILITY OF SUCH DAMAGES.

(b) THE CONTRACTOR WILL BE LIABLE FOR ALL DIRECT DAMAGES DUE TO THE FAULT
OR NEGLIGENCE OF THE CONTRACTOR OR ITS BREACH OF ANY PROVISION OF
THIS CONTRACT.
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8.1

8.2

8 - MAINTENANCE

SOFTWARE MAINTENANCE. If this Contract involves any custom software as a Deliverable, then during the
warranty period, the Contractor must correct any material programming errors that are attributable to the
Contractor within a reasonable time, provided the State notifies the Contractor, either orally or in writing, of
a problem with the software and provides sufficient information to identify the problem. The Contractor's
response to a programming error will depend upon the severity of the problem. In the case of programming
errors that slow the processing of data by a small degree, render minor and non-critical functions of the
System inoperable or unstable, or require users or administrations to employ workarounds to fully use the
software, the Contractor must respond to requests for resolution within four business hours and begin
working on a proper solution within one business day, dedicating the resources of one qualified programmer
full-time to fixing the problem. In the case of any defects with more significant consequences, including
those that render key functions of the software inoperable or significantly slow data processing, the
Contractor must respond within two business hours of notification and, if requested, provide on-site
assistance and dedicate all available resources to resolving the problem.

For Commercial Software other than PC or PC-based server software costing less than $10,000.00 per
copy or license, the Contractor must provide maintenance during the warranty period at no cost to the
State. At a minimum, that maintenance must be the standard maintenance program that the licensor,
whether the Contractor or a third party, normally provides to its client base. That maintenance program
must include all new releases, updates, patches, and fixes to the Commercial Software. It also must
include a commitment to keep the software current with the operating environment in which it is designed to
function and a commitment to promptly correct all material defects in the software.

Additionally, the Contractor will make (or obtain a commitment from the third-party licensor to make)
maintenance available for the software for at least five years after the warranty period. The Contractor will
limit or obtain a commitment from the third-party licensor, if applicable, to limit increases in the annual fee
for maintenance to no more than five percent annually. If the licensor, whether it is the Contractor or a
third-party, is unable to provide maintenance during that period, then the licensor must do one of the
following things: (a) give the State a pro rata refund of the license fee based on a five-year useful life; or (b)
release the source code for the software to the State for use by the State solely for the purpose of
maintaining any copies of the software for which the State has a proper license. The State will treat the
source code as Confidential Information under the Confidentiality Section of this Contract. In the case of
third-party Commercial Software, the Contractor warrants that it has legally bound the third-party licensor to
the obligations of this Contract or that the Contractor has the right to make these commitments directly to
the State.

For Commercial Software designed for PC or PC-based server platforms and costing less than $10,000.00
per copy or license, the Contractor must provide the same maintenance and user assistance during the
warranty period at no additional cost to the State as the Contractor or the third-party licensor makes
generally available at no additional charge to its other customers.

SOFTWARE UPGRADES. After an initial acquisition of a license in Commercial Software, the State may want
to acquire a broader license than the original. Or the State may later want to migrate to another platform for
the Commercial Software. When the Contractor or third-party licensor make the broader license generally
available to its customer base or makes the version of the Commercial Software that runs on the new
platform to which the State wants to migrate, then the State will have a right to upgrade any of its licenses
to that broader license or to acquire the version of the Software that is appropriate for the new platform that
the State intends to use. In these cases, the Contractor will provide the broader license or other version of
the Commercial Software in exchange for a license fee that is based on the lesser of the following:

(a) The Contractor's (or third party licensor's) standard upgrade or migration fee;

(b) The upgrade or migration fee in Exhibit I; or

(c) The difference between the license fee originally paid and the then-current license fee for the
license or version of the Commercial Software that the State seeks to acquire.
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8.5

The foregoing will not apply to Commercial Software for PCs and PC-based server software with a
license fee of less than $10,000.00, unless the Contractor or third-party licensor makes upgrade
packages available for the Commercial Software to other customers. If PC or PC-based server
software upgrades are available, the State will be entitled to the most favorable license fee on
which such are made available to other most favored customers or dealers, as appropriate.

EQuIPMENT MAINTENANCE. [f this Contract involves computer or telecommunications hardware or other
mechanical or electrical equipment ("Equipment") as a Deliverable, then, during the warranty period and
during any period covered by annual maintenance, the Contractor must provide maintenance to keep the
Equipment in or restore the Equipment to good working order. This maintenance must include preventative
and remedial maintenance, installation of safety changes, and installation of engineering changes based
upon the specific needs of the individual item of Equipment. This maintenance also must include the repair,
replacement, or exchange deemed necessary to keep the Equipment in good working order. For purposes
of this Contract, Equipment restored to good working order means Equipment that performs in accordance
with the manufacturer's published specifications. The Contractor must use its best efforts to perform all
fault isolation and problem determination attributed to the Equipment. The following services are outside
the scope of this Contract:

(a) Maintenance to bring the Equipment into compliance with any law, rule, or regulation, if such
law, rule, or regulation was not in effect on the acceptance date;

(b) Repair and replacement work or increase in maintenance time as a result of damage or loss
resulting from accident, casualty, neglect, misuse, or abuse, if such is the State's fault (and
beyond normal wear and tear), damage resulting from improper packing or failure to follow
prescribed shipping instruction (If such is done by the State), failure of electrical power, air
conditioning or humidity control, use of supplies not approved by the original manufacturer of
the Equipment as describe in the Equipment’s documentation, or causes other than ordinary
use of Equipment;

(c) Fumnishing platens, supplies, or accessories, making specification changes, or adding or
removing approved accessories, attachments, or other devices except as permitted in the
Equipment’s user documentation;

(d) Maintenance or increased maintenance time resulting from any improper use, maintenance,
or connection to other equipment (not done by the Contractor) that results in damage to the
Equipment;

(e) Repairs needed to restore the Equipment to good operating condition if the Equipment has
been damaged by anyone other than the Contractor's authorized service personnel repairing,
modifying, or performing maintenance on the Equipment.

EQUIPMENT MAINTENANCE STANDARDS. Except in the case of excusable delay, remedial Equipment
maintenance by the Contractor will be completed within eight business hours after notification by the State
that maintenance is required. In the case of preventative maintenance, the Contractor will perform such in
accordance with the manufacturer's published schedule and specifications. If maintenance is not
completed within eight hours after notification by the State, the Contractor will be in default. Failure of the
Contractor to meet or maintain these requirements will provide the State with the same rights and remedies
as specified elsewhere in this Contract for default, except that the Contractor will only have eight hours to
remedy a default. The Contractor will provide adequate staff to provide the maintenance required by this
Contract.

EQUIPMENT MAINTENANCE CONTINUITY. If the Contractor is unable to provide Equipment maintenance to
meet the State's ongoing performance requirements and if, in the State's sole opinion, the Contractor is
unlikely to resume providing warranty services that meets the State's ongoing performance requirement, the
Contractor will be in default, and the State will be entitled to the remedies in the default section of this
Contract. The State will also be entitled to the following items from the Contractor:

(@) Allinformation necessary for the State to perform the maintenance, including but not limited to logic
diagrams, maintenance manuals, and system and unit schematics, with all changes noted;

{(b) A listing of suppliers capable of supplying necessary spare parts;

(c) Adequate information to permit the State to have spare parts manufactured elsewhere; and
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9.1

9.2

10.1

10.2

10.3

10.4

(d) A listing of spare parts and their recommended replacement schedule to enable the State to create a
centralized inventory of spare parts.

The State will treat as Confidential information in accordance with the Confidentiality Section of this
Contract any information in items (a) through (d) above that the Contractor rightfully identifies in writing as
confidential. And when disclosure to a third-party is necessary for the State to continue the maintenance,
the State will require any third-party to whom disclosure is made to agree to hold the Confidential
Information in confidence and to make no further disclosure of it. Further, the State agrees that any such
Confidential Information will be used solely to perform maintenance for the State and will be returned to the
Contractor or destroyed when such use is no longer needed.

PRINCIPAL PERIOD OF MAINTENANCE (GENERAL). Software and Equipment maintenance must be available
nine working hours per weekday, between 8:00 a.m. and 5:00 p.m. Eastern Standard Time. Travel time
and expenses related to remedial and preventative maintenance will not be billable and must be included in
thEprice of the Maintenance. o

MAINTENANCE ACCESS (GENERAL). For all Software and Equipment maintenance under this Contract, the
State will provide the Contractor with reasonable access to the Deliverable to perform maintenance. All
maintenance that requires a Deliverable to be inoperable must be performed outside the State’s customary
working hours, except when the Deliverable is already inoperable. Preventative or scheduled maintenance
must be performed at mutually agreeable times, within the parameters of the manufacturer’s published
schedule.

9 - ASSIGNMENT AND SUBCONTRACTING

AssSIGNMENT. The Contractor may not assign this Contract without the written consent of the State, which
the State will not be obligated to provide.

SUBCONTRACTING. The State recognizes that it may be necessary for the Contractor to use subcontractors
to perform portions of the work under this Contract. In those circumstances, before the Contractor engages
any such subcontractor, the Contractor must submit a list identifying its subcontractors or joint venture
partners performing portions of the work under the Contract. If any changes to that list occur during the term
of the Contract, the Contractor must immediately provide the State an updated list of subcontractors or joint
venture business partners. In addition, all subcontractors and joint venture business partners must agree in
writing to be bound by all of the terms and conditions of this Contract and any specifications of any order
under this Contract for which they perform work. The State may reject any subcontractor submitted by the
Contractor.

10 — CONSTRUCTION

HEADINGS. The headings used in this Contract are for convenience only and may not be used in
interpreting this Contract.

ENTIRE DOCUMENT. This Contract, which includes the Contractor’s pricelist attached as Exhibit | and ali
documents referred to in this Contract, constitutes the entire agreement between the parties with respect to
the subject matter and supersedes any previous agreements, whether oral or written.

BINDING EFFECT. This Contract will be binding on and benefit the respective successors and assigns of the
State and the Contractor.

AMENDMENTS — WAIVER. No amendment or modification of this Contract will be effective unless it is in
writing and signed by both parties. The failure of either party at any time to demand strict performance by
the other party of any of the terms or conditions of this Contract may not be construed as a waiver of any
those terms or conditions, and either party may at any time demand strict and complete performance by the
other party.
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10.6

10.7

10.8

10.9

SEVERABILITY. If a court of competent jurisdiction finds any provision of this Contract to be unenforceable,
the remaining provisions of this Contract will remain in full force and affect.

CoNsTRUCTION. This Contract must be construed in accordance with the plain meaning of its language and
neither for nor against the drafting party.

NoTices. For any notice under this Contract to be effective, the noticing party must make it in writing and
sent it to the address of the other party first appearing above, unless that party has notified the other party,
in writing and in accordance with the provisions of this section, of a new mailing address for the receipt of
notices. This notice requirement will not apply to any notices that this Contract expressly authorizes to be
made orally.

CONTINUING OBLIGATIONS. Any terms, conditions, representations, or warranties contained in this Contract
that must survive termination or expiration of this Contract to be fully effective will survive the termination or
expiration of the Contract. Additionally, termination or expiration of this Contract will not affect the State’s
right to continue to use any Deliverable for which it has paid, including licensed material. And no
termination or expiration of the Contract will affect the State’s right to receive maintenance, warranty work,
or other services for which the State has paid.

PRIORITY. If there is any inconsistency or conflict between this document and any provision of anything
incorporated by reference, this document will prevail.

10.10 DAYs. When this Contract refers to days, it means calendar days, unless it expressly provides otherwise.

11.1

11.2

113

11.4

11.5

11.6

11 - LAwW AND COURTS

EEO. The Contractor must comply with all Ohio laws regarding equal employment opportunity, ihcluding
among others Code § 125.111, as well as all related Executive Orders of the Governor of Chio.

DRuG FREE WORKPLACE. The Contractor must comply with all Ohio laws regarding maintaining a drug-free
workplace and make a good faith effort to ensure that all its employees do not possess and are not under
influence of illegal drugs or alcohol or abuse prescription drugs while working on State property.

OHIo ETHICS LAW AND LIMITS ON POLITICAL CONTRIBUTIONS. The Contractor certifies that it is currently in
compliance and will continue to adhere to the requirements of the Ohio ethics laws. In accordance with
Executive Order 2007-01S, the Contractor, by signature on this document, certifies: (1) it has reviewed and
understands Executive Order 2007-018S, (2) has reviewed and understands the Ohio ethics and conflicts of
interest laws, and (3) will take no action inconsistent with those laws and this order. The Contractor
understands that failure to comply with Executive Order 2007-01S is, in itself, grounds for termination of this
Contract and may result in the loss of other contracts or grants with the State. The Contractor hereby
cettifies that all applicable parties listed in Division (1)(3) or (J)(3) of Ohio Revised Code Section 3517.13
are in full compliance with Divisions (1)(1) and (J)(1) of Ohio Revised Code Section 3517.13.

SECURITY & SAFETY RULES. When using or possessing State data or accessing State networks and
systems, the Contractor must comply with all applicable State rules, policies, and regulations regarding data
security and integrity. And when on any property owned or controlled by the State, the Contractor must
comply with all security and safety rules, regulations, and policies applicable to people on those premises.

LAwW AND VENUE. This Contract is governed by and will be construed under Ohio law, and venue for all
disputes will lie exclusively with the appropriate court in Franklin County, Ohio.

UNRESOLVED FINDINGS. The Contractor represents that it is not subject to an unresolved finding for
recovery under Code § 9.24. If this warranty proves false when the parties sign this Contract, the Contract
will be void. Additionally, if this representation proves false on the date of any renewal or extension of the
Contract, the renewal or extension will be void.
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11.7 TERROR DECLARATION. In accordance with R.C. 2909.33(C), Contractor certifies that it meets one
of the following conditions:

(a) Contractor has not received, nor will receive as a result of this contract, an aggregate
amount greater than one hundred thousand dollars ($100,000) in business or funding,
excluding personal benefits, from the state, instrumentalities, or political subdivisions
during the current fiscal year;

or

(b)(1) Contractor has received, or will receive as a result of this contract, an aggregate
amount greater than one hundred thousand dollars ($100,000) in business or funding,
excluding personal benefits, from the state, instrumentalities, or political subdivisions
during the current fiscal year.

and,

(2) Contractor has either precertified with the Office of Budget and Management, or has
completed the attached Declaration of Material Assistance form certifying that Contractor
has not provided material assistance to any organization on the Terrorist Exclusion List,
as that term is defined in R.C. 2909.21.

11.8  ANTITRUST. The State and the Contractor recognize that, in actual economic practice,
overcharges resulting from antitrust violations are usually borne by the State. The Contractor therefore
assigns to the State all state and federal antitrust claims and causes of action that the Contractor has or
acquires relating to the goods and services acquired under this Contract,

To SHow THEIR AGREEMENT, the parties have executed this Contract on the date(s) identified below, and this
Contract will be effective as of the date it is signed on behalf of the State.

CONTRACTOR STATE OF OHIO,

OFFI%

R. STEVE EDMONSON
\\ . ( ( . DIRECTOR, OFFICE OF INFORMATION TECHNOLOGY
wn M STATE CHIEF INFORMATION OFFICER

DATE: II—O ‘~0 7 DATE: //’{’07
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Exhibit |

See price file labeled (EC America Consolidated Pricelist 8-6-7 STS.xls)
* No terms or conditions from the related (GSA MAS contract apply.)
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EXHIBIT 1l

ATTACHMENT A
CONRACTOR SUPPLEMENTAL PRICELIST INFORMATION AND TERMS

INSTRUCTIONS: Select the Manufacturer whose supplemental pricelist information and terms you want to view.

MANUFACTURER NAME
Citrix Systems, Inc.
McAfee
Palo Alto
Sourcefire
TIBCO Software, Inc.

“Ordering Activity” means an Ohio State
Agency or other State entity authorized to
purchase off the Ohio STS.



ATTACHMENT A
CONTRACTOR SUPPLEMENTAL PRICELIST INFORMATION AND TERMS

CITRIX SYSTEMS, INC.

CITRIX SYSTEMS, INC. LICENSE, WARRANTY AND SUPPORT TERMS

1.

GRANT OF LICENSE. This PRODUCT contains software that provides services on a computer called a server (“Server Software”) and
contains software that allows a computer to access or utilize the services provided by the Server Software (“Client Software”). This
PRODUCT is licensed under a concurrent user, user, or device model. For purposes of this license, i) "Concurrent User" is single client
device connected to the Server Software; ii) “User” is an individual authorized by Ordering Activity to use any device(s) to access
instances of the Server Software through Ordering Activity’s assignment of a single user ID, regardless of whether or not the individual is
using the PRODUCT at any given time; and iii) a “Device” is a device authorized by Ordering Activity to be used by any individual(s) to
access instances of the Server Software (locally or over a network) through Ordering Activity’s assignment of the device identity to a
Device log, regardless of whether or not the device is being used at any given time. Server Software is activated by licenses that allow
use of the Server Software in increments defined by the license model (“Licenses”). Under the User or Device model, Ordering Activity
may deploy network architectures that use hardware or software to reduce the number of Users or Devices that directly access the
Server Software. This is referred to as multiplexing or pooling. This does not reduce the number of Licenses required to access or use
the Server Software. A License is required for each User or Device that is connected to the multiplexing or pooling software or hardware
front end. Ordering Activity must acquire and assign a License to each User or Device that accesses Ordering Activity’s instances of the
Server Software directly or indirectly, frequently or infrequently. Client Software is not activated by Licenses but will not operate in
conjunction with the Server Software without the Server Software being activated. Licenses for other CITRIX PRODUCTS or other
editions of the same PRODUCT may not be used to increase the allowable use for the PRODUCT. Licenses are version specific for the
PRODUCT. They must be the same version or later than the Server Software being accessed. CONTRACTOR grants to Ordering
Activity the following worldwide, non-exclusive rights to the Server Software and Client Software and accompanying documentation
(collectively called the “SOFTWARE”):

a. Server Software. Ordering Activity may install and use the Server Software on one or more computers (“Server(s)”). Each License
may be installed and used on a single license server within Ordering Activity’s production environment and a single license server
within Ordering Activity’s disaster recovery environment. The Server Software may be used only to support up to the allowable
number of Concurrent Users, Users or Devices based on Ordering Activity’s total purchases of Licenses. Ordering Activity may use
the Server Software to provide application services to third parties (“Hosting”). Each License that is installed in both a production
and disaster recovery environment may be used only in one of the environments at any one time, except for duplicate use during
routine testing of the disaster recovery environment. If Ordering Activity purchased the Enterprise or Platinum editions of this
PRODUCT, each License may be used only to support use of any one or more of the edition features for the same Concurrent User,
User or Device. Ordering Activity’s use of Application Streaming to included with XenApp is limited to support of Concurrent Users,
Users or Devices using XenApp hosted applications, and not other users Ordering Activity’s use of EasyCall voice services included
with XenApp is limited to support of Concurrent Users, Users or Devices using XenApp hosted applications, and not other users.
Ordering Activity’s use of Profile management included with XenApp Enterprise or Platinum Edition is limited to support of
Concurrent Users, Users or Devices using XenApp Enterprise and Platinum hosted applications, and not other users. Ordering
Activity’s use of Provisioning services included with the XenApp Platinum Edition is limited to provisioning only the XenApp Platinum
Edition workload. Ordering Activity’s use of Single Sign-On included with XenApp Platinum Edition is limited to support of
Concurrent Users, Users or Devices using XenApp Platinum hosted applications, and not other users. If multiple Licenses are
delivered for the various features of the edition, they should be treated as a single License. If Ordering Activity received this
PRODUCT as a component of XenDesktop Enterprise or Platinum Edition, the Server Software may be used either to provide
presentation services to physical or virtual machines running in the XenDesktop environment or directly to client devices.

b.  Client Software. Under the Concurrent User or User model, the Client Software may be installed and used on an unlimited number
of client devices. Under the Device Model, the Client Software may be installed and used only on Devices. Ordering Activity may
use Client Software only to allow Concurrent Users, Users and Devices to access instances of the Server Software.

c. Perpetual License. If the SOFTWARE is “Perpetual License SOFTWARE,” the SOFTWARE is licensed on a perpetual basis and
includes the right to receive Subscription Advantage (as defined in Section 2 below).

d.  Archive Copy. Ordering Activity may make one (1) copy of the SOFTWARE in machine-readable form solely for backup purposes,
provided that Ordering Activity reproduce all proprietary notices on the copy.

SUBSCRIPTION RIGHTS. Ordering Activity’s subscription for the SOFTWARE (“Subscription”) shall begin on the date the Licenses are
delivered to Ordering Activity by email. Should Licenses be delivered to Ordering Activity on a tangible license card, Subscription shall
instead begin on the date Ordering Activity request that the Licenses be allocated to Ordering Activity through mycitrix.com. Subscription
shall continue for a one (1) year term subject to Ordering Activity’s purchase of annual renewals (the “Subscription Term”). During the
initial or a renewal Subscription Term, CONTRACTOR may, from time to time, generally make Updates available for licensing to the
public. Upon general availability of Updates during the Subscription Term, CONTRACTOR shall provide Ordering Activity with Updates
for covered Licenses. Any such Updates so delivered to Ordering Activity shall be considered SOFTWARE under the terms of this
ATTACHMENT A, except they are not covered by the Limited Warranty applicable to SOFTWARE, to the extent permitted by applicable
law. Subscription Advantage may be purchased for the SOFTWARE until it is no longer offered in accordance with the CITRIX
PRODUCT Support Lifecycle Policy posted at www.citrix.com. This website reference is for informational purposes only.
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Ordering Activity acknowledge that CONTRACTOR may develop and market new or different computer programs or editions of the
SOFTWARE that use portions of the SOFTWARE and that perform all or part of the functions performed by the SOFTWARE. Nothing
contained in this ATTACHMENT A shall give Ordering Activity any rights with respect to such new or different computer programs or
editions. Ordering Activity also acknowledge that CONTRACTOR is not obligated under this ATTACHMENT A to make any Updates
available to the public. Any deliveries of Updates shall be Ex Works CITRIX (Incoterms 2000).

SUPPORT. Ordering Activity may buy SUPPORT for the SOFTWARE. SUPPORT shall begin on the date of SUPPORT activation by
CONTRACTOR THROUGH CITRIX and shall run for a one (1) year term subject to Ordering Activity’s purchase of annual renewals.
SUPPORT is sold including various combinations of Incidents, technical contacts, coverage hours, geographic coverage areas, technical
relationship management coverage, and infrastructure assessment options. An “Incident” is defined as a single SUPPORT issue and
reasonable effort(s) needed to resolve it. An Incident may require multiple telephone calls and offline research to achieve final resolution.
The Incident severity will determine the response levels for the SOFTWARE. Unused Incidents and other entitlements expire at the end
of each annual term. SUPPORT may be purchased for the SOFTWARE until it is no longer offered in accordance with the CITRIX
PRODUCT Support Lifecycle Policy posted at www.citrix.com. This website reference is for informational purposes only. SUPPORT will
be provided remotely from CONTRACTOR THROUGH CITRIX to your locations. Where on-site visits are mutually agreed to in a
separate agreement for such on-site visits, Ordering Activity will be billed for reasonable travel and living expenses in accordance with
Ordering Activity’s travel policy. CONTRACTOR THROUGH CITRIX performance is predicated upon the following responsibilities being
fulfilled by Ordering Activity: (i) Ordering Activity will designate a Customer Support Manager (‘CSM”) who will be the primary
administrative contact; (ii) Ordering Activity will designate Named Contacts (including a CSM), preferably each CITRIX certified, and each
Named Contact (excluding CSM) will be supplied with an individual service ID number for contacting SUPPORT; (iii) Ordering Activity
agree to perform reasonable problem determination activities and to perform reasonable problem resolution activities as suggested by
CONTRACTOR THROUGH CITRIX. Ordering Activity agrees to cooperate with such requests; (iv) Ordering Activity is responsible for
implementing procedures necessary to safeguard the integrity and security of SOFTWARE and data from unauthorized access and for
reconstructing any lost or altered files resulting from catastrophic failures; (v) Ordering Activity is responsible for procuring, installing, and
maintaining all equipment, telephone lines, communications interfaces, and other hardware at Ordering Activity’s site and providing
CONTRACTOR THROUGH CITRIX with access to Ordering Activity’s facilities as required to operate the SOFTWARE and permitting
CONTRACTOR THROUGH CITRIX to perform the service called for by this ATTACHMENT A; and (vi) Ordering Activity is required to
implement all currently available and applicable hotfixes, hotfix rollup packs, and service packs or their equivalent to the SOFTWARE in a
timely manner. CONTRACTOR THROUGH CITRIX is not required to provide any SUPPORT relating to problems arising out of: (i)
Ordering Activity’s customization to the operating system or environment that adversely affects the SOFTWARE; (ii) any alterations of or
additions to the SOFTWARE performed by parties other than CONTRACTOR THROUGH CITRIX; (iii) use of the SOFTWARE on a
processor and peripherals other than the processor and peripherals for which such SOFTWARE was designed and licensed for use on;
or (iv) SOFTWARE that has reached End-of-Life. In situations where CONTRACTOR THROUGH CITRIX cannot provide a satisfactory
resolution to Ordering Activity’s critical problem through normal SUPPORT methods, CONTRACTOR THROUGH CITRIX may engage its
product development team to create a private fix. Private fixes are designed to address Ordering Activity’s specific situation and may not
be distributed by Ordering Activity outside Ordering Activity’s organization without written consent from CONTRACTOR. CONTRACTOR
retains all right, title, and interest in and to all private fixes. Any hotfixes or private fixes are not SOFTWARE under the terms of this
ATTACHMENT A and they are not covered by the Limited Warranty applicable to SOFTWARE, to the extent permitted by applicable law.
With respect to infrastructure assessments or other consulting services, all intellectual property rights in all reports, preexisting works and
derivative works of such preexisting works, as well as installation scripts and other deliverables and developments made, conceived,
created, discovered, invented, or reduced to practice in the performance of the assessment are and shall remain the property of
CONTRACTOR, subject to a worldwide, nonexclusive License to Ordering Activity for internal use.

DESCRIPTION OF OTHER RIGHTS, LIMITATIONS, AND OBLIGATIONS. Unless expressly permitted by applicable law, Ordering
Activity may not transfer, rent, timeshare, or lease the SOFTWARE. Under the User or Device model, Ordering Activity may permanently
reassign a License from one User to another or from one Device to another, and Ordering Activity may temporarily assign a License to a
temporary worker while the User is absent or a License to a loaner device while the Device is out of service. If Ordering Activity
purchased Licenses for the SOFTWARE to replace other CITRIX Licenses for other CITRIX SOFTWARE and such replacement is a
condition of the transaction, Ordering Activity agrees to destroy those other CITRIX Licenses and retain no copies after installation of the
new Licenses and SOFTWARE. Ordering Activity shall provide the serial numbers of such replaced Licenses and corresponding
replacement Licenses to the reseller, and upon request, directly to CONTRACTOR for license tracking purposes. Except as specifically
licensed herein, Ordering Activity may not modify, translate, reverse engineer, decompile, disassemble, create derivative works based
on, or copy (except for backup as permitted above) the SOFTWARE, except to the extent such foregoing restriction is expressly
prohibited by applicable law. Ordering Activity may not remove any proprietary notices, labels, or marks on any SOFTWARE.
Notwithstanding the foregoing, this ATTACHMENT A shall not prevent or restrict Ordering Activity from exercising additional or different
rights to any free, open source code, documentation and materials contained in or provided with the SOFTWARE in accordance with the
applicable free, open source license for such code, documentation, and materials.

ORDERING ACTIVITY MAY NOT USE, COPY, MODIFY, OR TRANSFER THE SOFTWARE OR ANY COPY IN WHOLE OR IN PART,
OR GRANT ANY RIGHTS IN THE SOFTWARE OR ACCOMPANYING DOCUMENTATION, EXCEPT AS EXPRESSLY PROVIDED IN
THIS ATTACHMENT A. ALL RIGHTS NOT EXPRESSLY GRANTED ARE RESERVED BY CONTRACTOR OR ITS SUPPLIERS.

LIMITED WARRANTY AND DISCLAIMER. CONTRACTOR warrants that for a period of ninety (90) days from the date of delivery of the
SOFTWARE to Ordering Activity, the SOFTWARE will perform substantially in accordance with the CITRIX PRODUCT documentation
published by CITRIX and included with the PRODUCT. CONTRACTOR and its suppliers’ liability and Ordering Activity’s remedy under
this warranty (which is subject to Ordering Activity returning the SOFTWARE to CONTRACTOR or an authorized reseller) will be, at the
option of CONTRACTOR and subject to applicable law, to replace the media and/or SOFTWARE or to refund the purchase price and
terminate this ATTACHMENT A. CONTRACTOR will provide the SUPPORT requested by Ordering Activity in a professional and
workmanlike manner, but CONTRACTOR cannot guarantee that every question or problem raised by Ordering Activity will be resolved or
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resolved in a certain amount of time. TO THE EXTENT PERMITTED BY APPLICABLE LAW AND EXCEPT FOR THE ABOVE LIMITED
WARRANTY FOR SOFTWARE, CONTRACTOR AND ITS SUPPLIERS MAKE AND ORDERING ACTIVITY RECEIVE NO
WARRANTIES OR CONDITIONS, EXPRESS, IMPLIED, STATUTORY, OR OTHERWISE; AND CONTRACTOR AND ITS SUPPLIERS
SPECIFICALLY DISCLAIM WITH RESPECT TO SOFTWARE, UPDATES, SUBSCRIPTION ADVANTAGE, AND SUPPORT ANY
CONDITIONS OF SECURITY, LACK OF VIRUSES, BUGS, OR ERRORS, AND ANY IMPLIED WARRANTIES, INCLUDING, WITHOUT
LIMITATION, ANY WARRANTY OF TITLE, QUIET ENJOYMENT, QUIET POSSESSION, MERCHANTABILITY, NONINFRINGEMENT,
OR FITNESS FOR A PARTICULAR PURPOSE. THE SOFTWARE IS NOT DESIGNED, MANUFACTURED, OR INTENDED FOR USE
OR DISTRIBUTION WITH ANY EQUIPMENT THE FAILURE OF WHICH COULD LEAD DIRECTLY TO DEATH, PERSONAL INJURY,
OR SEVERE PHYSICAL OR ENVIRONMENTAL DAMAGE. ORDERING ACTIVITY ASSUMES THE RESPONSIBILITY FOR THE
SELECTION OF THE SOFTWARE AND HARDWARE TO ACHIEVE ORDERING ACTIVITY’S INTENDED RESULTS, AND FOR THE
INSTALLATION OF, USE OF, AND RESULTS OBTAINED FROM THE SOFTWARE AND HARDWARE.

6. PROPRIETARY RIGHTS. No title to or ownership of the SOFTWARE is transferred to Ordering Activity. CONTRACTOR and/or its
licensors own and retain all title and ownership of all intellectual property rights in and to the SOFTWARE, including any\ adaptations or
copies. Ordering Activity acquires only a limited License to use the SOFTWARE.

EXHIBIT A — ORDERING ACTIVITY RETURN POLICY

Limited Warranty. Contractor warrants to Ordering Activity for each Product that the Hardware delivered as part of an Appliance shall be free
from defects in material and workmanship in normal use for a period of one (1) year from the date of delivery. Ordering Activity’s remedy and
the liability of Contractor, its licensors, and suppliers under this warranty. This warranty extends only to the original Ordering Activity and may
not be assigned. Ordering Activity’s remedy and the liability of Contractor, its licensors and suppliers under this limited warranty (which is
subject to Ordering Activity returning the Hardware to Contractor or an authorized reseller) will be, at the discretion of Contractor, to replace
the Hardware or refund the purchase price. This warranty does not cover any loss or damage which occurs in shipment or which is due to any
of the following: (1) improper installation, maintenance, adjustment, repair or modification by Ordering Activity or a third party; (2) misuse,
neglect, or any other cause other than ordinary use, including without limitation, accidents or acts of God; (3) improper environment, excessive
or inadequate heating or air conditioning, electrical power failures, surges, or other irregularities; or (4) third party software or software drivers.
Ordering Activity’s maintenance agreement as detailed in Exhibit B hereunder with Contractor will supersede this Ordering Activity Return
Policy.

Warranty Returns. Ordering Activity may return to Contractor through Citrix any defective Product subject to the limited warranty above. Prior
to such return, Ordering Activity shall verify that the Product is defective and shall obtain from Citrix a Return Material Authorization ("RMA")
number. Ordering Activity shall request each RMA number from Citrix in accordance with Citrix's RMA procedures including providing the part
number, serial number and reason for return, an explanation of all failure symptoms and other relevant information. Citrix shall use
commercially reasonable efforts to send to Ordering Activity an RMA form and RMA number within five (5) business days of Ordering Activity's
request. Within one (1) business day after receiving an RMA number for the Product, Ordering Activity shall package the Product in its original
packing material or equivalent, write the RMA number on the outside of the package and return the Product, at Citrix's cost, shipped properly
insured, freight prepaid, DDP (Incoterms 2000) Citrix's designated facility. Ordering Activity shall enclose with the returned Product the
applicable RMA form, and any other documentation or information requested by Citrix. Ordering Activity shall assume any and all risk of loss
of or damage to the Product during shipping. Citrix shall elect to repair or replace the Product using new or reconditioned parts (of better or
equivalent quality) at Citrix's discretion, and shall pay the shipping costs to return the Product to the location from which it was returned by
Ordering Activity. Any Product that has been returned, but that Citrix determines not to be defective, or that is not otherwise covered under
the limited warranty above, shall be returned to Ordering Activity at Citrix's expense and risk. Title to any Product returned under warranty
shall at all times remain with Ordering Activity unless and until Citrix either replaces the Product or pays Ordering Activity the Price of the
Product in lieu of repair or replacement, at which time title shall pass to Citrix. The warranty period of any repaired or replaced Product shall be
the longer of (a) ninety (90) calendar days from Citrix’s return shipment of the Product or (b) the original warranty period for the Product. Citrix
shall not be responsible for any software, firmware, information, memory, data or the like of Ordering Activity or other’s contained in, stored on
or integrated with any Product returned to Citrix for repair, whether or not under warranty.

EXHIBIT B — CITRIX APPLIANCE MAINTENANCE & TECHNICAL SUPPORT

1. SERVICES PROVIDED BY CITRIX.

Contractor through Citrix offers a range of maintenance programs for its Products (including standard Products and optional Products) as
described below and as summarized in the below Citrix Appliance Maintenance Program Overview (the “Program Overview”). Ordering
Activity shall be entitled to receive the following services to the extent Ordering Activity has ordered and paid in full the Annual STS Fee for the
applicable service. Ordering Activity must purchase maintenance services for its optional Products where Ordering Activity has maintenance
services in place for the corresponding standard Product. Ordering Activity may purchase maintenance services for its optional Products only
where it has maintenance services in place for the corresponding standard Product. Ordering Activity may also purchase optional installation
and/or consulting services as offered by Contractor through Citrix.

Extended hardware Warranty b includes the following:

Except as otherwise provided in this Attachment A, Contractor warrants to Ordering Activity that the Hardware (as defined below) shall be free
from material defects in materials and workmanship during the term of this Attachment A. Contractor’s liability and Ordering Activity’s remedy
under this warranty shall be limited to repair or replacement of, or refund of the price paid for, the non-conforming Product at Contractor’s
option. For purposes of this Attachment A, “Hardware” shall mean that portion of the Product that is not the Software. For purposes of this
Attachment A, “Software” shall mean the Product software, in machine-readable form, and accompanying user documentation licensed to
Ordering Activity by Contractor pursuant to an applicable purchase order between Ordering Activity and Contractor for such license.



Software Subscription Service b includes the following:

Software Updates.

Ordering Activity’s subscription for Software (“Subscription Advantage”) shall be effective during the term of this Attachment A, subject to
Ordering Activity’s purchase of annual renewals (the “Subscription Term”). During the Subscription Term, Contractor may, from time to time,
generally make Updates available for licensing to the public. For the purposes of this Attachment A, an Update shall mean a generally
available release of the same Software. Upon general availability of Updates during the Subscription Term, Ordering Activity may obtain
Updates by downloading the Update from Contractor through Citrix’s server via the Internet. Any such Updates so delivered to Ordering
Activity shall be considered Software under the terms of this Attachment A, except they are not covered by the Limited Warranty applicable to
Software, to the extent permitted by applicable law. Subscription Advantage may be purchased for the Software until it is no longer offered in
accordance with the Citrix Product Support Lifecycle Policy posted at www.citrix.com. This website reference is for informational purposes
only.

Ordering Activity acknowledges that Contractor through Citrix may develop and market new or different computer programs or editions of the
Software that use portions of the Software and that perform all or part of the functions performed by the Software. Nothing contained in this
Attachment A shall give Ordering Activity any rights with respect to such new or different computer programs or editions. Ordering Activity also
acknowledge that Contractor is not obligated under this Attachment A to make any Updates available to the public. Any deliveries of Updates
shall be Ex Works Citrix (Incoterms 2000).

Bronze/Silver/Gold Maintenance

Bronze Maintenance includes all of the services set forth above under Extended Warranty Program and Software Subscription Service, plus
each of the following:

Telephone Support. During the term of this Attachment A, Contractor through Citrix shall provide Ordering Activity technical telephone support
for the Product through the Citrix support line during designated business hours. Citrix Appliance Support Coverage hours are indicated in the
Program Overview. Citrix support technicians shall only be obligated to respond to Ordering Activity’s designated contacts.

Support Service Level. Contractor through Citrix shall respond within twenty four (24) hours of receiving an inquiry from Ordering Activity if
received during a business day (or if received on a day other than a business day, within twenty four (24) hours of the opening of business on
the succeeding business day) regarding use or installation of the Product, and use diligent efforts to answer questions and resolve problems.

Returns. During the term of this Attachment A, Ordering Activity shall have the right to return to Contractor through Citrix any defective Product
subject to the limited warranty set forth in the Extended Warranty Program above. Prior to such return, Ordering Activity shall verify that said
Product is defective and shall obtain from Citrix a Return Material Authorization (“RMA ”) number. Ordering Activity shall request each RMA
number from Citrix in accordance with CitrixX's RMA procedures including providing the part number, serial number, quantity and reason for
return, an explanation of all failure symptoms and other relevant information. Citrix shall ship via a recognized express courier service a
replacement Product to Ordering Activity no later than ten (10) business days after Citrix’s issuance of an RMA number (or longer in countries
where regulation requires export approval documentation in advance of RMA shipment). The replacement Product may be a new or
reconditioned Product (of better or equivalent quality) at Citrix’s discretion. Citrix shall pay the shipping costs to ship the replacement Product
to Ordering Activity. Within five (5) business days after Citrix issues an RMA number for the defective Product, Ordering Activity shall package
said Product in its original packing material or equivalent, write the RMA number on the outside of the package and return said Product, at
Ordering Activity's cost, shipped properly insured, freight prepaid, DDP (Incoterms 2000) Citrix’s designated facility. Ordering Activity shall
enclose with the returned Product the applicable RMA form, and any other documentation or information requested by Citrix. Ordering Activity
shall assume any and all risk of loss of or damage to such Product during shipping. Title to the defective Product shall pass to Citrix upon
Citrix's receipt thereof. When a replacement Product is provided and Ordering Activity fails to return the defective Product to Citrix within ten
(10) business days after Citrix issues an RMA number for the defective Product, Contractor may charge Ordering Activity, and Ordering
Activity shall pay for the replacement Product at the then current GSA price. The warranty period of any replacement Product shall be the
longer of (a) ninety (90) calendar days from Citrix's shipment of said Product or (b) the remainder of the applicable warranty period for said
Product pursuant to the Extended Warranty Program.

Silver Maintenance includes all of the services set forth above under Extended Warranty Program and Software Subscription Service plus
each of the following:

Telephone Support. During the term of this Attachment A, Contractor through Citrix shall provide Ordering Activity technical telephone support
for the Product through the Citrix support line during designated business hours. Citrix Appliance Support Coverage hours are indicated in the
Program Overview. Citrix support technicians shall only be obligated to respond to Ordering Activity’s designated contacts.

Support Service Level. Contractor through Citrix shall respond within twelve (12) hours of receiving an inquiry from Ordering Activity if received
during a business day (or if received on a day other than a business day, within twelve (12) hours of the opening of business on the
succeeding business day) regarding use or installation of the Product, and use diligent efforts to answer questions and resolve problems.

Returns. During the term of this Attachment A, Ordering Activity shall have the right to return to Contractor through Citrix any defective Product
subject to the limited warranty set forth in the Extended Warranty Program above pursuant to the Advance Return provisions set forth below.

Gold Maintenance includes all of services set forth above under Extended Warranty Program and Software Subscription Service plus each of
the following:
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Telephone Support. During the term of this Attachment A, Contractor through Citrix shall provide Ordering Activity technical telephone support
for the Product through the Citrix support line twenty-four (24) hours per day, three hundred sixty-five (365) days per year. Citrix’s support
technician shall only be obligated to respond to Ordering Activity’s designated contacts.

Support Service Level. Contractor through Citrix shall respond within two (2) hours of receiving an inquiry from Ordering Activity regarding use
or installation of the Product, and use diligent efforts to answer questions and resolve problems.

Returns. During the term of this Attachment A, Ordering Activity shall have the right to return to Contractor through Citrix any defective Product
subject to the limited warranty set forth in the Extended Warranty Program above pursuant to the Advance Return provisions set forth below.

Advance Return

Prior to any return as to which Advance Return applies, Ordering Activity shall first verify that said Product is defective and shall obtain from
Contractor through Citrix a Return Material Authorization ("RMA") number. Ordering Activity shall request each RMA number from Citrix in
accordance with Citrix's RMA procedures including providing the part number, serial number, quantity and reason for return, an explanation of
all failure symptoms and other relevant information. Citrix shall ship via a recognized express courier service a replacement Product to
Ordering Activity no later than one (1) business day after Citrix's issuance of an RMA number, except in countries where regulation requires
export approval documentation in advance of RMA shipment (current list shown in the table below). The replacement Product may be a new
or reconditioned Product (of better or equivalent quality) at Citrix’s discretion. Citrix shall pay the shipping costs to ship the replacement
Product to Ordering Activity. Within five (5) business days after Citrix issues an RMA number for the defective Product, Ordering Activity shall
package said Product in its original packing material or equivalent, write the RMA number on the outside of the package and return said
Product, at Citrix’s shipping expense to Citrix's designated facility. Title to the defective Product shall pass to Citrix upon Citrix’s receipt
thereof. When a replacement Product is provided and Ordering Activity fails to return the defective Product to Citrix within ten (10) business
days after Citrix issues an RMA number for the defective Product, Contractor may charge Ordering Activity. The warranty period of any
replacement Product shall be the longer of (a) ninety (90) calendar days from Citrix's shipment of said Product or (b) the remainder of the
applicable warranty period for said Product pursuant to the Extended Warranty Program.

*Current list of countries requiring export approval documentation before shipment of replacement Product:

Country RMA Documents Time Estimate

Egypt CVO/EX A/IEmbassy 10 business days

Jordan CVO/EX A/Embassy/Min. (10 business days
foreign

Kuwait EX A/JEmbassy/CVO 10 business days

Qatar EX A/Embassy/CVO/Min. 10 business days
foreign

Norway EU A 1 business day

Switzerland EU A 1 business day

Dubai/United CVO/EX A 2 business days

Arab Emirates

Israel CVA/EX A 2 business days

Russian EXA 2 business days

Federatio

Saudi Arabia EX A/CVO 2 business days

South Africa EXA 2 business days

Turkey EX A/ATR 2 business days

4-hour Advance Return

Where available, and upon payment of the applicable STS fees, Ordering Activities receiving Gold Maintenance may select an optional
expedited Advance Return service. The features of the 4-hour Advance Return are the same as the standard Advance Return above, except
that Contractor through Citrix shall ship via a recognized express courier service a replacement Product to Ordering Activity no later than four
(4) hours after Citrix’s issuance of an RMA number.

Onsite Support

This Attachment A does not include onsite support. In critical situations, Ordering Activity may request onsite support as a separate and
distinct billable service, subject to a separate written agreement and purchase order between Contractor and Ordering Activity. Onsite
support is subject to Contractor through Citrix resource availability, and the tasks performed will vary based on the situation, environment,
and business impact of the problem.

Product Development Support

In situations where Contractor through Citrix cannot provide a satisfactory resolution to Ordering Activity’s critical problem through normal
support methods, Citrix may engage its product development team to create a Ordering Activity-specific solution (a “Private Fix”) to the
Products. Privates Fixes are designed to address a specific Ordering Activity situation and may not be distributed by Ordering Activity outside
the Ordering Activity organization without written consent from Citrix. Private Fixes and hoffixes are provided ‘as-is’, without warranty of any
kind applicable to Software pursuant to this Attachment A to the extent permitted by applicable law. Citrix retains all right, title and interest in
and to all Private Fixes.



Technical Relations Management

Ordering Activity may select an optional Technical Relations Manager (TRM) to enhance the technical support relationship between Ordering
Activity and Contractor through Citrix. The TRM provides high-level technical expertise and proactive services, and also serves as the point of
information delivery and feedback to Citrix product groups, research and development teams, and other Citrix groups. These services
include:

. Orientation Session. At the start of this service, an initial orientation session will be scheduled for the TRM to introduce the
Ordering Activity to Citrix Technical Support contact information and processes.

. Escalation Management. In cases where issues need engineering assistance, the TRM will act as the Ordering Activity’s advocate
and function as point-of-contact to assist in rapid resolution of the incident.

. Implementation and Informational Reviews. The TRM will be a resource for the Ordering Activity to assist with product information
and recommendations for integration of Citrix products in the Ordering Activity environments.

e Incident Tracking and Status Reporting Sessions. TRM will provide the Ordering Activity on a regular basis, reports summarizing
Ordering Activity account information such as incidents opened and status updates.

TRM services can only be used in a single geographical region. Ordering Activities wishing to use TRM services in more than one region
must purchase 200 hour blocks in each region. All TRM purchased hours are valid for 12 months from date of purchase; unused TRM hours
do not roll over into a subsequent purchase order term. Citrix regions are as follows: (a) Americas — North America, Latin America, and the
Caribbean; (b) EMEA — Europe, Middle East and Africa; (c) Asia Pac —Asia, New Zealand and Australia and (d) Japan. Ordering Activities
should contact Contractor through Citrix Technical Support to determine TRM service availability in their region.

2. ORDERING ACTIVITY RESPONSIBILITIES.

a. Ordering Activity Assistance. Contractor through Citrix’s performance is predicated upon the following responsibilities being
fulfilled by Ordering Activity: (i) Ordering Activity agrees to provide Citrix reasonable access to all necessary personnel to
answer guestions or resolve problems reported by Ordering Activity regarding the Products; (ii) Ordering Activity agrees to
perform reasonable problem determination activities and to perform reasonable problem resolution activities as suggested by
Citrix. Ordering Activity agrees to cooperate with such requests; (iii) Ordering Activity is responsible for implementing
procedures necessary to safeguard the integrity and security of Software and data from unauthorized access and for
reconstructing any lost or altered files resulting from catastrophic failures; (iv) Ordering Activity is responsible for procuring,
installing, and maintaining all equipment, telephone lines, communications interfaces, and other hardware at Ordering Activity’s
site; (v) Ordering Activity is required to implement all currently available and applicable Updates and error corrections provided
by Citrix under this Attachment A in a timely manner, including hotfixes, hotfix rollup packs, and service packs or their
equivalent; and (vi) Ordering Activity shall allow Citrix access as needed to the Products via the Internet for the purpose of
providing support services and shall permit Citrix to perform the support services called for by this Attachment A. Ordering
Activity shall maintain Citrix supported versions of required third party software, if any.

b. Named Contacts. Ordering Activity shall appoint at least two (2) named contacts within Ordering Activity's organization to serve
as contacts between Ordering Activity and Contractor through Citrix and to receive support through Citrix's telephone support
center. Ordering Activity’s contacts shall have been adequately trained on the Software and shall have sufficient technical
expertise, training and experience.

3. EXCLUSIONS.

Notwithstanding anything in this Attachment A to the contrary, Contractor through Citrix shall have no obligation or responsibility to provide any
support services relating to problems arising out of or related to (i) Ordering Activity's failure to implement all updates to the Software which
are made available to Ordering Activity under this Attachment A; (ii) the failure to provide a suitable installation environment; (i) Ordering
Activity’s customization to the operating system or environment that adversely affects the Software; (iv) any alteration, modification,
enhancement or addition to the Products performed by parties other than Citrix; (v) use of the Products in a manner, or for a purpose, for
which it was not designed; (vi) accident, abuse, neglect, unauthorized repair, inadequate maintenance or misuse of the Products; (vii)
operation of the Products outside of environmental specifications; (viii) interconnection of the Software with other software products not
supplied by Citrix; (ix) use of the Software on any systems other than the specified hardware platform for such Software; or (x) introduction of
data into any database used by the Software by any means other than the use of the Software. Notwithstanding anything else contained in this
Attachment A to the contrary, Citrix shall only be obligated to provide support for eligible Products as indicated in the Citrix Appliance End of
Life Policy available www.citrix.com. This website reference is for informational purposes only.

4. OWNERSHIP AND USE; WARRANTY DISCLAIMER.

a. Ownership and Use. All Updates and other changes, improvements, bug fixes or other modifications to the Software provided
under this Attachment A shall be deemed to be included within the Software and shall be subject to the terms and conditions of
this Attachment A except that they are not covered by the warranty. With respect to installation and consulting services relating
to the Product purchased from Contractor, all intellectual property rights in all reports, preexisting works and derivative works of
such preexisting works, as well as installation scripts and all other deliverables and developments made, conceived, created,
discovered, invented, or reduced to practice in the performance of the consulting services are and shall remain the property of
Contractor, subject to a worldwide, nonexclusive license to Contractor for internal use.

b. Warranty and Warranty Disclaimer. Contractor shall use all reasonable commercial efforts to provide the support, installation
and consulting services requested by Ordering Activity under this Attachment A in a professional and workmanlike manner, but
Contractor cannot guarantee that every question or problem raised by Ordering Activity shall be resolved. OTHER THAN THE
EXPRESS LIMITED WARRANTIES MADE BY CONTRACTOR, CONTRACTOR MAKES, AND ORDERING ACTIVITY


http://www.citrix.com/

RECEIVES, NO WARRANTIES, REPRESENTATIONS OR CONDITIONS OF ANY KIND, EXPRESS, IMPLIED, STATUTORY
OR OTHERWISE ARISING IN ANY WAY OUT OF, RELATED TO, OR UNDER THIS ATTACHMENT A OR THE PROVISION
OF MATERIALS OR SERVICES HEREUNDER, AND CONTRACTOR HEREBY SPECIFICALLY DISCLAIMS ALL OTHER
EXPRESS, IMPLIED, STATUTORY AND OTHER WARRANTIES, REPRESENTATIONS AND CONDITIONS INCLUDING
WITHOUT LIMITATION THOSE ARISING FROM A COURSE OF DEALING, LAW, USAGE OR TRADE PRACTICE AND THE
IMPLIED WARRANTIES OR CONDITIONS OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, NON-
INFRINGEMENT AND SATISFACTORY QUALITY.

HOW TO CONTACT CITRIX TECHNICAL SUPPORT

If Ordering Activity purchased maintenance for Citrix products, Ordering Activity can contact Citrix Technical Support either by phone or via
the Internet. In order to contact Citrix Technical Support each individual named contact must have a valid support agreement number in
place. If Ordering Activity purchased maintenance and Ordering Activity have been designated a named contact, Ordering Activity should
have received Ordering Activity’s individual agreement number via email. However, if Ordering Activity has not received Ordering Activity’s
agreement number, please send an email to Contractor through Citrix (addresses provided below) with your name, company name, phone
number and serial number of the unit.

Phone
e From North America, Latin America, and the Caribbean, please dial: 1-800-424-8749 or (954) 267-2599
e  From EMEA (Europe, Middle East, Africa), please dial: 00353-1-805-5000
e  From APAC (Australia, New Zealand and Asia), please dial: +61-2 8870 0899
. From Japan, please contact your distributor directly.

Ordering Activity may also find Ordering Activity’s country specific toll free phone number by going to the following website address:
www.citrix.com/English/ss/supportContacts.asp

Internet

e Log on to www.mycitrix.com

. Navigate to the Toolbox and select “My Support”. This will direct Ordering Activity to the eService Self Service Homepage. This view
provides links with associated descriptions in a user friendly web-based format. These links will include Service Requests,
Agreements and Returns / Exchange Orders. Ordering Activity can find more details as you navigate through each link.

Email
. From North America, Latin America and the Caribbean, please use techsupport _na@citrix.com
e  From EMEA (Europe, Middle East, & Africa), please use techsupport emea@citrix.com
. From APAC (Australia, New Zealand and Asia), please use techsupport_apac@ecitrix.com
. From Japan, please contact your distributor directly.

CITRIX APPLIANCE MAINTENANCE PROGRAM OVERVIEW

As an Ordering Activity, Ordering Activity is entitled the following services as described in this document to the extent Ordering Activity has
ordered and paid in full the Annual Fee for the applicable service.

Ordering Activity puts confidence in Contractor through Citrix when Ordering Activity installed products in Ordering Activity’s network
infrastructure. Citrix wants that confidence to last, and is committed to making sure Ordering Activity’s Citrix Appliance is successfully
implemented and continues to work to provide a robust solution for Ordering Activty’s applications. The Citrix Appliance Maintenance Program
has been designed to help sustain, grow and enhance our products within Ordering Activity’s infrastructure, so Ordering Activity can be
assured of their performance every step of the way.

The levels of maintenance that are available for the Citrix products are:

Bronze (not currently available for Citrix Access Gateway)
e  Unlimited incidents during each one-year term

. Standard business hours (see technical support coverage hours below)

. One year of software updates and bug fixes

e 2 named contacts

. Standard replacement for materials (ships within 10 business days after issuing the RMA number*)
Silver

. Unlimited incidents during each one-year term

. Standard business hours (see technical support coverage hours below)

. One year of software updates and bug fixes

e Assigned Support Account Manager for non-technical Relations Management Services

e 4 named contacts

e  Advanced replacement for materials (ships within 1 business day after issuing the RMA number*)

Gold


http://www.citrix.com/English/ss/supportContacts.asp
http://www.mycitrix.com/
mailto:techsupport_na@citrix.com
mailto:techsupport_emea@citrix.com
mailto:techsupport_apac@citrix.com

24 x 7 coverage hours

6 named contacts

* Please note that in countries where regulation requires export approval documentation in advance of RMA shipment, the time for shipment

may be longer.

Unlimited incidents during each one-year term

One year of software updates and bug fixes
Assigned Support Account Manager for non-technical Relations Management Services

Advanced replacement for materials (ships within 1 business day after issuing the RMA number*)

Citrix Appliance Technical Support Coverage Hours

Europe, Middle East, & Africa

Bronze Silver Gold

North America, Latin America, 8 a.m. to 9 p.m. U.S. Eastern time, 8 a.m. to 9 p.m. U.S. Eastern time, 24 x7
and the Caribbean Monday -Friday Monday -Friday

Asia (excluding Japan®) 8 a.m. to 6 p.m. Hong Kong time, 8 a.m. to 6 p.m. Hong Kong time, 24 x7
Monday - Friday Monday - Friday

Australia & New Zealand 8 a.m.to 6 p.m. AEST, Monday - Friday | 8 a.m. to 6 p.m. AEST, Monday -Friday 24 x7

8 a.m. to 6 p.m. GMT, Monday - Friday 8 a.m. to 6 p.m. GMT, Monday - Friday 24 x7

*Qrdering Activities in Japan should contact their local distributor for technical support coverage.

Contractor through Citrix's tiered Citrix Appliance Maintenance Program allows Ordering Activity to select the level of service that is best for
Ordering Activity. Citrix’s goal is to continue to earn Ordering Activity’s confidence and to exceed Ordering Activity’s expectations. If Ordering

Activity has not already chosen a Citrix Appliance Maintenance Program, please review the levels above.
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Exhibit A
End-User License Agreement

License Grant. On the terms specified below, we grant you a nonexclusive, nontransferable right to use the Software listed
in your Grant Letter solely for your own internal business operations. The Software and all related information are
proprietary to us and our suppliers. You are not granted rights to Updates and Upgrades unless you have purchased
Support or a service subscription.

Copies and Use.

2.1 Product Entitlement. The use of the Software depends on the license or licenses purchased and is subject to the
Product Entitlement Definitions set forth (on the date of your Grant Letter) at
http://www.mcafee.com/us/local_content/legal/product_entitlement_definitions.pdf.

2.2 Multiple Platforms and Bundles. If the Software supports multiple platforms, or if you receive the Software bundled with
other software, the total number of devices on which all versions of the Software are installed cannot exceed your
product entittement. Certain Software licensed as part of a suite-based product may also require the purchase of a
separate server license in order to use the Software on certain types of services, in each case as specified in the
Documentation.

2.3 License Period. The license is perpetual unless limited by a license period specified in your Grant Letter.
2.4 Copies. You may copy the Software as reasonably necessary for backup, archival, or disaster-recovery purposes.

2.5 Subsidiaries. A Subsidiary may use the Software in accordance with this Agreement, but only as long as the entity
remains your Subsidiary. Other state of Ohio agencies and Ohio political subdivisions, such as Ohio cities, counties,
and townships ("Subsidiaries"), may rely on this Contract. Whenever a Subsidiary relies on this Contract to issue a
purchase order, the Subsidiary will step into the shoes of the State under this Contract for purposes of its order, and,
as to the Subsidiary's order, this Contract will be between the Contractor and the Subsidiary. The Contractor must
look solely to the Subsidiary for performance, including but not limited to payment, and must hold the State harmless
with regard to such orders and the Subsidiary's performance. But the State will have the right to terminate this
Contract and seek such remedies on termination as this Contract provides should the Contractor fail to honor its
obligations under an order from a Subsidiary. Nothing in this Contract requires the Contractor to accept an order from
a Subsidiary, if the Contractor reasonably believes that the Subsidiary is or will be unable to perform its obligations in
relation to that order.

2.6 Managing Party. A “Managing Party” means a third party hired by you to manage your information- technology
resources. If you contract with a Managing Party, you may transfer all your rights to use the Software to the
Managing Party if:

(A) the Managing Party uses the Software only for your internal operations and not for the benefit of the
Managing Party or another third party;

(B) the Managing Party agrees to comply with this Agreement; and

(C) you give us written notice that a Managing Party will be using the Software on your behalf.

2.7 General Restrictions. You must not — and must not let any third party — do any of the following:

(A) decompile, disassemble, or reverse-engineer the Software, except to the extent expressly permitted by
applicable law, without our prior written consent;

(B) remove any product identification or proprietary-rights notices of the Software or Documentation;

(C) lease, lend, or use the Software for timesharing or service-bureau purposes;

(D) modify or create derivative works of the Software;

(E) publish any performance or benchmark test or analysis relating to the Software, without our prior written
permission; or

(F) otherwise use or copy the Software except as expressly provided here.

Technical Support and Maintenance. The McAfee® Technical Support Terms apply if you have bought Support. After
the Support or service-subscription period specified in your Grant Letter expires, you have no further right to receive any
Support including Upgrades, Updates, or telephone support.

Limited Warranty and Disclaimer.

4.1 Limited Warranty. The warranty extends for 60 days beyond the date that you receive the Grant Letter. We warrant
that the Software licensed under this Agreement (including Upgrades provided within the warranty period but only until
the warranty lapses) will perform substantially in accordance with the Documentation.

4.2 Exclusive Remedy. Your sole remedy, and our entire liability, in case of any breach of the § 4.1 limited warranty is
that we will:
(A) repair or replace the Software; or
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(B) refund the price you paid for the applicable Software if we think repair or replacement would be
commercially unreasonable.

4.3 Exclusion of Warranty. This limited warranty does not apply if:
(A) the Software is not used in accordance with this Agreement or the Documentation;
(B) the Software or any part of it has been modified by any individual or entity other than us; or
(C) a malfunction in the Software was caused by any equipment or software that we did not supply.

4.4 Disclaimer. The above warranties are your exclusive warranties. They replace all other warranties or conditions,

express or implied, including warranties or conditions of merchantability, fithess for a particular purpose, title, and
noninfringement. Except for the limited warranty in § 4.1, the Software is provided as is. We do not warrant or
guarantee:
(A) use or performance of the Software;
(B) operation of the Software or Hardware will be failsafe, uninterrupted, or free from errors or defects;

(C) Hardware or Software will protect you against all possible security threats (including intentional misconduct by third parties);
(D) that there will be no malfunctions or other errors in the Hardware or Software caused by virus, infection, worm or similar
malicious code not introduced or developed by us.

4.5 Exceptions. The disclaimer in § 4.4 does not apply to you in a jurisdiction that does not allow the exclusion of express or
implied warranties. In that case, the express or implied warranties are limited to the warranty period or to the minimum
period required by applicable law.

Limitation of Damages and Remedies.

5.1 Parties’ Liability for Nondirect Damages. Under no circumstances is either party liable to the other for any indirect,
special, incidental, or consequential damages, or damages for loss of profits, loss of goodwill, loss of personnel
salaries, computer failure or malfunction, costs of obtaining substitute software or services, work stoppage, downtime,
service interruption nor any lost or stolen data or systems, or for any other such damages arising out of or relating to
any actions or intrusions described in Section 4.4.

5.2 Aggregate Liability for Direct Damages. In no event will either party’s aggregate liability to the other
party for direct damages under this Agreement exceed the lesser of:
(A) the amount of total fees paid or payable by you for the Software giving rise to the claim during the 12 months
immediately preceding the event giving rise to the claim; or
(B) our applicable list price on the purchase date for the Software giving rise to the claim, and then only if you
ordered the Software during the 12 months immediately preceding the event giving rise to the claim.

5.3 Liability Not Limited. No term of this Agreement excludes or in any way limits:
(A) the liability of either party for death or personal injury caused by negligence;
(B) the liability of either party for tangible property damage caused by gross negligence; or
(C) your liability for excess usage of or any breach of our intellectual-property rights in the Software.

5.4 Express Assent to Limitations. The limitation of liability in this section recognizes that only end users can implement
back-up plans and safeguards appropriate to their own needs to protect themselves if an error in the Software causes
computer problems and related data losses. For these business reasons, you agree to the limitations of liability in this §
5 and acknowledge that without your agreement to this term, the fee charged for this Software would be higher.

Intellectual-Property Indemnity. Your sole remedy for intellectual-property-infringement claims is as follows:

6.1 Third-Party Claims. We will defend you from any claim by a third party that our Software infringes that
party’s patent, copyright, or trade secret, if:
(A) you notify us within 14 calendar days after you receive notice of the claim;
(B) you reasonably cooperate with us as necessary for us to perform our obligations under this section; and
(C) we have sole control over the defense and all negotiations for settling the claim;
(D) Pursuant to ORC Sections 109.02 and 109.07, Customer’s counsel may defend Customer at Customer’s expense and, in such
event, Customer and McAfee shall jointly defend Customer. McAfee shall control all substantive defenses and all negotiations to
any such claim should this occur.

6.2 Limitation. Our obligation to defend you does not apply if you continue the allegedly infringing activity after being
notified about it and we have provided you with a modification that would avoid the alleged infringement. Nor does
our obligation apply to Software or any portions of components that are:

(A) not supplied by us;

(B) used in a way not expressly authorized by this Agreement or the relevant Documentation;

(C) made to your specifications;

(D) modified by anyone other than us, if the alleged infringement relates to the modification; or

(E) combined with other products, processes, or materials in such a way that the combination caused the alleged
infringement.

6.3 Remedy and Liability for Infringement. If a court of competent jurisdiction holds that the Software infringes, or if it
enjoins use of the Software, your sole remedy, and our entire liability, at our sole option, to do one of the following:
(A) First Recourse. We may:
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12.

(1) obtain the right to continue using the Software;
(2) modify the Software so that its use becomes noninfringing; or
(3) replace the Software with software that is substantially similar in functionality and performance.

(B) Second Recourse. If none of the options in § 6.3(A) is reasonably available to us, we will refund the residual value
of the purchase price paid for the infringing Software, depreciated using the straight-line method of depreciation
over a three-year period from the date the Software was delivered.

Termination.

7.1 If You Uninstall the Software. Without affecting your payment obligations, you may terminate your license at any
time by uninstalling the Software.

7.2 If You Breach the Agreement. We may terminate your license if you materially breach this Agreement and fail to cure
the breach within 30 days of receiving notice of the breach. If we terminate your license, you must promptly return or
destroy all copies of the Software and Documentation.

7.3 If We Breach the Agreement. You may terminate this agreement if we materially breach this Agreement and fail to
cure such breach within 30 days of receiving notice of such breach.

Evaluation Software.

8.1 License. If the Software is “Evaluation Software” — licensed for evaluation purposes only — then this § 8 applies and
supersedes any other conflicting term in this Agreement. Your royalty-free, nontransferable, limited license to use the
Evaluation Software is limited to 30 days unless we agree otherwise in writing.

8.2 Disclaimer; Limitation of Liability. The Evaluation Software may contain errors or other problems that could cause
system or other failures and data loss. We provide Evaluation Software to you as is. We disclaim any warranty or
liability obligations of any kind. Where legal liability cannot be excluded but may be limited, our liability and that of our
suppliers and authorized partners is limited to US$50 or the equivalent in local currency.

8.3 Use of Software. The restrictions described in § 2.7 apply. Any information about the Evaluation Software gathered
from its use must be used solely for evaluation purposes. You must not give the Evaluation Software to any third party.
If you fail to destroy the Evaluation Software after the evaluation period has expired, we may, at our discretion, invoice

you for the McAfee® list price of the Evaluation Software, and you must pay the invoice on receipt.

Beta Software.

9.1 Our License to You. If the Software you receive has been identified as Beta Software, § 8 applies. We have no
obligation to further develop or publicly release the Beta Software.

9.2 Feedback. At our request, you must give us feedback about your testing and use of the Beta Software, including
error or bug reports. You grant us a perpetual, nonexclusive, royalty-free, worldwide license to use, copy, distribute,

make derivative works from, and incorporate your feedback into any McAfee® product at our sole discretion.

9.3 Disposal of Beta Software. If you receive a later, unreleased version of the Beta Software or our release of a publicly
released commercial version of the Beta Software, you must return or destroy all earlier Beta Software that you've
received from us.

Free or Open-Source Software. The product may include code or programs that are licensed under an open- source-
software (“OSS”) license model. OSS code and programs are subject to the applicable OSS license. They are specifically
excluded from all warranty and support obligations described elsewhere in this Agreement.

Notice to United States Government End Users.

11.1 Statutory Classifications. The Software is commercial computer software under DFARS § 227.7202.
The accompanying Documentation is commercial-computer-software documentation under FAR § 12.212.
“DFARS” means Defense Federal Acquisition Regulation Supplement, codified under Chapter 2 in Title
48, Code of Federal Regulations. “FAR” means Federal Acquisition Regulation, codified in Title 48 of the
United States Code of Federal Regulations.

11.2 Governance and Prohibitions. Any use, modification, reproduction, release, performance, display, or disclosure of
the Software and accompanying Documentation by the United States Government is governed solely by this
Agreement and is prohibited except to the extent expressly permitted by this Agreement.

Privacy.

12. 1 The Software, Support or service subscription may employ applications and tools to collect personally identifiable,
sensitive or other information about you and your users (e.g., including without limitation, you and your users’ name,
address, e-mail address, and payment details), their computers, files stored on their computers, or their computers’



interactions and other computers (e.qg., including, without limitation, information regarding network, licenses used, hardware
type, model, hard disk size, CPU type, disk type, RAM size, 32 Or 64 it architecture, operation system types, versions,
locale, BIOS version, BIOS model, total scanners deployed, database size, system telemetry, device ID, IP address,
location, content, our products installed, our components, processes and services information, frequency and details of
update of our components, information about third-party products installed, extracts of logs created by us, usage patterns of
our products and specific features, etc.) (collectively “Data”).

12.2 The collection of this Data may be necessary to provide you and your users with the relevant Software, Support or
service subscription functionalities as ordered (e.qg., including, without limitation, detecting and reporting threats and
vulnerabilities on customer’s and users’ computer network), enable us to improve our Software, Support or service
subscription (e.g., including, without limitation, content synchronization, device tracking, troubleshooting, etc.) and
to further or improve overall security for you and your users. You may be required to uninstall the Software or
disable Support or its service subscription to stop further Data collection that supports these functions.

12.3 By entering into this Agreement, or using the Software, Support or service subscription, you and your users agree
to the McAfee Privacy Policy on the McAfee web site (www.McAfee.com) and to the collection, processing,
copying, backup, storage, transfer and use of this Data by us and our service providers, in, from and to the United
States, Europe, or other countries or jurisdictions potentially outside of your own as part of the Software, Support
or service subscription. You are solely responsible for securing any privacy-related rights and permissions from
its users as may be required by local law or by your internal policies. We will only collect, process, copy, backup,
store, transfer and use personally identifiable information in accordance with the McAfee Privacy Policy on the
McAfee web site (www.McAfee.com).

13. Audit.

13.1 Purpose and Conduct. We may audit your compliance with this Agreement no more than once a
year. Any audit will be conducted at our expense, after we give you reasonable written notice, during your standard
business hours. We will not unreasonably interfere with the conduct of your business.

13.2 Auditing Methods. We use many methods to verify and support software use by our customers. These methods
may include technological features of the Software that prevent unauthorized use and provide Software-
deployment verification. On our reasonable request (no more than twice a year), you must provide us a system-
generated report verifying your Software deployment.

14. Export Controls.

14.1 Controlling Statutes. The Software is subject to U.S. and, when applicable, European Union export regulations. You
must comply with each jurisdiction’s applicable export and import laws and regulations when exporting or importing
the Software. If an export is prohibited by applicable law or regulation, you must not export the Software to a
prohibited individual, entity, or country.

14.2 Responsibility. You are responsible, at your expense, for any government permits, licenses, or approvals required to
import or export the Software.

14.3 Additional Information. For additional information about exporting and importing the Software, see
http://mcafee.com/us/about/export_compliance/index.html. We may update this website from time to time.

15. Governing Law.

15.1 Applicable Law. This Agreement is governed by Ohio law without regard to its choice-of-law rules.
The venue for all disputes will lie exclusively with the appropriate court in Franklin County, Ohio.

15.2 Expressly Excluded Laws. The United Nations Convention on Contracts for the International Sale of
Goods and the Uniform Computer Information Transactions Act do not apply to this Agreement.

16. Confidentiality.

16.1 Access to Confidential Information. Each party might gain access to the other party’s Confidential Information.
“Confidential Information” means materials concerning the other party’s business, technology, or products. Such
Information is of substantial value, and that value could be impaired if the Confidential Information were disclosed to
third parties.

16.2 Disclosure. When disclosed, Confidential Information must be handled in the following ways:

(A) Written or other tangible Confidential Information must be identified and labeled in writing as
Confidential Information belonging to the disclosing party.

(B) Oral or visual Confidential Information must be treated by either party as Confidential Information if it is so marked,
otherwise identified as such, or when, by its very nature, it deals with matters that, if generally known, would be damaging to the
best interests of the public, other contractors or potential contractors with either party, or individuals or organizations about whom
the State keeps information. The parties may not disclose any Confidential Information to third parties and must use it solely to
perform under this Contract.
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16.3 Use and Protection of Confidential Information. Neither party may use the other party’s Confidential Information except
to perform its duties under this Agreement — and never for its own benefit or for the benefit of any third party except
as authorized under this Agreement. Each party must protect the other’s Confidential Information to at least the same
extent as it protects its own Confidential Information and to the same extent that a reasonable person would protect
such Confidential Information.

16.4 Exceptions to Restrictions. The restrictions in this § 16 do not apply to Confidential Information that:

(A) is already known to the receiving party;

(B) becomes publicly available through no wrongful act of the receiving party;

(C) is independently developed by the receiving party without benefit of the disclosing party’s
Confidential Information;

(D) has been rightfully received from a third party not under obligation of confidentiality; or

(E) must be disclosed by law if, where reasonably possible, the party compelled to disclose the Confidential
Information gives the party owning the Confidential Information prior written notice of disclosure adequate for
the owning party to take reasonable action to prevent the disclosure.

16.5 Return of Confidential Information. When this Agreement or an applicable addendum terminates, each party will
return the other party’s Confidential Information.

Miscellaneous.

17.2 Severability and Survival. If any part of this Agreement is for any reason held to be unenforceable, the rest of it

remains fully enforceable. Any terms of this Agreement that by their nature should survive the Agreement’s
termination will survive the termination.

17.3 Entire Agreement. This Agreement constitutes the sole agreement of the parties with respect to its subject matter. It
supersedes any prior written or oral agreements or communications between the parties.

17.4 Modification of Agreement. This Agreement may not be modified except by a written addendum issued by our duly
authorized representative and mutually agreed upon by the parties.

17.5 Waiver. If either party fails to require the other to perform any term of this Agreement, that failure does not prevent the
party from later enforcing that term. If either party waives the other’s breach of a term, that waiver does not waive a
later breach of the term. If we waive a term, we will do so only in a signed
writing.

17.6 Conflicts Between Orders, Agreement, and Grant Letter. If you issue an order to an Authorized Partner or to us and
the terms and conditions of the order conflict with the terms and conditions of this Agreement or your Grant Letter,
then the terms and conditions in this Agreement and in your Grant Letter control.

17.7 Notices and Similar Communications. All notices and other communications required or permitted under this
Agreement (other than routine operational communications) must be in writing and must be sent to our address
on the first page of this Agreement, addressed to “Attention: Legal Department.”

17.8 Headings. Headings are for convenience and do not affect the interpretation of this Agreement.

17.9 “Including.” Unless the context requires otherwise, “including” means “including but not limited to.”

Definitions.
18.1  “Authorized Partner” means any of our distributors, resellers, or other business partners.

18.2 “Grant Letter” means a confirmation-notice letter that we issue electronically to you confirming your Software or

Support purchases, including the applicable product entitlement, as defined in the Product Entitlement Definitions
(see § 2.1), and containing download details.

18.3 “Documentation” means explanatory materials in printed, electronic, or online form accompanying the
Software in English and other languages, if available.

18.4 “McAfee” means

(A) McAfee, Inc., a Delaware corporation, with offices located at 2821 Mission College Blvd., Santa Clara,
California 95054, USA, if the Support is purchased in the United States, Mexico, Central America, South
America, or the Caribbean;

(B) McAfee Ireland Limited, with offices located at Building 2000, City Gate, Mahon, Cork, Ireland, if the Support
is purchased in Canada, Europe, the Middle East, Africa, Asia (other than Japan), or
Oceania; and

(C) McAfee Co., Ltd., with offices located at Shibuya Mark City West Building 12-1, Dogenzaka
1-Chrome, Shibuya-ku, Tokyo 150-0043, Japan, if the Support is purchased in Japan.



18.5 “Software” means each McAfee® software program in object-code format licensed by and purchased from us or
our Authorized Partners, including Upgrades.

18.6 “Subsidiary” refers to any entity you control through greater than 50% ownership of the voting securities.

18.7 “Support” means services we offer for the support and maintenance of the Software and McAfee®

Hardware further specified in the McAfee® Technical Support Terms.
18.8 “Updates” are related to content, including all DATS, signature sets, policy updates, and database updates for the

Product that are made generally available to our customer base as a part of purchased Support and that are not
separately priced or marketed by us.

18.9 “Upgrade” means any and all improvements in the Software that we make generally available to our customer
base as a part of purchased Support and that are not separately priced or marketed by us.

18.10 “Use” of the Software, for the purpose of this Agreement, means to access, install, download, copy, or otherwise
benefit from using the Software.
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Provision of Support. We will provide Support to you during the Support Period at the Support Level you bought, as
confirmed in your Grant Letter. You are not entitled to receive Support outside the Support Period.

Updates and Upgrades.

2.1 License. We grant you a nonexclusive, nontransferable license to use the Updates and Upgrades we may provide
during the Support Period as a part of purchased Support. Updates and Upgrades are subject to the license that we
have granted to you for the Software.

2.2 Compatibility. An Upgrade may require a hardware upgrade or new-platform conversion to function properly.

2.3 Your Duties. You should promptly download, distribute, and install all Updates or Upgrades as we release them during
the Support Period. Your failure to download, distribute, or install the Updates or Upgrades may result in your inability
to receive further Updates or Upgrades and Support, and may cause you major security risks.

Supported Versions and End of Life.

3.1 Limitations and Policy. Our provision of Support is limited to the current version and the immediately preceding
version of the Product. All Support is subject to our End-of-Life Policy available at
http://www.mcafee.com/us/resources/misc/support-policy-product-support-eol.pdf.

3.2 Further Information and Notifications. To determine whether a Product qualifies for Support, it is your responsibility to
review and remain apprised of our Product Support Lifecycle webpage at
http://www.mcafee.com/us/enterprise/support/customer_service/end_life.html. Furthermore, customer- proactive

Support notifications can be accessed by subscribing to McAfee® Support Notification Service (SNS) available at
https://sns.snssecure.mcafee.com/content/Subscription_Center.

Response Times. We will use commercially reasonable efforts to meet the response times set forth in the escalation and
response charters listed under http://www.mcafee.com/us/support/support-benefits.aspx. Access to our websites for the
provision of Support may be suspended for brief periods because of scheduled maintenance and other factors.

Bug Fixing and Remote Diagnostics. We will use commercially reasonable efforts to provide work-around solutions or
patches to reported Product problems. We may sometimes have to perform remote diagnostics to work on reported
problems. If you decline remote diagnostics, we may not be able to provide you with Support services. But you and we may
agree to on-site Support, subject to an additional fee including reasonable travel and other expenses.

Support Period and Expired Support.

6.1 Beginning of Period. The Support Period begins on the date the Product was purchased and continues as long as
you renew the Support Period without interruption.

6.2 Expired or Lapsed Period. If you let Support expire or lapse but later want to reinstate Support, you may be required to
, at the sole desertion of McAfee; pay an out-of-compliance fee and must pay the then-current Support fee for the
Product for the period during which there was no Support.

6.3 Support Unavailable. In no event is reinstatement of Support available for a Product for which Support has lapsed
longer than one year.

Support Coverage. Support is sold based on the quantity of all Products you purchase. When you purchase Support for a
Product, you must purchase the same Support Level for all Product units you own or license that are in use at any location
covered by Support. Some Support Levels are available for your purchase on a per- product-family basis. Those are sold
by Support Region.

Acquired-Company Products. From time to time, we may acquire other companies and continue to support the products
licensed by those companies. The Support Levels defined here may not apply to those products at the time of the
acquisition, but we may within a reasonable time after the acquisition provide a description of any Support Levels available
for them. That Support will become applicable once it is published on our Support website.

Exclusions.

9.1 Modified Product. We do not provide Support if hardware, tools, or software other than those supplied or approved by
us have been incorporated with the Product.

9.2 Hardware Damage and Failures. We do not provide Support for Hardware that you have damaged or for
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Hardware failures that you have caused.

9.3 Data, Programs, and the Like. We’re not obligated to import or export customer data; to create or modify custom

business rules or reports; or to support custom modifications to databases, active server pages, or other code,
components, or programs.

9.4 Irreproducible Problems. We do not provide Support for problems that cannot be reproduced in running the Product in
a configuration that meets published McAfee® specifications.

10. Your Obligations.

10.1 Support Process. You must report Product problems to our Support organization and be prepared to provide us with
the Grant Number, the location of the Product, a detailed description of the problem, a description of the hardware
on which the Software is loaded (including any serial number or service-tag number, where applicable), and the
names and versions of any operating systems, networks, and software running with the Software, including patches
and fixes. We may ask you to take certain actions to determine whether the problem or error is related to the
Product or to another item. You must reasonably cooperate with us during this process.

10.2 Access. You must give us sufficient, free, and safe access to the Product and your computer systems,

networks, and facilities if you and we agree that we will provide on-site support at your location or facilities, or
that we will perform remote diagnostics.

10.3 Backup and Restore. You must keep adequate backup copies of data, databases, and application programs. You are
solely responsible for any restoration or reconstruction of lost or altered files, data, and programs.

11. Termination. We may immediately terminate Support without any further obligation to you if you tamper with or modify the
Product without our prior written authorization, or otherwise use the Product in violation of the applicable agreement or of
these Support terms. Any terms that by their nature extend beyond the termination will remain in effect until fulfilled.

12. Warranty.

12.1 Performance of Support. We warrant that our Support will be performed in a professional and workmanlike
manner.

12.2 Remedy and Liability for Breach. For any breach of this warranty, your sole remedy, and our entire liability, will be

repeated performance of the nonconforming support. We are not liable for a breach of warranty unless you give us
written notice of the breach within 30 days after the applicable support is performed.

12.3 Exclusive Warranty. This is your only warranty. It replaces any other warranty, express or implied, including warranties
of merchantability, fithess for a particular purpose, title, noninfringement, skill, and care.

12.4 Disclaimer. We do not warrant that the Support will protect against all possible threats. This disclaimer does not
apply to you in jurisdictions that do not allow the exclusion of express or implied warranties. In that event, any
express or implied warranty is limited in duration to any minimum period required by the applicable law.

13. Hardware-Specific Terms.

13.1 Regional and Geographic Limitations. Unless we otherwise agree in writing or include as part of the applicable
Support Level, Hardware is eligible for service only if it remains in the country where you originally installed it.
Geographic restrictions or limitations may apply to certain Hardware Support Levels and are described under
http://www.mcafee.com/us/resources/misc/rm-dell-hw-by-country- external-1105.pdf.

13.2 Hardware Return and Replacement. Hardware returned to us becomes our property when we receive it.
You assume ownership of all replacement Hardware that we provide as soon as we ship it to you. Before you return
any Hardware to us for repair or replacement, you must ensure that:
(A) the Hardware is free of any legal obligations or restrictions and of any of your proprietary or
confidential information that would prevent us from exchanging, repairing, or replacing the Hardware;
and

(B) you have obtained a return authorization from us, including a return-material authorization number
(an “RMA Number”).

13.3 Restrictions. Without our written authorization, you must not — and you must not let anyone else — do any of the
following:

(A) remove, alter, or obscure any proprietary notices or instructional labels on the Hardware;
(B) install additional hardware or software on the Hardware; or
(C) breach any tamper seal on the Hardware.

13.4 Inspection Period. We or our agents may inspect Hardware for which Support has lapsed for more than
90 days. We may charge a separate fee for the inspection. At our request, you must install the most current
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15.

Upgrades and Updates before we agree to renew Support for the Hardware.

. General.

14.1 Recording. In providing Support, we may record all or part of telephone calls between you and us for quality-
assurance and training purposes in compliance with applicable laws.

14.2 Third-Party Subcontractors. We may subcontract to a third party our obligations to provide Support.
Such a subcontract does not constitute an assignment.

14.3 “Including.” Unless the context requires otherwise, the term “including” means “including but not limited to.”

Definitions.

15.1 “Grant Letter” means a confirmation-notice letter we issue electronically to you confirming your Software and
Support purchase, including the applicable product entitlement, as defined in the Product Entitlement Definitions
(see Exhibit A, § 2.1), and containing download details.

15.2 “Grant Number” means a unique number communicated by us in a Grant Letter confirming your Support entitlement
and is required when accessing Support.

15.3 “Hardware” means McAfee® hardware equipment but excludes any Software or other intangible products.

15.4 “McAfee” means

(A) McAfee, Inc., a Delaware corporation, with offices located at 2821 Mission College Blvd., Santa Clara,
California 95054, USA, if the Support is purchased in the United States, Mexico, Central America, South
America, or the Caribbean;

(B) McAfee Ireland Limited, with offices located at Building 2000, City Gate, Mahon, Cork, Ireland, if the Support
is purchased in Canada, Europe, the Middle East, Africa, Asia (other than Japan), or Oceania; and

(C) McAfee Co., Ltd., with offices located at Shibuya Mark City West Building 12-1, Dogenzaka

1-Chrome, Shibuya-ku, Tokyo 150-0043, Japan, if the Support is purchased in Japan.

15.5 “Product” means our Software or Hardware product specified in a Grant Letter.

15.6 “Support Level” means the McAfee® Support offering you purchased. Software and Hardware Support
Levels are defined on datasheets available at http://www.mcafee.com/us/support/support-benefits.aspx.

15.7 “Support Period” means the effective time period for which you have purchased Support that is
confirmed in a Grant Letter.

15.8 “Support Region” means any one of the following five regions: (1) North America; (2) Europe, the Middle East,
and Africa (‘EMEA”); (3) Asia-Pacific (“APAC”); (4) Japan; and (5) Latin America (“LTAM”).

Exhibit C
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Excusable Delay. Neither party will be liable for any delay in its performance under this Contract that arises from causes beyond its
control. The delayed party must notify the other promptly of any material delay in performance and must specify in writing the
proposed revised performance date as soon as practicable after notice of delay. For any such excusable delay, the date of
performance or delivery will be extended for a period equal to the time lost by reason of the excusable delay. The delayed party must
also describe the cause of the delay and what steps it is taking or will take to remove the cause.

UCITA. The Uniform Computer Information Transactions Act (“UCITA”) will not apply to this Contract. To the extent that UCITA, or
any version of it that is adopted by any jurisdiction in any form, is applicable, the parties agree to opt out of it pursuant to the opt-out
provisions contained therein. Likewise, the United Nations Convention on Contracts for the International Sale of Goods will not apply
to this Contract.

Conflict of Interest. No Contractor Personnel may voluntarily acquire any personal interest that conflicts with their responsibilities
under this Contract. Further, the Contractor will not knowingly permit any Ohio public official or public employee who has any
responsibilities related to this Contract to acquire any interest in anything or any entity under the Contractor’s control, if such an
interest would conflict with that official’s or employee’s duties. The Contractor will disclose to the State knowledge of any such
person who acquires an incompatible or conflicting personal interest related to this Contract. And the Contractor will take steps to
ensure that such a person does not participate in any action affecting the work under this Contract. But this will not apply when the
State has determined, in light of the personal interest disclosed, that the person’s participation in any such action would not be
contrary to the public interest.

Independent Status. Each party is an independent contractor. Neither party will have any authority to bind the other unless expressly
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11.

12.

13.

14.

agreed in writing. Nothing in this Contract may be construed to create a partnership, agency, or employer-employee relationship
between the Contractor and the State, and in no event will the Contractor and the State be deemed joint employers.

Employees. All Contractor Personnel are employees or contractors of the Contractor, and none are or will be deemed employees or
contractors of the State. No Contractor Personnel will be entitled to participate in, claim benefits under, or become an “eligible
employee” for purposes of any employee benefit plan of the State by reason of the subject matter of this Contract or work performed
under this Contract. The Contractor must pay all federal, state, local, and other applicable payroll taxes and make the required
contributions, withholdings, and deductions imposed or assessed under any provision of any law, rule, or regulation and measured by
wages, salaries, or other remuneration paid by or which may be due from the Contractor to the Contractor Personnel. The Contractor
will indemnify, defend, and hold the State harmless from and against all claims, losses, liability, demands, fine, or expense (including
court costs, defense costs, and redeemable attorney fees) arising out of or relating to such taxes, withholdings, deductions, and
contributions with respect to the Contractor Personnel. The Contractor’s indemnity and defense obligations also apply to any claim or
assertion of tax liability made by or on behalf of any Contractor Personnel or governmental agency on the basis that any Contractor
Personnel are employees or contractors of the State, that the State is the “joint employer” or “co-employer” of any Contractor
Personnel, or that any Contractor Personnel are entitled to any employee benefit offered only to eligible regular full time and regular
part time employees of the State. Notwithstanding the foregoing, any defense of the State requires and is subject to the approval and
consent of the Ohio Attorney General.

Publicity. The Contractor will not advertise or publicize that it is doing business with the State or use this Contract as a marketing or
sales tool, unless otherwise agreed to in writing by the State.

Equal Employment Opportunity. The Contractor will comply with all state and federal laws regarding equal employment opportunity
and fair labor and employment practices, including, but not limited to Ohio Revised Code Section 125.111 and all related Executive
Orders.

Before a contract can be awarded or renewed, an Affirmative Action Program Verification Form must be submitted to the DAS Equal
Opportunity Division to comply with the affirmative action requirements. Affirmative Action Verification Forms and approved
Affirmative Action Plans can be found by going to the Ohio Business Gateway at http://business.ohio.gov/efiling/

Drug Free Workplace. The Contractor must comply with all applicable Ohio laws regarding maintaining a drug-free workplace.
The Contractor will commercially reasonable efforts that all its employees, while working on the State’s property, do not possess and
will not be under influence of illegal drugs or alcohol or abuse prescription drugs.

Ohio Ethics Law and Limits on Political Contributions. The Contractor certifies that it is currently in compliance with and will
continue to adhere to the requirements of the Ohio ethics law. The Contractor hereby certifies that it and all applicable parties listed
in Ohio Revised Code Section 3517.13 are in full compliance with Ohio Revised Code Section 3517.13.

Record Keeping. The Contractor must keep all financial records in accordance with generally accepted accounting principles
consistently applied. And the Contractor will keep all related records and documents at its place of business.

Audits. During the term of this Contract and for three years after the payment of any fee to the Contractor under this Contract,
on reasonable notice and during customary business hours, the State may audit the Contractor’s records and other materials that
relate to this Contract. This audit right will also apply to the State’s duly authorized representatives and any person or organization
providing the State with financial support related to this Contract. If any audit reveals any misrepresentation or any overcharge to the
State, the State will be entitled to recover damages, as well as the cost of the audit.

Ohio Revised Code Section 9.24. Contractor warrants that it is not subject to an unresolved finding for recovery under Ohio Revised
Code Section 9.24. If this warranty was false on the date the parties signed this Contract, the Contract is void. Further, if the
Contractor is subject to an unresolved finding of the Auditor of State under Revised Code Section 9.24 on any date on which the
parties renew or extend this Contract, the renewal or extension will be void.

Security & Safety Rules. When using or possessing State data or accessing State networks and systems, the Contractor must
comply with all applicable State rules, policies, and regulations regarding data security and integrity. And when on any property
owned or controlled by the State, the Contractor must comply with all security and safety rules, regulations, and policies applicable to
people on those premises.

Governing the Expenditure of Public Funds on Offshore Services (EO 2011-12K). The Contractor affirms to have read and
understands Executive Order 2011-12K and shall abide by those requirements in the performance of this Contract. Notwithstanding
any other terms of this Contract, the State reserves the right to recover any funds paid for services the Contractor performs outside of
the United States for which it did not receive a waiver. The State does not waive any other rights and remedies provided the State in
this Contract.

The Contractor agrees to complete the attached Executive Order 2011-12K Affirmation and Disclosure Form which is incorporated
and becomes a part of this Contract.
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ATTACHMENT A
CONTRACTOR SUPPLEMENTAL PRICELIST INFORMATION AND TERMS

PALO ALTO NETWORKS

PALO ALTO NETWORKS LICENSE, WARRANTY AND SUPPORT TERMS

1. License

Subject to the terms and conditions of this Attachment A, Contractor grants to you (“Ordering Activity”) a non-exclusive license to use the
Software solely as part of the Product with which the Software is delivered and solely for Ordering Activity’s internal business purposes. If
Ordering Activity purchases the Product for use by any Customer Affiliate (defined herein), Ordering Activity will provide each such Customer
Affiliate with a copy of this Attachment A and will ensure that each such Customer Affiliate complies with the terms and conditions of this
Attachment A. For purposes of this Attachment A, “Customer Affiliate” means any entity that controls, or is controlled by, or is under common
control with Ordering Activity, and “Control” means ownership, directly or indirectly of 50% or more of the voting interest of Ordering Activity.
All other rights in the Software are expressly reserved by Contractor.

2. Restrictions

Ordering Activity shall maintain the Software in strict confidence and shall not sell, resell, distribute, transfer, publish, disclose, rent, lend, lease
or sublicense the Software or make the functionality of the Software available to any other party through any means, including, without,
limitation, by uploading the Software to a network or file-sharing service or through any hosting, application services provider, service bureau
or other type of services. Notwithstanding anything to the contrary in this Section, the State may use the Software to process data on behalf of
other Ohio State agencies (the “Agencies”) for such Agency’s own internal business purpose. The State may allow its third party contractors
to use the Software solely in accordance with the terms and conditions of this Agreement to provide services for the State’s internal business
purpose. Ordering Activity shall not modify, translate or create derivative works based on the Software, in whole or in part, or permit or
authorize a third party to do so. Ordering Activity acknowledges and agrees that portions of the Software, including, without limitation, the
source code and the specific design and structure of individual modules or programs, constitute or contain trade secrets of Palo Alto Networks
and/or its suppliers. Accordingly, Ordering Activity shall not disassemble, decompile, reverse compile, reverse engineer or otherwise attempt
to derive the source code of the Software, in whole or in part, or permit or authorize a third party to do so, except to the extent such activities
are expressly permitted by law notwithstanding this prohibition. Ordering Activity shall not disclose, publish or otherwise make publicly
available any benchmark, performance or comparison tests that Ordering Activity runs (or has run) on the Software. Ordering Activity shall not
copy the Software except for making a reasonable number of archival, disaster recovery, or backup copies; provided that Ordering Activity
reproduces on such copies the copyright, trademark and other proprietary notices or markings that appear on the original copy of the Software
as delivered to Ordering Activity. If Ordering Activity sells, leases, lends, rents or otherwise transfers a Product to a third party, Ordering
Activity will permanently erase all copies of the Software from the Product and destroy any and all copies of the Software in Ordering Activity’s
possession or control.

3. Ownership

The Software is licensed, not sold. Palo Alto Networks and/or its suppliers retain ownership of the Software, including all intellectual property
rights therein. Ordering Activity will not delete or in any manner alter the copyright, trademark or other proprietary rights notices or markings
appearing on the Software as delivered to Ordering Activity.

4. U.S. Government Rights

The Software and its documentation are “commercial computer software” and “commercial computer software documentation,” respectively;
as such terms are used in FAR 12.212, and DFARS 252.227.7202. If the Software and its documentation are being acquired by or on behalf
of the U.S. Government, then, as provided in FAR 12.212 and DFARS 227.7202-1 through 227.7202-4, as applicable, the U.S. Government’s
rights in the Software and its documentation will be only those specified as set forth in this Attachment A.

5. Limited Warranty

Contractor warrants that the (a) Product hardware will be free from defects in material and workmanship for one (1) year from the date of
deliverry; and (b) the Software will perform substantially in accordance with Palo Alto Networks’ standard specifications for three (3) months
from the date of delivery As Ordering Activity's remedy and Contractor’s and its suppliers’ liability for any breach of this warranty, Contractor
shall, at its option and expense, repair or replace the Product or correct the Software, as applicable. All warranty claims must be made on or
before the expiration of the warranty period specified herein. Replacement Products may consist of new or remanufactured parts that are
equivalent to new. All Products that are replaced become the property of Contractor. Contractor shall not be responsible for Ordering
Activity’s or any third party’s software, firmware, information, or memory data contained in, stored on, or integrated with any Product returned
to Contractor for repair, whether under warranty or not.

6. Exclusions

The limited warranty set forth under “Limited Warranty” above applies only to the software that Contractor includes in the Product as shipped
by Contractor. Contractor will not have any obligation to the extent any failure of a Product to comply with the limited warranty set forth under
“Limited Warranty” above results from or is otherwise attributable to: (i) repair, maintenance or modification of the Product by persons other
than Contractor-authorized personnel; (i) accident, negligence, abuse or misuse of a Product; (iii) use of the Product other than in accordance
with Palo Alto Networks’ specifications; (iv) improper installation or site preparation or any failure by Ordering Activity to comply with
environmental and storage requirements for the Product specified by Contractor, including, without limitation, temperature or humidity ranges;
or (v) causes external to the Product such as, but not limited to, failure of electrical systems, fire or water damage. Contractor and its
suppliers do not warrant that the operation of the Product will be uninterrupted or error free.

7. Disclaimers
EXCEPT FOR THE WARRANTIES EXPRESSLY STATED UNDER “LIMITED WARRANTY” ABOVE, CONTRACTOR AND ITS SUPPLIERS
MAKE NO OTHER WARRANTIES, AND EXPRESSLY DISCLAIM ALL OTHER WARRANTIES, EXPRESS OR IMPLIED, INCLUDING



WITHOUT LIMITATION ANY IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND ANY
WARRANTIES ARISING OUT OF COURSE OF DEALING OR USAGE OF TRADE.

EXHIBIT A - END USER SUPPORT TERMS AND CONDITIONS

SUPPORT PLANS AND SERVICES OFFERED

Support Offerings

4 Hour Premium
Support

Premium Support

Standard Support

Office Hours Availability

See https://Support.p

aloaltonetworks.com

After Hours Availability Yes - 24x7x365 Yes - 24x7x365 No
Hardware Support
4 Hour Replacement Service (available only for products
located within a specified range of a Palo Alto Networks Yes No No
Service Location)
Advance Replacement Service: Next Business Day Ship No Yes No
Return and Repair No No Yes
Call Response Times
Severity 1 — Critical <1 hour
Product is down, critically effects customer production <1 hour <1 hour

7am — 6pm PST

environment. No workaround yet available.

Severity 2 — High
Product is impaired, customer production up, but impacted. No
workaround yet.

2 Business Hours

2 Business Hours

2 Business Hours

Severity 3 — Medium

A Product function has failed, customer production not
affected. Support is aware of the issue and a workaround is
available.

4 Business Hours

4 Business Hours

4 Business Hours

Severity 4 -- Low

Non-critical issue. Does not impact customer business.
Feature, information, documentation, how-to and enhancement
requests from the customer.

8 Business Hours

8 Business Hours

8 Business Hours

Contacting Support

Palo Alto Networks, Inc
3300 Olcott Street
Santa Clara, CA 95054

Toll Free US:
1.866.898.9087
Website:
support.paloaltonet
works.com

Toll Free US — 1.866.898.9087
Outside the US +1.408.738.7799
Website: support.paloaltonetworks.com

1. DEFINITIONS.

a) "Business Hours” means Mondays through Fridays, 7:00 am — 6:00 pm PST, excluding U.S. and Ohio holidays.

b) “Hardware” means the appliance and server agent products listed on Contractor’s published GSA price list.
c) “Major Releases" means significant modifications or improvements to the Software that: (i) are designated by a change in the 1% digit
of the version release number (e.g., v5.0 to v6.0); and (ii) are generally made available by Palo Alto Networks to its customers under

valid support contracts, at no additional cost.

d) "Minor Releases” means minor modifications or improvements to the Software, cumulative bug fixes from Maintenance Releases
since the last Minor Release and new bug fixes, as applicable, that: (i) are designated by a change in the 2" set of digits of the

version release number (e.g., v5.00 to v5.01); and (ii) are generally made available by Palo Alto Networks to its customers under

valid support contracts, at no additional cost.

e) “Maintenance Releases" means bug fixes to the Software that: (i) are designated by a change in the 3" set of digits of the version

release number (e.g., v5.00.01 to v5.00.02); and (ii) are generally made available by Palo Alto Networks to its customers under valid

support contracts, at no additional cost.

f) “Palo Alto Networks Standard Support,” “Palo Alto Networks Premium Support,” and “Palo Alto Networks 4 Hour Premium Support”

refer to software and hardware support programs offered by Palo Alto Networks, as further detailed in Section 3 below.

g) “Palo Alto Networks Support Plans” means Palo Alto Networks Standard Support, Palo Alto Networks Premium Support, Palo Alto

Networks 4 Hour Premium Support, and any other support plan for the Products described in this Agreement or on the Palo Alto

Networks Support Web Site.

h) “Palo Alto Networks Support Web Site” means the web site currently located at https:/support.paloaltonetworks.com, or any

successor site thereto, as specified by Palo Alto Networks.
i) “Products” means, collectively, Hardware and Software.



https://support.paloaltonetworks.com/

j) “Software” means the software products listed on Contractor’s published GSA price list, including any software embedded in
Hardware.

2. DESCRIPTION OF SUPPORT PLANS.
Each Product under a Palo Alto Networks Support Plan must be registered by Ordering Activity in the Palo Alto Networks Support Web Site in
order to access the features available on such site. In consideration of Ordering Activity’s purchase of a Palo Alto Networks Support Plan,
Contractor through Palo Alto Networks will use commercially reasonable efforts to provide the applicable services, as set forth in the table
entitled “Support Plans and Services Offered” above, which are more fully described as follows:
a) Technical Support
i.  Telephone support available during the times specified for the Palo Alto Networks Support Plan purchased by Ordering Activity.
ii.  Support cases created via the Web will be classified as non-critical and will have a response time based on the severity
classification as set forth in the table entitled “Support Plans and Services Offered” above.
b) Secure Web Access
i.  Access to the Palo Alto Networks Support Web Site to acquire the latest software fixes, feature releases, software release
notes, signature updates, FAQs, case management and technical documentation.
ii.  Contractor through Palo Alto Networks will use commercially reasonable efforts to ensure that the Palo Alto Networks Support
Web Site is available 24x7.

3.  SUPPORT OPTIONS.
Ordering Activity shall choose from three support plans: Palo Alto Networks Standard Support, Palo Alto Networks Premium Support and Palo
Alto Networks 4 Hour Premium Support. Based upon the Ordering Activity’s selection and payment of the applicable fees per the purchase,
Contractor through Palo Alto Networks shall have the following obligations:
a) Palo Alto Networks Standard Support
i.  Maintain and support the list of releases as defined as the current support releases on the Palo Alto Networks Support Web Site.
ii.  Make available all supported Maintenance Releases, Minor Releases and Major Releases.
iii.  Verify and correct identified defects in the Software for the currently supported Maintenance Releases.
iv.  Provide access to Palo Alto Networks online support through the Palo Alto Networks Support Web Site including, but not limited
to, knowledge base/FAQ, case management and software downloads.
v.  Provide technical telephone support Monday through Friday, excluding Palo Alto Networks’ designated holidays, in accordance
to the times listed on Palo Alto Networks Support Web Site.
vi.  Provide a return and repair service for Hardware defects.
Ordering Activity may access Palo Alto Networks technical call center numbers and website address as listed in the table entitled
“Support Plans and Services Offered” above.

b) Palo Alto Networks Premium Support
Includes all of the support services described under Palo Alto Networks Standard Support plus the following:
i.  After hours technical telephone support on a 7x24 (seven days per week, 24 hours per day) basis for Severity 1, critical issues.
ii.  Provide a next business day ship advance replacement for Hardware defects.

c) Palo Alto Networks 4 Hour Premium Support
This support option is available only for Products located within a specified range of a Palo Alto Networks Service Location.
Includes all of the support services described under Palo Alto Networks Premium Support plus commercially reasonable efforts by
Contractor through Palo Alto Networks to deliver the replacement hardware to the Ordering Activity within four hours.

4. RMA POLICY AND PROCESS.

In those situations when it is necessary for Ordering Activity to return a Product to Contractor through Palo Alto Networks, Ordering Activity
must request Palo Alto Networks to issue a Return Material Authorization (RMA) Number prior to shipment. Each RMA Number will be
uniquely identified and records will be maintained to record significant information regarding the processing of the Product.

a) Return and Repair: Ordering Activity shall obtain an RMA Number for the Product that Ordering Activity desires to return to Palo Alto
Networks by contacting Palo Alto Networks Support via telephone or email or via the Palo Alto Networks Support Web Site. Palo
Alto Networks Support will work with Ordering Activity to confirm the Hardware problem and issue an RMA Number to be used in
connection with shipping the Product back to Palo Alto Networks. Ordering Activity shall repackage the Product in the original
packaging (shipping damage that occurs as a result of insufficient packaging is not covered under this Attachment A), note the RMA
Number on the shipping label and ship the Product to the specified Palo Alto Networks location. Products will be repaired or
replaced within 10 business days from receipt of the defective Product by Palo Alto Networks. Palo Alto Networks will pay all
shipping costs that it incurs in connection with shipping the repaired or replacement Product to Ordering Activity, except that if
Ordering Activity is located outside the United States,.

b) Advance Replacement: Ordering Activity shall obtain an RMA Number for the Product that Ordering Activity desires to return to Palo
Alto Networks by contacting Palo Alto Networks Support via telephone or via the Palo Alto Networks Support Web Site. Palo Alto
Networks Support will work with the Ordering Activity to confirm the Hardware problem and issue an RMA Number to be used in
connection with shipping the Product back to Palo Alto Networks. Palo Alto Networks will ship a replacement Product to Ordering
Activity by the next business day and a prepaid return airbill will be included with the shipping documents affixed to the exterior of
the shipping carton. Palo Alto Networks will pay all shipping costs that it incurs in connection with shipping the replacement Product
to Ordering Activity, except that if Ordering Activity is located outside the United States, Upon receipt of a replacement Product,
Ordering Activity shall return the defective Product to Palo Alto Networks in the replacement Product’s packaging (shipping damage
that occurs as a result of insufficient packaging is not covered under this Attachment A), the airbill affixed to the exterior of the
shipping carton and the designated courier service contacted for pickup.




c) 4 Hour RMA Replacement: Ordering Activity shall obtain an RMA Number for the Product that Ordering Activity desires to return to
Palo Alto Networks by contacting Palo Alto Networks Support via telephone. Palo Alto Networks Support will work with the Ordering
Activity to confirm the Hardware problem and issue an RMA Number to be used by Palo Alto Networks for administrative purposes.
Contractor through Palo Alto Networks will use its commercially reasonable efforts to have a replacement Product delivered to
Ordering Activity within four hours of the time the Ordering Activity receives an RMA number. Ordering Activity must have an
authorized representative available to accept delivery of the replacement Product.

5. ORDERING ACTIVITY OBLIGATIONS
During the term of this Attachment A, Ordering Activity shall:
a) Operate at the then-current Maintenance Release; and
b) Use reasonable efforts to isolate, collect all error and log files to enable Contractor through Palo Alto Networks to fulfill its obligations
herein.

6. LIMITATIONS.

The following services are expressly excluded from the Palo Alto Network Support Plans:

a) Repair or replacement of Product required as a result of causes other than normal use, including without limitation: (i) repair,
maintenance or modification of the Product by persons other than Palo Alto Networks-authorized personnel; (ii) accident, fault or
negligence of Ordering Activity; (lii) user error or misuse of the Product; or (iv) causes external to the Product such as, but not
limited to, failure of electrical systems or fire or water damage or hardware failure, operation system software failure or any other
damage and failure not caused by Contractor through Palo Alto Networks.

b)  Maintenance or technical services for any third party software or hardware, whether or not such third party software or hardware is
provided by Contractor through Palo Alto Networks.

7. NO WARRANTY.

Nothing in this Exhibit A shall be construed as expanding or adding to the warranty set forth in Attachment A. CONTRACTOR MAKES, AND
ORDERING ACTIVITY RECEIVES, NO WARRANTIES OF ANY KIND, EXPRESS, IMPLIED OR STATUTORY, ARISING IN ANY WAY OUT
OF, RELATED TO, OR UNDER THIS ATTACHMENT A OR THE PROVISION OF MATERIALS OR SERVICES THEREUNDER, AND
CONTRACTOR SPECIFICALLY DISCLAIMS ANY IMPLIED WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE OR NON-INFRINGEMENT.



ATTACHMENT A
CONTRACTOR SUPPLEMENTAL PRICELIST INFORMATION AND TERMS

SOURCEFIRE, INC.

SOURCEFIRE, INC. LICENSE, WARRANTY AND SUPPORT TERMS

1. DEFINITIONS
The following capitalized terms shall have the following meanings in this Attachment A:

1.1. “Appliance” means any Sourcefire-branded network security appliance made available to You, consisting of Hardware and pre-installed
Sourcefire Software and/or other Licensed Materials.

1.2. “Documentation” means written information contained in user manuals and technical specifications pertaining to the use of the Sourcefire
Products and made available by Sourcefire with the Sourcefire Products in any manner (including on CD-ROM, or on-line), including any
pertinent Updates.

1.3. “Hardware” means the hardware components of any Appliance on which Sourcefire Software is installed and runs.

1.4. “Laws” means, collectively, all international and national laws, treaties, statutes, ordinances, regulations and other types of government
authority (including without limitation the laws and regulations governing export control, unfair competition, anti-discrimination, false
advertising, privacy and data protection, and publicity).

1.5. “Licensed Materials” means any Sourcefire Software, Documentation and URL Data licensed by Sourcefire to You hereunder.
1.6. “Party” or “Parties” means, individually each party hereto, and collectively all the parties to this Attachment A.

1.7. “Products” means the Sourcefire Products and/or the Third Party Products.

1.8. “Reseller” means an authorized reseller or distributor of Sourcefire.

1.9 “Sourcefire Products” means the Appliance(s) and/or Licensed Materials.

1.10. “Sourcefire Software” means the machine-readable computer software programs licensed by Sourcefire to You hereunder, including any
pertinent Updates.

1.11. “Third Party Products” means any products or other materials made available to You for use with Sourcefire Products and which are not
Sourcefire Products.

1.12. “Updates” means with respect to Licensed Materials any Sourcefire-approved periodic patches, bug-fixes, work-arounds, error
corrections, enhancements, rules updates, vulnerability database updates, security enhancement updates and additions and other
modifications thereto, or revised versions thereof, which may be made available from time to.

1.13. “URL Data” means that URL data made available to You by Sourcefire for use with the Sourcefire Products.
Unless otherwise defined herein, the capitalized terms used in this EULA shall be defined in the context in which they are used.

1.14 “End User,” “You” or “Your” means the Ordering Activity which is defined as 1) any entity authorized to use GSA sources of supply and
services as set forth in GSA Directive ADM 4800.2F or such later issued version, and 2) any entity acting on behalf of an Ordering Activity
pursuant to a properly issued letter of authorization under Information for Ordering Activities applicable to All Special Item Numbers.

2. LICENSE GRANT

Subject to the terms and conditions of this Attachment A, Contractor grants to You a limited, non-exclusive and non-transferable license to
download, install and use for Your internal operations and internal security purposes the Licensed Materials for which You have paid the
required license fees to Contractor or a Reseller, as applicable. Contractor agrees that it will permit the transfer of fully paid licenses in the
event the State merges or consolidates state entities. Such Licensed Materials may be delivered to You pre-installed on an Appliance, on a
recorded or fixed media, or may be made available to You via download from a website designated by Sourcefire. In order to use the
Products, You may be required to input a registration number, product authorization key or otherwise register Your Products online at
Sourcefire’s designated website to obtain the necessary license key or license file. You shall own the Appliance that You purchase and the
magnetic or other physical media upon which the Licensed Materials are originally or subsequently recorded or fixed, but Sourcefire and
Sourcefire’s licensors, as applicable, retain all title, copyright and other intellectual proprietary rights in, and ownership of, the Licensed
Materials regardless of the media upon which the original or any copy may be recorded or fixed. You may make one (1) copy of the Licensed
Materials solely for internal backup purposes. Contractor and its licensors expressly reserve any rights in Licensed Materials not granted
herein.

3. SCOPE OF USE

If You purchased an Appliance, You may only use the Licensed Materials on the Appliance for which the Licensed Materials are provided and
registered for use. Additionally, You may not deploy or use any Licensed Materials in a manner that exceeds the permitted number of
connections to the applicable Appliance(s) associated with the license fees paid or payable by You. If Sourcefire Software is made available to
You for use without an Appliance, Your use of such Sourcefire Software may not exceed the applicable use restrictions, number of licenses



purchased and other limitations associated with the license fees paid or payable by You for such use. If You purchase a license to use the
Licensed Materials on a subscription or term basis, You may not deploy or use such Licensed Materials in a manner that exceeds the
permitted number of users, term of license, monitored hosts or other subscription or term limitations associated with the applicable license
fees paid or payable by You.

4. LICENSE RESTRICTIONS

You agree not to directly or indirectly: (i) sell, lease, rent, distribute, sublicense or transfer any of the Licensed Materials; (ii) reverse engineer,
decompile, disassemble, decrypt or otherwise attempt to determine the source code of any of the Licensed Materials, except to the limited extent
permitted by law; (iii) modify, make error corrections to or create derivative works based on the Licensed Materials; (iv) use any Licensed
Materials for the benefit of any third parties (e.g., in an ASP, SaasS, outsourcing or service bureau relationship) or in any way other than in its
intended manner, except as otherwise permitted by Contractor; (v) remove, alter or obscure any proprietary or copyright notice, labels, or marks
on the Hardware or within the Licensed Materials; or (vi) disable or circumvent any access control or related security measure, process or
procedure established with respect to the Appliance or any Licensed Materials or any other part thereof. Notwithstanding anything to the contrary
in this Section, the State may use the Software to process data on behalf of other Ohio State agencies (the “Agencies”) for such Agency’s own
internal business purpose. The State may allow its third party contractors to use the Software solely in accordance with the terms and conditions
of this Agreement to provide services for the State’s internal business purpose. You may use the Sourcefire Products to conduct internal
performance and benchmark testing, the results of which only You may publish or publicly disseminate, provided that (a) Contractor through
Sourcefire has reviewed and approved the methodology, assumptions and parameters of Your testing, (b) You publish a full description of the
test environment and methods, assumptions and parameters used in the testing, and (c) You do not publish false, deceptive or misleading
statements relating to the test or Sourcefire Products. Please contact a Sourcefire technical support representative regarding approved testing
methodology, assumptions and parameters.

As part of your use of the Sourcefire Products, You may be granted access to URL Data and/or a hosted database or related service (the
“Service”). You acknowledge and agree that in addition to all other terms and conditions set forth in this Attachment A, You will not with
respect to the URL Data or Service directly or indirectly: (i) license, sublicense, sell, resell, transfer, assign, distribute or otherwise
commercially exploit the URL Data or Service; (ii) modify or make derivative works based upon the URL Data or the Service; (iii) create
Internet “links” to the URL Data or Service or “frame” or “mirror” the URL Data or Service on any other server or wireless or Internet-based
device; or (iv) utilize the URL Data or Service in order to: (a) build a competitive product or service; (b) build a product using similar ideas,
features, functions or graphics; (c) copy any ideas, features, functions or graphics; or (d) aggregate subscriptions to the URL Data or Service,
either by sublicensing or by rebranding of the URL Data or Products.

5. INTELLECTUAL PROPERTY; TITLE

This Attachment A does not transfer to You any title or any ownership right or interest in any Licensed Materials or in any other intellectual
property rights of Sourcefire or Sourcefire’s licensors. You acknowledge that the Appliance(s) and the Licensed Materials contain, embody and
are based upon patented or patentable inventions, trade secrets, copyrights and other intellectual property rights owned by Sourcefire and its
licensors. If You purchased an Appliance, title and risk of loss to each Appliance transfers to You when the Appliance is delivered to You. In all
instances, Licensed Materials are licensed to You pursuant to this Attachment A and not sold to You.

6. TECHNICAL SUPPORT

You may obtain technical support for Sourcefire Products by separately enrolling in Contractor through Sourcefire’s customer support plan (the
“Support Plan”). All Updates received by You pursuant to the Support Plan shall be governed by, and licensed to You under, this Attachment
A.

7. INSTALLATION

You represent, warrant and covenant that You are solely responsible for the proper installation, configuration and management of the
Appliance on which the Licensed Materials will be installed, as well as the installation of any separately provided Licensed Materials. You
further understand and hereby acknowledge that the failure to properly configure and manage an Appliance, and the failure to properly install
any separately provided Licensed Materials, may adversely affect the performance of the Appliance and the Licensed Materials. You
represent, warrant and covenant that You will adhere strictly to the recommended minimum requirements specified in the Documentation.
Contractor shall have no obligation under this Attachment A to the extent an Appliance or any separately provided Licensed Materials fails to
substantially perform the functions described in the Documentation, in whole or in part, because (i) You fail to meet specified minimum
requirements; (ii) Your separate hardware fails to perform properly; (iii) You mis-configured an Appliance; or (iv) the Licensed Materials had
been improperly installed.

8. WARRANTY AND DISCLAIMER

Contractor warrants that, for a period of ninety (90) days from the date of delivery of the Appliance or, in the case of Sourcefire Software
separately provided to You, the date the Sourcefire Software is made available to You for download or delivered on a fixed media (as the case
may be, the “Software Warranty Period”), the unmodified Sourcefire Software will, under normal use, substantially perform the functions
described in its Documentation. Contractor also warrants that for a period of one (1) year from the date of initial delivery of a new Appliance
(the “Hardware Warranty Period”) that the unmodified Hardware comprising such Appliance will, under normal use, be free of substantial
defects in materials and workmanship. Neither of the aforementioned warranties apply if the Sourcefire Software or Appliance (i) has been
altered, except by Contractor or its authorized representative, (ii) has not been installed, operated, repaired or maintained in accordance with
instructions supplied by Contractor, (iii) has been subjected to abnormal physical or electrical stress, abnormal environmental conditions,
misuse, negligence or accident by You, or (iv) is licensed for beta, evaluation, testing or demonstration purposes.

EXCEPT AS EXPRESSLY WARRANTED IN THIS SECTION 8, THE SOURCEFIRE PRODUCTS (INCLUDING, ANY EVALUATION AND
BETA PRODUCTS), AND ANY OTHER DOCUMENTATION, MATERIALS AND/OR DATA PROVIDED BY CONTRACTOR ARE PROVIDED
“AS IS” AND “WITH ALL FAULTS,” AND CONTRACTOR EXPRESSLY DISCLAIMS ALL OTHER WARRANTIES OF ANY KIND OR
NATURE, WHETHER EXPRESS, IMPLIED OR STATUTORY, INCLUDING, BUT NOT LIMITED TO, ANY WARRANTIES OF OPERABILITY,
CONDITION, TITLE, NON-INTERFERENCE, QUIET ENJOYMENT, VALUE, ACCURACY OF DATA, OR QUALITY, AS WELL AS ANY



WARRANTIES OF MERCHANTABILITY, SYSTEM INTEGRATION, WORKMANSHIP, SUITABILITY, FITNESS FOR A PARTICULAR
PURPOSE, OR THE ABSENCE OF ANY DEFECTS THEREIN, WHETHER LATENT OR PATENT.

THE SOURCEFIRE PRODUCTS ARE NOT FAULT-TOLERANT AND ARE NOT DESIGNED OR INTENDED FOR USE IN ANY
HAZARDOUS ENVIRONMENT REQUIRING FAIL-SAFE PERFORMANCE OR OPERATION. SOURCEFIRE PRODUCTS ARE NOT FOR
USE IN THE OPERATION OF AIRCRAFT NAVIGATION, NUCLEAR FACILITIES, WEAPONS SYSTEMS, DIRECT OR INDIRECT LIFE-
SUPPORT NO WARRANTY IS MADE BY CONTRACTOR ON THE BASIS OF TRADE USAGE, COURSE OF DEALING OR COURSE OF
TRADE. CONTRACTOR DOES NOT WARRANT THAT THE APPLIANCE, THE LICENSED MATERIALS OR ANY OTHER INFORMATION,
MATERIALS, DOCUMENTATION OR TECHNOLOGY PROVIDED UNDER THIS ATTACHMENT A WILL MEET YOUR REQUIREMENTS
OR THAT THE OPERATION THEREOF WILL BE UNINTERRUPTED OR ERROR-FREE, OR THAT ALL ERRORS WILL BE CORRECTED.
YOU ACKNOWLEDGE THAT CONTRACTOR'’S OBLIGATIONS UNDER THIS ATTACHMENT A ARE FOR YOUR BENEFIT ONLY.
NOTWITHSTANDING ANYTHING TO THE CONTRARY IN THIS ATTACHMENT A, ANY THIRD PARTY PRODUCTS ARE PROVIDED “AS
IS” WITHOUT ANY WARRANTY WHATSOEVER.

Contractor’s obligation and liability, and Your remedy under the warranties set forth in Section 8 shall be for Contractor to use commercially
reasonable efforts to remedy the problem, or to replace the defective Hardware and/or the Sourcefire Software, if Contractor is notified in
writing of all warranty problems during the applicable warranty period.

9. U.S. GOVERNMENT END USERS

The Licensed Materials, information and data provided under this Attachment A are prepared entirely at private expense and are “Commercial
ltems” as that term is defined in 48 C.F.R. 2.101. If you are an agency, department, or other entity of the United States Government, or funded
in whole or in part by the United States Government, then your use, duplication, reproduction, release, modification, disclosure or transfer of
this commercial product and data, is restricted in accordance with 48 C.F.R. §12.211, 48 C.F.R. §12.212, 48 C.F.R. §227.7102-2, and 48
C.F.R. 8227.7202, as applicable. Consistent with 48 C.F.R. §12.211, 48 C.F.R. §12.212, 48 C.F.R. §227.7102-1 through 48 C.F.R.
§227.71023, and 48 C.F.R. 8§227.7202-1 through 227.7202-4, as applicable, this commercial product and data are licensed to U.S.
Government end users (i) only as Commercial Items, and (ii) with only those rights as are granted to all other users pursuant to the
Sourcefire’s standard end user license agreement. In case of conflict between any of the FAR and DFARS provisions listed herein and this
Attachment A, the construction that provides greater limitations on the U.S. Government's rights shall control. For purpose of any public
disclosure provision under any federal, state or local law, it is agreed that this commercial product and data are a trade secret and proprietary
commercial products and not subject to disclosure.

EXHIBIT A - SUPPORT PLAN TERMS

A. Support Services Terms. Contractor through Sourcefire will provide Support Services to End User for Covered Products provided that End
User has paid the applicable Support Fees to Contractor. The Support Services will be provided in accordance with the following:

1. Technical Assistance. Contractor through Sourcefire will provide End User with technical assistance regarding use of the Covered Products
by telephone and on-line during the hours that are applicable to the Support Plan Level purchased by End User. Access to Support Services
by telephone and on-line is limited to End User’s designated support contacts. End User should refer to the Support Guidelines attached
hereto as Exhibit B for Sourcefire contact information.

2. New Releases and Updates. Contractor through Sourcefire will make available to End User all Major Releases, Minor Releases and
Updates to the Current Version of the Software that Sourcefire generally releases or generally makes available at no additional cost to
Sourcefire’s other customers subscribing to the same Support Plan Level. To the extent a Major Release, Minor Release or Update includes
substantially new functionality; Sourcefire reserves the right to treat such new functionality as a new Software product.

3. Repair and Replacement of Hardware. If End User has purchased a Covered Product that includes Hardware, Contractor through
Sourcefire will, at its option, either repair or replace any defective Hardware. Hardware units or parts used for replacement will either be new
or refurbished so that End User gets a “like-for-like” exchange. All Hardware units and parts removed from a Covered Product for replacement
will, upon removal and return, be the property of Sourcefire; the replacement Hardware units and parts will, upon delivery, be the property of
End User. End User will promptly return all units and parts to be replaced to Sourcefire in accordance with the Support Guidelines and
Sourcefire’s instructions.

4. Error Reporting. End User may submit to Contractor through Sourcefire support requests identifying potential errors in a Covered Product.
Requests should be in writing and directed to Sourcefire through the customer support page of the Sourcefire support website, currently
located at https://support.sourcefire.com, and should provide Sourcefire with sufficient information to reproduce the error. Sourcefire retains
the right to determine the final disposition of all such requests, and will inform End User of the disposition of each request.

5. Error Corrections. Contractor through Sourcefire will use commercially reasonable efforts to correct any reproducible and material error in a
Covered Product with a level of effort reasonably commensurate with the severity of the error. Corrections will be made in accordance with the
time schedule set forth in the Support Guidelines. Sourcefire will not be responsible for correcting errors not attributable to Sourcefire or that
do not relate to Covered Products. Sourcefire may provide error corrections in the form of an Update and may publish “known issue”
information with each Update to the extent necessary.

6. End User Responsibility. As a condition to Sourcefire’s provision of the Support Services, End User will do the following: (a) implement in a
reasonably timely manner all Updates provided by Contractor through Sourcefire; (b) supply Sourcefire with access to and use of information
and personnel reasonably determined to be necessary by Sourcefire to render the Support Services; (c) perform any tests or procedures
reasonably recommended by Sourcefire for the purpose of identifying and/or resolving any problems; and (d) if Hardware was purchased,
maintain the Hardware in good working order in accordance with the manufacturers’ specifications, and in compliance with the minimum
system requirements set forth in the Coved Product documentation, to ensure that any problems reported to Sourcefire are not due to user



error or End User’s improper maintenance. End User’s delay or failure to satisfy the foregoing will, for the duration of the delay or failure,
relieve Sourcefire of its obligations under this Attachment A to provide the Support Services.

7. Consistent Product Coverage. For each deployment of Covered Products, Contractor through Sourcefire requires that End User purchase
the same Support Plan Level for all Covered Products comprising such deployment.

8. Term. Contractor through Sourcefire will provide the Support Services during the Initial Term and any Renewal Term provided that End
User has paid all applicable Support Fees.

9. Limitations. Contractor through Sourcefire will provide the Support Services only for the Current Version and the Prior Version. Sourcefire
has no obligation to provide Support Services for a Legacy Version. Sourcefire will not provide Support Services for Covered Products that
have been modified by End User, a third party on behalf of End User or otherwise modified and not approved by Sourcefire in writing.
Sourcefire does not provide Support Services to address problems resulting from: (a) use of a Covered Product in a manner not described in
the user documentation or otherwise not in the ordinary course; (b) the use of third party software, firmware or data, or from the use of
hardware, software or firmware not meeting Sourcefire’s minimum recommended configuration; or (c) use of a Covered Product other than in
the recommended operating environment. Support Services do not include the costs of developing or otherwise providing End User with
additional features, functionality or customizations to the Covered Products, which additional services may be purchased separately from
Sourcefire. For products that (a) have reached their end-of-life (EOL) or end of- support (EOS) date, or (b) provide additional functionality
based on a specific Hardware platform configuration, End User is responsible for acquiring, at its own cost, any updated and additional
Hardware, firmware and software necessary to implement or use an Update.

10. End of Life Policy. Support Services provided by Contractor through Sourcefire may be limited, and the security effectiveness of Sourcefire
products may be diminished, due to Hardware and/or Software products impacted by an EOL announcement and/or End User not migrating to
the latest version of the Sourcefire products. For Hardware products, a replacement unit will not be provided for the return of a unit that has
passed its EOL date. Consult the Product Life Cycle section of the Sourcefire website, currently located at www.sourcefire.com/customer-
support, for more information regarding EOL and EOS announcements.

11. Support Guidelines. The Support Services provided to End User will be provided in accordance with the Support Guidelines attached
hereto as Exhibit B which are incorporated herein by reference, and will vary based on the Support Plan Level purchased.

12. End User Suggestions. Any suggested changes, clarifications, additions, modifications or improvements to a Covered Product that End
User provides to Contractor through Sourcefire (collectively, “Improvements”) will constitute an assignment to Sourcefire (without charge) of all
right, title and interest in such Improvements. Sourcefire has the right, but not the obligation, to incorporate Improvements into Covered
Products as it deems necessary in its sole discretion. Sourcefire will be the exclusive owner of the Improvements, including all intellectual
property rights related thereto.

B. Definitions: For purposes of this Attachment A, the following terms will have the following meanings:

“Authorized Reseller’ means any reseller, distributor or other entity authorized by Contractor to directly or indirectly resell Sourcefire products
and support to End User on behalf of Contractor.

“Covered Products” means those Sourcefire products specified in an Order that will include Hardware and/or Software for which End User has
paid the applicable Support Fee(s) to receive Support Services.

“Current Version” means the most recent Major Release of a Software product.
“Hardware” means the Sourcefire-branded appliance on which Software is installed and is designed to operate.

“Initial Term” means the initial period of time starting on the date of shipment for the applicable Covered Product during which Sourcefire will
provide Support Services to End User. The Initial Term will be one (1) years, unless otherwise agreed to by Sourcefire.

“Legacy Version” means any Major Release older than the Prior Version.

“Major Release” means a version of Software in which there is a change in the number immediately preceding or immediately following the
first decimal point in the Software version number (e.g. v4.9 to v5.0 or v5.0 to v5.1).

“Minor Release” means a version of Software in which there is a change in any number following the second decimal point in the Software
version number (e.g. v4.10 to v4.10.1 or v4.10.1.1 to v4.10.1.2).

“Order” means one of the following documents: (i) an invoice from Contractor or from an Authorized Reseller to End User, (ii) an executed
sales quotation between End User and Contractor, or (iii) a purchase order from End User to Contractor or from an Authorized Reseller to
Contractor on End User’s behalf.

“Prior Version” means the next most recent Major Release of a given Software product preceding the Current Version.

“Renewal Term” means any term beyond the Initial Term during which Sourcefire will provide Support Services to End User.

“Software” means the software application component(s) of the Covered Product(s) that are combined for use with the Hardware and/or that

may be licensed separately for use without Hardware. Updates are considered Software under this Agreement. All Software is subject to this
end user license agreement between Sourcefire and End User.



“Support Fee” means the GSA price for the applicable Covered Product at the Support Plan Level purchased for the Initial Term and/or the
Renewal Term, as applicable. The Support Fee may be (i) a separate charge in addition to the purchase price for the Covered Product, or (ii)
included in the price of a license subscription for software-only products, as applicable.

“Support Guidelines” means the guidelines and processes that govern Support Services, a current copy of which is attached hereto as Exhibit
B.

“Support Plan Level” means that level of Support Services for the applicable Covered Product purchased by End User as set forth in an Order.
A description of the different levels of Support Services are found on the Sourcefire website, currently at http://www.sourcefire.com/customer-
support.

“Update” means any update to the Software including but not limited to, patches, bug-fixes, work-arounds, error corrections, enhancements,
rules updates, vulnerability database updates and security enhancement updates.

EXHIBIT B - SUPPORT GUIDELINES

A. Communications/Contact Information

The following communication methods are available to obtain assistance from Contractor through Sourcefire for a Support Services request.
Telephone Support: +1 (410) 423-1901; 1-800-917-4134

Customer Portal: https://support.sourcefire.com

Email: support@sourcefire.com
See https://support.sourcefire.com/contact for additional access numbers

B. Response Times
Normal Business Hours for Support Services are 11:00 PM Sunday through 12:00AM Saturday (U.S. Eastern Time).

Telephone Response:
. During Normal Business Hours telephone calls are taken in the order that they are received.
e  Outside of Normal Business Hours calls are handled by on-call support engineers.
. Sourcefire typically responds to all calls within one (1) hour of receipt.

Email/Web Response:
e  Sourcefire typically responds to all inquiries submitted during Normal Business Hours via email or via the Customer Portal within two
(2) hours.
. Inquiries submitted outside of Normal Business Hours via email or via the Customer Portal will typically be answered within two (2)
hours of the start of the next business day.

It is strongly recommended that End User contact Sourcefire Customer Support via telephone for all severe product issues arising outside of
Normal Business Hours.

C. Support Requests
End User will be required to provide all of the following information when contacting Sourcefire with a technical issue:

Name

Covered Product serial number, license key or other identification number, as applicable

Detailed request or problem description

The priority and/or urgency of request

Whether any recent changes have been made to the Covered Products or End User’s network

List of changes that were applied to the configuration of the Covered Product prior to the problem’s first occurrence
Any relevant environmental and architectural information

Packet capture (if applicable)

Troubleshoot script output

D. Technical Issue Resolution

Support requests begin with Sourcefire’s Tier | Support Team. A Technical Support Engineer (“TSE”) will provide End User with a case
number and will manage the reported technical issue to its final resolution. The TSE will attempt to resolve the issue as quickly as possible
and will engage additional resources at Sourcefire as needed including members of Tier Il Support and/or Product Development in accordance
with the escalation process outlined below. If the technical issue is determined to be defective Hardware, Sourcefire will, subject to any
applicable EOL announcements then in effect, ship an advance replacement unit and/or parts, as applicable, within one (1) business day via
priority overnight shipping. The time to delivery of the advance replacement unit and parts will vary depending on the destination and local
customs clearance requirements. Advance replacement units will be shipped with the Current Version of software unless otherwise requested.

E. Severity Definitions
Contractor through Sourcefire classifies reported issues in accordance with the following:

Severe:


https://support.sourcefire.com/
mailto:support@sourcefire.com

e  The Covered Product is down or not functioning; or
e  Network traffic has been disrupted as a result of the use of the Covered Product; or
e  There are no workarounds to restore Covered Product functionality.

Moderate:
e  Network or Covered Product is operating at a reduced capacity; or
. Significant product functionality is not working according to Covered Product definitions; or
e  Significant business objectives for the use of the Covered Product cannot be met.

Minor:
. Minor product functionality is not working according to Covered Product definitions; or
e Minor business objectives for the use of Covered Product cannot be met.

F. Escalation Process

The escalation process is managed by the TSE with assistance from the End User. The escalation process moves from the TSE through the
Support Management and Product Development groups as appropriate. The TSE will manage the resolution of the reported issue, which
includes acting as the primary contact for communication between the various Sourcefire groups and the End User throughout the escalation
process. The following estimated response timelines define the normal guidelines for escalation beyond Tier | Support Team. The timeframes
are based on the severity level of the reported issue and may be reduced as appropriate as determined by Sourcefire.

Severity Level Escalation to Tier Il Support Escalation to Product Development
Severe Within 24 hours of initial request Within 24 hours of escalation to Tier Il
Moderate Within 3 business days of initial request Within 3 business days of

escalation to Tier Il
Minor Within 5 business days of initial request Within 5 business days of

escalation to Tier Il

If an acceptable workaround can be applied to the issue, then the Severity Level may be downgraded to the next lower level. For example, if
an acceptable workaround exists for a Moderate issue, then the Severity Level for such issue will be downgraded to Minor.

If reasonable progress has not been made, the technical issue will be escalated to Sourcefire’s Support Management and/or Product
Development groups, as appropriate. Escalation of an issue thru the Support Management group will be initiated whenever the resolution is
not meeting the End User’s expectations or whenever a technical issue has not been resolved within the escalation time frames above. Since
each technical issue is unique, there may be some variation in the resolution time.

Escalation can be initiated from two sources: (1) TSEs are tasked with the responsibility of escalating based on their judgment of both the
business impact and the technical issue, and (2) End User is encouraged to seek escalation when an issue is not being resolved in
accordance with the level of Support Services that End User has purchased. End User can escalate through the TSE, Support Management or
its designated Account Representative.



ATTACHMENT A
CONTRACTOR SUPPLEMENTAL PRICELIST INFORMATION AND TERMS

TIBCO SOFTWARE, INC.

TIBCO SOFTWARE LICENSE, WARRANTY AND SUPPORT TERMS

“Enterprise” means an unlimited Number of Units of the Software, to be deployed by Ordering Activity during a period defined in a purchase
order (the “Enterprise Term”), at which time, the Number of Units then deployed in Production and Non-Production use by Ordering Activity
becomes fixed and Ordering Activity may not thereafter deploy additional Units. During the Enterprise Term, Ordering Activity’s right to deploy
an unlimited Number of Units does not extend to any entity which acquires, is acquired by, merged into, or otherwise combined with Ordering
Activity. Ordering Activity hereby agrees to provide Contractor, within sixty (60) days after the end of the Enterprise Term, with written notice of
the Number of Units deployed at the end of the Enterprise Term by Unit and License Type.

“Project” means an unlimited Number of Units of the Software set forth in a task or delivery order as a Project, to be deployed by Ordering
Activity solely in connection with the purpose stated in its task or delivery order, during the period stated in the task or delivery order (the
“Project Term”), at which time, the Number of Units then deployed in Production and Non-Production use by Ordering Activity becomes fixed
and Ordering Activity may not thereafter deploy additional Units. During the Project Term, Ordering Activity’s right to deploy an unlimited
Number of Units does not extend beyond the scope of the Project as set forth in the task or delivery order or to any entity which acquires, is
acquired by, merged into, or otherwise combined with Ordering Activity. Ordering Activity hereby agrees to provide Contractor, within sixty (60)
days after the end of the Project Term, with written notice of the Number of Units deployed at the end of the Project Term by Unit and License
Type. Contractor hereby grants Ordering Activity a nonexclusive, perpetual, worldwide license, to use the Software, at Ordering Activity's
premises up to the specified Number of Units, solely for Ordering Activity’s own internal operations and for processing its own data. No right to
use, copy, duplicate or display the Software is granted, except as expressly provided herein.

Scope

Ordering Activity acknowledges and agrees that the scope of the licenses granted under this Attachment does not permit Ordering Activity to
(directly or indirectly, in whole or in part): (a) make more copies of the Software than the specified Number of Units (except for a reasonable
number of copies for archival and disaster recovery purposes) or use any unlicensed versions of the Software; (b) provide access to the
Software to anyone other than Ordering Activity’s employees, contractors, or consultants who have agreed in writing to be bound by terms at
least as protective of Contractor as those in this Contract ("Authorized Users"); (c) sublicense, distribute or pledge the Software or any of
Ordering Activity's rights herein; (d) lease, rent or commercially share (including time-share) or otherwise use the Software for purposes of
providing a service bureau, including, without limitation, providing third-party hosting, or third-party application integration or application service
provider-type services, or for any similar services; (e) use the Software in connection with any ultra hazardous activity, or any other activity for
which its failure might result in serious property damage, or death or serious bodily injury; or (f) modify, translate, reverse engineer, decrypt,
decompile, disassemble, create derivative works based on, or otherwise attempt to discover the Software source code or underlying ideas,
techniques or algorithms. Ordering Activity may engage in such conduct as is necessary to ensure the interoperability of the Software as
required by law, provided that prior to commencing any de-compilation or reverse engineering of any Software, Ordering Activity agrees it shall
observe strict obligations of confidentiality and provide Contractor reasonable advance written notice and the opportunity to assist with and/or
conduct such activity on Ordering Activity's behalf and at Ordering Activity’s expense; and (g) notwithstanding the method of delivery of the
Software, the scope of the licenses granted under this Attachment are limited to the Software as set forth in a task or delivery order.

Contractor hereby grants Ordering Activity a nonexclusive, worldwide license to use the Materials (and a reasonable number of copies thereof)
solely for Ordering Activity’s internal operations in conjunction with the license to the Software. Materials obtained during attendance at
Education programs, unless otherwise agreed in a Work Order, are limited to the one copy received by each attendee.

“Materials” means any tangible or intangible information, design, specification, instruction or data (and any modifications, adaptations,
derivative works or enhancements) provided by Contractor or its subcontractors during the performance of Consulting Services which
incorporates, reinforces or is used to apply Contractor’s configuration or implementation methodologies, processes and know-how to Ordering
Activity’s use of the Software, excluding Output. “Output” means Confidential Information of Ordering Activity that has been input in the
Materials for Ordering Activity’s use of the Software.

Maintenance Service Levels

For the purpose of any license or maintenance agreement under which Maintenance is provided, as used below, “Software”, shall include
“TIBCO Software”, “Spotfire Software” or “Software”.

MAINTENANCE Updates Bronze Silver Gold

LEVEL Only (includes Updates) (includes Updates) (includes Updates)
Silver Equipment (includes
Updates for embedded
Licensor Software)




Service Hours: N/A

9am-5pm, Monday-Friday
Service hours are based on PST,
EST, CST, CET, MST, GMT,
DST, AEST time zones. Based on
the time zone you are assigned,
services hours exclude holidays in
the U.S., California,

U.K., A.P.A.C. and Japan.

24 Hours/Day, 7 Days/Week

24 Hours/Day, 7
Days/Week

Initial Response: N/A Severity 1 & 2: 4 Business Severity 1 & 2: 4 Hours Severity 1: 1 Hour
Hours Severity 2: 2 Hours
Target Resolution: N/A Severity 1: 48 Hours Severity 1: 48 Hours Severity 1: 36 Hours
Severity 2: 5 Days Severity 2: 5 Days Severity 2: 3 Days
Severity 3: Next Major Release Severity 3: Next Major Severity 3: Next Major
Release Release
TIBCO N/A N/A Add-on options (for an Includes TIBCO
DirectConnects™ additional fee): DirectConnect Premier
- TIBCO DirectConnect™ On-
Demand
- TIBCO DirectConnect™™
Premier
Authorized N/A 5 10
Contacts:

TIBCO DirectConnect Maintenance level options

TIBCO DirectConnect Maintenance options:

TIBCO DirectConnect On

TIBCO DirectConnect

Demand Premier
A TIBCO DirectConnect Manager (“DCM”) from the support Included Included
organization to:
- Coordinate Ordering Activity support issues
- Attend onsite initial introduction and quarterly meetings.
- Provide onsite support (as mutually agreed) to assist in Severity 1
resolution
At the Gold Maintenance level, access to global DCM's is available
Additional Authorized Contacts Not applicable 2

Consulting Services

Not applicable

Includes and must be

used within the

applicable annual
Maintenance term:

- 1Consultant for five (5)
contiguous work days

- 1 Consultant for five (5)
contiguous work

days

- 5 days of training at a
Contractor Learning Center
or Virtual training

courses for one (1)

person

(Must be utilized within the
annual Maintenance term).

TIBCO DirectConnect Forum

Not applicable

Included




Term Purchased in one (1) month Purchased in annual,
increments. (Must be utilized increments, payable
within the annual annually in advance.
Maintenance term).

Spotfire, DataSynapse, and Foresight Maintenance Service Levels

MAINTENANCE LEVEL Bronze term (includes Updates) Silver (includes Updates)
9am-5pm, Monday-Friday 24 Hours/Day, 7 Days/Week
Service Hours are based on CET, UTT/GMT and EST time

Service Hours: zones. Based on the time zone you are assigned, services

hours exclude holidays in the U.S., Sweden and Japan.

Initial Response: Severity 1 & 2: 4 Business Hours Severity 1 & 2: 4 hours
Severity 1: 48 Hours Severity 1: 48 Hours
) Severity 2: 5 Days Severity 2: 5 Days
Target Resolution: Severity 3: Next Major Release Severity 3: Next Major Release
Number of Contacts: 3 5

Severity Level Definitions
“Severity 1” is an emergency production situation where the Software is totally inoperable or fails catastrophically and there is no workaround;

“Severity 2” is a detrimental situation (and there is no workaround) where (a) performance degrades substantially under reasonable loads
causing a severe impact on use, (b) the Software is usable but materially incomplete; or (c) one or more mainline functions or commands is
inoperable;

“Severity 3” is where the Software is usable, but does not provide a function in the most convenient manner; and

“Severity 4” is a minor problem or documentation error, which is reasonably correctable by a documentation change or by a future
maintenance release from Contractor through Manufacturer.

Scope

Contractor will use commercially reasonable efforts to resolve matters according to the problem Severity (“Maintenance") level determined. An
Ordering Activity will use commercially reasonable efforts to provide: (a) a detailed problem description; (b) a method for repeatedly
reproducing the problem; and (c) reasonably continuous access to an authorized contact. During the Maintenance term, Ordering Activity
authorized contacts as applicable for the Maintenance level selected in Ordering Activity’s order, may notify Contractor through Manufacturer's
Technical Assistance Center of an error, defect, or malfunction in the Software. Maintenance includes the right to use Updates (as defined
below) as replacements for existing copies, whether provided under Maintenance, Warranty or which are provided for any other reason by
Contractor, or their respective authorized resellers or distributors (if applicable); Updates are subject to Ordering Activity’s license agreement
limitations and restrictions. “Updates” means Software bug fixes, enhancements, and upgrades, if and when made generally available by
Contractor through Manufacturer under Maintenance to Ordering Activities for a specific Software product. Ordering Activity’s right to use
Updates extends to any supported Platform then currently available for each discrete Software product under Maintenance. Updates may
include new or additional Platforms that are deemed (at Contractor’s sole discretion) to have no more than a minimum different in price,
features and functionality from previously available Platforms. Contractor, through Manufacturer will provide Maintenance for a release version
of the Software products for at least (a) six months after a new release version is generally available, but in no event for more than (b)(i) two
years from the general availability of a Software release version or (b)(ii) one year from the general availability of a subsequent release
version, whichever of (b)(i) or (b)(ii) is later, after which Maintenance shall be discontinued for that release version.

Limits

Ordering Activity must purchase the same service level of Maintenance for all quantities of Software products that it has licensed.

Maintenance does not include support for any non-TIBCO software, custom configuration, product modification, new products and functionality
for which Contractor is charging an additional license fee, services at a Customer site, any work product provided under Consulting Services
or for Software products with non-matching service levels. Contractor reserves the right to make fixes only to the most current version of the
relevant Software, and may elect, at its discretion, to make fixes generally available for minor release versions or the latest service pack for a
supported version. In the event that a request for Maintenance reveals that the cause of the problem is not an error, defect or malfunction in
the unmodified Software,




Perpetual Term Licenses

The initial Maintenance term shall be for one year commencing on the effective date of the applicable task or delivery order. In the event
Ordering Activity elects to renew Maintenance, Maintenance will be renewed for successive one (1) year terms

Limited Term Licenses

The initial Maintenance term shall be for one (1) year commencing on the effective date of the applicable task or delivery order.
Limited Term Equipment Leases

Silver Equipment level Maintenance is included in the “Initial Term” of the Lease.

Silver Equipment level Maintenance

Under Silver Equipment level Maintenance, Contractor offers an advance replacement program for the Equipment, post warranty. Advance
replacement provides a permanent replacement of the Equipment. The replacement Equipment is shipped airfreight carrier to your location.
Certain features, such as interface standards, product footprint and mobility, firmware and software compatibility may not be available.

When experiencing a problem Ordering Activity must first place a call to the designated support number. Contractor through Manufacturer will
provide basic telephone technical assistance for installation, product configuration, setup and problem resolution for the Equipment. Prior to
scheduling advance replacement of the Equipment, Contractor through manufacturer may ask Ordering Activity to provide relevant
information, start diagnostic tools and perform other supporting activities.

If the problem cannot be resolved remotely; Contractor will replace the failed Equipment with new or equivalent-to-new Equipment free of
major cosmetic defects. The failed Equipment must be returned to Contract through Manufacturer or within the timeframe specified below and
becomes the property of Contractor.

Ordering Activity is responsible for performing the following functions prior to return shipping failed Equipment: a) perform all steps for self-test
and trouble-shooting specified in the operating manual for the Equipment; b) provide, in writing, the model number, serial number, current
failure symptoms, pertinent failure history and ship-to address (if applicable); and c) unless the failed Equipment will be delivered in person by
Ordering Activity, Ordering Activity is responsible for packaging the failed Equipment carefully in the original shipping container, or a shipping
container that prevents the Equipment from being damaged while in transit.

The replacement Equipment will be shipped in a suitable container and include instructions for returning the failed Equipment. Packaging
instructions and a prepaid shipping label for the return of the failed Equipment will be included in replacement Equipment shipping container.
Support Limitations

At Contractor’s discretion Maintenance will be provided using remote diagnosis and or other service delivery methods. Other service delivery
methods, in lieu of shipping replacement Equipment, may include the overnight shipment of parts specified as Ordering Activity replaceable.
Contractor will determine the appropriate delivery method required. Services such as the following, but not limited to, are excluded from
Maintenance:

e Diagnosis or Maintenance at the Ordering Activity site.
Set-up and installation of the replacement Equipment or replacement parts at the Ordering Activity site
Recovery of the operating system, other software, and data
Troubleshooting for interconnectivity or compatibility problems
Services required due to failure of Ordering Activity to incorporate any system or software fix, repair, patch, or modification provided
to the Ordering Activity.
e  Services required due to failure of the Ordering Activity to take avoidance action previously advised by Contractor.
e  User preventative maintenance.

Maintenance is not provided for:

e Damage caused by failure of Ordering Activity to follow Contractor's recommended maintenance or operating specifications

. Damage due to war or nuclear incident, terrorism, unauthorized attempts to repair Equipment or Equipment previously repaired by
an unauthorized technician or user

. Data, business interruptions, obsolescence, cosmetic damage, rust, change in color, texture or finish, wear and tear, gradual
deterioration or any damage that does not affect the Equipment functionality

. Fraud, fire, theft, unexplained or mysterious disappearance, misuse, abuse or willful act

e  Alteration or modification of the Equipment in any way

e  Transit or relocation of Equipment by Ordering Activity, including any damages occurring while in transit or related to such
relocation, and services accompanying or related to transit or relocation of the Equipment.

. Power surge or failure

. Normal wear and tear

Ordering Activity will inform Contractor in writing prior to making any changes to or relocation of the Equipment. Contractor will then confirm
whether Maintenance will be available for the Equipment or at the relevant Ordering Activity location within ten (10) business days of receipt of
the notification from Ordering Activity. Ordering Activity acknowledges that any changes to or relocation of the Equipment may change the
service level and/or pricing of Maintenance available for the Equipment. If Ordering Activity fails to inform Contractor of changes to or
relocation of the Equipment, Contractor will not be obligated to provide Maintenance.

Ordering Activity Responsibilities

The Customer will be required, upon Contractor's request, to support resolving any problem reported under Maintenance remotely by:



. Providing all information necessary for Contractor to deliver timely and professional remote support and/or to enable Contractor to
determine the level of support eligibility

. Starting self tests and/or other diagnostic tools and programs

e  Performing other reasonable activities to help Contractor identify or resolve the problem

. Ordering Activity must acknowledge receipt of replacement Equipment by signing freight carrier air bill at time of delivery.

e  Ordering Activity must ship failed Equipment to Contractor, within three (3) working days of receipt of the replacement Equipment
and must obtain a prepaid insurance receipt to be retained by Ordering Activity as proof of shipment.

e  Ordering Activity is responsible to install Ordering Activity replaceable parts and replacement Equipment in a timely manner.

. Ordering Activity shall maintain a backup copy of all software and data. Contractor recommends regular backups.

e  Ordering Activity shall restore software and data on the Equipment after the repair or replacement

e  Ordering Activity is responsible for the installation of any software not provided by Contractor with the Equipment and insure all

software installed on the Equipment is appropriately licensed
. Ordering Activity shall adhere to Contractor’s published guidelines or written instructions concerning the return of Equipment or
parts.

Reinstatement of Maintenance
Reinstatement of Maintenance is subject to payment of Maintenance fees for any period during which Maintenance had lapsed and for the 12
month period commencing with the date Maintenance is reinstated.

Non-Continuous Coverage
In the event Ordering Activity elects not to maintain continuous Maintenance, Contractor may, at its discretion, refuse to provide any
Maintenance to Ordering Activity until payment for the period of discontinuity is made current.

Discontinued support for prior release version
When a prior version goes out of Maintenance, it means that fixes will no longer be generally available for that version. Support will continue to
accept problem reports for that prior version, and when feasible, attempt to provide a customer with reasonable assistance to troubleshoot and
resolve the problem. Engineering will only evaluate reported issues in the supported versions of the Software product. When a Ordering
Activity:
e encounters a known defect, which is already corrected in the most current or a supported version of the Software, the Ordering
Activity will need to upgrade to the most current or supported version of the Software to obtain the fix; or
e discovers an unknown defect, engineering will make the fix in the most current version of the Software and the Ordering Activity will
need to upgrade to that version to obtain the fix.

Product End-of-Life
Ordering Activity are provided advance written notice (up to twelve months) when Software is to be retired. This information is published as
“Retirement Notices” under the Late Breaking News (LBN) section of the Support Web.

TIBCO Extended Support Program
Contractor is pleased to offer customers extended Maintenance on certain Software product versions. The scope and terms of extended
Maintenance:
Include
e  The ability to submit service requests for eligible product versions.
. Contractor assistance providing workarounds and existing fixes for issues reported; staging of issues by Contractor will be on the
latest version of eligible product(s).
. Maintenance service level initial response and target resolution times are according to customers’ existing Maintenance service
level.
Exclude
Enhancements, service packs, or defect corrections
Support for new platforms (database versions, operating system versions, infrastructure products, etc.)
Back porting of any fixes (including, but not limited to, bug or security fixes) from later product versions
Partners participating in the Partner Network or any other Partner program.

Contractor reserves the right, at its discretion, without notice of any kind, to change products and product versions included in any extended
Maintenance product version list. Changes to the extended Maintenance product version list will have no impact during any Maintenance term
for which Contractor Extended Support Program Maintenance fees have already been paid.

Contractor support level and responsibilities:
First level (Technical Assistance Center):
e Review Service Requests reported by Web, Email or phone from a Ordering Activity authorized contact
e Validate Ordering Activity maintenance status, product entitlement and check for any special handling required.
e Identify type of request, problem definition, configuration, products, product versions and platforms.
. Determine severity of the problem and execute any escalation procedures necessary.
. Direct problems for resolution to workgroups
- Second level (Product Support):
. Confirm problem and configuration used by the Ordering Activity
. Evaluate against known problems or issues
. Stage the problem
e  Reproduce problems and provide workarounds



. Escalate to engineering where required to develop patches and fixes
e  Keep the SR updated at all times within the Call Tracking system
. Keep the Ordering Activity Authorized Contact updated on the progress
- Third level (Engineering):
. Develop fixes as needed
e  Test and verify functionality and performance
. Update the source code control system as needed
. Ensure patches and fixes are incorporated into a future product release
Escalations
e  Special procedures apply to Service Request escalations. An escalated issue is generally one of the following:
* No response to a problem reported, within the designated time given by the call response coordinator or technical engineer
. Response times out of severity guidelines
e  Ordering Activity dissatisfaction with Service Request resolution you've been given

North and South America +1.650.846.5789
EMEA (Europe, Middle East, and Africa) +44(0).870.909.3889
Asia and Australia +61.2.4379.9322 or 1.800.184.237 (within Australia only)

The above telephone numbers provide access to a Contractor through Manufacturer Support Manager. This phone number is to be used if or
when a Ordering Activity is dissatisfied with the progress of problem resolution, or wants the problem reported brought to the attention of
Contractor through Manufacturer's management.

Warranties and Remedies

Contractor hereby warrants that: (a) for 30 days following initial delivery to Ordering Activity of the Software set forth in an Order Form, that the
Software as delivered, under normal use on the Platform for which it is intended, will perform all material functions described in its
Documentation; (b) to the best of Contractor’'s knowledge after employing reasonable technical means to detect computer viruses, the
Software as delivered by Contractor does not contain any virus, computer code, routines or devices (other than as set forth in the
Documentation) designed to disable, damage, impair, or erase the Software or other software or data; and c) Contractor has the right to grant
the licenses and other rights set forth herein.

EXCEPT AS PROVIDED ABOVE, THE CONTRACTOR SOFTWARE, MAINTENANCE AND CONSULTING SERVICES ARE PROVIDED "AS
IS", AND ALL OTHER EXPRESS OR IMPLIED CONDITIONS, REPRESENTATIONS, AND WARRANTIES INCLUDING, WITHOUT
LIMITATION, ANY IMPLIED WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE (EVEN IF INFORMED OF
SUCH PURPOSE), INFRINGEMENT, OR ARISING FROM A COURSE OF DEALING, USAGE, OR TRADE PRACTICE, ARE HEREBY
DISCLAIMED TO THE EXTENT ALLOWED BY APPLICABLE LAW. CERTAIN THIRD PARTY SOFTWARE MAY BE PROVIDED TO
ORDERING ACTIVITY ALONG WITH CERTAIN CONTRACTOR SOFTWARE AS AN ACCOMMODATION TO ORDERING ACTIVITY. THIS
THIRD PARTY SOFTWARE IS PROVIDED "AS IS". ORDERING ACTIVITY MAY CHOOSE NOT TO USE THIRD PARTY SOFTWARE
PROVIDED AS AN ACCOMMODATION. NO WARRANTY IS MADE THAT THE CONTRACTOR SOFTWARE FUNCTIONALITY OR
MAINTENANCE OR CONSULTING SERVICES WILL MEET ORDERING ACTIVITY’S REQUIREMENTS, OR THAT THE OPERATION OF
ANY OF THE FOREGOING WILL BE UNINTERRUPTED OR ERROR-FREE.

In the event of a breach of Warranty, CONTRACTOR'’S LIABILITY AND ORDERING ACTIVITY'S REMEDY SHALL BE FOR CONTRACTOR
AT ITS OWN EXPENSE, TO EITHER REPAIR, REPLACE OR MODIFY THE AFFECTED CONTRACTOR SOFTWARE. IF THE
FOREGOING REMEDIES ARE NOT COMMERCIALLY REASONABLE (IN THE REASONABLE OPINION OF CONTRACTOR),
CONTRACTOR MAY CANCEL THE ORDER AND REFUND TO ORDERING ACTIVITY THE LICENSE FEES AND ANY UNEARNED PRE-
PAID MAINTENANCE FEES, IN EACH CASE PAID TO CONTRACTOR BY ORDERING ACTIVITY FOR THE AFFECTED CONTRACTOR
SOFTWARE. Contractor shall not be liable to the extent any claim is based upon or attributable to: (i) modifications of the Software, or
portions thereof; (ii) such claim would have been avoided by use of the then-current release; or (iii) Ordering Activity's continued allegedly
infringing activity after being provided with modifications that would have avoided the alleged infringement.



AMENDMENT TO THE STATE TERM SCHEDULE CONTRACT
(THE “AGREEMENT")
BY AND BETWEEN EC AMERICA, INC.
AND THE STATE OF OHIO
DEPARTMENT OF ADMINISTRATIVE SERVICES

This is an amendment to the Agreement by and between the State of Ohio, Department of
Administrative Services ("ODAS") and EC America, Inc. (‘Contractor”). This amendment
becomes a part of the Agreement as If written therein. Any terms and conditions of the
Agresment not modified or changed by this Amendment remain in full force and effect. In
consideration of the mutual promises and obligations contained in the Agreement and this
Amendment, the parties agree to modify the Agreement as follows:

For any license of Blue Coat Systems, Inc. software through the Contractor under the
Agreement, the attached Blue Coat Systems, Inc. EULA by and between the State and Blue
Coat Systems, Inc. will be the terms and conditions that govern the relationship between Blue
Coat Systems, Inc. and the State and control the use of such licensed software.

Except as expressly modified in this Amendment, all the terms of the Agreement remain
unaffected and unchanged by this Amendment.

TO SHOW THEIR AGREEMENT, the parties have sxecuted the Amendment as of the dates
below.

STATE OF OHIO,
EC AMERICA, INC. DEPARTMENT OF
ADMINISTRATIVE SERVICES
t
Abrt Blowysas
Signature
Scott Needleman Robert Blair
Printed Name Printed Name
Vice President Director
Title Title

Effective Date
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BLUE COAT

LICENSE AGREEMENT

This License Agreement (“Agreement”) is entered into by an authorized representative of the party entering into this Agreement (“Customer”) and
the Blue Coat Systems, Inc. {“Blue Coat”) and Is effective on the date of the amendment.

1. License Terms.

1.1 Introduction. Any products and services made available to Customer by Blue Coat {"Products”) under this Agreement may be, or may include, a
physical appliance or other hardware ("Hardware*), software {“Software”) and/or proprietary data {("BC Dats"}. Software and/or BC Data, whether
embedded in memory or otherwise incorporated or loaded onto Hardware or made available via electronic delivery, are hereafter referred to as
“Licensed Products”,

1.2 License. Subject to the terms and condltions of this Agreement, Blue Coat grants to Customer, during the applicable license term, a non-
transferable (except as set forth in Section 16 below), nonexclusive, worldwide license, subject to addItional limitations set forth in this Section 1,
1o use the Licensed Products solely: {i) for internal purposes; (i) In accordance with the Product license type (e.g., subscription or perpetual) and
user type (for which the applicable fees have been paid) as set forth In the Purchase Order. Blue Coat’s current Product Use Guide In effect as of
February 10, 2016, is attached hereto as Exhibit A, which sets forth the license type and any specific restrictions associated with the Products. The
Product Use Guide lists all currently available Blue Coat products, and nothing herein creates an obligation or expectation that Customer will
license any particular product listed in the Product Use Guide.

1.3 Qwnership. The Products are proprietary to Blue Coat or its licensors or suppliers. Customer acknowledges and agrees that: (a) the Products
are protected under U, and intemational copyright and other intellectual property laws; (b) Biue Coat and its licensors retain all copyrights and
other Intellectual property rights in the Products; (c) there are no Implied licenses under this license and any rights not expressly granted to
Customer hereunder are reserved by Blue Coat; (d) Customer acquires no ownership or other interest (other than Customer license rights set forth
above in Section 1.2) in or to the Licensed Products or any Hardware loaned to Customer; and {e) BC Data Is confidential Infermation of Blue Coat,
Customer may provide suggestions, comments or other feedback to Blue Coat or its licensors with respect to the Products (“Feedback”). Except for
confidentiality restrictions applicable to Confidential Information contained within the Feedback or unless otherwise provided in a separate
agreement between the parties, Blue Coat shall be free to use, disclose, reproduce, license or otherwise distribute and exploit anonymized
Feedback without any obligation, restriction or duty to account.

1.4 License Restrictlons. Customer will not {a) copy the Licensed Products (except for a reasonable number of copies for back-up purposes), {b)
modify, create derivative works of or translate the Licensed Products, (c) publish, distribute, rent, lease, sell, sublicense, assign or otherwise
transfer the Products or any part thereof, (d) use or permit use of the Products for purposes of application development, {e} remove ar abscure any
Blue Coat or licensors’ copyright, trademark or other proprietary notices or legends from any portion of the Products or any associated
documentation, (f) modify, block, circumvent or otherwise interfere with any authentication, license key or security measures in the Products, (g)
reverse engineer, decompile, disassemble, or ctherwise attempt to derive source code from the Products {the interface information necessary to
achieve interoperability of the Licensed Products with independently created computer programs will be provided by Blue Coat in the required
jurisdictions, If requested, subject to the execution of a Purchase Order, (h} use or permlt use of the Products for on-line control equipment in
hazardous environments requiring fall-safe performance, such as in the operation of nuclear facilitles, aircraft navigation or alrcraft
communications systems, air traffic control, life support systems, human implantation, nuclear facilities or systems or weapons systems, or any
other application known to Customer where praduct failure would lead to loss of life or catastrophic property damage, in which the failure of the
program could lead directly to death, personal Injury, or severe physical or environmental damage ("High Risk Activities”), {i) permit any Product
export, re-export, download, resale or transfer, directly or indirectly: (x) into {or to a national, resident or government of) any prohibited
destination or other countries subject to U.S. trade embargoes imposed by the U.S. Department of Treasury’s Office of Foreign Assets Control
{OFAC) from time to time) or other destination for which specific authorization would otherwise be required under the Export Administration
Regulations (EAR) administered by the US Department of Commerce’s Bureau of Industry and Security (BIS) or cther applicable laws, or {y) to any
person identified on the OFAC List of Specially Designated Nationals and Blocked Persons, the BIS Denied Parties List, BIS Entity List or BIS
Unverifled List (see: http;[[www.hlg,doc,mﬂndex.nhg[@llgtggidang[liMartiesﬂ-concern], or (j} use the Products for any proliferation or
terrorist-related end-use. In addition, with respect to BC Data, Customer will not (I} repackage, redistribute, divert, license, sublicense, rent,
disclose or resell BC Data to, or for the benefit of, any third party, {Ii} use the BC Data on behalf of third parties, ather than duly authorized
employees, agents, consultants and/or independent contractors {collectively referred to as “personnel,” hereinafter) including through file sharing,
hosting, application services provider, service bureau, or any other type of service), {lil) use the BC Data other than in connection with the
authorized use of Products, (iv) display the BC Data on any web site or application, {v) use the BC Data to develop products or for any other
purposes not described in the documentaticn or {vi) allow the BC Dats to become subject to any lien.

1.5 License Type Restrictions. If Blue Coat provides a Licensed Product that is {i} embedded, incorporated or loaded onte Hardware or {ii} made
available for download to designated Hardware, then the license Is restricted to use on that Hardware and subject to any additional applicable
usage based restrictions. Licenses based on usage such as per computer, per node, per user (concurrent, active, authorized or other) or per
instance are restricted to the terms of the applicable usage license as such terms are defined In the associated documentation. If a Licensed
Product is licensed for a specified term or on a subscription basis, rather than on a perpetual basis, then Customer is only permitted to use such
Licensed Preduct during the applicable term. No Software as a Service or Cloud Services are permitted in this Agreement. If a Licensed Product is
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provided to Customer for evaluation, the license term shall commence upon Blue Coat's shipment (for Hardware ind Software thereonj or
electronic delivery (for Software downloaded from Blue Coat) of the Product, and shall last for the duration of the license set by Blue Coat or, if
none was set, sixty (60) days. If a Licensed Product is provided under a subscription and Is provided with loaned Hardware, the license term shall
commence upon Blue Coat’s shipment (for Hardware and Software thereon) or electronic delivery {for Software downloaded from Blue Coat} of
the Product, and shall last for the duration of the subscription term.

1.6 Reglstration Requirements. Blue Coat may require registration in order to establish license entitlements for certain Products. Within sixty (60)
days after the date a Product is first installed (“Registration Period”), Customer must complete registration requirements as instructed by the
Products in order to continue to use all of the features of the Product, If Customer fails to complete the registration requirements prior to the
expiration of the Registration Period, Product features may become inoperable and Customer may be unable to use such features until Customer
has completed reglistration.

1.7 Support. Any updates, upgrades and bug fixes to the Products are available through the separate purchase of support services, which shall be
govemed by the Support Services Terms and Conditions attached hereto as Exhiblt B.

1.8 Loaned Products. No Products will be joaned to Customer by Blue Coat under this Agreement.

2. Audit Rights. Subject to Government security requirements, Customer agrees to maintain and make available to Blue Coat accurate and
complete records of Customer’s installation/use of the Products for periodic audit (no more than once per year) as requested by Blue Coat during

‘ reasonable business hours. In addition, Customer acknowledges and agrees that Blue Coat may conduct periodic audits, to verify Customer’s
installation, deployment and usage of the Licensed Products. If any such audit should disclose any unlicensed usage by the Customer, Blue Coat will
provide prompt notice to the Customer of the alleged deficiency and may involce the Customer for the number of licenses required to bring it Into
compliance under this Agreement, together with Interest thereon at the rate of one and one-half percent {1 1/2 %} per month or the highest
interest rate allowed by law, whichever is lower, from the date on which such amount became due.

3. Data.

3.1 Communication between Products and Blue Coat. Certain Products may require (or be pre-configured for) communication with Blue Coat, or
the dellvery of information to Blue Coat about the Product {e.g., IP address, serial number, application identification, and other similar data), either

upon installation or periodically. Subject to Government security requirements, Customer hereby consents to such communication and
transmisslon of information.

3.2 Consent to Use of Data. Customer agrees that Blue Coat may collect, maintain, process and use diagnostic, technical, usage, authentication,
location and other information, including but not limited to information about the Product, system and related peripherals, which is gathered
pericdically to facilitate the provision of services, Software updates, Product support and other services, to verify compliance with the terms of this
Agreement, to comply with legal, governmental or contractual terms, and to otherwise analyze and improve Blue Coat’s products and services.

33 MMMM&. If and when Customer submits any web or application use data to Blue Coat, Customer shall

do so without submitting any Information Identifying any particular individual who attempted to access or actually accessed a specific URL address
or application cr any other data that might identify any particular user.

4. Customer’s Use of Products. Customer represents, warrants and covenants that:

4.1 Privacy Rights. Customer will take appropriate measures to avoid violating any privacy rights of individuals in connection with Customer’s use
of the Products.

4.2 Notice to End Users. As between Blue Coat and Customer, Customer shall have the sole obligation to provide notices to users of the Products
that their use of Customer’s computers, electronic appliances and devices (and those of users on Customer’s network) may be monitored,
inspected, decrypted, and/or re-encrypted and that the users should have no expectation of privacy or security when accessing the Internet or
other applications.

4.3 [Intentionally Omitted].

5. Embedded Third Party Products. Certaln components of the Products may incorporate third-party software programs, data and/or libraries
{“Third Party Compenents®).

6. Open Source Software. Certain of the Products may include open source software. Notwithstanding any clause herein, all open source software

Is provided WITHOUT ANY WARRANTY INCLUDING WITHOUT LIMITATION ANY IMPLIED WARRANTY OF NON-INFRINGEMENT, MERCHANTABILITY
OR FITNESS FOR A PARTICULAR PURPOSE. Blue Coat will make available the required source code for the applicable open source software In

response to Customer’s request emailed to opensource@biuecoat.com.
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7. Comimercial Third Party Appilcations. As a convenience o Customer, Blue Coat may from time to time provide a copy of, or access to, third
party products that are not available for licensivg from Blue Coat {“Commerclal Third Party Applications”) which must be licensed by Customer
from the applicable vendor of that Commerclal Third Party Application. The parties acknowledge that to be licensed by Customer, such
Commercial Third Party Applications may need to be added to a State Term Schedule between Customer and an applicable third party provider.
Blue Coat shall advise Customer if any Licensed Products it offers to Customer require or are recommended for use in combination with a
Commercial Third Party Application. This Agreement does not create any right for Customer to use or access in any way such Commercial Third
Party Applications. BLUE COAT MAKES NO WARRANTIES AND ASSUMES NO LIABILTY WITH RESPECT TO COMMERCIAL THIRD PARTY APPLICATIONS.

8. Export Control: Government Regulations. Customer hereby acknowledges and agrees that the Products, documents, technical data and any
other materfals delivered under this Agreement may be subject to U.S. export control and trade sanctions laws, regulations, leglslative and
regulatory requirements, rules and licenses, {“Export Control and Sanctions Rules®). Customer shall comply with the Export Control and Sanctions
Rules Including but not limited to the specific regulatory prohibitions of OFAC and the EAR as referenced in Section 1.4{i) herein and agrees that it
alone s responsible for ensuring its compliance with Export Control and Sanctions Rules. Customer shall not do anything that would cause Blue
Coat to be In breach of the Export Control and Sanctions Rules. As defined in FAR section 2.101, DFARS section 252.227-7014(a){1) and DFARS
section 252.227-7014{a)(S) or atherwise, ail Licensed Products and associated documentation provided In connection with this Agreement are
“commercial items,” “commerclal computer software” andf/or “commercial computer software documentation.” Consistent with DFARS
252.227.7015 “Technical Data-Commercial ltems” (lun. 2013}, FAR 52.227-14 “Rights in Data” (Dec. 2007},d FAR section 12.212, and other
applicable DFARS provisions any use, modification, reproduction, release, performance, display, disclosure or distribution thereof by or for the
Gavernment shall be governed solely by the terms of this Agreement.

9. Termination

5.1 Termination by Blue Coat or for Expiration. This Agreement and Customer’s rights hereunder will terminate upon Blue Coat’s written notice of
termination for Customer’s fallure to comply with any material provision of this Agreement if {a) the failure Is not capable of cure or (b) the failure
is capable of cure but is not cured by Customer within 10 business days after recelpt of such notice. For Licensed Products that are licensed on a
term, subscription or evafuation basls, this Agreement and Customer’s rights hereunder will automatically terminate with respect to such Licensed
Praducts upon the termination or expiration of such term, subscription or evaluation license for such Licensed Products.

9.2 Termination by Customer. Customer shall be entitled to terminate this Agreement and/or any underlying Product or Service to which a
material breach relates; if in each case a material breach continues for more than thirty (30) days after Blue Coat Is notifled of such material breach
(“Material Breach Notice”}. The effective date of such termination shall be set forth in the Materfal Breach Notice and shall be no earlier than the
thirty-first (31%) day following Blue Coat’s receipt of the Material Breach Notice (the “Material Breach Termination Date®). The Material Breach
Termination Date may be extended by mutual agreement of the parties.

10. Effect of Termination. Upon termination of this Agreement pursuant to Section 9, Customer agrees to cease all use of the Products and
assoclated documentation, installed or otherwise, and within a reasonable time after termination, verify in writing to Blue Coat {if requested by
Blue Coat) that the Licensed Products have been uninstalled, and for Hardware {e.g., loaned Hardware), return the Hardware to Blue Coat by using
an RMA number obtained from Blue Coat or through its authorized reseller,

11. Warranties and Disclaimer.

11.1 Hardware. Blue Coat warrants that Hardware will be free from material defects in manufacturing and materials and perform substantially in
conformance with their published specifications In the documentation for a period of twelve {12) months from shipment {the *Hardware Warranty
Period”). Customer’s exclusive remedy and Blye Coat’s sole liabllity for breach of this warranty is that Blue Coat will repalr or replace any such non-
conforming or defective Hardware. If the Hardware falls during the Hardware Warranty Period, Customer shall promptly notify its reseller of the
warranty claim for processing through Blue Coat via standard RMA Procedures as set forth in the attached Exhibit C, and Blue Coat will repair or
replace the Product in accordance with Exhibit C, Blue Coat warrants replacement Hardware for the longer of: (i) a period of ninety (90) days from
shipment; or (ii) the remainder of the Hardware Warranty Period. Prior to returning any Hardware to Blue Coat, Customer shall completely erase all
of Customer’s confidential Information from any storage media. Replacement products and parts, including parts used in hardware repair, may be
new or refurbished in Blue Coat’s sole discretion. The warranties set forth herein shall not apply in the event of improper installation, use other
than in accordance with the instructions in the associated documentation, or unauthorized maodification, alteration, addition or attempts to repair
the Hardware.

11.2 Software, Blue Coat warrants that Software will conform In all material respects to the published specifications contained in the associated
documentation for a period of ninety {90) days from the time the Software Is shipped or made avallable for download to Customer. At Blue Coat's
own expense, for any breach of the foregoing warranty, Blue Coat shall use commercially reasonable efforts to remedy any material reproducible
error In the Software that Is raported to Blue Coat within the warranty period that Blue Coat can reasonably identify and confirm. The warranty set
forth herein shall not apply in the event of improper installation, use other than in accordance with the instructions in the documentation, or
unauthorized modification, alteration, addition or attempts to repair the Software.

113 Blue Coat represents and warrants to Customer that Blue Coat has taken commercially reasonable measures given the functionality of the
Products to ensure that the Products as originally provided by Blue Coat are free of viruses or other malware.
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11.4 Setrvices and BC Data. Blue Coat makes no warranty with respect to any BC Data. Warrantles, If any, regarding support or other services shall
be as set forth in the applicable services agreement.

11.5 Reseller Warrantles. In the event that a Blue Coat reseller provides any additional or separate warranties or commitments with respect to the
Products, such warranties are solely between Customer and Its reseller, and Customer shall not attempt to enforce any such warmanties or
commitments against Blue Coat.

11.6 Remedy. If Blue Coat does not (a) repalr or replace non-conforming or defective Hardware pursuant to Section 11.1 above, or (b) remedy
Software errors pursuant te Section 11.2 above within a commercially reasonable timeframe, Customer may, as Customer's exclusive remedy for
such failures, terminate this Agreement as to the defective Licensed Product, cease all use of and return or uninstall the defective Licensed Product
in accordance with Section 10, and receive a pro rata refund of the fees paid by Customer to Blue Coat for the terminated Licensed Product based
on a five {5} year straight line depreciation.

12. Warranty Disclaimers and Exclusions.

12.1 EXCEPT AS OTHERWISE PROVIDED IN SECTIONS 11.1, 11.2 AND 11.3, CUSTOMER ACKNOWLEDGES THAT THE PRODUCTS ARE PROVIDED ON
AN "AS IS" AND “AS AVAILABLE” BASIS, WITHOUT WARRANTY, REPRESENTATION OR CONDITION OF ANY KIND, EXPRESS, STATUTORY, OR IMPLIED,
INCLUDING AS TO, BUT NOT UMITED TO MERCHANTABILITY, NON-INFRINGEMENT, FITNESS FOR A PARTICULAR PURPOSES, SATISFACTORY
QUALITY OR ARISING FROM A COURSE OF DEALING, USAGE, OR TRADE PRACTICE.

12.2 EXCEPT AS OTHERWISE PROVIDED IN SECTIONS 11.1, 11.2 OR 11.3 ABOVE, CUSTOMER ACKNOWLEDGES AND AGREES THAT BLUE COAT DOES
NOT WARRANT THAT: (A) THE PRODUCTS WILL BE UNINTERRUPTED OR ERROR FREE, OR FREE OF VIRUSES OR OTHER HARMFUL COMPONENTS; {B)
THE PRODUCTS ARE NOT VULNERABLE TO FRAUD OR UNAUTHORIZED USE; (C) THE PRODUCTS, AS APPLICABLE, WILL ALWAYS BLOCK ACCESS TO
THE ADDRESSES AND APPLICATIONS THAT ARE CONTAINED THEREIN; (D) THE PRODUCTS, AS APPLICABLE, WILL CONTAIN EVERY FORESEEABLE URL
ADDRESS, VIRUS OR APPLICATION THAT SHOULD POTENTIALLY BE BLOCKED; (E) ADDRESSES, PATTERN FILES AND APPLICATIONS CONTAINED IN
THE PRODUCTS, AS APPLICABLE, WILL BE APPROPRIATELY CATEGORIZED; {F) THE BC DATA WILL BE ACCURATE OR COMPLETE; OR (G) THE
FEATURES, CATEGORIES, OR FUNCTIONALITIES OF THE PRODUCTS WILL BE AVAILABLE AT ANY TIME IN THE FUTURE. CUSTOMER FURTHER
ACKNOWLEDGES AND AGREES THAT THE PRODUCTS {i) DO NOT VERIFY THE VALIDITY OF CERTIFICATES FOR WEBSITES IF CUSTOMER ENABLES SSL
INSPECTION FUNCTIONALITY AND {ii) MAY DELIVER WEBSITES WITHOUT NOTIFYING CUSTOMER IF THE WEBSITE CERTIFICATES HAVE EXPIRED OR
ARE OTHERWISE INVALID, AND THAT BLUE COAT HAS NO LIABILITY FOR EACH OF THE FOREGOING.

12.3 NOTWITHSTANDING ANY OTHER TERM HEREIN, BLUE COAT MAKES NO REPRESENTATIONS AND UNDERTAKES NO INDEMNIFICATION
OBLIGATIONS REGARDING, ARISING FROM OR RELATED TO THE LEGALITY OF MONITORING, INSPECTION, DECRYPTION AND/OR RE-ENCRYPTION OF
INFORMATION IN ANY PARTICULAR JURISDICTION, AND CUSTOMER SHALL BE SOLELY RESPONSIBLE, AND BLUE COAT SHALL HAVE NO
RESPONSIBILITY FOR DETERMINING THAT CUSTOMER’S PROPOSED OR ACTUAL USE OF PRODUCTS OR SERVICES COMPLIES WITH APPLICABLE
FEDERAL LAWS. CUSTOMER ACKNOWLEDGES AND AGREES THAT IT IS SOLELY RESPONSIBLE FOR SELECTING CONFIGURATIONS, POLICIES AND
PROCEDURES [N PRODUCTS THAT ARE CONFIGURABLE INCLUDING, WITHOUT LIMITATION, THE SELECTION OF FILTERED CATEGORIES AND WEB
APPLICATION CONTROLS, AND FOR ASSURING THAT THE SELECTION (A) CONFORMS TO CUSTOMER'S POLICIES AND PROCEDURES AND (B)
COMPLIES WITH ALL APPLICABLE FEDERAL LAW.

12.4 CUSTOMER ACKNOWLEDGES AND AGREES THAT BLUE COAT WILL HAVE NO LIABILITY WHATSOEVER FOR ANY CLAIMS, LOSSES, ACTIONS,
DAMAGES, SUITS, OR PROCEEDINGS RESULTING FROM: {A) THE MISUSE OF THE PRODUCTS OR SERVICES BY CUSTOMER OR BY THIRD PARTIES,
EXCEPT AS PROVIDED BY FEDERAL LAW THAT WOULD OTHERWISE SUPERSEDE THE TERMS OF THIS AGREEMENT, (B) SECURITY BREACHES OTHER
THAN THOSE RESULTING FROM A BREACH OF SECTION 11.3 ABOVE; (C) EAVESDROPPING, INTERCEPTION, FAILURE OF DELIVERY OR LOSS OF DATA
SENT, STORED, OR RECEIVED USING THE PRODUCTS OR SERVICES; OR {D) USE OR LOSS OF CUSTOMER'S SOFTWARE, FIRMWARE, INFORMATION OR
MEMORY DATA CONTAINED IN, STORED ON, OR INTEGRATED WITH ANY HARDWARE OR SOFTWARE RETURNED TO BLUE COAT UNDER THIS
AGREEMENT. THESE LIMITATIONS SHALL APPLY EVEN IF BLUE COAT HAS BEEN ADVISED OF THE POSSIBILTY OF SUCH DAMAGES AND
NOTWITHSTANDING ANY FAILURE OF ESSENTIAL PURPOSE OF ANY LIMITED REMEDY.

12.5 CUSTOMER MAY LINK TO THIRD PARTY SITES THROUGH THE USE OF THE PRODUCTS. THIRD PARTY SITES ARE NOT UNDER THE CONTROL OF
BLUE COAT, AND BLUE COAT IS NOT RESPONSIBLE FOR THE CONTENTS AND TRANSMISSIONS OF ANY THIRD PARTY SITES, ANY LINKS CONTAINED IN
THIRD PARTY SITES, OR ANY CHANGES OR UPDATES TO THIRD PARTY SITES.

12.6 THE PRODUCTS ARE NOT DESIGNED, MANUFACTURED OR INTENDED FOR USE IN HIGH RISK ACTIVITIES. BLUE COAT SPECIFICALLY DISCLAIMS
ANY EXPRESS OR IMPLIED WARRANTY OF FITNESS FOR HIGH RISK ACTIVITIES.

13. Disclalmers of Liability. CUSTOMER ACKNOWLEDGES AND AGREES THAT BLUE COAT WILL HAVE NO LIABILITY WHATSOEVER AND SPECIFICALLY
EXCLUDES LIABILITY FOR (A) ANY INDIRECT, INCIDENTAL, SPECIAL, OR CONSEQUENTIAL DAMAGES OR LOSS, (B} LOSS OF PROFITS, (C) LOSS OF
DATA, AND (D) BUSINESS INTERRUPTION), EVEN IF [T HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES, ARISING OUT OF OR IN
CONNECTION WITH THIS AGREEMENT.
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14. Limitation of Liability. BLUE COAT'S MAXIMUM LIABILITY WHETHER FOR BREACH OF THIS AGREEMENT OR IN TORT (INCLUDING NEGLIGENCE)
OR FOR ANY OTHER COMMON LAW OR STATUTORY CAUSE OF ACTION ARISING OUT OF OR IN CONNECTION WITH THIS AGREEMENT IS LIMITED |N
THE AGGREGATE TO TWO TIMES THE FEES PAID FOR THE SPECIFIC PRODUCT OR SERVICE GIVING RISE TO SUCH LIABILITY. The foregoing
exclusion/limitation of liability shall not apply (1) to personal injury, death, or praperty damage caused by Blue Coat’s negligence; {2) for fraud;
(3) for express remedies under the law that expressly supersede the terms of this Agreement; (4) for any other matter for which liability cannot
be excluded by law; or {5) IP Infringement Indemnification provided under Section 15 of this Agreement.

15. INDEMNIFICATION

15.1 [Intentionally Omitted].

15.2 Indemnity by Blye Coat

(a) Subject to Section 15.2(b), Blue Coat will defend at its expense against any action brought by a third party agalnst Customer for damages
incurred by such third party to the extent the clalm alleges that any Product supplied under this Agreement directly infringes any intellectual
property right (patents, utility models, design rights, copyrights and trademarks or any other intellectual property right} of such third party. Blue
Coat will pay any settlements agreed to by Blue Coat in writing signed by its General Counsel, or any judgments finally awarded to the third party
claimant by a court of competent jurisdiction to the extent based thereon; provided, however, that Customer (i) promptly notifies Blue Coat In
writing upon learning of the claim, {II) uses commercially reasonable efforts to give information and assistance to Blue Coat to defend the claim at
Blue Coat’s cost, and {iil) gives sole authority to Blue Coat to defend and settle the claim (“Defense Authority”). The parties acknowledge and agree
that the foregoing is subject to the restrictions of Section 109.02 of the Ohlo Revised Code, pursuant to which the State of Ohio Attorney General
must grant prior approval for Blue Coat to assume Defense Authority. Upon Blue Coat’s notice to Customer that it is accepting indemnification
obligations for a particular clalm arising under this Section 15, Customer shall promptly provide Blue Coat reasonable assistance in seeking such
approval for Defense Authority. The defense and indemnity obligations set forth in this Section 15 survive expiration of this Agreament or
termination of this Agreement for any reason,

{b) If a Product becomes or in Blue Coat’s opinion may become enjoined as a result of an infringement claim, Blue Coat may at its sole option
and at its own expense (i) procure for Customer the right to continue using the Product; (ii) replace the Product with a functionally equivalent non-
infringing Product; {il) modify the Product so it becomes non-infringing without materially adversely affecting the utility of the Product to
Customer; or if (i}-{iii} are not commercially reasonable in Blue Coat’s sole discretion, Blue Coat may terminate the license for the infringing Product
and refund a pro-rated portion of the fees paid to Blue Coat for the infringing Product based on a five (5) year straight line depreciation. Blue Coat
will have no obligation to defend or indemnify Customer in the event that Customer agrees 1o settle any claim without the prior written consent of
the General Counsel for Blue Coat or for any llability arising out of or relating to any allegations or claims of Infringement to the extent that the
alleged infringement is based on: (1) a medification of the Product that is not an update; (2] use of the Product other than in accordance with the
documentation or the terms of this Agreement; (3} use of a release of the Product ng longer supported by Blue Coat; (4) use of a release of the
Procluct more than 30 business days after Blue Coat has delivered updates to Customer, the use of which would have cured the alleged
infringement; (5} any third party software or third party products not manufactured or supplied by or on behalf of Blue Coat; {6) use of the Product
in combination with any other hardware, software, system or material where, absent such combination, the Product would not be Infringing. This
Section 15 states Blue Coat's entire liability for actual or alleged infringements and Customer's sole and exclusive remedy In relation thereto.
Notwithstanding any other term herein, Blue Coat’s liability will be reduced to the extent the loss or damage Is caused by the Customer or Its
personneil.

16. Assignment.. Neither the license to use nor this Agreement are assignable or transferable by Customer without prior written notice, to and
written consent from, Blue Coat; any attempt to do so shall be void. Any consent granted by Blue Coat shall be subject to the restrictions set forth
in this Agreement, including without limitation sub-section 4.3. Assignment by Blue Coat Is subject to FAR 52.232-23 “Assignment of Claims” (Jan.
1986) and FAR 42.12 “Novation and Change-of-Name Agreements” (Sep. 2013). Upon notice to Blue Coat and subject to written agreement
between the parties, Blue Coat agrees that, at no cost to the State, Blue Coat will permit the transfer of fully pald licenses in the event the State
merges or consolidates state entitles.

17. Miscellaneous. Any notice, report, approval or consent required or permitted hereunder shall be In writing, If any pravision of this Agreement
shall be adjudged by any court of competent jurisdiction to be unenforceable or Invalid, that provision shall be limited or eliminated to the
minimum extent necessary so that this Agreement shall otherwise remain in full force and effect and enforceable. This Agreement is governed by
and will be construed under Ohio law, and venue for all disputes will lie exclusively with the appropriate court in Franklin County, Ohio. The United
Nations Convention on Contracts for the International Sale of Goods or the UnHorm Commerclal Code or similar statutes shall not apply with
respect to this Agreement. Any waivers or amendments shall be effective only if made in writing by non-preprinted agreements clearly understood
by both parties to be an amendment or waiver and signed by an authorized representative of the respective parties. Both parties agree that this
Agreement, and any applicable Customer Purchase Orders are the complete and exclusive statement of the parties’ rights and obligations in
regards to the Products and take precedence over all previous agreements relating to the Products
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IN WITNESS WHEREOF, Blue Coat and Customer acknowlzdge that they have reac| this Service Agreement, Including any Schedules hereto, and
agree to be bound by their terms and conditions:

BLUE COAT SYSTEMS, INC. CUSTOMER:
Authorized Signature Authorized Signature
Print Name Print Name
Title Title
Date Date
Customer Notice Detalls:
Address:
Attention:
Email: Fax:
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EXHIBIT A

Blue Coat Systems, Inc.

Product Use Guide —

Product-Specific Usage Rights and Restrictions

This Use Guide includes and replaces Use Guides and Use Guide Addenda prior to
the release date.

Released: 10 Februaty 2016

Table of Contents
GDGLA] COMIENS e ras s srnsas et e et e 38reeeeeteeeeseeseete eeeseseeseeeee. 2
Common Definitions and Temms.............o.eeeeeseremeesemseos oo - .2
US6 0f BIIC COBE PROAUCt DBIEA..-rrsvrrrranreressseeneresnceesssmsemsnmsessssseesesersesseeesssmeeesssesssseses 2
PTOXY B ot et er ottt e R e At ettt 3
Secure Web Gateway Virtual APPANCE ............veeereeeereeeeeeesoesssesss oo 5
ACHS VA e eretrceesss st oot 8552858 e e et ettt ess | 6
AQVANCEd SECUIE GAIEWAY (ASG)...orverresssrssesres st o eees e sessrssessesessseeeesesme s 6
Data 1088 PrOteCtion (DLP)........cuuseeerereesessssssmssssesesseseseereesssssssesssssmmsssssssemeesesessseeos oo 8
CLOUA SOIVICES vt ers e e e e e st e e 8
i i 8
e L 8
Ml TRIGAE DIOMCDEE .ocvornrsr s orsestssnssssns sttt sees e e 8
MEIWAIE ADBIYSIS v ss st ot ss s essssns et s 10
L SO 12
SSL, VESIDIHLY e erstr st orsoeesses s s s sase s s st sesesees e eseess e s 12
oo 13
SCOUIIY ADRIYHCS. .vrvvvrvrrrrrsesseeessseeeeeceserereressesssssssisesssseessesseessssssssesssesssesssesemmmesesesee e 14
SECUItY ABAIVHES COMTAl MABAGET ..ocrrersersssr s ssrsseessresesesssss s ses e s eeeeseessses s 14
DL o O S errnEacnnin it o aasmra s a b et s e aat berems s e et a st e e e ensen sttt e 15
X-Series Management SYStEm (XMS).....co..cccreveressssssmseeeessoesreessmeeeeessomeesssssmseesessoeseseosseese 15
MADREETENE COMEE (MC) vrrrereovs st seessss st s ssaesoss s e e s sess s eesses e esesssssssssss 15
ROPOIET L0.X ettt tas sttt et e st b e e e sses s ss s 15
REPOTIET 9. covrrerrreceerer ettt sassnsne e s sessseaceer s essmssesessssssessseneee e seseeessesso o 16
DT oottt AR et ettt 16
LT HGENOOCEIET ... tssss s soesess st s tbs st tee e s sesses s 16
POLOYCEIIET «.evtreer v ensses s ossne st e e s et see e 16
Cloud Data PROECHON (CDP) wvvevesorvreresesernssessmssssseoreessessssssssssssesses oo 16
Industrial Control Systems PrOECtion (ICSP) o..vueuurmsruseesesersssssssmssssessssesmmeseesmemsssosssss 18
Page1of18

Blue Coat Internal and Customer Use Only
Revision: 10 February 2016



Blue Cout Product Usage Rights & Restrictions

General Comments

Subscription Software with Loaned Hardware. Some physical appliances (e.g. some CacheFlow appliances)
may be available under a subscription softwate license with loaned hardware, At the end of the subscription
term, customer must renew its subsceiption. Upon expiration or termination of the subscription, the customer’s
tight to use the appliance terminates, and customet shall return the physical appliance and software thereon
promptly upon request.

Subscriptions purchased on a term basis. Standard support is included as patt of a subscription. For
clatification, but without limitation, if a customer’s usage (such as number of users) increases in the middie of a
subsctiption term, the customer must purchase subsctiption(s) for the additional usage. At the end of the
subscription tetm, customer must renew its subsctiption. If a subscription expires, setvices may cease to
function or lose functionality, depending on the applicable subscription.

The customer is responsible for supplying the hatdware for standalone software and virtual appliances,

Common Definitions and Terms

“Instance” means an instance of software created by executing the software’s setup or instail procedure or by
duplicating an existing Instance. To “run an Instance” means to load an Instance of the software into memory
and execute one or more of its instructions. Once running, an “Instance” is consideted to be tunning (whether
or niot its instructions continue to execute) until it is removed from memory.

Use of Blue Coat Product Data

Blue Coat data services and data feeds are licensed content and are restricted for use only with Blue Coat
products and services.
Any attempt to extract, mine or reconstruct this licensed content is strictly prohibited.

Blue Coat’s enrichment, including but not limited to application classifications, URL categoties, tisk levels, risk
factors and other analysis of data generated from customer traffic is propietary to Blue Coat (“Proprietary
Data”) and may not be shared, extracted or reconstructed for non-end-customer use or commercial putposes.
Proprietary Data may not be disclosed to any third party except solely in furtherance of customer’s internal
purposes, and then only to the extent necessary to fulfill the stated internal putpose, with no other rights

ted to such third party.
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ProxySG

‘The ProxySG is an appliance (“ProxySG”) sold with a perpetual software license. The ProxySG is available as
either MACH5 Edition or Proxy Edition. The Proxy Edition includes the MACHS capabilities, with additional
functionality. Certain ProxySG models (SG-5200-10, SG-5200-20, SG-5200-30, SG300-5, SG300-10, SG600-
10, SG600-20, 5G900-10, SG900-10B, SG900-20, SG510-5, SG510-10, SG510-20, SG810-5, SG810-10,
SG810-20) are restricted by maximum concurrent client IP addresses as set forth in the product descriptions.
For these platforms, when the maximum number of client IPs is reached, the appliance will (depending on the
user configuration) either bypass new connections or queue new connections for later handling. ‘The platforms
not specifically listed above will not cap the number of client IPs, but will process traffic from devices uatil the
appliance exhausts available resources.

Several optional add-on features ate licensed separately for additional fees. The following options are for use
only on the specific ProxySG for which the option is licensed unless otherwise noted.

® Blue Coat WebFilter (BCWEF). BCWF is available as either a perpetual o a subscription license as set
forth below. Both license types ate granted on a per user basis (or under certain circumstances,
licensed specifically to a physical Proxy Edition appliance model). BCWF may be used for no more
than the licensed number of BCWF users (or specific appliance for which the license applies). A user
means, for purposes of BCWF, any end user that may access (through any number of devices such as a
mobile device and desktop), at any time, the Intemet via one or more ProxySG or SWG VAs that
utilizes BCWF. End users without Internet access need not be counted. BCWF per user licenses for
ProxySG may be used on one or more licensed Blue Coat Proxy Edition appliances provided that
usage is in compliance with the above user restriction (BCWF is not available on the ProxySG
MACHS Edition).

© A perpetual license provides a one-time download of the BCWF database on the ProxySG,
but this license does not allow database updates or use of Blue Coat’s WebPulse setvice.
Database updates and dynamic ratings using Blue Coat WebPulse setvice requite z valid
BCWEF support contract in addition to the BCWF perpetual license.

©  Subsctiption licenses are for the applicable term and must be renewed prior to expiration of
the term for continuous setvice.

® Blue Coat Intelligence Setvices (IS). IS are a family of data services, each sold with a subscription
license as set forth below. IS may be used for no more than the number of IS usets for that service. A
user means, for putposes of IS, any end uset that may access (through any number of devices such as a
mobile device and desktop), at any time, the Internet via one or more ProxySG, ASG or SWG VA that
utilizes IS. End users without Intetnet access need not be counted. IS per user licenses for ProxySG
may be used on one or more licensed Blue Coat Proxy Edition appliances provided that usage is in
compliance with the above user restriction (IS are not curtently available on the ProxySG MACHS5
Edition).

© Subscription licenses are for the applicable term and must be renewed prior to expiration of
the term for continuous setvice.

® Flash Capability Option. The Flash option, offered with a perpetual license, enables the ProxySG to
control, cache and/or split Adobe Flash RTMP, RTMPT, and encrypted RTMP/T traffic.

* Encrypted Tap. The Encrypted Tap option, offered with a perpetual license, enables the ProxySG to
process encrypted traffic and output the decrypted content for inspection by separately-purchased
external system(s). Encrypted Tap is not available on the ProxySG MACHS5 Edition,

® CachePulse. The CachePulse option, offered on a subscription basis for a specific term, provides

caching rules and instruction updates. The CachePulse updates requite that the ProxySG appliance has
a valid support contract in addition to a CachePulse subsctiption license.
Web Applications Protections (WAP). WAP, offered on a subscription basis for a specific term, allows
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the ProxySG to automatically utilize updated signatures, rules and data for the putposes of secuting
and protecting web application and content setvers from direct Internet threats. WAP is not available
on the ProxySG MACHS5 Edition. WAP updates require that the ProxySG appliance has a valid
support contract in addition to a WAP subscription license.
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Secute Web Gateway Virtual Appliance

The Secure Web Gateway Virtual Appliance (SWG VA) is sold with a subscription license for the applicable
term. SWG VA is licensed based on maximum concurrent client IP addresses. A SWG VA may not be used
for more than the number of concurrent client IP addresses fot which the subscription has been putchased,
and only one Instance of SWG VA may be run pet subscription license. When the maximum number of client
IP addresses is reached, the virtual appliance will (depending on the user configuration) either bypass new
contiections of quene new connections for later handling, Unlike the Proxy Edition of ProxySG, the SWG VA
does not contain some Proxy Edition (MACHS5) optimization featutes and cannot be upgraded to Proxy
Edition. BCWF is included as part of a SWG VA subscription during the applicable SWG VA subsctiption
term for use only on the applicable SWG VA.

Several optional add-on features are licensed sepatately for additional fees. The following options are for use
only on the specific SWG VA for which the option is licensed.
®  Flash Capability Option. The Flash option, offered on a subscription basis for a specific tetm, enables
the SWG VA to control, cache and/or split Adobe Flash RTMP, RTMPT, and encrypted RTMP/T
traffic.
® Encrypted Tap. The Encrypted Tap option, offered with a petpetual license, enables the SWG VA to
process encrypted traffic and output the decrypted content for inspection by separately-purchased
external system(s).
® CachePulse. The CachePulse option, offered as 2 subscription basis for a specific term, provides
caching rules and instruction updates.
¢ Web Applications Protections (WAP), offered on a subscription basis for specific term, allows the
SWG VA to automatically utilize updated signatures, rules and data for the purposes of securing and
protecting web application and content servers from direct Internet threats.
®  Blue Coat Intelligence Setvices (IS). IS are a family of data setvices, each licensed s set forth below. IS
services are licensed specifically to a virtual appliance (or under certain citcumstances, licensed on a pet
user basis). IS may be used for no more than the number of licensed virtual appliances ot number of
IS users for that service. A user means, for purposes of IS, any end user that may access (through any
number of devices such as a mobile device and desktop), at any time, the Intetnet via one or more
ProxySG, ASG or SWG VA that utilizes IS. End users without Internet access need not be counted. If
available, IS per user licenses for SWG VA may be used on one or more licensed appliances provided
that usage is in compliance with the above user restriction.
© Subscription licenses ate for the applicable term and must be renewed prior to expiration of
the term for continuous service.

Page 5 of 18
Blue Coat Internal and Customer Use Only
Revision: 26 January 2016



MACHS5 VA

The MACHS virtual appliance (M5 VA) is sold with a subscription license for the applicable term.

M5 VA is licensed based on maximum concurrent client IP addesses. An M5 VA may not be used for more
than the number of concurrent client IP addresses for which the subsctiption has been putchased, and only
one Instance of MACHS5 may be run per subscription. When the maximum number of client TP addresses is
reached, the appliance will (depending on the user configuration) either bypass new connections or quene new
connections for later handling. Unlike the MACHS5 Edition of Pro: , the M5 VA is not upgradeable to
Proxy Edition or Secure Web Gateway VA.

The following optional add-on features are licensed separately for additional fees. The following options are
for use only on the specific MACHS5VA for which the option is licensed.
®  Flash Capability Option. The Flash option, offered on a subscription basis for a specific tetm, enables
the proxy to conttol, cache and/or split Adobe Flash RTMP, RTMPT, and encrypted RTMP/T traffic.
® CachePulse. The CachePuise option, offered on a subscription basis for a specific term, provides
caching rules and instruction updates.

Advanced Secure Gateway (ASG)

The Advanced Secure Gateway (ASG) is sold as a physical appliance with a perpetual software license. ASGs
are restricted by maximum concurrent client IP addresses as set forth in the purchased license. When the
maximum number of client IPs is reached, the appliance will (depending on the user configuration) either
bypass new connections ot queue new connections for later handling. The highest sold level of each platform
(e-g-, ASG-5400) will not cap the number of client IPs, but will process traffic from devices until the appliance
exhausts available resources.

Several optional add-on features are also available for additional fees. The following options are for use only on
the specific licensed ASG for which the option is purchased unless otherwise noted.

* ASG appliances come with software with the capability to run on-box Content Analysis functions.
Content Analysis requires a separately purchased applicable File Inspection subscription to provide the
additional Content Analysis on-box functionality. A File Inspection subscription (designed to provide
virus protection and file whitelisting functionality) provides updates to pattern files containing
information to identify vituses or malicious software and is sold on a pet uset basis. File Inspection
subsctiptions may not be used for more than the number of users for which the subsctiption has been
putchased. A user means, for purposes of File Inspection, any person that may access the internet via
oue or more Blue Coat gateway devices (such as ProxySGs, SWG VAs and/or ASGs) that are
configured to utilize any File Inspection functionality. End users without Internet access need not be
counted. If a File Inspection subsctiption expires or terminates, services will cease to update and the
File Inspection functionality will be lost. Content Analysis includes the capability to direct files to off-
box sandbox technologies but such technologies must be separately purchased and are subject to
additional restrictions.

¢  Blue Coat WebFilter (BCWF). BCWF is sold with either a petpetual or a subscription license as set
fotth below. Both license types are granted on a per user basis (ot under certain circumstances,
licensed specifically to a physical Proxy Edition appliance model). BCWF may be used for no more
than the licensed number of BCWF users (or specific appliance for which the license applies). A user
means, for purposes of BCWF, any end user that may access (through any number of devices such as a
mobile device and desktop), at any time, the Internet via one or more ASG, ProxySG or SWG VAs
that utilizes BCWF. End users without Internet access need not be counted. BCWF per user licenses
for ProxySG may be used on one or more licensed Blue Coat Proxy Edition, ASG or SWG VA
appliances provided that usage is in compliance with the above user restriction.

O A petpetual license provides a one-time download of the BCWF database on the ProxySG,
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but this license does not allow database updates ot use of Blue Coat’s WebPulse setvice.

Database updates and dynamic ratings using Blue Coat WebPulse setvice require a valid

BCWEF support contract in addition to a BCWF petpetual license.

© Subscription licenses are for the applicable term and must be renewed ptior to expiration of

the term for continuous service.
Blue Coat Intelligence Services (IS). IS are a family of data setvices, each sold with a subscription
license as set forth below. IS may be used for no more than the number of IS users for that service. A
user means, for purposes of IS, any end user that may access (through any number of devices such as a
mobile device and desktop), at any time, the Intetnet via one ot more ASG, ProxySG ot SWG VA that
utilizes IS. End users without Intetnet access need not be counted. IS per user licenses for ASG,
ProxySG, or SWG VA may be used on one or more licensed appliances provided that usage is in
compliance with the above user restriction.

© Subscription licenses are for the applicable term and must be renewed prior to expiration of

the term for continuous service.
Flash Capability Option. The Flash option, offered with a petpetual license, enables the ASG to
control, cache and/or split Adobe Flash RTMP, RTMPT, and encrypted RTMP/T traffic,
Encrypted Tap. The Encrypted Tap option, offered with a petpetual license, enables the ASG to
process enceypted traffic and output the decrypted conteat for inspection by separately-purchased
external system(s).
CachePulse. The CachePulse option, offered on a subsctiption basis for a specific term, provides
caching rules and instruction updates. The CachePulse updates require that the ASG appliance has a
valid support contract in addition to a CachePulse subscription license.

Page 7 of 18

Biue Coat Internal and Customer Use Only
Revision: 26 January 2016




Data Loss Protection (DLP)

DLP is an appliance sold with a perpetual software license. The DLP appliance requites a Network DLP
and/or Discovery DLP license. Network DI.P (designed to inspect and apply policy on network
communications such as HTTP, FTP, SMTP and Webmail) and Discovery DLP (designed to scan
workstations and file setvices for sensitive dats) are each sold on a subsctiption per uset basis. Network DLP
and Discovery DLP may not be used for more than the number of usets for which the subscription has been
purchased. For Network and Discovery DLP putposes only, a user means any unique log-in ID (employees,
contractors, guests, etc.).

Cloud Setvices

Blue Coat offers multiple cloud services, such as the Web Secutity Setvice (WSS), Mobile Device Security
(MDS), and Hosted Reporting services, subject to the terms and conditions set forth in the separate Cloud
Setvices Agreement.

ProxyAV

ProxyAV is an appliance sold with a perpetual software license. ProxyAV requires a separately purchased anti-
virus (AV) subscription to function. AV subsctiptions include updates to pattetn files containing information
to identify viruses or malicious software. A ProxyAV (and the applicable AV subscription) may be used fot no
more than the number of users for which the subscription has been putchased. A user means, fot purposes of
ProxyAV, any person that may access the Internet via one or more Proxy3G(s) that are configured to send
traffic to the applicable ProxyAV appliance for services. If a subscription expires or terminates, setvices will
cease to update on the ProxyAV appliance.

Content Analysis

Content Analysis (CA) is sold as a physical appliance ot as a virtual appliance (CA VA). The CA physical
appliance is sold with a petpetual software license. The CA VA is licensed on either a petpetual or subscription
basis.

CA requires a separately purchased File Inspection (FT) subscription to function. A File Inspection subscription
(designed to provide virus protection and file reputation functionality) provides updates to pattern files
containing information to identify vituses ot malicious software as well as known good files. A CA appliance
(and applicable subscription) may not be used for more than the number of users for which the subscription
has been purchased. A user means, for purposes of CA, any petson that may access the Internet whete such
person’s traffic is sent through the applicable CA appliance for services. If an FI subscription expires or
terminates, setvices will cease to update on the CA appliance.

CA includes the capability to ditect files to othet products but such technologies must be separately purchased
and are subject to additional restrictions.

Mail Threat Defense

Mail Threat Defense (MTD) is sold as a physical appliance or as a virtual appliance (MTD VA). The MID
physical appliance is sold with a perpetual software license. The MTD VA is licensed on either a petpetual or
subscription basis.

A MTD appliance may not be used for more than the number of e-mails per day (24 hour period) for which
the appliance has been purchased. E-mail means, for purposes of MID, the SMTP messages distributed by
electronic means from one computer uset to one or more tecipients via 2 network and scanned by MTD. E-
mail not scanned by MTD need not be counted by MTD licensing.

MTD requires a separately purchased Email Inspection (EI) subsctiption to function. An Email Inspection
subscription (designed to provide virus protection and file teputation functionality) provides updates to pattern
files containing information to identify viruses ot malicious software as well as known good files. EI may not be
used for more than the tumber of users for which the EI subscription has been purchased. A user means, for
putposes of EI, any person that may access email via an email service that is protected/scanned via MTD. If an
EI subscription expires or tetminates, services will cease to update on the MTD appliance,
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MTD includes the capability to direct files to other products but such technologies must be separately purchas
and are subject to additional restrictions.
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Malware Analysis

The Malware Analysis (MA) is sold as an appliance with a petpetual software license. MA tequires a sepatately
purchased MA Content Subscription license to function. MA Content Subsctiption is licensed per specific MA
appliance and requires that the MA appliance have a valid suppott contract.

As part of its functionality, third party applications can also be installed on a VM profile on the MA. Blue Coat
provides third party applications as detailed in the Section Appendix below with full redistributable rights
provided. Except for the applications and versions described below, the user is solely responsible for procuring
and licensing properly any third party applications.

The MA appliance is ptovided with a Microsoft Product Identifier Card that includes Microsoft Cettificates of
Authenticity (COAs), with the COAs provided based on the customer’s representation to Blue Coat as to
whether or not it has in place a valid Microsoft Volume Licensing Agreement that includes Software
Assurance.

For customers putchasing the Blue Coat Malwate Analysis appliance with a valid Microsoft
Volume Licensing Agreement that includes Software Assurance
User must have a valid Microsoft Volume Licensing agreement and must purchase Software Assurance
for each COA provided.
The user is licensed to use any combination of the following Microsoft Windows Operating System
products running in simultaneous Instances, provided that in no event may the number of
simultaneously running Instances exceed the number of COAs provided on the Microsoft Product
Identifier Card.

® Microsoft® Windows® XP Professional for Embedded Systems ESD (Virtualization Only)

® Windows® 7 Professional for Embedded Systems ESD (Virtunalization Only)

¢ Windows® Embedded 8 Pro ESD (Virtualization Only)

Fot customers purchasing the Blue Coat Malware Analysis appliance without a valid Microsoft
Volume Licensing Agreement that includes Software Assurance

If the user is not party to 2 valid Microsoft Volume Licensing agreement that includes Software
Assurance, the COAs provided on the Mictosoft Product Identifiet card will be product-specific, with
the same number of COAs provided for each available product. In this case, the user is licensed to use
any combination of Microsoft Windows Operating System products tunning in simultaneous Instances,
provided that in no event may the number of simultaneously running Instances exceed a number equal to
the number of COAs provided for each relevant product. (That is, if, for example, the Microsoft Product
Identifier card shipped with the product includes 12 COAs for Windows XP Professional and 12 COAs
for Windows 7 Professional, the product may run up to 12 total Instances of any combination of
products).

For these purposes, the following definitions apply:

* “Opetating System Environment” or “OSE” means all or patt of an operating system Instance, or all
of part of a virtual (or otherwise emulated) operating system Instance which enables separate machine
identity (ptimary computer name ot similar unique identifier) or separate administrative rights, and
instances of applications, if any, configured to tun on the operating system Instance or parts identified
above. There are two types of OSEs, physical and virtual. A physical hardware system can have one
Physical OSE and/or one or more Virtual OSEs.

® “Physical OSE” means an OSE that is configured to run ditectly on a physical hardwate system. The
operating system Instance used to run hardware virtualization software (e.g. Microsoft Hyper-V or
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VAT

similar third-party technologies) ot to provide hardware virtualization services (e-g. Microsoft
virtualization technology ot similar third-party technologies) is considered part of the Physical OSE.
®  “Virtual OSE” means an OSE that is configuted to run on a virtual hardware system.
Section Appendix
Windows Embedded Desktop Operating System Products
Licensed Product Name and Version
Microsoft® Windows® XP Professional for Embedded Systems ESD (Virtualization Only)
Microsoft® Windows® XP Professional 64 Bit Edition for Embedded Systems ESD (Vittualization
Only)
Windows® Vista Business for Embedded Systems ESD (Virtualization Only)
Windows® Vista Ultimate for Embedded Systems ESD (Virtualization Only)
Windows® 7 Professional for Embedded Systems ESD (Virtualization Only)
Windows® 7 Ultimate for Embedded Systems ESD (Virtualization Only)

* Windows® Embedded 8 Pro ESD (Virtualization Only)
Office Viewer Products
Licensed Product Name and Version

* Microsoft Office 2007 Viewers — Word, PowerPoint, Fxcel
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PacketShaper

The PacketShaper is an appliance sold with a petpetual software license. Depending on the platform, the
options, requirements and restrictions vary.

Without any sepatately-purchased options, the PacketShaper 900, PacketShaper 1700, PacketShaper 3500,
PacketShaper 7500, PacketShaper 10000 and PacketShaper 12000 appliances run in monitor only mode. In this
mode, the PacketShaper only provides visibility functionality. Additional functionality is available for additional
fees. The following options ate for use only on the specific PacketShaper fot which the option is purchased.
¢ Shaping Keys provide Quality of Setvice (QoS) and packet shaping. Shaping is licensed per appliance by
the throughput managed. For example, if a customer wants to manage a 10 Mbps WAN link they would
purchase a 10M Shaping license that may manage 10 Mbps inbound and 10 Mbps outbound or 20 Mbps
of total bandwidth.
® Compression Keys allows the PacketShaper to compress traffic on the customer’s network and is
licensed per appliance.
® The PacketShaper 12000 offets an “ISP 10000” option allowing the creation and use of up to 10,000
classes when using the ISP build of softwate. Without this license the system will limit to 5,000 classes
with the ISP build or 2048 when running the standard build.
® WebPulse Setvices. WebPulse Setvices query Blue Coat’s WebPulse cloud service for URL category and
web application classification information. Currently, use of WebPulse services on a PacketShaper
requires a valid support contract for the specific PacketShaper. The PacketShaper must be able to
regularly quety Blue Coat’s support setvers to verify entilement. If the system is unable to confirm a
valid support contract within any 30 day (24 hours per day) petiod the PacketShaper will cease to query
for URL categoties and applications until an entitlement check returns the presence of a valid support
contract, In the future, WebPulse functionality on PacketShaper may tequite 2 separate subscription
license.

The PacketShaper $500, $400 and $200 (PS-S500, PS-S400, PS-5200) require a separately putchased Shaping
license to function (unlike other PacketShapers which have monitor only option). Shaping is licensed per
appliance by the throughput managed. For example, if a customer wants to manage 2 5 Gbps WAN link they
would purchase a 5G Shaping license that can manage up to 5 Gbps inbound bandwidth and 5 Gbps outbound
bandwidth. Increasing the licensed bandwidth also increases certain other specifications of the unit including
dynamic partitions as well as managed hosts and flows.

The following optional add-on feature may be available and licensed separately for the PS-S500, S400 and S200.
The option is for use only on the specific PacketShaper for which the option is licensed.
® WebPulse Services. WebPulse Setvices query Blue Coat’s WebPulse cloud setvice for URL category and
web application classification information. Currently, use of WebPulse services on 2 PacketShaper
requires a valid support contract for the specific PacketShaper.
Notes: the PS-5500, PS-5400 and PS-$200 do not offer compression options or vatying class levels.

SSL Visibility
SSL Visibility is an appliance sold with a perpetual software license.
® Host Categorization is an optional add-on that allows customers to set policies based on host category.
Host Categotization is a separately licensed subscription per specific SSL Visibility appliance. Host
Categotization requires that the SSL Visibility appliance has a valid suppott contract.
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CacheFlow

CacheFlow is an appliance sold with a perpetual software license. The following options are available for
CacheFlow appliances.

®  Blue Coat WebFilter (BCWF). BCWF is available as a petpetual license as set forth below. Licenses are
granted on a pet user basis (or under certain circumstances, licensed specifically to a physical
CacheFlow appliance model). BCWF may be used for no mote than the licensed number of BCWF
users (or specific appliance for which the license applies). A user means, for purposes of BCWF, any
end user that may access (through any number of devices such as a mobile device and desktop), at any
time, the Internet via one or more CacheFlow(s) that use BCWF. End users without Internet access
need not be counted. BCWF per user licenses for CacheFlow may be used on one ot more licensed
CacheFlow appliances provided that usage is in compliance with the above user restriction. This
license is offered for a one-time download of the BCWE database on the CacheFlow device, but this
license does not allow database updates or use of Blue Coat’s WebPulse setvice. Database updates
require a valid BCWF support contract.

® CachePulse. The CachePulse service provides caching rules and instruction updates, CachePulse
service is provided for the CacheFlow appliance with a valid support contract for such appliance.

Other CacheFlow Notes: CacheFlow appliances are configured to send information consisting of agpregated
statistics to Blue Coat. This functionality cannot be disabled. Such information includes, but is not limited to,
basic network configuration for each network interface; bandwidth used by HTTP services; HTTP
request/response attributes (e.g. cacheable, non-cacheable, non-cacheable teasons); opetation of the object
cache (per-disk and overall); raw system resources such as: per-cpu usage and memory pressure, and calculated
tesources such as: resoutce load, bandwidth savings; hardware diagnostics reporting (disks, memoty, networks
interfaces, and powet supply); and CachePulse feedback consisting of domain popularity and caching
effectiveness. Blue Coat will also collect health information for appliances that are curtently or was recently in a
‘Warning” or ‘Critical’ state.

If BCWF is enabled, a summary containing content filtet configuration details (including the database provider,"
last upload time, and services in use) is included. Following a teboot of the appliance, the following
information will also be sent to Blue Coat: the reason for the restart; software traceback information, in case of
an unexpected software crash (this data allows for preliminary software crash analysis, before a mare detailed

(and larger) context cote file is uploaded to Blue Coat); core image summary, specifically detailing the number
of core images on the appliance.
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Security Analytics
Security Analytics (SA) is sold as a physical or virtual appliance or as standalone softwate. Physical appliances

are sold with a perpetual software license. Software and Virtual Appliances are licensed on either a perpetnal or
subscription basis.

Several optional add-on features are licensed separately for additional fees. The following options are for use
only on the specific Security Analytics platform instance fot which the option is licensed.

® Retention. Security Analytics includes a base amount of indexed data retention. Retention defines the
amount of aggregate metadata and packet storage data 2 Security Analytics appliance will be able to
address and is enforced in the system. Additional storage expansion licenses must be purchased to
increase retention. Storage devices putchased from Blue Coat require the purchase of a storage
expansion license unless the product description clearly indicates that a storage expansion license is
included. Storage purchased from a third-party always requires the purchase of a storage expansion
license in otder to be used with SA.

* Intelligence Setvices for Security Analytics (IS for SA). Formerly called ThreatBLADES, a data
subscription providing real time updates to threat intelligence used by Security Analytics. Subsctiptions
allow access to the applicable threat intelligence service for the subscription term. Data subscriptions
are available in two forms:

© Intelligence Services for Security Analytics. Intelligence Services subscriptions provide all
threat intelligence required for a single instance of a Security Analytics platform across all
ports and protocols. IS for SA is licensed per specific SA appliance ot software and requires
that the SA appliance or software have a valid suppott contract.
© ThreatBLADE Subscription. Per user, per protocol ThreatBLADE subsctiptions may not be
used for more than the number of users for which subscriptions have been purchased. For
purposes of ThreatBLADES, a “user” means any person that may have their activity recorded,
at any time during the subscription period, in the Security Analytics platform(s).
" WebThreat BLADE provides URL category information as well as file information
for content traversing Web protocols, ie., HTTP and dectypted HITPS.
* FileThreat BLADE provides file information for content traversing File Transfer
protocols, e.g., FIP, tFTP, NFS, SMB.
* MailThreat BLADE provides URL categoty information as well as file information
for content traversing the E-Mail protocols, e.g., SMTP, POP3 and IMAP.
© ThreatBLADE updates require a valid suppott contract for all Security Analytics appliances or
software.

Security Analytics Central Manager

The Security Analytics Central Manager is sold as a physical or vittual appliance or as standalone software.
Physical appliances are sold with a perpetual software license. Software and Virtual Appliances are licensed on
either a perpetual or subscription basis.
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X-Series

* The X-Series system consists of a chassis and sepatately purchased hardware modules and
hardwate accessories. The minimum X-Series configuration for a functioning system requires
the purchase of at least one of each of the following modules which are offered on a petpetual
basis for use on an X-Series chassis: Application Processor Module (APM). APMs provide the
capability to run applications on the X-Seties chassis. X-Seties systems require at least one APM.
APMs run additional software applications from third parties (such as Checkpoint, Impetva, Cisco
(Soutcefire) or McAfee) that must be separately licensed from the applicable third party and have
separate license restrictions,

® Netwotk Processor Module (NPM). NPMs provide network connectivity to the external network and
withi: the X-Series system. X-Seties systems require at least one NPM.

® Control Processor Module (CPM). CPMs provide a vatiety of controls the X-Series system. X-Series
systems require at least one CPM.

In addition, the following option is licensed sepatately for an additional fee and is used only on the specific X-
Seties for which the option is licensed.
¢ X-Seties Routing Software (RSW). The RSW application is licensed on a perpetual basis and is a set of
dynamic routing protocol features that can be applied to an X-Series system. RSW may only be used
on a single X-Series system. An additional RSW license must be purchased for each X-Seties system
on which the RSW will run.

X-Series Management System (XMS)

The X-Series Management System (XMS) is software offered with a petpetual license for managing X-Series
systems. Customers may not run mote than one Instance of XMS for each XMS license purchased. XMS may
be used to manage no more than the number of X-Series systems for which licenses(s) have been purchased.

Management Center (MC)

Management Center (MC) is available as a physical appliance or as a virtual appliance (MC VA). The MC
physical appliance is sold with a perpetual software license. The MC VA is licensed on either a perpetual or
subscription basis. Licensing for both platforms is based on the number of Target Assets. A Target Asset is
defined as anything that can be registered as a distinct, single, manageable component in MC.

An MC appliance or MC VA may be used to manage no more than the numbet of Target Assets purchased or
licensed. These may include Blue Coat products of various types (for example: VAs, appliances, licensed
softwate, services, Saa$ or cloud licenses), and specific functionality in multi-product bundles or systems (each
treated as a distinct asset) or other manageable components (for example, sensors, enforcement points or
collectors).

Only one Instance of MC VA may be run per license.

Reporter 10.x

Reporter is sold as a physical appliance or as a virtual appliance (Reporter VA). The Reporter physical appliance
is sold with a perpetual software license. The Reporter VA is licensed on either a perpetual or subscription
basis. Licensing fot both platforms is based on the maximum number of tetabytes (IBs) allowed for storing
logs or other metadata by the Reporter.

Customers may not run more than one Instance of Reporter for each Reporter license purchased.
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Reporter 9.x
Reporter 9.x is software sold with a petpetual license for teporting on access logs from other Blue Coat
appliances (e.g., ProxySG). Reporter has three versions with different licensing restrictions:
* Standard Edition. Reporter Standard Fdition is available without an additional fee with a valid
ProxySG support contract and may not be nsed to feport on more than 50 million log lines.
* Enterprise Edition. Reporter Entetprise Edition may not be used to teport on more than 2.5 billion
log lines and has a perpetual software license.
¢ Premium Edition. Reporter Premium Edition may not be used to report on more than 20 billion log
lines and has a petpetual softwate license.
Customers may not run more than one Instance of Reporter for each Reporter purchased.

Director

Director is sold as a physical or virtual appliance, with a perpetual software license (for both the physical and
virtual appliance), for managing ProxySGs, MACHS VAs and/ot SWG VAs. Director may only be used to
manage a maximum of 300 (physical and/or virtual) appliances at any time. Only one Instance of Director
virtual appliance may be run per license.

IntelligenceCenter
IntelligenceCenter (IC) is software sold with a perpetual license for teporting on PacketShapets. The IC base
license includes the IC application and a single Data Collector. With the base license, a customer may repott on
only a single device. Only one Instance of IC may be run per license.
¢ Additional Devices. Additional device upgrade license(s) must be purchased to report on additional
devices. Device upgrade licenses requite a base license. The number of devices configured to be
reported on by IC may not exceed the number of devices fot which license fees have been paid.
* Data Collector (DC). Additional DC licenses are required to collect data in more than one database. A
customer may tun no more than one Instance of DC per DC license.

PolicyCenter
PolicyCenter (PC) is software sold with a perpetual license for managing PacketShapers. With the PC base
license, a customer may manage only a single device. A customer may tun no more than one Instance of PC
per base license.
* Additional Devices. Additional device upgrade license(s) must be purchased to manage additional
devices. Device upgrade licenses require a base license. The number of devices configured to be
managed by a PC may not exceed the number of devices for which license fees have been paid.

Cloud Data Protection (CDP)
Cloud Data Protection (CDP) is softwate sold with a subscription license. CDP is offered for multiple cloud
applications, each licensed separately.
® Cloud Data Protection for Salesforce. CDP for Salesforce may be used for no more than the number
of Salesforce users purchased for CDP functionality. A Salesforce nser means, for putposes of CDP
for Salesforce,—a Salesforce Professional Edition, Enterprise Edition, or Unlimited Edition user as
licensed from Salesforce.com. CDP for Salesforce users may not necessatily be purchased to the
customer’s total count of Salesforce users.
® Cloud Data Protection for ServiceNow. CDP for ServiceNow may be used for no mote than the
number of ServiceNow users purchased for CDP functionality. A SetviceNow user means, for
putposes of CDP for ServiceNow, a requestor, approver or fulfiller user as licensed by SetviceNow-.
CDP for SetviceNow usets may not necessarily be purchased to the customer’s total count of
ServiceNow users.
® _Cloud Data Protection for Yammer. CDP for Yammet may be used for no mote than the number of
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Yammet users purchased for CDP functionality. A Yammer user means, for putposes of CDP for
Yammer,-a Yammer Enterprise user license, activated as part of a Microsoft Office 365 Enterprise,
Office 365 Education, Office 365 Nonprofit, SharePoint Online + Yammer Enterptise, Yammer
Enterprise Standalone, Entetprise Cloud Suite or Power BI plan. CDP for Yammer users may not
necessatily be purchased to the customet’s total count of Yammer Enterprise usets.

® Cloud Data Protection for Xactly Incent. CDP for Xactly Incent may be used for no more than the
number of Xactly Incent users purchased for CDP functionality. A Xactly Incent user means, for
purposes of CDP for Xactly Incent,a sales user as licensed from Xactly in either the Xactly Incent
Enterptise or Xactly Incent Express products. CDP for Xactly Incent users may not necessarily be
putchased to the customer’s total count of Xactly Incent usets.

® Cloud Data Protection for Oracle CRM On Demand. CDP for Oracle CRM On Demand may be used
for no more than the number of Oracle CRM On Demand users putchased for CDP functionality. An
Orade CRM On Demand user means, for purposes of CDP for Otacle CRM On Demand,-a CRM
user as licensed from Oracle for Otacle CRM On Demand. CDP for Oracle CRM On Demand users
may not necessatily be purchased to the customer’s total count of Oracle CRM On Demand users.

Each application product above has add-on servers for additional functionality
® Cloud Data Protection Integration Server. CDP Integration Server is licensed per each CDP
application user purchased from any and all CDP application products above.
¢ Cloud Data Protection Communication Server. CDP Communication Server is licensed per each CDP
application user purchased from any and all CDP application products above.
The following optional products are also licensed with sepatate subscriptions:
¢ Cloud Data Protection Policy Builder. CDP Policy Builder may be used for no more than the number
of Policy Builder application purchased for CDP functionality. A Policy Builder application means, for
putposes of CDP Policy Builder,-either:
© a single production instance of a business application that is individually and discretely
licensed from an application provider, or,
© ifused for an internally developed application, a single production instance of a business
application with a single physical or logical database instance.

® Cloud Data Protection fot Salesforce Communities. It is licensed based the number of anmual logins or
the number of users. CDP for Salesforce Communities may be used for no more than the number of
Salesforce Communities annual logins or named users purchased for CDP functionality. A Salesforce
Communities user means, for putposes of CDP for Salesforce Communities, a Salesforce Customer, or
Partnet or Employee Community vser as licensed from Salesforce.com. Salesforce Communities
annual logins means, for purposes of CDP for Salesforce Communities, the quantity of Customer,
Partner or Employee Community user authenticated sessions (logins) that have been licensed from
Salesforce.com. CDP for Salesforce Communities users may not necessarily be purchased to the
customer’s total count of Salesforce Communities annual logins.

Section Appendix
Cloud Data Protection has operating prerequisites. These include:
Operating Systems. The following operating systems are supported:
¢ Ubuntu versions 12.04 or greater
¢ CentOS 5.x or greater
® RHEL 5.x ot greater
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Industrial Control Systems Protection (ICSP)

ICSP is an appliance sold with a perpetual software license. ICSP requites an additional anti-viras (AV)
subscription to function. Subscriptions include updates to pattern files containing information to identify
viruses or malicious software. An ICSP (and the applicable subscription) may be used for no mote than the
number of Windows Driver Agents (Agents) that have been licensed. An Agent, for purposes of ICSP, means
any Windows ™ system running the applicable driver that restricts access to data contained within 2 USB drive
which has not been scanned and certified by the ICSP appliance.

© 2016 Blue Coat Systems, Inc. All rights reserved. Blue Coat, the Blue Coat logos, ProxySG, PacketShaper,
CacheFlow, IntelligenceCenter, CacheOS, CachePulse, Crossbeam, K9, the K9 logo, DRTR, MACHS5, Packetwise,
PolicyCenter, ProxyAV, ProxyClient, SGOS, WebPulse, Solera Networks, the Solera Networks logos, DeepSee,
“See Everything. Know Everything.”, “Security Empowers Business”, and BlueTouch are registered trademarks or
trademarks of Blue Coat Systems, inc. or its affiliates in the U.S. and certain other countries. This list may not be
complete, and the absence of a trademark from this list does not mean it is not a trademark of Blue Coat or that
Blue Coat has stopped using the trademark. All other trademarks mentioned in this document owned by third
parties are the property of their respective owners. This document is for informational purposes only. Blue Coat
makes no warranties, express, implied, or statutory, as to the information in this document. Blue Coat products,
technical services, and any other technical data referenced in this document are subject to U.S. export control
and sanctions laws, regulations and requirements, and may be subject to export or import regulations in other
countries. You agree to comply strictly with these laws, regulations and requirements, and acknowledge that
you have the responsibility to obtain any licenses, permits or other approvals that may be required in order to
export, re-export, transfer in country or import after delivery to you.

END
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EXHIBIT B

BLUE COAT

Support Services Terms and Conditions

IMPORTANT—READ CAREFULLY: This Support Services Terms and Conditions between Blue Coat Systems, Inc. (f Customer is
located in North America, Central America or South America) or Blue Coat Systems International SARL (if Customer is located outside
North America, Central America or South America) (collectively, “Blue Coat™) and you ("Customer”) describes the terms and
conditions under which Blue Coat will provide support services. These Support Services Terms and Conditions, together with Blue
Goat's acceptance of Customer's Service Order for a Support Contract, as defined below, and {ll) receipt by Blue Coat of Customer's
payment for the Support Coniract defined in each such Service Order, combine to constitute the Services Support Agreement
(“Support Agresment”). All Support Services described below, and Blue Coat's obligations, are expressly conditioned upon having a
valid Support Agreement In force.

SUPPORT SERVICES DEFINITIONS
*Authorized Source” means an authorized seller of Blue Coat Products, Support Services and other Services as recognized by Blue Coat.

B. “Certified Engineer” means a Customer empioyee who attends and passes Blue Coat approved training curriculum for Blue Coat Products
efther directly delivered by Blue Coat or an authorized training center.

C. “Customer Support Portal” means that portion of Blue Coat's website URL where Custorner may access product documentation, software
downloads, active tracking of service requests and such other information as Blue Coat may provide to Customer as part of the Support Services.

D. “Error” means a failure of the Product to conformn to the specifications for such Product published on Blue Coat's corporate website.

E. “Hardware” means those specific hardware producis, including, without limitation, physical appliances, sold by Blue Coat on its Price List and
not identified as a third party product.

F. “Productis)’ means those certain Blue Coat Hardware and Software products offered for sale by Blue Coat, that are purchased or licensed by
Customer through Blue Coat's autharized channel, and that are identified on a specific order confimation or in a spacific Welcome Letter of Support
Services.

G. "RMA" means “Retumn Materiat Authorization™ or replacement for those Hardware products under Warranty or a valid Support Contract
covering such Products, under the process set forth in the support section of the corporate website.
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H. "Service Lovel” means the service and supporl level obligations zttributable o and as set forth In the spacific Support Contract covering such
Product.

I “Service Order” means an order placed by Customer with an Authorized Source to purchase a Support Contract at a specified service level
for a specific term, at a spedific price.

J “Service Request” means the specific case number assigned to the Customer by Blue Coat &t the time Customer makes a verified request
under e valid Support Contract or Warranty.

K. “Software™ means those specific software products, including, without Rmitation, virtual appliances or cloud products, identified In the
Welcome Letter of Support Services for each Service Order.

L “Software Update” means a formal or informal software release for a Product which incorporates functionality changes to the Software, but is
not treated as a new product by Blue Coat. Blue Coat shall make Software Updates available to Customer via elecironic download from the Customer
Support Portal while a Support Services Contract covering a Product for which such Software Update is released is in effect. The content of all Software
Updates shall be determined by Blue Coat in #= sole discration,

M. “"Support Services Contract” means the specific technical support services ordered by Customer to provide support for Products, or as
included as a component of the Software Product.

N. “Support Services" means the technical support provided by Blue Coat to Customer at the Service Level specified In and under the applicable
Support Contract covering a Product.

O. “Site Location” means a physical location associated with a single address and includes the floors of a single buikiing or adjoining buildings
when linked together by Blue Coat Products into a functionally integrated networking system where the Products are installed.

P. “Wolcome Letter” means letter sent via emall to Customer specifying the Start date and End date of the Support Services, Product part
number(s), seral number(s), description, and the applicable Support Services. Unless otherwise set forth in the Support Agreement, upon receipt of a
purchase order from an Authorized Source, Blue Coat shall send a Welcome Letter to Customer via amail specifying the commencement date and
expiration date of the Support Services, Product part number(s), serlal number{s} and description, and the applicable Support Services.

Q “Work Around” shall mean a temporary procedure by which a Customer can avoid a reported Error by changes to Product configuration.

1.0 ORDERING SUPPORT SERVICES

1.1 Service Order Placement. Customer may order Support Services by placing a Service Order with an Authorized Source.
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1.2 Order Acceptance. Upon acceptance of the Service Order Blue Coat shall send a Welcome Letter to Customer via email specifying, among
other things, the Start date and End date of the Support Services, Product part number(s), serial number(s) and description, and the applicable Services
Lavel for the Support Contract.

13 Ordering on Behalf of Third Parties. If Customer ls ordering Support Services for a third party and Is accepting the Support Agreement on behalf
of such third party, Customer represents and warrants that it {a) has the authority to accept the terms of the Support Agreement on behalf of such third
party; and (b) has bound such third parly to tarms and conditions that are substantially similar to and no less protective of Blue Coat as the Support
Agreement.

1.4 Support Service Renewals. Renewal of Support Services will be subject to this Support Agreement. Prior to the explration of the Support
Contract, Blue Coat will send a reminder notice to Customer or the Authorized Source with whom Customer placed the Inlial Service Order. Customer
will provide to Blue Coat through its Authorized Source a completed Customer List of all Products covered and commesponding Servica Order to renew
Support Services therefor. If a Support Servica renewal Is not completed prior fo the expiration date of the current Support Service term, the Support
Service contract shall expire, and Biua Coat will not have any support obligations to Customer from the date of such expiration.

15 Service Reinstatement. In the event Customer desires fo reinstate Support Services after termination or non-renewal on a timely basis of a prior
Support Services term, or if the Customer fails to purchase Support Services at the time of Product purchase, Customer must pay: (I) Support Service
fees for the period from the end of the previous Support Services term {or Product ship -date if Support Servicas were not purchased) to the date Support
Services are reinstated; and (li} the Support Services fees for the new term of Support Services. Any Support Services that have lapsed for more than six
(6) months may be reinstated at the sole discretion of Blue Coat, subject to the Product Inspection described below.

16 Payment. Support charges are payable annually in advance. All payments will be in U.S. dollars. All payments will be made free of any
withholdings or restrictions.

20 TERM AND TERMINATION

21 Term. The Term of the Support Agreement is effective upon the last to occur of {i) Blue Coat's acceptance of a Service Order, (li) Customer’s
payment of the Service Order, or (iii} Customers acceptance of these Support Services Terms and Conditions, and shal continue as specified in the
Welcome Letter from Blue Coat, unless terminated earller as provided hersin. The term of Support Services for newly-licensed Hardware shall
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commence on the date of shipment of the Hardware and end based on the Support Services term purchased, plus one additional month In order to
compensate for any delays due to shipping, handling, or custome. Such end date will be speclfied in the Welcome Letter. Thesae Terms and Conditions
will be automatically axtended upon Blue Coat's acceptance of a Service Order extending the term of any existing Support Contract The Support
contract tem will commence on the date spedified in the Welcome Letter.

22 End of Support Services. Bius Coat will give notice on the corporate website when Blue Coat decides, in Its sole discretion, to discontinue
Products or Service (“End of Life"), in accordance with the End of Life Policies availabla at htlps:ffwww.blueuoamomlsupportlsupport-polidesleol-docs.
a current copy of which Is attached hereto as Appendix 1. Such notice will include, among other items, the timing and process for the dates when such
Products will ne longer be sold or serviced, provided however that Blue Coat will honor all Support Service contracts then In effect through the end of the
then-current term of such Support Service contract Failure to provide Customer nofice of an end of Support Service date Is not a breach of the Support
Agreament. After the end of the then-current Support contract, Customer may continue to use the Products without Support Services. Blue Coat may, In
lts discretion, offer altemative support options to Customer after the end of life date, ata price and on terms to be determined by both pariies.

23 [Intentionally Omitted].

24 Eifact of Termination of Support Services. Termination of Support Services due to the expiration of a Support Contract (or End of Support
Services by Blue Coat} will not constitute termination of the perpetual kcenses for the licensed Products, provided that Customer is not in default of the
License Agreement and continues to comply with the tarms hereof, however, it does end all Support Services to be provided fo Customer under the
Support Agreement. The Sections of the Agreement that address Confidential Information, Ownership, Warranly, Export, Limitation of Liabflty,
Termination, and goveming law all survive the expiration and termination of the Support Agreement.

3.0 ELIGIBILITY FOR SUPPORT SERVICES

31 Eligibifity for Support Services. To be eligible for Support Services, the Product must be covered by a valid Support Agreement for Support
Services. The Product must contain a revision of Software and/or firmware that is actively supported by Blue Coat. Upgrading to a current supported level
shall be at Customer's cost, unless such upgrade is included as a Service Level under the applicable Support Contract. The Product must be installed
and remain in an operating environment in accordance with the Product Documentation, and In accordance with Blue Coat's policy regarding version
support as set forth In the End of Life Policies. Products that have been modified without Blue Coat's prior written approval are not eligible for Support
Services.

32 Same Product Coverage. Products of the same Product type located at a Site Location must be covered by the same level of Support
Service. "Product type” as used In this clause shall refer to the categories of Products (e.g. ProxySG, Secure Web Gateway Virtual Applianca) listed in the
table of contents to the Product User Guide attached as Exhibit A o the Agreement, as such Products may be re-branded from time to time. Customer
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musi have both the chagsis and all associated Gomponents covered under the same Support Contract. Customer shall nolify Blue Coal if additional
Products or components of the same type are purchased or licensed during the term of the Support Agreement, and shall pay a pro-rated support charge
for such additional Product or component If a co-terminus Support Confract is requested by Customer. In addition, all Products running subscriptions or
supported Softwarae licensed by Blue Coat must be covered by a valid Support Contract for the same term as such subscriptions or supporied Software.

3.3 Product Inspection. Upon prior nofice, Blue Coat may conduct an onsite, physical, certification inspection before commencement of Support
Services hereunder to determine whether the Product is in good operating condition when: {1} Customer allows Support Services to lapse for more than
six (6) months and wants to reinstate Support Services for the Product, or (2) Customer did not purchase Support Services when initially purchasing the
Products and greater than twelve (12) months have lapsed. If Blue Coat determines that the Product Is in need of repair because it has not beon
adequately maintained, Biue Coat will utllize an Authorized Source to provide Customer an estimated repair cost.

34 Site and Service Level Validation Approval. To ensure Blue Coat can provide the Support Services and Service Levels, a Site Validation
Approval may be required if not already pre-approved by Blue Coat prior to acceptance of a Service Order. Al Service Lavel commitments that include
guaranteed expedited delivary times must be approved by Blue Coat prior to entering into a contract for such Support Services.

4.0 SUPPORT SERVICES

4.1, Coverage Generally. Blue Coat will use commaercially reasonable efforts to provide assistance with the diagnosis of, and resolution of. basic
Product configuration issues and failures specific to products in production. All Support Services will be provided as and in accordance with the processes
set forth on the Customer Portal, including, without Imitation, the proper initiation of Service Requests, priority rules, information and assistance required,
escalation paths, Workarounds, and such other processes and Information as Blue Coat requires to perform the Service Level applicable t the Support
Coniract covering such Product. Blue Coat can provide addltional professional services to assist in installation and configuration of Products and
Interoperability with third party applications at a separate fea and under a separate Professional Services Agreement. Except and unless specified under
a separate Professional Servicas Agreement, Blue Coat does not offer support for any sofiware provided by application vendors and will not provide
software fixes, patches, malntenance releases, updates or new feature releases for any third party applications, and such support Is expressly excluded
from Support Services.

42, Product Documnentation. Blue Coat shall make availabla during the term of the Support Agreement through the Customer Support Portal, at no
charge to Customer, the Product Manual and such other documentation as Blue Coat determines, as well as succeeding revisions (collectively, the

*Product Documentation”) designed fo enable Customer to instalt, maintain and operate the Product, as generally made available and provided by Blue
Coat.

43. Knowladge Base. Customer will receive access to Blue Coal's Knowledge Base on the Customer Support Portal to enable technical Customer
self-service for commonly known Emors and solutions to comect the Error. The Knowledge Management System may Indude technical bulletine,
management tools and such other Information as Blue Coat provides from time io time, In its sole discration.
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44, Sofiware Support. Subject to Section 4.1 above, Blue Coat will provide technical support for Software and access to Sofiware Updates for
Products under a Suppert Service contract at the Service Level specified. Customer's right to use the Software Update is govemed by the terms and
conditions set forth in the License Agreement under which the Product was purchased, as well as this Support Agreement. In addition, Customer shall
only have the right to download Software Updates for the specific Product(s) to which Customer has a valid entitiement at the time of download. Software
Updates may only be loaded onto a Product that has entitement at the time of installation. Customer may be required to purchase Hardware upgrades,
improvements or changes In order to Install or use a Software Update that is a Release. In the event that Customer demonstrates a non-conformance
with Software Product specifications that can be duplicated by Blue Coat and that is not addressed by a Software Update, Blue Coat will use
commercially reasonable efforts to remedy such non-conformancs. Such remedy may include a Work Around or other temporary or permanent fix. Blue
Coat does not represent or warrant that all non-conformities of the Sofiware will be corrected. Blue Coat reserves the right to incorporate any remedies
provided to Customer into future software revislans, in its sole discretion.

45 Hardwers Support. Subject to Section 4.1 above, Blue Coat will provide technical support for Hardware under a Support Service contract at the
Service Lovel specified. All falled Hardware and paris replacad by Blue Coat will become the property of Blue Coat. Blue Coat may, in iis gole discration,
provide to Customer diagnositic documentation, gpare parts, tools, test equipment or other material used in performing the Support Services. All such
items remain the sole and exclusive property of Blue Coat, and Blue Coat granis no licenss, tifle or interest in or to such items. Customer immaediatety will
retum such items to Blue Coat upon Blue Coat's request.

5. CUSTOMER OBLIGATIONS AND WARRANTY

5.1 Process Compliance and Product Registration. The Producis may nclude features that require Customer to register the Products or
components. Customer must complete any such registration requirements as Instructed in the Product Manual or Customer Support User Guide avallable
on the Support Portal within the time period specified for such Product or component {hersinafter "Registration Pericd™) in order to confinue to use all of
the features of the Product licensed by Customer. If Customer fails o complete the registration requirements, the Software features may become
inoperable and Customer may be unable to use such features until registration is completed.

5.2 Site Location Address. Customer must notify Blue Coat in writing of any physical moves of Products to a new location no less than ten (10)
days in advance of the move. Customer must ensure Blue Coat has accurate Sie Location address information for Products covered by a guarantesd
delivery Support Services. Each change in Product location will require a new site validation approval from Blue Coat, and may result in modifications to
the service level available. Failure to provide accurate Site Locations Information may result in additional charges to provide Support Services, and
delayed delivery times.
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53 Customer Technical Personnel. Customer will dirsignate up to three (3) Certified Enginears (or personnel who have aquivalent lechnical
expertise and training) to serve as Customer's primary points of contact for all Preduct and any related Support Services issues, and such personnel will
cooperate with Biue Coat to diagnose and resolve the issues giving rise to the Service Request.

54  Work Environment. For Customer locations where Products are located, Customer will provide Blue Coat support personnel with Site Location
access, access o appropriate Customer personnel, a healthy and safe working environment, including light, heat, elactrical outlets and ventilation,
adequate work space, and access to telephones with outside lines, as Blue Coal may reasonably determine are necessary to perform the Support
Services hereunder. Customer will provide all necessary authorizations for remote access, and maintaining sufficient equipment and technology to
facilitate Blue Coat's remote diagnostic capability and provision of Support Services,

55  Technical Data .Customer shall provide reasonable assistance to Blue Coat when providing technical Support Services, which may include the
Customer providing required data from the Product to implement a Work Around to minimize Customer impact, or such other information as may be
required by Blue Coat in order to perform the Support Services.

5.6  Product Retums. (a) Process. Customer will be responsible for shipping inoperable Products back to Blue Coat promptly after a replacement Is
received, and in no event more than ten (10) business days from Customer's receipt of the replacement Product. A retumn packet will be provided by Blue
Coat to assist with the retum of the inoperable Product, designating a specifled retum locetion. If crossing intemational borders, proof of shipment is
sufficient for proof of retum.

(B) Sensifive Data Returns; Confidential Information on Product Refum. In the event that the inoperable Product Includes
hard drives, Customer shall retum replaced hard disk drives to Blue Coat in accordance with the Product Retum process outlined above. Blue Coat’s
standard operating procedure is fo ensure data resident on the magnetic disk Is desiroyed through several fallure vevification tests. Customers
concemed with data sensitive material may elect to discard the hard disk drive under their own accord in compliance with local environmental
regulations. At Blue Ceat's sole option, Customer may be allowed to retain one (1) hard disk drive per system serial number in a one (1) year period
without charge. Prior to returning any Products to Blue Coat, whether under warranty, pursuant fo any Support Contract, or otherwise, Customer shall
completely erase all of Customer's Confidential Information from any storage media,

5.7  Deata and Recovery. Customer will be solely responsible for management of its data back-up, data recovery, and disaster recovery measures. Blue
Goat will not be responsible or heki liable for Customer's internal procasses, procedures or requirements to ensure the protection, loss, confidentiailty, or
securlty of Customer data or information. Customer will maintain an unmodified copy of al Sofiware Updates and all related documentation, archival files
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and configuration files necessary to reinstall, reconfigure or reconstruct any lost, allared or damaged Software. Blue Coat and its authorized service
representatives will not be liable for any claims and llabilities relating to or arising out this Section

5.8  Cusfomer Waranly Regarding Third Parfios. If Customer is using the Products to provide services to a third party or Is managing support of
Producis for a third party and is accepting the Support Agreement on behalf of such third party, Customer represents and wamrants that it {a) has the
authority to accept the terms of the Agreement on behalf of such third party; and (b) has bound such third party to terms and conditions that are
substantially similar to and no less protective of Blue Coat as the Agreement.

6.0 SERVICE EXCLUSIONS

The Support Services covered by a Service Support contract will include only those items expressly defined in the Support Agreement, and no other
services shall be implied. Without limiting the foregoing, the following services are specifically excluded from the Support Services but may be provided by
Blue Coat at the request of Customer for an additional charge under a separate Professional Services Agresment:

(a) Any work at Customer's site, other than as mutually agreed as necessary to perform a specific Support Contract.

(b} Any services, including replacement of parts or repair of damage, which in the reasonable opinion of Blue Coat are necessitated by the
Product, unit or subassembly (a) subject fo accident, neglect or misuse, improper programming, fallure of electrical power, air conditioning,
humidity control, transportation or other than nommal use or causes ; (b) utilizing replacement parts not provided by Blue Coat; (¢) having
been used in a negligant manner; or (d) having been used outside the environmental range specified by Blue Ceat; (e) not used and
maintained in accordance with the Product Manual.

{c) Support for any modifications of the Products by anyone other than Blue Coat.

(d) Products purchased through a non-Authorized Source, or used equipment; or maintenanca or repair by anyone other than Blue Coat

personnel or authorized Blue Coat representatives.

{e) Products that have reached the Blue Coat published end of life date,

(f) Support for any software provided by application vendors and will not provide sofiware fixes, patches, maintenance releases, updates or
new feature releases for any third party applications,

(9) Support for any non-Blue Coat equipment, including, without limitation, electrical or network cabling extemnal to the Products; accessorles,
attachments or any other devices not furnished by Blue Coat;
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(h) Failure to nofify Blue Coat of the Product defect during the term of the Support Agreement.

7.0 CONFIDENTIAL INFORMATION AND OWNERSHIP

74 Information Definition. Either party may provide to the ather certsin information which is confidential in nature {"Gonfidential Information™) in
connection with the Support Services. All information that Customer desires fc be treated as Customers Confidential Information shall be prominently
marked, or, if disclosed orally, confirmed in writing as confidential within thirty (30) days of disclosure. Any Blue Coat information relating to any Products
or Support Services of Blue Coat, and any derivative information related thersto, that is not generally released or otherwise made availably publicty by
Blue Coat wil! be deemed Confidential Information of Blue Coat. Subject to the following sentence, Confidential Information shall not be divuiged to any
third party without the prior written consent of the disclosing party and will be used by the receiving party only as reasonably necessary for the provision of
Support Services to Customer under this Exhibit B. The receiving party may disclose Confidential Information fo: (i) third-parties as reasonably
necessary for the provision of Support Services to Customer under this Exhibit B; and (ll) ts auditors, legal counse! and financial advisors as reasonably
necessary for the enforcement of this Support Agreement and the receiving party’s intamal administrative purposes; provided that, such third-parties,
audltors, legal counsel and financial advisors are bound to confidentiality and usage restrictions no less restrictive than those set forth In this Section
7.1 These obligations shall not apply to Information which: (i) now or hereafter, without breach of this Section 7.0, becomes generally known or available;
(ii) Is lawfully known o the reciplent without an obiigation of confidentiality at the tima recipient recefves the same from the disclosing party, as evidenced
by written records; (jii) is hereafter lawfully fumished to the reciplent by a third party without restriction on disdosurs; or (v} is independently developed by
the recipient without use of the disclosing party's Confidential Information; or (vi} is required to be disclosed pursuant to a requirement of a govemmental
agency or law, so long as the recipient provides prompt notice to the disclosing party of such requirement prior fo any such disclosure. Nothing in this
Agreement shall prevent Customer from complying with its obligations set forth in Ohio's open records statute, Ohio Revised Code Section 149.43.

7.2 Administrative Procedures. Customer is solely responsible for the security of its own Confidential Information and for maintaining adequate
procedures fo protect its Confidential Information and to reconstruct lost or altered files, data and programs.

73 Fooadback. Customer may provide suggestions, comments or other feedback (*Feedback?) with respact to the Products or the Support
Services. Customer will not give Feedback that subject to license terms that seek to require any product, technology, service or documentation
incorporating or derived from such Feedback, or any intellectual property of Blue Coat, to be licensed or otherwise shared with any third
parly. Furthermore, subject to the restrictions on Gustomer's Confidential Informaticn that may be contalned within the Feedback or unless otherwise
provided in a separate subsequent agreement betwean the parties, Blue Coat shall be free to use, disclosae, reproduce, license or otherwiss distribute and
explolt the Feedback provided as It sees fit, entirely without obligation or restriction of any kind on account of intellectual property rights or otherwisa.
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T4 Ownersfip. Customer's licenses and rights to the Producis and any erivative materials aneing out of the Support Services, inctuding, without
limiation, the Software Updatas, are limited to those axpressly granted (f) in the license under which the Products were purchased, and (i) as exprassly
defined in the Agreement. Blue Coat expressly reserves all rights, title and interest in and to all Products, Support Services, its own Confidential
Information and derivative works thereof not expressly granted to Customer, including, without limitation, all designs, engineering, details and other data
pertaining thereto, all works of authorship, computer programs, fixes, updates, discoveries, inventions, patents, know-how and techniques, and any works
developed as a result of the above, excluding only Customer's Confidential Information.

7.5 Rights fo Use Cusfomer Dafs. Customer hereby authorizes Blue Coat or its agents to use Customer names and emall addresses that are
provided by Customer through Customer's Product registration in order to send Customer communications, such as information and updatas related to its
Products and Support Services. Registered Customers shall have the ability within Blue Coat's support portal to elect which types of technical
communications they do and do not wish to receive. By entering Into this Support Agreement, Customer expressly agrees that Blue Coat may collect,
retaln and use the information specified above In the manner specified above,

8.0 BLUE COAT LIMITED WARRANTY AND DISCLAIMER

81 LIMITED SUPPORT SERVICES WARRANTY. Blue Coat warrants that the Support Services will be performed in a professional and
workmanlke manner with a reasonable standard of care in accordance with general industry standards. EXCEPT FOR THE PRECEDING WARRANTY,
TO THE MAXIMUM EXTENT PERMITTED BY LAW, BLUE COAT AND ITS SUPPLIERS DISCLAIM AlL OTHER WARRANTIES, EXPRESS OR
IMPLIED, INCLUDING, WITHOUT LIMITATION, WARRANTIES OF MERCHANTABILITY, SATISFACTORY QUALITY, NON-NFRINGEMENT OR
FITNESS FOR A PARTICULAR PURPOSE WITH REGARD TO THE SUPPORT SERVICES.

8.2 Additional Limitations. BLUE COAT'S WARRANTIES CONTAINED HEREIN RUN ONLY TO CUSTOMER, AND ARE NOT EXTENDED TO
ANY THIRD PARTIES. BLUE COAT NEITHER ASSUMES NOR AUTHORIZES ANY OTHER PERSONS TO ASSUME FOR IT ANY OTHER LIABILITY
IN CONNECTION WITH THE SUPPORT SERVICES PROVIDED UNDER THE SUPPORT AGREEMENT. BLUE COAT SHALL NOT BE LIABLE
UNDER THIS WARRANTY [F ITS TESTING AND EXAMINATION DISCLOSE THAT THE ALLEGED DEFECT iN THE HARDWARE OR SOFTWARE
DOES NOT EXIST OR WAS CAUSED BY CUSTOMER'S OR ANY THIRD PERSON'S MISUSE, NEGLIGENCE, IMPROPER INSTALLATION OR
TESTING, UNAUTHORIZED ATTEMPTS TO REPAIR OR MODIFY, OR BY ACCIDENT, FIRE, LIGHTNING OR OTHER HAZARD,

8.0 LIMITATION OF LIABILITY

9.1 Tasting Period. Blue Coat shall not be liable for any damages arising from performance or non-performance of the Hardware or Software
during a testing period or for any damages caused by the fallure of Customer to perform its responsibilities.

9.2 Customer Data. Blue Coat shall not be responsible for any of Customers software, firmware, information or memory data contained in,
stored on, or integrated with any Hardware or Software retumed to Blue Coat under the Support Agreement.

8.3 Damage Exclusion. OTHER THAN INTENTIONAL MISCONDUCT OR GROSS NEGLIGENCE, WITH RESPECT TQ SUPPORT
SERVICES PROVIDED UNDER THIS EXHIBIT B, BLUE COAT SHALL NOT BE LIABLE, UNDER ANY CAUSE OF ACTION OR THEORY
WHATSOEVER, FOR INCIDENTAL, CONSEQUENTIAL, INDIRECT, SPECIAL OR PUNITIVE DAMAGES OF ANY KIND, OR FOR LOSS OF

REVENUE OR PROFITS, LOSS OF BUSINESS, OR LOSS OF INFORMATION OR DATA OCCURING OTHER THAN AS A RESULT OF A MATERIAL
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BREACH OF WARRANTY UNDER SECTION 8.1 OF THIS SUPPORT AGREEMENT THAT BLUE COAT HAS FAILED TO CURE WITHIN 30 DAYS
OF NOTICE OF SUCH MATERIAL BREACH, EVEN IF BLUE COAT HAS BEEN MADE AWARE OF THE POSSIBILITY OF SUCH DAMAGES. BLUE
COAT'S OBLIGATIONS UNDER OR PURSUANT TO THE SUPPORT AGREEMENT ARE EXPRESSLY LIMITED TO THE PROVISION OF THE
SUPPORT SERVICES SPECIFED IN THE SUPPORT CONTRACT.IN NO EVENT OTHER THAN INTENTIONAL MISCONDUCT OR GROSS
NEGLIGENCE SHALL BLUE COAT'S LIABILITY WITH RESPECT TO SUPPORT SERVICES EXCEED AN AMOUNT EQUAL TO TWO TIMES THE
FEES PAID FOR THE SUPPORT SERVICES UNDER WHICH LIABILITY IS IMPOSED. THE PARTIES HEREBY AGREE TO THIS DISCLAIMER OF
LIABILITY FOR DAMAGES, REGARDLESS OF WHETHER ANY REMEDY PROVIDED HEREIN SHALL FAIL OF ITS ESSENTIAL PURPQSE. Neither

party will be liable for any delays or fallures in performance due to circumstances beyond its reasonable control that could not be avoided by s exercise
of due care. The foregoing exclusion/limitation of liabllity shall not apply to (1) property damage, personal injury or death resulting from Blue Coat's
negligence; {2} fraud; or (3) for any other matter for which liability cannot be excluded by law.

10.0 GENERAL

10.1 Gensral. All notices under the Support Agreement shall be in writing, and shall be deemed given when personally dalivered, when sent by
confimed fax, or three days after being sent by prepaid certified or registered mail to the address of the party to be noticed as set forth herein or such
other address as such party last provided to the other by written notice. As used herein, the term ‘day’ shall be refer to a business day that does not fall on
a weekend or holiday. Customer shall not have any right or abllity to assign, fransfer (except upon notice to Blue Coat in the event of the merger or
consolidation of Customer with one or more state agencles), or sublicense any obligations or benefits under the Support Agreement without the written
consent of Blue Coat (and any such attempt shall be void). It is the intenfion of the parties that the Support Agreement be controlling over addltional or
different temms of any purchase order, confimation, involce or similar document, even if accepted in writing by both parties. Waivers and amendments
shall be effective only if made in writing signed by both parties. Notwithstanding the foregoing, Blue Coat reserves the right to modify, amend or withdraw
any of lts Support Services without notica, provided that such change does not matevially impact the scope of Support Services under the Support
Agreement prior to the end of the then-current term.

10.2 Export Regulations. All Hardware, Software, documents, technical data, and any other materials delivered under the Agreement are subject
to U.S. export control {aws and may be subj_ect fo export or import regulations in other countries. Customer, on behalf of itself and any subsidiary or
affiliate, agrees to comply sirictly with these laws and regulations and acknowledges that Customer has the responsibility to obtain any licenses as may
be required after delivery to Customer. Without limiting the foregoing, Customer agrees that it will nat export, re-axport, transfer or divert any Products,
Software, Blue Coat Confidential Information or technical data, or any product thereof, to any country or resident of any country to which such exports are
restricted or embargoed under US export controls laws without first obtalning all licenses and approvals required by the United States govemment.
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Appendix 1
to Support Services Terms and Conditions:
End-of-Life Policies

The following identify key dates for platforms and software that have reached end-of-sale, end-of-maintenance, or end-of-life in
their product life cycle (these are listed by model/version number).
L Blue Coat EOL Policy

Introduction

In the course of developing and delivering innovative and functionally richer products that address customer needs, Blue Coat
Systems may from time to time discontinue certain products, platforms and models. Blue Coat’s Product End-of-Life Policy is
intended to provide information to help customers plan the evolution of their environment and make more informed purchase,
support and upgrade decisions.

Definitions

Appliance: The Equipment with the OSS.

Blue Coat Software Products: Products offered by Blue Coat only in software form.

End of Life (EOL): The last date support is available for the applicable product. This is the last date Blue Coat will respond to any
issues with the product. After this date, all support services for the product are unavailable, and the product becomes obsolete.

End of Maintenance (EOM): The last date defects will be fixed for an OSS release. After this date, Blue Coat will no longer
commit to develop, repair, maintain or test the OSS.

End of Sale (EOS): The last date the applicable Equipment may be purchased.
Equipment: The physical product, or platform and its physical components.

Long Term Release (LTR): Minor Release of OSS that will be supported for a minimum of 3 years from designation 1 an LTR
or a minimum of 2 years after EOM notification, whichever date occurs later,

Standard Release: Minor release of OSS that will be supported for 8 minimum of 1 year after EOM notification.

Operating System Software (0SS): Blue Coat operating system software.

OSS Release Nomenclature:
Major Release (x) Significant new functionality or major architectural change to the previous version of the OSS.
Minor Release (x.y) New features added to the OSS to enhance capabilities, improve usability and serviceability.
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Maintenance
(x.y.z)

Release | Primarily meant to fix bugs and OSS defects, although limited OSS enhancements may be
incladed.

Patch Release (x.y.z.a) Resolves one or more specific OSS defects, made available to a limited set of customers,

Policy

This policy applies to Blue Coat Appliances that reach End of Sale date after April 30, 2010 and does not apply to Blue Coat
Sofitware Products.

Blue Coat reserves the right to modify this policy for specific products as business demands justify. This policy and any
modifications to this policy including notices and information regarding EOS, including the last date to order new Appliances,
rencw support contracts and suggested migration path(s) for the affected Appliances will be posted on the Support Policies section
of the Blue Coat web site.

a. Appliances are typically supported for at least five years from the Appliance purchase date for customers under active
maintenance agreements, TheacmalEOLdateforeachAppliancemayvaryandwﬂlbethelaterof(i)Syearsﬁ'omthe
purchase date, if the purchase is made prior to the end oftheﬁscalquarterinwhichanEOLnotiﬁcaﬁonisissuedand(ii)
the EOL date, which date shall always be issued by Blue Coat with two years' advance notice. The five years of support
availability for Appliance purchases made after the Blue Coat fiscal quarter in which the EOL notification was made will
beproratedandwi]lrelatebacktothelastdayofthatﬁscalquarterinwhichthe EOL notification was made. In order to
achieve full support availability, customers must have continuous support with no gaps in coverage. Commencing on the
EOL notification date and during the period until EOL date, Blue Coat will continue to provide:

(i) technical support;

(ii) spares or replacement parts for Equipment in accordance with the Return Materials Authorization (RMA)
process. If an identical appliance or component is not available, Blue Coat will replace with a similar or beiter;
and

(iif) a supported version of OSS that is compatible with the Equipment, subject to (b)(iv) below.

b. OSS support will be as follows:

(i) In general, Blue Coat will support a given Major or Minor Release of OSS for a minimum of 180 days from
EOM notification, unless the Release is designated as a Standard or Long Term Release.

(i) In the event Blue Coat designates a specified Release as a Standard Release, such release will be supported
for a minimum of 1 year from EOM notification.

(iiii) In the event Blue Coat designates a specified Release as a Long Term Release, such release will be supported
for a minimum of 2 years from EOM notification.

(iv) Customers may be required to upgrade to the latest OSS release in order to cormrect a reported problem.
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c. For sonie software releases (Blue Coat Software Products or O88), the EOM and EOL date will be the samre, If the
EOM date is not specified on the Support Policies section of the Blue Coat web site, the EOM date is the same as the EOL
date.

d. Customers are advised to move to the most current Maintenance Release (x.y.z) for the given Minor Release (x.y). For
purposes of clarification, bug fixes and limited enhancements (if applicable) will be provided on the most current
Maintenance Release only during the applicable notice period.

e. The Blue Coat support services outlined above require a current support contract for the Blue Coat Product. Support
contracts that have not been renewed timely or have lapsed after 12 months of the EQS date are not renewable. Renewal
of support contracts will generally be available until the last year of support, but will not extend beyond the EOL date.
Please contact your Blue Coat sales representative or Blue Coat channel partner regarding fees payable during the period
between EOS and EQL.

i X-Series End-of-Life Policy
This product end-of-life policy applies generally to Blue Coat hardware platforms. The diagram below outlines Blue Coat’s

standard product end-of-life transition timeline, and describes what Blue Coat partners and customers can expect on or after each
key date.

Blue Coat Product End-of-Life Transition Timeline

r 3 yamT—z ymﬁ #o Suppent
(ET)

End-of -Saie (EQG) End-ol-Mamtenanca End-cf-Lifs (BOL)
LSl gay tor aceopting omles Lant aay for 1l Bioe Cost At Gy of TuBnor of
Ras? time Biy). mandalory TUsport. Limiod Sypnen™ nny hng

detordiy withins 30 dryy icr Bt diyle

* An End-of-Sale announcement will be posted on the Blue Coat Customer Support web site at least 30 days before the scheduled
End-of-Sale date.
** Limited Support after the End-of-Maintenance date (charges apply) is defined as follows:

The three key dates are as follows:

End of Sale — the last day for order acceptance and all orders to be delivered within 30 days
End of Maintenance — the last day for full Blue Coat support (with maintenance contracts) on software and hardware End of Life
— the last day for Blue Coat limited support
End of Life — the last day for Blue Coat limited support

As defined in the standard support contract, Blue Coat also has a software support policy applicable to hardware platforms that are
either currently selling or in the three-year full maintenance period after End of Sale. The software support policy is as follows:

Support of Software Releases
The Blue Coat release number hierarchy is as follows:

Major - Dot — Minor — Dot — Maintenance
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Example: In the table bclow, XOS version 9.0 is a major/minor version and its maintenance release XOS 9.0.1 is nol shown,

1. Blue Coat will provide Full Software Support Services for the then- current Major/Minor Release of an XOS Product and for
two (2) preceding Major/Minor Releases (inclusive of any maintenance/patch Releases that may have been part of a prior
Relcase).

2. Blue Coat shall also provide “Limited Software Support” for all earlier Releases, trailing back sequentially to the most recent
Minor Release of the Major Release that is three Major Releases earlier than the most recent Major Release. Support of older
Releases shall be subject to a mutual agreement.

The following chart illustrates, by way of example, which Major/Minor Releases of a product would have Full Software Support
according to paragraph 1 and which would have Limited Software Support per paragraph 2 above, after the additions of new
releases indicated in BLUE and resulting support status changes to previous XOS versions shown in ):

“Limited Software Support” means that:

e Technical Assistance will be provided, but Blue Coat makes no commitment regarding Restoration Time, Workaround Time, or
Fault Correction Time

® BlueCoatwi]lcorrectPﬁmityCriticalen'ors,butmaydosothroughaPatch,withoutincurringanyobligaﬁontocwntea
Maintenance Release in addressing the problem

* No new Documentation will be provided for Releases in Limited Support

. Noﬂmherminingcoursmwiﬂbeoﬂa‘medforReleasesinHmitedSupport

® Incompatibilities between Releases in Limited Support and versions of (generally supported) third party application (ISV)

software made availahle afier the start of Limited Sun will not be addressed.

N : : Full support  Limited support No suppart (Unless
Existing MajoriMinor Releases

Availnble For: Avablable For; Otherwise Apreed)

6.2,63,7.0,7.1,72,73,8.0,8.1, 82

9.0 " 181,82,9.0 6.3,7.0,7.1,7.2,7.3,8.0 | 6.2 and earlier
g.ﬁ, g:l’:, 7.0,7.1,72,73, 8.0, 8.1, 8.2, £2,9.0,9.1 6.3,7.0,7.1,72,73, 8.0, 6.2 and carkier

6.2,6.3,70,7.1,72,73, 8.0, 8.1, 82,

9.0,9.1, 10. 3,8.0,8.1, :
9.0,9.1,10.0 0,9.1,10.0 7.3,8.0,8 and earficr

1. Security Analytics End-of-Life Policy

Blue Coat strives to continuously bring useful and new technology to market to keep your networks secure. It is our goal to provide
the best service and support to all Security Analytics customers, and to be clear and upfront about transitions in our products'
lifecycles, so you can plan and budget accordingly. The following End of Life Policy applies to all Security Analytics (forme rly
Solera Networks) hardware and software.

Hardware End of Life Policy

®  Blue Coat will provide 3 months’ notice prior to a hardware product’s End of Sale, at which time the product will no
longer be available for order.
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®  Blue Coat will deliver product support for a period of 3 years following the End of Sale date until the product’s End Of
Life, provided a valid service contract is maintained on the product.

* Software (i.c. formerly Solera DeepSee) will be supported according to the Software End of Life Policy. In addition, the
last minor release available on the hardware platform before End Of Sale will continue to be supported for the duration of
the hardware EOL support. Software support may include bug fixes, maintenance releases, work-arounds, and patches for
critical bugs.

* Hardware replacement or replacement parts will be available for 3 years following the End of Sale date, provided a valid
service contract is maintained on the product. At Blue Coat's discretion, hardware may be replaced with similar or
equivalent product.

® A product must be covered on a support contract at the time of the End of Sale date to be eligible for renewal. Support
contracts may be renewed for the duration of the End of Life cycle, but canmot Iapse during this time and be re-instated
later.

Software End of Life Policy

® Blue Coat will provide support for the three previous major or minor releases of software, including the current major or
minor release, or 12 months after each major or minor release, whichever is greater.

¢ For example, if the previous three major and minor releases were version 1.5, 1.6 and 2.0, support will be provided for all
three. In this case, if version 1.4 had been released less than 12 months prior to the current date, support for that version
will also be available.

¢ Sofiware support includes bug fixes, maintenance releases, work-arounds, and patches for critical bugs.

- Apmductmustbecaveredonavaﬁd,paidswportconnacttoreceivesupport Support contracts may be renewed for the
duration of the End of Life cycle, but cannot lapse during this time and be re-instated later.

Key Terms:

End of Life Policy: The policy covering End of Sale announcement through End of Life for a product. End of Life; The last day
that a product will be supported by Blue Coat.

End of Sale: The last day that a product will be available for order from Blue Coat.

Major release: Each Security Analytics (formerly Solera DeepSee) release includes three numbers (x.y.z). The “x” represents a
major release.

Minor release: The “y” in the x.y.z nomenclature above represents a minor feature release. Maintenance release: The “z” in the
x.y.z nomenclature above represents a maintenance release.
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EXHIBIT €
RMA PROCEDURES

(a) Blue Coat —Returned Matetial Authorization (RMA) Process

Blue Coat provides RMA Advanced Hardwate Exchanges to those customers who have 2 valid entitlement under Product
watranty or a Support Setvice contract. Below are the steps to take to initiate a RMA.

1. Open a technical support case via BlueTouch Onlipe or contact Technical Support,
2. A technical support engineer will work with you to troubleshoot the issue and verify whether a hardware repair or
replacement is required.
3. Ifahardware replacement is required, the technical support engineer will initiate the RMA by obtaining the following
customer information:
o Company Name
Shipping Address
Contact Name
Contact Phone Number
Contact email address
Problem Description
Product Model Number
o  Product Serial Number
4. When the RMA has shipped, the customer will receive a shipment notification which will include instructions
tegarding the defective hardware return.
5. If the defective hardware is not returned in a timely manner (within 10 days), the customer will be contacted.
Customers may also contact Blue Coat for return instructions, sma@bluecoat.com

c o 0 0 0O 0

(b)  RMA Return Instructions (Advanced Exchange)

When returning products to Blue Coat Systems, follow the return instructions provided with the RMA replacement shipment.
Blue Coat products should be returned within 5 business days from date of receipt of the replacement shipment and
accompanying return instructions. The customer will receive a follow up phone call from Blue Coat Systems to ensure the
return takes place.

Parts deemed consumable by Blue Coat do not require a RMA and will not include return instructions unless required by local
environmental regulations (such as the Buropean Union WEEE Regulation). Parts such as power supplies and fans fall into
this category.

Defective products that are not teceived by Blue Coat Systems within ten (10) business days after receipt of teplacement
shipment and accompanying return instructions are subject to invoicing for the full list price as stated in the most current
Blue Coat Systems, Inc. price list. Failure to pay the invoice or return the defective product may result in the suspension of
Services by Blue Coat Systems.

All material returned to Blue Coat Systems must follow the return instructions. Blue Coat Systems reserves the right to refuse
shipments that do not include (at minimum) the RMA number. For inspection prior to tepair, all parts should be free from
dirt, grease, oil, finger prints, localized petmanent marks, and other foreign substances. Dust caused by shipping material
chafing is acceptable if it can be brushed off or blown off with ait. Blue Coat Systems reserves the right to refuse shipments
that ate not in acceptable repair condition. If you have any questions regarding a RMA return or did not receive return

instructions with your shipment, please contact rma@bhecoat.com
(c) Requesting Status on Existing RMA's
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Forward all questions tegarding shipment, status, customs, or duties to mna@bluecoat.coty. Please reference your RMA
number when submitting these inquities. Customets may also access RMA status via BlueToych Qqline utilizing the RMA
Status link.

() Blue Coat Hardware Replacement Shipping Terms and Conditions

Blue Coat's hardware replacement shipping terms are detetmined by the active Support Agreement level in place for the
product serviced under the RMA.

Hardware Replacement
¢)) Chassis Replacement Unit Policy

Effective October 24, 2012, select RMA’s will consist of either 2 Field Replaceable Unit (FRU) ot a Chassis Replacement Unit
(CRU) as defined in the below table. Blue Coat will no longer ship full replacement units for the product models listed in the
below table. If Blue Coat determines a replacement chassis is required after appropriate trouble shooting with diagnostic tools
Blue Coat will ship the CRU as replacement hardware. The CRU is a replacement chassis without the following parts: System
Hatd Drives, Power Supplies, Power Cables, Rail Kits and Add-on cards (Excluded Parts). Customers are requited to remove
the Excluded Parts, subject to the exception below*, from their existing hardware and transfer them to the CRU unit ptior to
shipping the defective unit to Blue Coat. Any Excluded Parts received by Blue Coat will be forfeited and not returned. This
CRU policy does not apply to RTF hardware support.

>

Replacement

Model Failed Part
Hirdware

SRR Fard Drives, System Fans, Power Supplies, Add-on Cards
SOy M SN,

S0} LN Mothérboards, Memoties, CPUs, Front Panel Displays CRUs
LSO KX, Othet HQ components

WA 2a00

*For hardware-related issues where diagnostics cannot be run for the AV1200, AV1 400, AV2400, Blue Coat will ship a CRU
containing hard drives. Customers will need to ship back the defective unit without removing the hard dtives.

2 For all other models:

A like-model or newer replacement unit will be shipped using a Blue Coat shipping partner. RMA Requests received during
regular business hours and deemed necessary by Technical Support before the RMA cut off time (per the table below) will
have replacement hatdware shipped same day. Requests teceived or verified by Blue Coat Technical Support after the RMA
cut off time will ship the following business day. Actual delivery time will vary dependent upon shipping origin and
destination. Out-of-box wattanty shipments may require additional time to ship.

i) RMA Cut-Off Times

*(Daylight Savings Time observances may affect RMA cut-off times where applicable)

support Center Standard Business [Tours RMA Cut-Off Time
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Ameticas Mon-Fri Mou-Fri, 13:00
06:00 to 18:00 Pacific Time Zone
Pacific Time Zone

d RMA Licensing Information

Please follow the RMA licensing procedures listed below to propetly register the unit received with Blue Coat Systems. If you
have any questions pettaining to the licensing process, contact Blue Coat at customercare(@bluecoat.com.

Blue Coat depots stock units with predefined OS versions based on platform type since at the time of stocking it is unknown
what version the recipient will be running. You may therefore need to downgrade or upgrade the proxy upon receipt. This can

be done by navigating to http://download bluecoat.com

For customers running SGOS version 3 or greater, Blue Coat has already transferred your license and software options from
the defective unit to your replacement unit in Blue Coat’s licensing database. The defective unit is now registered under Blue
Coat and has a 60 day demo license key associated with the unit. To license the replacement unit, retrieve the new key while
configuting your unit through the Management Console (Maintenance/Licensing/Install/ Retrieve active keys from Blue
Coat). This will require your BueTouch Online login.

(i) Licensing AV Products
To license the replacement unit, log into Blue Coat Licensing Portal, click Blue Coat ProxyAV, click Swap Licenses From
Hardware Serial Number: enter defective unit SN, To Hardware Serial Number: enter replacement unit SN, click Next, dick
Swap. Retdeve License file from Management Console of replacement ProxyAV unit.

¢))] Licensing PacketShaper Products

Blue Coat depots stock units with predefined OS versions based on platform type since at the time of stocking it is unknown
what version the customer will be running. You may therefore need to downgrade or upgrade the PacketShaper upon receipt.
This can be done by navigating to http; oad. t.

Once you receive the license key(s) from support, follow the instructions below for license key installation.

1. Login to the PacketShaper command-line intetface via the console cable, SSH or telnet.
2. Copy and paste the lines provided (setup key add ...)
3. To complete the installation jssue the command “reset” to reboot the unit.
4. To vetify the installation was successful, issue the command, "setup key show".
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