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AMENDMENT #2 
FOR 

RFP NUMBER 0A1181 
 

 
 

DATE AMENDMENT ISSUED:  August 15, 2016 
 

	
  
The State of Ohio, through the Department of Administrative Services, for the Ohio Office of Information 
Technology Services is requesting proposals for:  
  

TrustOhio RFP 

 
                       DATE ISSUED:    July 14, 2016 

  INQUIRY PERIOD BEGINS:  July 14, 2016  
  INQUIRY PERIOD ENDS:  August 12, 2016  
  OPENING DATE:  September 9, 2016 
  OPENING TIME:    1:00 P.M.  
  OPENING LOCATION:  Department of Administrative Services 
    General Services Division  
    Bid Desk  
    4200 Surface Road    
    
    

Columbus, Ohio  43228-1313  

  
  

This RFP consists of five parts and ten attachments, totaling 119 *118 consecutively numbered 
pages.  Supplements also are attached to this RFP with a beginning header page and an ending 
trailer page.  Please verify that you have a complete copy.  
 
In lieu of taking exceptions to RFP requirements, including but not limited to terms and conditions, 
scope of work statements, service levels requirements, etc., or providing assumptions that may be 
unacceptable to the State, offerors are strongly encouraged to use the inquiry process in Part Three 
of the RFP.  
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The offeror with the lowest proposed Not-To-Exceed Fixed Price will receive 300 points.  The remaining offerors will receive 
a percentage of the maximum cost points available based upon the following formula:  
  

Cost Summary Points = (Lowest Not-To-Exceed Fixed Price/Offeror’s Not-To-Exceed Fixed Price) x 300  
  

Total Points Score:  The total points score is calculated using the following formula:  
  

Total Points = Technical Proposal Points + Cost Summary Points  
 

 
Criteria 

         
Weight 

Does 
Not Meet 

   Partially 
Meets 

 
Meets 

 
Supplement 2 

    

Penetration and Vulnerability Testing Services 
Security Auditing Services 

    

2.1   The offeror must have experience in successfully 
delivering Vulnerability Testing that was designed to 
identify, rank, and report vulnerabilities for at least two 
(2) projects within the last sixty (60) months.  

100 0 3 
 
 
 

5 

2.2   The offeror must have experience in successfully 
delivering Penetration Testing that was designed to 
identify ways to exploit vulnerabilities to circumvent or 
defeat the security features of system or infrastructure 
components for at least two (2) projects within the last 
sixty (60) months. 

100 0 3 
 
 
 

5 

2.3   At least one (1) of the Project/Scopes of Work required 
by 1.1 or 1.2  *2.1 or 2.2 must have been for a federal, 
state, or local government jurisdiction or public 
institution of higher education.   

100 0 N/A 5 

The offeror must  have completed at least two (2) projects within the last thirty-six (36) months that include the 
following services 

2.4.1 Penetration/Vulnerability Set Up 

 Perform, assemble or configure applicable 
manual method attack(s) and test(s); 

 Perform, assemble or configure applicable 
automated or script based attack(s) and 
test(s); 

 Perform, assemble or configure applicable 
attempts at gaining access via social 
engineering using a variety of public and/or 
client provided details to augment manual 
and/or automated methods. 

  

50 0 3 
 
 
 

5 
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