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AMENDMENT #1 
FOR 

RFP NUMBER 0A1161 
 

 
 

DATE AMENDMENT ISSUED:  April 6, 2016 
 
 
The State of Ohio, through the Department of Administrative Services, for the Ohio Office of 
Information Technology is requesting proposals for: 
 
 

ENTERPRISE IDENTITY VALIDATION, AUTHENTICATION AND FRAUD SERVICES 
 
 

 INQUIRY PERIOD BEGINS: March 15, 2016 
 INQUIRY PERIOD ENDS: April 29, 2016 
 OPENING DATE: May 11, 2016 
 OPENING TIME:   1:00 P.M. 
 OPENING LOCATION: Department of Administrative Services 
  General Services Division 
  Bid Desk 
  4200 Surface Road  
  Columbus, Ohio  43228-1313 
  
 

This RFP consists of five parts and ten attachments, totaling 114 consecutively numbered pages.  
Supplements also are attached to this RFP with a beginning header page and an ending trailer 
page.  Please verify that you have a complete copy. 
 
In lieu of taking exceptions to RFP requirements, including but not limited to terms and conditions, 
scope of work statements, service levels requirements, etc., or providing assumptions that may be 
unacceptable to the State, offerors are strongly encouraged to use the inquiry process in Part 
Three of the RFP. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 



0A1161 Amendment Issued-April 6, 2016 

ATTACHMENT ONE:  EVALUATION CRITERIA 
 

Mandatory Requirements.  The first table lists this RFP’s mandatory requirements for this RFP.  If the offeror’s Proposal 
meets all the mandatory requirements, the offeror’s Proposal may be included in the next part of the technical evaluation 
phase as described in the next table. 
 

Mandatory Requirements Accept Reject 

1.   The offeror, as the prime Contractor, must be an HSPD-12 (ICAM) qualified 
Contractor or Service Provider as of the date of proposal submission.  

  

2. The offeror, must as part of their offer to the State, include *an identity service that 
is at least one of the following: a FICAM TFS Approved; *Kantara Initiative 
Approved; or SAFE-BioPharma Approved, Identity Service at or National Institute 
of Standards and Technology (NIST) Levels 1, 2, or 3 as of the date of proposal 
submission. 

  

3.   The offeror, as the prime Contractor, must have performed and completed a 
systems integration project using the proposed architecture in a production 
environment for at least one Public Governmental, Federal, State, Local, Institution 
of Higher Education, Fortune 500 or Global Fortune 500 customer within the last 
four years. 

  

 
Scored Criteria.  In the technical evaluation phase, the State will rate the technical merits of the Proposals based on the 
following requirements and the weight assigned to each requirement: 
 

Enterprise Identity Validation, Authentication and Fraud Services 

Scored Criteria Weight
Does Not 

Meet 
Partially 
Meets 

Meets Exceeds

Offeror Requirement: The offeror, as the Prime Contractor, must have 
performed and completed a systems integration project using the proposed 
architecture in a production environment for at least one Public Governmental, 
Federal, State, Local, Institution of Higher Education, Fortune 500 or Global 
Fortune 500 customer within the last four years. 

50 Rejected 2 5 7 

Enterprise Architecture and Integration Standards and Conventions:  
Supplement 1, Section 3 in its entirety. 

50 0 2 5 7 

Multi-Factor Definitive Identity Proofing: Supplement 1, Section 4 in its 
entirety. 

75 0 2 5 7 

State Systems Integration Services: Supplement 1, Section 5 in its entirety. 50 0 2 5 7 

Solution, Implementation Plan and Completeness of Solution for 
Enterprise e-Licensing Platform (Pilot 1): Supplement 1, Section 6.1 in its 
entirety. 

50 0 2 5 7 

Solution, Implementation Plan and Completeness of Solution for Ohio 
Business Gateway Project (Pilot 2): Supplement 1, Section 6.2 in its entirety.

50 0 2 5 7 

Solution, Implementation Plan and Completeness of Solution for 
Department of Taxation Identity Attribute Proofing Service (Pilot 3): 
Supplement 1, Section 6.3 in its entirety. 

50 0 2 5 7 

Implementation of Two Factor Authentication (2FA): Supplement 1, Section 
7 in its entirety. 

50 0 2 5 7 

Implementation of Enterprise Logging, Audit and Fraud Detection: 
Supplement 1, Section 8 in its entirety. 

75 0 2 5 7 

Project Delivery, Management, Methodology and Approach: Supplement 1, 
Sections 9.1 – 9.17 

50 0 2 5 7 
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ATTACHMENT SEVEN 
OFFEROR PROFILE 

 
OFFEROR MANDATORY REQUIREMENTS 

 
MANDATORY REQUIREMENT #2: 
 
The offeror, must as part of their offer to the State, include *an identity service that is at least one of the following: a FICAM 
TFS Approved; *Kantara Initiative Approved; or SAFE-BioPharma Approved; Identity Service at or National Institute of 
Standards and Technology (NIST) Levels 1, 2, or 3 as of the date of proposal submission. 

FICAM TFS Approved; *Kantara Initiatice 
Approved; or SAFE-BioPharma Approved; 
Identity Service at  or National Institute of 
Standards and Technology (NIST) Levels 1, 2, 
Service Provider Name: 
 

Contact Name:
(Indicate Primary or Alternate) 
 
Contact Title: 
 

FICAM TFS Approved; *Kantara Initiative 
Approved; or SAFE-BioPharma Approved; 
Identity Service at  or National Institute of 
Standards and Technology (NIST) Levels 1, 2, or 
3 Service Provider Address: 
 

Contact Phone Number:
 
Contact Email Address: 
 
 
Beginning Date of Approval: /  Ending Date of Approval: 

Month/Year                             Month/Year 
 

NIST Qualification Level(s) Certified:    Level 1 Level 2 Level 3 
 
 
Describe Contractor or Service Provider Qualifications 
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