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[bookmark: _Toc7712682][bookmark: _Toc21098116]Introduction
This supplement describes the scope of work for the Unclaimed Property Management System Project and what the Contractor must do to get the job done. It also describes what the Contractor must deliver as part of the completed Work (the "Deliverables"). 
The Department of Commerce (“ODOC”) will provide oversight for the Work, but the Contractor is employed as an independent Contractor and must provide overall Work management for the tasks performed pursuant to this contract, including the day-to-day management of its staff. Neither the Contractor nor its agents, servants or employees must at any time, or for any purpose be agents. servants or employees of ODOC. The Contractor must provide implementation services, support and maintenance and associated software and services to sustain the Department of Commerce, Division of Unclaimed Funds’ (“UCF”) successful operation of the software for the life of the Contract. 
The Contractor must also provide training to the UCF business units specific to end user usage of the solution and technical training for the ODOC/UCF IT staff.  All work of the Project Manager and Business Analyst(s), performed by the Contractor must be performed at the Ohio Division of Unclaimed Fund’s Columbus, Ohio headquarters through implementation. All other project team members must be available during main business hours of 8:00 am to 5:00 pm Eastern Standard Time (EST). The Contractor must provide project management, detailed system design, configuration, implementation, testing, conversion, training and documentation required to demonstrate success on the Unclaimed Property Management System solution. 
The Unclaimed Property Management System is housed on a State of Ohio server while the new Commercial off-the-shelf (COTS) system will be hosted in the Cloud. The requirements include but are not limited to: 
· Data conversion,
· Migration, 
· System implementation, 
· Training, maintenance and support, and 
· Services for future enhancements.
The Unclaimed Property Management System software must be well documented, fully tested and utilize stable software that allows for future enhancement and upgrades as needed. 
[bookmark: _Toc7712737][bookmark: _Toc21098117][bookmark: _Toc7712683][bookmark: _Toc7712686][bookmark: _Toc7712687][bookmark: _Toc7712688][bookmark: _Toc7712690][bookmark: _Toc7712691][bookmark: _Toc7712692][bookmark: _Toc7712693][bookmark: _Toc7712696][bookmark: _Toc7712697][bookmark: _Toc7712698][bookmark: _Toc7712699][bookmark: _Toc7712700][bookmark: _Toc7712701][bookmark: _Toc7712712][bookmark: _Toc7712713][bookmark: _Toc7712723][bookmark: _Toc7712725][bookmark: _Toc7712729]Objectives
The Division of Unclaimed Funds serves as fiduciary for lost or forgotten monies that rightfully belong to Ohioans. The Division actively works to reunite Ohioans with their hard-earned but lost or forgotten money. This includes requiring Ohio businesses to annually report funds that are unclaimed after years of inactivity. The Division holds these funds in interest-bearing accounts for safekeeping while it attempts to notify and reunite the reported owner with their unclaimed funds. In FY18, UCF safeguarded $2.8 billion dollars in property, paid 53,493 claims, returned $97.5 million to claimants and received reports of unclaimed property from 60,383 organizations.
[bookmark: _GoBack]The purpose of this project is to replace the current Unclaimed Funds Management Application, a COTS (Commercial Off The Shelf) product known as UPS2000, which was originally purchased in 2002 and was last updated in 2019. The current application is client based, outdated, and no longer meets the needs of the business. The desired application will be web based and mobile responsive. In addition, it will provide mechanisms for fast-tracking claims, online status updates, audit tracking, identifying holders who are under reporting, provide increased opportunities for outreach and both auto-generated and ad hoc reports.
The Division seeks to procure professional services for the implementation and configuration of a cloud-based COTS system that meets or exceeds the Division’s needs to implement a transformed and modern Unclaimed Funds Management System. The professional service provider must provide a comprehensive system that meets or exceeds the requirements designated in the business requirements specified in this supplement. 
[bookmark: _Toc7712738][bookmark: _Toc21098118]Scope
The offeror must demonstrate the ability to provide a proven, flexible and customized system capable of retaining data records indefinitely as well as performing numerous accounting, database utility, and comprehensive interface and interactive program functions. The System must be reliable and be able to provide exceptional and competent security controls, interface with external supporting technology, be compatible with specifications prescribed by the National Association of Property Administrators (NAUPA) and contain day-to-day manageable and flexible features that minimize dependency on external technical support and services. 
In addition, the solution must: 
· Provide a secure and reliable System to address all aspects of the Division and its operations;
· Ensure the database integrity and software stability;
· Ensure the database meets all State of Ohio Information Technology security requirements;
· Provide short-term and long-term computer software technical assistance and support; 
· Provide the capability to interface with related software packages to include, but not limited to: Excel, variations of ASCII Text Formats, and Lexis Nexis;
· Convert all data and related images into the System;
· Provide detailed balancing and reconciling functions throughout the transactions and functions of the program;
· Provide the calculation and interest on interest-bearing properties reported with an interest rate in accordance with Sogg v. Zurz, 121 Ohio St.3d 449 (2009) and provide detailed reporting on accrued interest to claimants;
· Provide detailed ad hoc report creation capabilities and regular, pre-configured reporting to include annual activity reports and date-specific activity/transaction reports. An emphasis must be placed on module architecture to provide a flexible report creation functionality that minimizes the need for external technical services; and provides a menu accessible report creation system and/or data querying functionality; 
· Provide comprehensive securities (stock, mutual funds, bonds) processing features, including reportable transaction management. The process must track corporate actions at the security and owner level; 
· Provide on-line claims processing and claim status look-up solutions;
· Provide inventory accountability, tracking and auction of intangible property and safe deposit box items;
· Provide accountability, tracking and limited user-ID access to accounts tagged as subject to litigation hold or legal review and provide reporting on the same;
· Provide an on-line holder reporting and report extension request solutions;
· Provide outreach and advertising solutions;
· Provide the capacity to interface with Division document imaging system;
· Provide and maintain a strong audit trail for all data entries, calculation, transactions and documented record history of related transactions; 
· Provide the Division, at its option, with any updates to the Software developed by the Contractor during the duration of the Agreement or any renewals thereto;
· Provide the capability to interface with multiple State Department systems (e.g. Department of Administrative Services (OAKS), Office of Budget Management, Attorney General, Ohio Department of Job and Family Services).
The system must collect, house, maintain and return unclaimed property. The system must also provide an interface with the daily and long-term implementation of the Unclaimed Funds program and focus on the following:
· Maximize the collection of receipts due to the State for safe keeping by effectively managing information and resources, allowing Division staff members to focus on more value-added activities;
· Establish internal controls to ensure data confidentiality, integrity and accuracy to effectively safeguard property and owner information;
· Manage the increase in receipts, volume and amount of claims. The Division anticipates increasing receipts and claim volumes in future years, particularly with the growing popularity of the Unclaimed Funds website for property searches and the continued expansion of holder and owner outreach;
· Provide improved customer service in an environment where service demands are growing rapidly;
· Interface with OAKS, Ohio Business Gateway (OBG), Intellevue Document; Management, Office of Budget Management (OBM), Lexus Nexus and Holder Reporting systems;
· Reduce operating costs associated with the current paper-based processes; 
· Provide comprehensive management reports necessary to measure and manage workload. 
[bookmark: _Toc7712739][bookmark: _Toc21098119]Required Hardware, Software and Services
An overview of required hardware, software and services is provided below.
Software Required: 
· An unclaimed funds management software solution that meets the requirements identified in this supplement;
· All development, version control, and other software needed to complete the project; 
· License agreements for all proposed key software products that provide for upgrades, fixes to the base application software (as required), and support. The selected Contractor must agree to support the proposed unclaimed funds management software for each key software product for the term of the contract period and a fixed price for maintenance as prescribed in the cost proposal workbook. The offeror must provide written evidence of these commitments from all key software providers as part of its proposal. Additionally, UCF seeks software products with a one-time license fee for a perpetual enterprise license of the product. 
Services Required: 
· Configuration, modification and implementation of all functions of the proposed software to meet the requirements identified in this supplement; 
· Installation, configuration and implementation of all other proposed software necessary to implement the UCF solution; 
· Software support and maintenance. 
The UCF will agree to evaluate and assess all offeror-recommended operating systems or supporting software, as long as these recommendations fall within the State IT Computing Policy (Supplement 2). 
 The UCF will evaluate each Proposal for quality, regardless of project methodology. 

[bookmark: _Toc7182877][bookmark: _Toc7712740][bookmark: _Toc21098120]Deliverables
[bookmark: _Hlk5828404]The Division will accept Contractor deliverables based on submitted quality and in keeping with initially defined standards and content for Contractor deliverables.
The Contractor must provide deliverables to UCF at agreed-upon levels of completeness, content quality, content topic coverage and otherwise achieve the agreed purpose of the deliverable between UCF and the Contractor. For the avoidance of doubt, the deliverables contained in this Supplement as they pertain to the project and ongoing project services delivery will represent the minimum set of expected deliverables.
All items in this supplement that are marked with the sequentially numbered red identifier (e.g., Deliverable 000) will be considered formal deliverables inclusive of the elements of the deliverable. The Contractor must engage UCF early with development of formal deliverables.  The Division reserves the right to require the Contractor to provide drafts of deliverables for UCF review prior to final submission. 
[bookmark: _Hlk493871695]The offeror must note that the State is concerned with the delivery of timely, positive and successful implementation results. While meeting deadlines for completing milestones and deliverables are important and should not be missed, the State is interested in outcomes of the project activities that provide an acceptable level of quality, meets customer expectations, provide effective procurement functionality and a positive experience for the State users of the new Solution.

[bookmark: _Toc7182878][bookmark: _Toc7712741][bookmark: _Toc21098121]Offeror Project Team Requirements
[bookmark: _Toc7182879][bookmark: _Toc7712742][bookmark: _Toc21098122]Project Management
The Contractor must provide at least one fulltime functional Contractor Project Manager through the acceptance of the Unclaimed Property Management System project.  This Project Manager must work on-site at the UCF Location: Vern Riffe Center for the Arts: VRCFA, 77 South High Street, Columbus, Ohio 43215, through implementation. 
In the event of key staff turnover during the project, the Contractor will be responsible for making sure that knowledge transfer takes place between the exiting key staff to his/her replacement prior to the exiting staff member’s departure.
The Contractor must employ the proposed Project Manager as a regular, fulltime employee on the Proposal submission date and through acceptance of the Project.  
[bookmark: _Hlk5721027]
The offeror must include a copy of the proposed Project Manager’s resume as part of the response. 
· Meeting Attendance and Reporting Requirements. The Contractor's management approach to the Work must adhere to the following meeting and reporting requirements: 
· Immediate Reporting - The Project Manager or a designee must immediately report any staffing changes for the Work to the Work Representative (see: Attachment Four: Part Two: Replacement Personnel). 
· Attend Status Meetings - The Project Manager and other Work team members must attend status meetings with the Work Representative and other people deemed necessary to discuss Work issues.  The Work Representative will schedule these meetings, which will follow an agreed upon agenda and allow the Contractor and the ODOC to discuss any issues that concern them. 
· Provide Status Reports - The Contractor must provide written status reports to the Work Representative at least one full business day before each status meeting. 
· The Contractor's proposed format and level of detail for the status report is subject to the ODOC approval. 
· Prepare Monthly Status Reports - During the Work, the Contractor must submit a written monthly status report to the Work Representative by the fifth business day following the end of each month.  

[bookmark: _Toc7182880][bookmark: _Toc7712743][bookmark: _Toc21098123]Staffing Plan
The offeror must provide a staffing plan that identifies all the personnel/key staff by position that the offeror proposes and that are required to do the Project.  At a minimum, the offeror’s staffing plan must include biographical resumes for all key roles and positions and include project experience. The staffing plan must show each individual’s responsibilities and match the proposed Project key personnel to the activities and tasks that will be completed on the Project.  The Division is interested in the experience that staff possess in similar types of projects and the recency of the completed projects. At minimum, the Offeror’s proposal must identify the following Key Project Personnel: 
(1) Project Manager
The Division is interested in the experience that staff possess in similar types of projects and the recency of the completed projects.
The Contractor must provide a Project Manager for the Work. The Contractor must employ the proposed Project Manager as a regular, fulltime employee on the Proposal submission date and throughout the term of the Contract, including all renewals of it.  Additionally, the Contractor’s full-time regular employees must perform at least 30% of the effort required to complete the Work.  The Contractor may use its personnel or subcontractor personnel to meet the remaining 70% of the effort.
To accomplish the above, the Project Manager must possess strong written and verbal communication skills, leadership abilities, and the ability to identify areas of potential improvement and recommend solutions.

In addition, the offeror’s response must contain the following information:
· An organizational chart including any sub-Contractors and key management and administrative personnel assigned to this project.

· A contingency plan that shows the ability to add more staff if needed to ensure meeting the Project’s due date(s).

· The number of people onsite at State location(s) at any given time to allow the State to plan for the appropriate workspace.

· A statement and a chart that clearly indicates the time commitment of the proposed Key Project Personnel, inclusive of the Project Manager and the offeror’s proposed team members for this Work during each phase of the Project.


The offeror also must include a statement indicating to what extent, if any, project team members may work on other projects or assignments that are not State-related during the term of the Contract. The State may reject any Proposal that commits the proposed Project Manager or any proposed Key Project Personnel to other projects during the term of the Project, if the State believes that any such commitment may be detrimental to the offeror’s performance.

[bookmark: _Toc497735788][bookmark: _Toc497736551][bookmark: _Toc514414012][bookmark: _Toc514414227][bookmark: _Toc514414575][bookmark: _Toc514416016][bookmark: _Toc520750533][bookmark: _Toc521071177][bookmark: _Toc21098124]5.2.1	Key Project Team Roles and Responsibilities 
The following table(s) identify key Contractor roles and responsibilities that are deemed critical to the success of the Project and are required to be full time and dedicated only to this Project. The offeror, as part of their proposal, is required to identify these key positions and may also include other designated positions for support of the Project. 
Project Manager responsibilities include, at a minimum, the following:  
	Contractor Role
	Responsibilities

	Project Manager
	· The Contractor Project Manager (PM) must work directly with the assigned UCF Project Manager through the duration of the project.
· The Contractor Project Manager (PM) provides project oversight and administrative support for the Contractor team members through completion of the project.
· Provides overall work management for tasks under this Contract.
· Works with the UCF Project Managers to create, manage and update the Work Plan and Project Schedule.
· Manages overall quality and timeliness of the project deliverables and services
· Assures the quality of the processes used to manage and create project deliverables.
· Acts as the point of escalation for project issues.




In addition, the offeror’s proposal must identify all Key Project Personnel who will provide services as part of the resulting Contract. The State expects that the proposed named Key Project Personnel will be available as proposed to work on the Project. 
Resumes for the proposed candidates must be provided for all Key Project Personnel. Representative resumes are not acceptable. The resumes will be used to supplement the descriptive narrative provided by the Offeror regarding their proposed project team.
The resume (2-page limit per resume) of the proposed Key Project Personnel must include:
· Proposed Candidate’s Name
· Proposed role on this Project
· Listings of competed projects (a minimum of three references for each named Key Project Personnel) that are comparable to the scope of this Service or required similar skills based on the person’s assigned role / responsibility on this Service. Each project listed should include at a minimum the beginning and ending dates, client / company name for which the work was performed, client contact information for sponsoring Directors, Managers or equivalent level position (name, phone number, email address, company name, etc.), project title, project description, and a detailed description of the person’s role / responsibility on the project.
· Education
· Professional Licenses / Certifications / Memberships
· Employment History
In addition to providing a resume, the offeror must provide a detailed narrative highlighting the proposed Key Project Personnel possesses the necessary experience, education, training and professional certifications to successfully perform their assigned role/responsibility on the Project.

[bookmark: _Toc7182881][bookmark: _Toc7712744][bookmark: _Toc21098125][bookmark: _Hlk15474162]Iterative Work Products
The Contractor will be responsible for developing an iterative plan to implement project functionality, including the following required deliverables:
· Sprint Plan – The Contractor will be responsible for creating a “sprint plan” for each iteration which provides an estimated sprint schedule showing when functions will be developed and delivered.
· Sprint Deliverables – The contractor will be responsible for creating epics, user stories, acceptance criteria, and any associated tasks and other work items needed to facilitate the design development, and delivery of the project.
· Demo and UAT Readiness Notification – The Contractor will be responsible for providing written notification to UCF-designated staff and the UCF Project Manager that each sprint’s functionality is ready to be demonstrated for UCF and tested by the UCF’s designated testers. The length of time required for completion of UAT testing will be evaluated by the Contractor and the UCF, with the final decision belonging to the UCF;
· UAT Acceptance – The Contractor must obtain written acceptance from the UCF that each sprint has met a definition of “done” determined by the UCF. 
Contractor Deliverables.  Deliverables to be produced by the Contractor for each iteration must include the following: 
Sprint Plan
Sprint Deliverables
Demo and UAT Readiness Notification
[bookmark: _Toc21098126]Discovery
In this phase, the Contractor must work with the State to kick off the implementation process and ensure the following are addressed in establishing a blueprint for implementing the Solution. 
Project Kick-Off – Within thirty (30) days of date appearing on the Notice of Selection, the Contractor must coordinate with the UCF Project Manager to participate in a project kick-off meeting. The goal of this event will be to discuss and evaluate the Contractor’s proposed practices, methodologies and recommendations and ensure the Contractor’s understanding of their commitment to deliver the proposed solution for the project.  
· Develop, Update and Maintain Work Plan – Throughout the work effort, the Contractor must employ ongoing management techniques to ensure a comprehensive work plan is developed, executed, monitored, reported on, and maintained. The UCF encourages responses that demonstrate a thorough understanding of the nature of the work and what the Contractor must do to get the work done properly. The Offeror must submit a Work Plan Approach that the Offeror will use to create a consistent and coherent management plan for the work.  The Work Plan Approach must include detail sufficient to give the UCF an understanding of how the Offeror’s will: 
· Manage the Work;
· Guide Work Execution;
· Document Planning Assumptions and Decisions;
· Facilitate Communication among Stakeholders; and
· Define Key Management Review as to Content, Scope, and Schedule.
The Work Plan must allow sufficient time for UCF’s staff to review all work.  The Division will determine the number of business days it needs for such reviews and provide that information to the Contractor after award and early in the development of the Work Plan.  
· Update and Maintain Project Schedule – The project schedule submitted with the Contractor’s proposal must be updated and submitted in electronic and paper form to UCF for approval no later than thirty (30) days after receipt of a purchase order. The revised project schedule will become the Contractor’s master plan to implement the Contractor’s solution. The project schedule must include planned activities, events and milestones with measurable outcomes. The schedule must indicate milestones and the duration for each project iteration, define work steps to fully implement the Unclaimed Property Management System solution, and provide dates when all deliverables will be completed. The project schedule must be formally updated through acceptance of the Contractor’s solution. Timeline variances must be reported to UCF immediately along with a written strategy to ensure the completion of the proposed milestones. 
· Communication Plan – As part of the project management deliverable, the Contractor must develop a Communication Plan that demonstrates sufficient services to ensure timely and appropriate generation, collection, and dissemination of project information. This includes the communication protocols and procedures for reporting to UCF stakeholders regarding project issues, work activities, and deliverables. The Communication Plan must detail the Contractor’s procedures for assuring effective project management activities, specify all project management activities and responsibilities, and quantify how project progress will be measured and controlled.

Contractor Deliverables.  Deliverables to be produced by the Contractor at the outset of the project and updated throughout each iteration must include the following: 
Updated Work Plan 
Updated Project Schedule
Communication Plan
[bookmark: _Toc21098127]Design
The future solution must follow either NIST standards for federated identity management, and be capable of consuming OpenId Connect protocol, or Security Access Markup Language (SAML) 2.0 identity assertions, or be capable of consuming HTTP header identity assertions and leveraging it for SSO (Single Sign-On). HTTP header based identity assertions integration patterns include, but are not limited to, Trust Association Interceptor and Lightweight Third Party Authentication.

1. The future solution must follow either NIST standards for federated identity management, and be capable of consuming Security Access Markup Language (SAML) 2.0 identity assertions, or be capable of consuming HTTP header identity assertions and leveraging it for SSO (Single Sign-On). HTTP header based identity assertions integration patterns include, but are not limited to, Trust Association Interceptor and Lightweight Third Party Authentication.
1. The future solution must be capable of delegating user registration, business entity registration and business user registration to the State’s Enterprise Identity Management (EIDM) system. If the future solution has a local user repository, it must offer a published web services based API to allow State’s EIDM system to manage users in its local repository. The solution’s web services based API should include capability to add, modify, remove, suspend and restore users in its local repository. 
1. The future solution must support identity assurance levels 3 and 4 based on NIST 800-63-2 standards and be capable of supporting the emerging NIST 800-63-3 standard. The future solution must be capable of specifying criteria in the solution that should trigger Identity Proofing and Two Factor Authentication (2FA), so that it can be configured in the State’s Enterprise Identity Management (EIDM) system.  The future solution should also be capable of consuming Identity Proofing and 2FA services that are offered by State as NIST 800-63 Levels 2 and 3 compliant services. 
1. The future solution’s user interfaces should follow State of Ohio enterprise digital Style Guide framework for user interface design. The Style Guide is published at http://ux.ohio.gov
1. The future solution’s User Interface should be capable of integrating with State’s Portal platform based on IBM Digital Experience (DX) product stack. 
1. The solution should have logging that can integrate with the State’s Security Information and Event Management (SIEM) framework, to support report generation and alerting of State Security personnel both directly and via the State’s SIEM framework.
1. The future solution must provide support for a minimum of 256-bit TLS encryption for transport and must be configured to communicate using TLS/ SSL or other appropriate forms of encryption.
1. The future solution must be configurable to transmit transactional data to the State’s Fraud Detection framework, and be configurable to accept input from it as part of its transaction workflow.
1. The future solution must follow NIST 800-53 control standards for secure access to data and systems. 








[bookmark: _Toc21098128]Solution Configuration
From the analysis completed during the Discovery phase, the Contractor must configure a Solution that meets the needs of the State and approved requirements.  The Contractor must also be prepared to provide architectural and Solution blueprint information and documentation at the State’s request.   Prior to completing the configuration effort, the Contractor must work with the State on defining mutually agreed to acceptance criteria for the Solution.  The State is also interested in leveraging agile-like Solution reviews, where possible, during the configuration process.
Key tasks include:
· Configure and system test the solution.
· Build and test all required environments.
· Build training environment, if necessary.
· Create test conditions, scripts and scenarios.
The Contractor must test the configured Solution.  Defects that arise during system testing must be resolved prior to initiating user acceptance testing with the State.
The Contractor is required to affirm that system testing has been successfully completed.


[bookmark: _Toc21098129]Testing
The Test phase will check for all aspects of the Solution including but not limited to its functionality, performance, integration, and conversion of the relevant data. Test scenarios and scripts along with clear procedures must be prepared and available for each iteration of testing. Since the Solution could be deployed iteratively, it is important to note all functionality deployed to date will need to be tested to ensure the integrity of an integrated Solution.

The Contractor is accountable for all activities associated with System Test while the State will participate in these activities.
System Test focuses on the customizations, configurations, workflow and integrations. Test conditions and test scenarios to be included in the System Test must be mutually agreed upon by the Contractor and UCF. These scenarios will be based on an analysis of the requirements, changes, and modifications that are approved for implementation.

Once configured, the Contractor’s system must be subjected to integrated system testing to be coordinated with appropriate UCF staff.  At a minimum, the Contractor must perform the following activities during this phase:

· Develop System Test Plan
The Contractor must develop a System Test Plan with UCF that includes, at a minimum, the following:

· Scope of the testing (i.e., new functionality testing, regression testing, load testing and balancing) that clearly describe how the system functions, features, performance and interfaces must be fully tested; 
· A comprehensive set of test cases, scripts and scenarios developed with UCF and its designees;
· Inputs to the test, the steps and procedures in the testing process, timelines and the expected results;
· A description of the defect identification and resolution processes to be executed during the system test.
· A description of the Contractor and UCF staff roles and responsibilities during testing execution; and 
· An indication of all UCF and other partner resources needed;

 Execute System Testing

The Contractor must test all system functionality, including all interfaces that will be used with the solution. System testing must occur in an established test environment that mirrors the Contractor’s production environment.  To complete the System Test, the Contractor must perform the following with UCF:  

· Execute the System Test Plan;
· Work with UCF staff to function as system users during system testing;  
· Work with UCF to evaluate and validate all test outcomes;
· Provide system output and test outcomes to UCF as requested;
· Analyze and evaluate performance of all systems, telecommunication networks, hardware, and software;
· Perform all system modifications required to ensure system performance meets approved performance requirements;
· Document and resolve any errors encountered during system testing; if major defects are found during system testing, the entire test script must be re-initiated and the test period must begin again (e.g., a major defect is anything that stops the system/application from functioning or fails to deliver required functionality). Depending on the nature of the defect, related scripts may need to be re-initiated as well; and
· Provide adequate staff dedicated to testing support and problem resolution while the test is in progress.

The Contractor must provide UCF access to Defect and Resolution documentation as accumulated during system testing.

The Contractor is to be responsible for all unit, system, performance and regression testing, as well as Installation Verification Tests (IVT) for the UCF Unclaimed Property management System and system-related changes. Such changes must not be introduced into a Production environment until they have been through the complete test cycle in Dev/Test and approved by UCF after a successful UAT. 

Document System Test Results

-The Contractor must include a summary of the results of the System Test and provide any system recommendations in the Systems Test Results Document. 

The Contractor must provide access to:   
 
· Sufficient information to validate that the System Test has been successfully executed in accordance with the approved System Test Plan and that the tests performed adequately meet the approved requirements; and  
· All defects encountered during the System Test and their resolutions.  

[bookmark: _Hlk12364328]If test execution and/or results are deemed unacceptable by UCF, the Contractor must make modifications to appropriate systems and repeat the testing and approval process.  The Contractor is required to submit a written System Testing Statement to UCF affirming that System Testing has been successfully completed.  UCF must document the scope and duration of the test.

[bookmark: _Toc490550650]System Testing Execution (includes System Test Plan, System Test Results and System Testing Statement certifying that system testing was successfully completed).

[bookmark: _Toc7182882][bookmark: _Toc7712745][bookmark: _Toc21098130]Implementation 

[bookmark: _Toc21098131][bookmark: _Toc7182883][bookmark: _Toc7712746]Documentation and Training
[bookmark: _Hlk5827748]The Contractor will be responsible for ensuring that UCF staff are given appropriate, role-based training on all new software and the completed solution. The Contractor will also be responsible for providing the following documentation:
· System/Solution Architecture
· Technical Design
· Coding Standards
· Test Scripts provided for User Acceptance Testing
· User Manual – Standard Operating Procedures for the system;
· Reference Guide – A reference guide to help customers through the external application.
[bookmark: _Toc7182884][bookmark: _Toc7712747][bookmark: _Toc21098132]Meetings
The Contractor will conduct daily meetings with the project participants in order to review the work for the day, unless otherwise specified by UCF, for the duration of the project.
[bookmark: _Hlk5785453]Additional meetings may be requested at the discretion of the Division. 



[bookmark: _Toc7712749][bookmark: _Toc21098133]Operations / Project Close Out
During this task, transition of the system operations must occur. The Contractor must organize and turn over to the UCF all files, documents, project mapping and instructions and other project artifacts produced for use by the UCF Unclaimed Property Management System project within ninety (90) days after acceptance of the system and go live date, whichever is later.  ODOC will assess the operational readiness of all required operations components.  This will result in the establishment of the operational production environment in which all processes must be accurately and reliably executed.  
[bookmark: _Toc21098134]Customer Service
The Contractor will be required to provide Customer Service Help Desk support on state business days from 8:00 a.m. to 5:00 p.m. Columbus, OH local time, excluding State holidays, that will serve as a resource for state agency users regarding procedures and system issues. The Contractor must staff the Customer Service Help Desk throughout the day with the number of operators appropriate to meet the performance specifications defined in Section 13, Service Level Agreements.

[bookmark: _Toc21098135]Success
Success in the Unclaimed Property Management System project will be measured by the following metrics:
· Completion – All requirements in this Supplement have been met. The solution fulfills required functionality for the designated permit types;
· Quality – The solution must be able to pass User Acceptance Testing for the agreed-upon features and functionality. The solution must satisfy the business needs and objectives detailed in this Supplement;
· Timeliness – A solution must be delivered within the timeframe detailed in the Schedule section of this Supplement.

Contractor Deliverables.  Deliverables to be produced by the Contractor for the implementation of the project to be considered successful must include the following: 
System/Solution Architecture
Technical Design
Coding Standards
Test Scripts provided for User Acceptance Testing
User Manual – Standard Operating Procedures for the system;
Reference Guide – A reference guide to help customers through the external application;
Live Environment Setup 
Conversion reports
Signed Implementation Certification Letter
Final Acceptance Letter 
Project Close Out 
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The General Requirements are provided in the following pages. The Offeror must detail how it will meet all of the requirements defined in the matrix. The software requirements must be met with the proposed commercially available remittance processing software. 
The State has provided as part of the Requirements Matrix, a free form field labeled ‘Offeror Narrative’. Offerors must use this field to explain how their service meets the requirement for every requirement in the requirement matrix. Offerors may also use the free form field to convey any additional considerations or functionality it is able to provide and showcase Offeror capability to deliver or identify any Offeror requirements for the State. The Offeror must also provide a summary of any COTS products that will be used to meet the requirements. 
For each requirement identified in the General Requirements Matrix, the Offeror must use only one of the following response codes: 
· F - Requirement will be fully met through configuration of the proposed software solution (without extension or modification). 
· P - Requirement will be fully met through the use of third-party software bundled in the proposed software solution (without extension or modification). 
· M - Requirement will be fully met through modification of one or parts of the proposed software solution (specify extension or modification). 
· D - Requirement will not be met as part of the proposed solution. 
The following requirements include the minimum features/capabilities that are essential for the new system. All General Requirements are ‘mandatory’. The Offeror must select one response code for each requirement followed by a detailed description of how its proposed solution meets the requirement.
Offerors must highlight their approaches in the comment field and provide insights to the State as to benefits or limitations as well as rationale to the Approach and Level(s) of Effort.  Offerors must include text-oriented verbiage in this column to offer the State a complete Solution as required.  Simply repeating the requirement and agreeing to comply is an unacceptable response and may cause the Proposal to be rejected.
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	Reqmnt. Number
	Requirement Description
	(F) Fully Met - Configuration
	(P) Fully Met - 3rd Party
	(M) Fully Met - Modification
	(D) Not Met
	Offeror Narrative and Response
(This column MUST be completed for every requirement)

	
	
	
	
	
	
	

	 
	General Technical Requirements 
	 
	 

	G.1
	System must record notes and images on holder, holder reporting, unclaimed properties, finders, legal, investment, general ledger, claim and receipt levels.
	 
	 
 
	 
 
	 
	 

	G.2
	System must be end-user friendly by providing a sound operational framework that combines optimal screen appearances, efficient transaction recording and offers keyboard shortcuts (a keyboard shortcut is use of certain keys to route from one screen to another in the system).
	 
	
	
	
	

	G.3
	System must retain all historical records including holder reports, properties, claims, system notes, legacy data, user audit trails, etc.
	 
	
	
	
	

	G.4
	System must provide functionality to add or remove entries in reference tables or system parameters (e.g. adding a property type, adding a claim source, etc.) based on specific role.
	 
	
	
	
	

	G.5
	System must be role-based and provide an Administrator role with permission to assign roles to staff, as needed.
	 
	
	
	
	

	G.6
	System must calculate and pay interest on interest-bearing properties reported with an interest rate accordance with final court orders derived from the Sogg v. Zurz, 121 Ohio St.3d 449 (2009) and provide detailed reporting on interest made to claimants.
	 
	
	
	
	




	Reqmnt. Number
	Requirement Description
	(F) Fully Met - Configuration
	(P) Fully Met - 3rd Party
	(M) Fully Met - Modification
	(D) Not Met
	Offeror Narrative and Response
(This column MUST be completed for every requirement)

	
	
	
	
	
	
	

	 
	General Technical Requirements 
	 
	 

	G.7
	System must maintain content in compliance with the Accessibility Standards Guidelines as provided by the World Wide Web Consortium (W3C) Web Content Accessibility Content (WCAG) 2.0, Level A and Level AA as well as Title II of the Americans with Disability Act (ADA).  This is required by the State of Ohio Administrative Policy Information Technology IT-09, effective May 1st, 2017.
	 
	 
 
	 
 
	 
	 

	G.8
	System must auto-correct or populate fields when functionality is selected and can be turned on/off based on user preference.
	 
	
	
	
	

	G.9
	System must allow for fuzzy (wildcard) searches when searching for claimant or holder.
	 
	
	
	
	

	G.10
	System must allow for import and export in multiple formats (e.g. txt, xls, csv, Excel, hde).
	 
	
	
	
	

	G.11
	System must be cloud based with current mobile functionality.
	 
	
	
	
	

	G.12
	System must have data validation built into the management system (e.g. Lexis Nexis) 
	 
	
	
	
	

	G.13
	System must allow for setting up of different types of Groups such as Holders, Claimants, registered Finders, legal hold claims etc. 
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The functional requirements are provided in the following pages. The Offeror must detail how it will meet all of the requirements defined in the matrix. The software requirements must be met with the proposed commercially available remittance processing software. 
The State has provided as part of the Requirements Matrix, a free form field labeled ‘Offeror Narrative’. Offerors must use this field to explain how their service meets the requirement for every requirement in the requirement matrix. Offerors may also use the free form field to convey any additional considerations, showcase Offeror capability to deliver or identify any Offeror requirements for the State. The Offeror must also provide a summary of any COTS products that will be used to meet the requirements. 
For each requirement identified in the Functional Requirements Matrix, the Offeror must use only one of the following response codes: 
· F - Requirement will be fully met through configuration of the proposed software solution (without extension or modification). 
· P - Requirement will be fully met through the use of third-party software bundled in the proposed software solution (without extension or modification). 
· M - Requirement will be fully met through modification of one or parts of the proposed software solution (specify extension or modification). 
· D - Requirement will not be met as part of the proposed solution. 
The following requirements include the minimum features/capabilities that are essential for the new system. There are several designated functional requirements that are ‘mandatory’. The mandatory functional requirements do not allow the Offeror to select the “D” option in the following table. The Offeror must select one response code for each requirement followed by a detailed description of how its proposed solution meets the requirement. The Offeror may not simply state that the proposed solution will meet or exceed the specified requirements.
Offerors must highlight their approaches in the comment field and provide insights to the State as to benefits or limitations as well as rationale to the Approach and Level(s) of Effort.  Offerors must include text-oriented verbiage in this column to offer the State a complete Solution as required.  Simply repeating the requirement and agreeing to comply is an unacceptable response and may cause the Proposal to be rejected.
 

	 
	 
	Indicate with “X”
	 

	[bookmark: _Hlk18503438]Reqmnt. Number
	Requirement Description
	(F) Fully Met - Configuration
	(P) Fully Met - 3rd Party
	(M) Fully Met - Modification
	(D) Not Met
	Offeror Narrative and Response
(This column MUST be completed for every requirement)

	
	
	
	
	
	
	

	 
	Functional Requirements 
	 
	 
	 
	 
	 

	Holder Reports - All reports filed by entities are maintained in the existing database. Unclaimed Property holder information is maintained for an indefinite period and the database also maintains all annual reports and associated records remitted.

	F.1
	System must convert various types of holder reports (cash, securities tangible properties) to be readable by the system and recognizable in either the NAUPA I, NAUPA II or NAUPA 3 format. 
	 
	 
	 
	 
	 

	F.2
	System must link receipts to reports.
	 
	 
	 
	 
	 

	F.3
	System must provide functionality to balance the reconciliation of individual properties and linked receipts to the report totals.
	 
	 
	 
	 
	 

	F.4
	System must record multiple holder contacts (representatives) and allow a single contact to be linked to a specific holder report.
	 
	 
	 
	 
	 

	F.5
	System must generate and send template emails and letters/labels to a select group of holders or contacts.
	 
	 
	 
	 
	 

	F.6

	System must associate a contact with the contact’s job role at the company.
	 
	 
	 
	 
	 

	F.7
	System must process electronic holder reports received through a variety of media and websites, including manually entered reports.
	 
	 
	 
	 
	 

	F.8
	System must record reporting agent and report type on each individual report.
	 
	 
	 
	 
	 

	F.9
	System must provide functionality to generate standard and customized letters, labels, and emails.
	 
	 
	 
	 
	 

	F.10
	System must allow for configuration of letter and email templates
	 
	 
	 
	 
	 

	F.11
	System must provide a selection list of Holder contacts when sending correspondence. 
	 
	 
	 
	 
	 

	F.12
	System must not allow properties attached to a claim with an approved or paid status to be edited.
	 
	 
	 
	 
	 

	F.13
	System must not allow property to be approved and paid if it is on a report that is not cleared.
	 
	 
	 
	 
	 

	F.14
	System must allow multiple owners on a property to be listed individually, along with their specific relationship to the property (Primary/Joint, Remitter/Payee, etc.).
	 
	 
	 
	 
	 

	F.15
	System must provide a role-based permission to force-balance an out-of-balance report in certain circumstances which are identified from legacy data.
	 
	 
	 
	 
	 

	F.16
	System must save an unedited version of the electronic Holder report.
	 
	 
	 
	 
	 

	F.17
	System must track and report Voluntary Disclosure Agreements (VDAs). 
	 
	 
	 
	 
	 

	F.18
	System must calculate, generate and track penalty and interest.
	 
	 
	 
	 
	 

	F.19
	System must provide functionality to sort the data displayed within the report property batch by any entered field (amount, payor, description, etc ).
	 
	 
	 
	 
	 

	F.20
	System must provide for multiple Holders with the same FEIN as well as multiple reports in the same year for an individual Holder group. 
	 
	 
	 
	 
	 

	F.21
	System must provide functionality to link multiple subsidiaries to the parent company. 
	 
	 
	 
	 
	 

	F.22
	System must track and display changes to Holder names, addresses and FEIN.
	 
	 
	 
	 
	 

	F.23
	System must retain a centralized selection list of all reports and properties submitted by the Holder.
	 
	 
	 
	 
	 

	F.24
	System must provide search functionality in every fillable field at the Holder, report and property levels.
	 
	 
	 
	 
	 

	F.25
	System must provide delete functionality of a report by role assignment in its entirety in isolated incidents when a Holder notifies the Division of Unclaimed Funds (e.g. that their report is contaminated with errors and no claims have been paid out.).
	 
	 
	 
	 
	 

	F.26
	System must retain historical name of Holder prior names and associate those names with current Holder name.  
	 
	 
	 
	 
	 

	F.27
	System must replicate the Division of Unclaimed Funds Online Extension website.
	 
	 
	 
	 
	 

	F.28
	System must track, display and provide reporting on whether a Holder meets or misses the extension.
	 
	 
	 
	 
	 

	F.29
	System must alert staff of potential duplicate Holders through an alert of potential duplications or Holder information changes.
	 
	 
	 
	 
	 

	F.30
	System must allow different deadlines and extensions based on Holder type.
	 
	 
	 
	 
	 

	F.31
	System must alert supervisor/staff to review an extension requested by a Holder beyond the extension period.
	 
	 
	 
	 
	 

	F.32
	System must provide automated alerts to Holder contact during extension period.
	 
	 
	 
	 
	 

	F.33
	System must not allow automatic submission of extensions past the due date.
	 
	 
	 
	 
	 

	F.34
	System must allow reporting extensions as determined by the administrator past the original report due date.
	 
	 
	 
	 
	 

	F.35
	System must have hyperlinks to the Holder reports in a Holder account. 
	 
	 
	 
	 
	 

	F.36
	System must integrate with State reimbursement provider (OAKS). System must interface with the State Financial System (OAKS) for processing payment of claims and receiving payment information back into the system after claims are paid.  
	 
	 
	 
	 
	 

	F.37
	System must allow a user to inactivate a Holder in one step.
	 
	 
	 
	 
	 

	F.38
	System must allow a user to send out emails and/or print letters or labels to a select group of Holders or contacts.
	 
	 
	 
	 
	 

	Electronic Reporting

	F.39
	System must integrate with Ohio Business Gateway.
	 
	 
	 
	 
	 

	F.40
	System must provide for a secure internet portal, for use by Holders to submitting Unclaimed Funds Reports and Unclaimed Funds Negative Reports in an electronic format.
	 
	 
	 
	 
	 

	F.41
	System must alert Holders of errors (e.g. missing data in fields, non-filing period) to be corrected and reject reports submitted with errors or in improper format.
	 
	 
	 
	 
	 

	F.42
	System must cross-reference an electronic report to an electronic payment with a common identifying number.
	 
	 
	 
	 
	 

	F.43
	System must provide email notification of submission success or failure.
	 
	 
	 
	 
	 

	F.44
	System must provide user notification of Holder reports submitted, validated, and ready for processing.  
	 
	 
	 
	 
	 

	F.45
	System must allow a Holder to directly log in and either key or upload a report to their account and accept payment through this method.
	 
	 
	 
	 
	 

	F.46
	System must have an electronic payment module used by Holders to submit a report and remittance via an online session utilizing the state payment provider. 
	 
	 
	 
	 
	 

	Receipts - All unclaimed property (funds, securities and safe deposit contents) are received into the Program, posted to the existing database and are integrated, correlated and reconciled under a strict database accounting system.

	F.47
	System must provide functionality for recording and posting receipts of cash, securities, and tangible property. (e.g. receipt log, property log).
	 
	 
	 
	 
	 

	F.48
	System must provide search functionality in fillable fields on both batch and individual receipt levels.
	 
	 
	 
	 
	 

	F.49
	System must provide functionality to post receipts by batch and automatically assign consecutive receipt batch ID numbers.
	 
	 
	 
	 
	 

	F.50
	System must provide functionality for multiple users to post receipts at one time through individual batches
	 
	 
	 
	 
	 

	F.51
	System must provide balancing functionality for the reconciliation of individual receipts to the batch totals.
	 
	 
	 
	 
	 

	F.52
	System must link receipts to corresponding reports (which must include of cash safekeeping properties and stock properties).
	 
	 
	 
	 
	 

	F.53
	System must provide functionality to reverse a cash receipt received in error.
	 
	 
	 
	 
	 

	F.54
	System must allow an individual receipt to be split and linked to multiple Holder reports/stock transactions.
	 
	 
	 
	 
	 

	F.55
	System must provide a hyperlink between an individual receipt and the attached properties. 
	 
	 
	 
	 
	 

	F.56
	System must display the link (attachment) status of the individual receipts (i.e. fully linked, partially linked, not linked at all).
	 
	 
	 
	 
	 

	F.57
	System must provide functionality to remove a balance and edit receipt batches with audit tracking. (e.g. System changes, date of change, reason code).  
	 
	 
	 
	 
	 

	F.58
	System must provide functionality for adding, inactivating, deleting different types of receipts (reports, dividends, liquidations, royalties, safe deposit box cash, auction proceeds, etc). The system must allow the functionality to edit the names as necessary through permission-based roles.
	 
	 
	 
	 
	 

	F.59
	System must provide sort functionality of the data displayed within the receipt batch by multiple level sort field entries (amount, payor, description, etc.).
	 
	 
	 
	 
	 

	F.60
	System must provide functionality for accepting different forms of payment be included and functionality to add additional payment methods, delete or inactivate unused payment methods, and to change descriptions or names as necessary.  This must fall under permission-based role.  
	 
	 
	 
	 
	 

	F.61
	System must have the ability to remove the recorded receipt amount from asset revenue while maintaining the record in the receipt log.
	 
	 
	 
	 
	 

	F.62
	System must provide a hyperlink to navigate from receipt to report and report to receipt.
	 
	 
	 
	 
	 

	F.63
	System must allow user to move properties from one Holder report to another Holder report. 
	 
	 
	 
	 
	 

	Holder Request for Reimbursement

	F.64
	System must provide for a secure internet portal, for use by Holders to submit reimbursement requests.
	 
	 
	 
	 
	 

	F.65
	System must alert Holders of errors to be corrected and reject reimbursement requests submitted with errors or in improper format.
	 
	 
	 
	 
	 

	F.66
	System must cross-reference an electronic report to the claims database by common identifying fields. (e.g. last activity date, report year, remittance amount, account number)
	 
	 
	 
	 
	 

	F.67
	System must provide an option to exclude claimed properties that are pending or settled.
	 
	 
	 
	 
	 

	F.68
	System must allow for an exact or partial match.
	 
	 
	 
	 
	 

	F.69
	System must provide user notification of Holder reimbursement requests submitted, validated, and ready for processing. 
	 
	 
	 
	 
	 

	F.70
	System must allow a Holder to directly log in and upload the reimbursement file and supporting documentation to submit a Holder reimbursement request.
	 
	 
	 
	 
	 

	F.71
	System must have an electronic payment module for Holders, to submit a report and remittance in an online session utilizing the state payment provider. 
	 
	 
	 
	 
	 

	F.72
	System must provide email notification of Holder reimbursement submission success or failure.
	 
	 
	 
	 
	 

	Online Holder Report Extensions

	F.73
	System must provide a 30-, 60-, 90- or 120-day extension from the annual report due date based on Holder type and as determined by the administrator. (Only allow up to 120-day extension from the original report due date).
	 
	 
	 
	 
	 

	F.74
	System must require a valid email address as a precondition to requesting report extension.
	 
	 
	 
	 
	 

	F.75
	System must update the extension date in the Holder’s account upon acceptance /approval of extension report.
	 
	 
	 
	 
	 

	F.76
	System must alert supervisor/staff to review of an extension requested by a Holder beyond the extension period.
	 
	 
	 
	 
	 

	F.77
	System must not allow automatic submission of extensions beyond the due date.
	 
	 
	 
	 
	 

	Tracking of Holder Audits - Any Holder may be required to file an unclaimed property report with the Division. Many reports are filed voluntarily directly from the reporting business. Other reports are a result of an audit/examination or a Voluntary Disclosure.

	F.78
	System must provide the functionality to record audit information on unclaimed property audits to a Holder’s account.  Information may include firm name, date initiated, all property types, audit dates, issues encountered, audit periods, scanned documents, etc.
	 
	 
	 
	 
	 

	F.79
	System must provide the functionality to record Voluntary Disclosure Agreement (VDA) information including date filed, periods covered, reports received, entities covered under the VDA, etc. on a Holder’s account.
	 
	 
	 
	 
	 

	F.80
	System must provide the functionality to create VDA specific email/letter templates and the ability to revise templates as necessary or required. 
	 
	 
	 
	 
	 

	F.81
	System must provide the functionality to create VDA agreements utilizing a specific template.  The system also provides the ability to change the template language as necessary, and the ability to print or email agreement to Holder
	 
	 
	 
	 
	 

	F.82
	System must alert user that a VDA has been created and received.
	 
	 
	 
	 
	 

	F.83
	System must track noncompliant agreement terms of VDAs (Holder name, effective date of agreement, due date, filing date, amount, date variance and amount paid variance).
	 
	 
	 
	 
	 

	F.84
	System must track Join-in Audits with audit company where Ohio joins with other states on an audit through a contract auditor.
	 
	 
	 
	 
	 

	F.85
	System must provide electronic submission of Audit finding documentation by Holder using a secured environment.
	 
	 
	 
	 
	 

	F.86
	System must generate a confidentiality statement for medical Holders to be compliant with Health Insurance Portability and Accountability Act of 1996 (HIPAA), not limited to for medical establishments.
	 
	 
	 
	 
	 

	F.87
	System must maintain audit demographics (e.g.  audit number, Holder number & Holder name, supervisor, auditor in charge, type of audit, start and end dates, audit open and closed dates, and Holder contact information).
	 
	 
	 
	 
	 

	F.88
	System must track the audit status based on status entered (approx. 32 statuses) and date.
	 
	 
	 
	 
	 

	F.89
	System must be able enter multiple NAUPA property type codes and values, amount eliminated and liability, including total liability.  
	 
	 
	 
	 
	 

	F.90
	System must be able to calculate fines and penalties.
	 
	 
	 
	 
	 

	F.91
	System must provide functionality for scheduling, recording, updating, posting, tracking, and searching audit information on Holders. 
	 
	 
	 
	 
	 

	F.92
	System must allow an auditor to enter a Holder audit directly into the system using formulas from the current Excel workbook.
	 
	 
	 
	 
	 

	F.93
	System must automatically populate audit reminders for 30, 60, 110 day follow ups in the status record. 
	 
	 
	 
	 
	 

	F.94
	System must produce automated audit scheduling, follow-up and closing customized template emails.
	 
	 
	 
	 
	 

	F.95
	System must retain, identify and track all correspondence in the database allowing for collection and compilation of information for public record requests.
	 
	 
	 
	 
	 

	F.96
	System must have the ability to query by Holders to get Unclaimed Funds reporting data on different industries NAIC code.
	 
	 
	 
	 
	 

	F.97
	System must randomly select a Holder audit based on select criteria about the Holder.
	 
	 
	 
	 
	 

	F.98
	System must display a dashboard with audits schedule and status in the next upcoming configurable days by selected date range. 
	 
	 
	 
	 
	 

	F.99
	System must provide the capability to upload Holder responses to a secured environment by Holder.
	 
	 
	 
	 
	 

	F.100
	System must generate an Unclaimed Funds Negative Report for Holder to approve and sign.
	 
	 
	 
	 
	 

	F.101
	System must be able to query and print out audit status report by auditor and audit status.
	 
	 
	 
	 
	 

	F.102
	System must be able to reprint editable payment letter.
	 
	 
	 
	 
	 

	F.103
	System must allow auditors to complete an audit directly in system.
	 
	 
	 
	 
	 

	Claims - All unclaimed property received is added to the database and reconciled. It becomes eligible to be advertised and claimed by potential owners/heirs. The claims process, provided by law, is an integral part of the Program and will have a significant presence in the functionality of the new System.

	F.104
	System must search functionality for data fields (e.g. name, Social Security Number, tax ID number, property ID number, date of birth, dollar amount, account number, description field, etc.). 
	 
	 
	 
	 
	 

	F.105
	System must have the functionality of bulk processing of claims.
	 
	 
	 
	 
	 

	F.106
	System must allow search functionality for property address.
	 
	 
	 
	 
	 

	F.107
	System must provide sort and filter functionality of search results.
	 
	 
	 
	 
	 

	F.108
	System must generate a letter directly from a property, not requiring the property to be attached to a claim.
	 
	 
	 
	 
	 

	F.109
	System must allow multiple properties types to be attached to a claim (e.g. cash, securities, intangible properties).
	 
	 
	 
	 
	 

	F.110
	System must allow individual properties to be split among multiple claims.
	 
	 
	 
	 
	 

	F.111
	System must allow a property to be attached (but not paid) to multiple claims.
	 
	 
	 
	 
	 

	F.112
	System must allow entry of work history notes on a claim.
	 
	 
	 
	 
	 

	F.113
	System must to provide functionality for creating an itemized claim form listing all the properties with in a claim.
	 
	 
	 
	 
	 

	F.114
	System must provide storage and retrieval of email/letter templates for communication with claimants and Holders.
	 
	 
	 
	 
	 

	F.115
	System must provide the functionality to create, edit, print, emails, letters using pre-determined letter/email templates 
	 
	 
	 
	 
	 

	F.116
	System must provide functionality that calculated the outstanding balance due on a property.
	 
	 
	 
	 
	 

	F.117
	System must provide functionality that allows underpayments on a property, but not allow overpayments on a property/claim.
	 
	 
	 
	 
	 

	F.118
	System must provide functionality for calculating principal and interest on a property and displaying that information.
	 
	 
	 
	 
	 

	F.119
	System must NOT calculate interest on Holder reimbursement.
	 
	 
	 
	 
	 

	F.120
	System must provide the creation of a duplicate claim with modifiable fields (e.g. claimant information, properties and percentages).
	 
	 
	 
	 
	 

	F.121
	System must alert user that there is a duplicate claim of shared property.
	 
	 
	 
	 
	 

	F.122
	System must provide up to a four-level approval process based upon dollar parameters.
	 
	 
	 
	 
	 

	F.123
	System must provide an automated claims workflow process through an approval queue process, including viewing the imaged claim if present.
	 
	 
	 
	 
	 

	F.124
	System must provide search functionality on tax ID number (e.g. social security and FEIN format).
	 
	 
	 
	 
	 

	F.125
	System must alert claimant that claim was started and not completed after a configurable amount of days.
	 
	 
	 
	 
	 

	F.126
	System must provide functionality to add or remove properties on an unpaid claim.
	 
	 
	 
	 
	 

	F.127
	System must provide functionality to adjust the property claim payment (principal plus interest) by dollar amount, fraction or percentage.
	 
	 
	 
	 
	 

	F.128
	System must allow a single fraction or percentage entry to be applied to all properties on a claim when splitting properties among multiple claims.
	 
	 
	 
	 
	 

	F.129
	System must round to the nearest cent when splitting properties among multiple claims. 
	 
	 
	 
	 
	 

	F.130
	System must record notes on properties (e.g. document outreach efforts made in contacting the property owners).
	 
	 
	 
	 
	 

	F.131
	System must provide functionality to temporarily freeze a claim from being paid (i.e.: all types claims, property, court freeze order). 
	 
	 
	 
	 
	 

	F.132
	System must update the payment information for claims from the interface file received back from OAKS.
	 
	 
	 
	 
	 

	F.133
	System must provide the functionality to void or cancel a payment on a claim and have a reason code for cancelation or voiding of a claim.  Once updates have been made, the system must be able to re-issue the claim payment.
	 
	 
	 
	 
	 

	F.134
	System must display an employee’s individual production statistics for a selected date and or time range.
	 
	 
	 
	 
	 

	F.135
	System must be able to process claims with no cash value (e.g. claims containing tangible property, claims containing worthless shares, claims where shares of stock are being returned).
	 
	 
	 
	 
	 

	F.136
	System must be able to process claims where no check is being issued (e.g. funds transferred to another state agency through the state’s accounting system, de minimis claims).
	 
	 
	 
	 
	 

	F.137
	System must produce report in a format prescribed by Ohio Office of Budget and Management to identify amount of interest paid to individual claimants during each tax year requiring 1099 interest income reporting in accordance with the IRS code.  Report will be searchable and sortable. Integrated with Lexis Nexis validation. (Appendix A)
	 
	 
	 
	 
	 

	F.138
	System must allow more than one SSN and indicate which taxpayer is earning interest.
	 
	 
	 
	 
	 

	F.139
	System must have an evidence module that automatically populates claim requirements based upon the property types, amounts and type of claim (e.g. deceased, joint, etc.) 
	 
	 
	 
	 
	 

	F.140
	System must allow payments to international addresses.
	 
	 
	 
	 
	 

	F.141
	System must allow different types of addresses to be on file such as Remit To Address, payment address, mailing address, business address, etc.
	 
	 
	 
	 
	 

	F.142
	System must allow claim requirements to be generated and printed by the system on a claim, letter or instruction sheet, including flexibility for changes in the documentation required. 
	 
	 
	 
	 
	 

	F.143
	System must provide a grid format display of all properties and associated owners attached to a claim; this grid must provide functionality to sort and rearrange columns as desired.
	 
	 
	 
	 
	 

	F.144
	System must allow for electronic submission of documentation for inquiries and claims using a secured environment. 
	 
	 
	 
	 
	 

	F.145
	System must provide an alert on claims containing tangible property or unliquidated securities.
	 
	 
	 
	 
	 

	F.146
	System must assign claims to internal personnel based on business rules with exceptions for customized claim requirements (e.g. 40 claims always in examiner’s que).
	 
	 
	 
	 
	 

	F.147
	System must display the formula of an interest rate calculation for any property.
	 
	 
	 
	 
	 

	F.148
	System must calculate interest on properties reported with an interest rate in accordance with final court orders derived from the Sogg v. Zurz, 121 Ohio St.3d 449 (2009).
	 
	 
	 
	 
	 

	F.149
	System must allow for a public facing claim status lookup module.
	 
	 
	 
	 
	 

	F.150
	System must provide a public facing module with the ability to submit additional claim documentation.
	 
	 
	 
	 
	 

	F.151
	System must provide a hyperlink to document imaging system Intellivue for each claim indexed support documentation.
	 
	 
	 
	 
	 

	F.152
	System must allow authorized users to place various holds (i.e. legal hold) alerts on property and only allow authorized users to later remove them. Once a hold is placed, a claim cannot be paid until the hold is removed. 
	 
	 
	 
	 
	 

	F.153
	System must allow for assignment/selection of a claim type and designated workflow (e.g. Fast Claim, Attorney General, Child Support, International, Holder Reimbursement)
	 
	 
	 
	 
	 

	F.154
	System must track payments made in error and generate corresponding reporting. 
	
	
	
	
	

	F.155
	System must track correspondence associated to a claim giving approval, denial or drop of payment.
	
	
	
	
	

	F.156
	System must generate claim forms by County for CSEA garnishment claims from the annual data match provided for by statute pursuant to Ohio Revised Code, Chapter 5101:12-80 CSPC System.
	
	
	
	
	

	F.157
	System must have the capability of placing tags on claims and properties subject to pending bankruptcy.
	
	
	
	
	

	Fast Tracking Claims and Claims Status Look-up

	F.158
	System must receive electronic inquiries from identified external sources which use claimant-provided information (i.e. Ohio Department of Commerce website, Missing Money website). 
	 
	 
	 
	 
	 

	F.159
	System must compare claimant-provided information from external sources to UCF data and identity verification systems (i.e. LexisNexis) and establish a claim for review and determination, where possible.
	 
	 
	 
	 
	 

	F.160
	System must combine multiple electronic inquiries from the same owner into a single claim. 
	 
	 
	 
	 
	 

	F.161
	System must collect claimant’s contact information (e.g. address, email, phone number). If requested information is not provided, claim cannot be submitted for processing.
	 
	 
	 
	 
	 

	F.162
	System must provide a webpage for entering a property claim or checking the status of an existing property claim and displaying the claim status.
	 
	 
	 
	 
	 

	F.163
	System must allow for claims to be searched by Last or Business Name First Name, City Zip Code, Property ID, SS/FEIN.
	 
	 
	 
	 
	 

	F.164
	System must have a privacy statement for claimant regarding the protection of claimant’s Confidential Personal Information (CPI).
	 
	 
	 
	 
	 

	F.165
	System must provide verification of a claimant or relationship to property owner.
	 
	 
	 
	 
	 

	F.166
	System must confirm current address of claimant through a verification system. 
	 
	 
	 
	 
	 

	F.167
	System must cross-check for potential additional properties by claimant. 
	 
	 
	 
	 
	 

	F.168
	System must allow a claimant to check the status of a claim.
	 
	 
	 
	 
	 

	Intangible Property/Safe Deposit Box Contents - Unclaimed property received from reporting businesses may consist of intangible property/safe deposit box contents from financial institutions. The contents must be inventoried and can be claimed in their physical form. Safe deposit box contents which are not claimed in their physical form are eventually sold at auction and the Department is required to keep accurate documentation as to the disposition of all contents. All profits from auction items to be distributed among all auction items and deferred back to claimants.

	F.169
	System must assign unique, identifier numbers to each intangible property item and each corresponding safe deposit box.
	 
	 
	 
	 
	 

	F.170
	System must have the functionality to record and track location of inventory items using codes.
	 
	 
	 
	 
	 

	F.171
	System must allow the entry of a description for each intangible property item.
	 
	 
	 
	 
	 

	F.172
	System must allow the entry of an appraised value for items to be sold at an auction.
	 
	 
	 
	 
	 

	F.173
	System must link all safekeeping items contained within a safe deposit box to a single property.
	 
	 
	 
	 
	 

	F.174
	System must allow updates and display status, location and value of the intangible items.
	 
	 
	 
	 
	 

	F.175
	System must allow entry of names or initials of staff members involved in opening and inventorying the contents of a safe deposit box.
	 
	 
	 
	 
	 

	F.176
	System must allow recording of safe deposit box drilling and rental fees provided by the Holder.  Fees are to be deducted from the cash value of the property when the property is paid on a claim.
	 
	 
	 
	 
	 

	F.177
	System must establish auction lots based on provided criteria and parameters (e.g. safekeeping categories/property type, dates received, number of items and/or maximum value).
	 
	 
	 
	 
	 

	F.178
	System must use predetermined schedule to omit claims containing intangible items to be included in the auction, except for items contained on pending claims.
	 
	 
	 
	 
	 

	F.179
	System must return items to inventory not sold at auction or returned for non-deliverable. 
	 
	 
	 
	 
	 

	F.180
	System must be able to allocate auction proceeds for individual safekeeping items and returns to the claim that they originated from, becoming available as cash to the claimant.
	 
	 
	 
	 
	 

	F.181
	System must distribute auction fees among all auctioned items.
	 
	 
	 
	 
	 

	F.182
	System must link bonds contained in a safe deposit box of one individual to a separate property naming the registered owner of the bond. 
	 
	 
	 
	 
	 

	F.183
	System must provide barcoding of safekeeping items for inventory management.
	 
	 
	 
	 
	 

	F.184
	System must allow entry of the appraiser’s initials and date of appraisal on each safekeeping item to be sold at an auction.
	 
	 
	 
	 
	 

	F.185
	System must identify appropriate safekeeping items to be sold at an auction (i.e. U.S. Savings Bonds vs jewelry).
	 
	 
	 
	 
	 

	F.186
	System must allow entry or editing of estimated values, safekeeping descriptions, appraiser identification and allocation of auction proceeds without having to unbalance a report.
	 
	 
	 
	 
	 

	F.187
	System must post cash receipts through a batch transaction (e.g. receipts generated by cash received from safe deposit boxes). 
	 
	 
	 
	 
	 

	F.188
	System must alert staff via a work basket or dashboard when a safekeeping claim gets approved and settled.
	 
	 
	 
	 
	 

	F.189
	System must provide manual itemization of tangible property items for each property.
	 
	 
	 
	 
	 

	F.190
	System must update batch to indicate that checks were printed and mailed.
	 
	 
	 
	 
	 

	F.191
	System must allocate batch auction proceeds and bond redemption proceeds.
	 
	 
	 
	 
	 

	F.192
	System must notify user when a safekeeping claim gets approved and settled.
	 
	 
	 
	 
	 

	F.193
	System must allow safekeeping properties to appear as individual properties, apart from the safe deposit box inventory property (e.g. U.S. Savings Bonds, be linked to one another).
	 
	 
	 
	 
	 

	Document Imaging - The Division currently images Holder reports, claims documentation, securities documentation, and other documentation. 

	F.194
	System must interface with a documenting imaging application. 
	 
	 
	 
	 
	 

	F.195
	System must reference stored documentation via hyperlinks displayed within the unclaimed property system.
	 
	 
	 
	 
	 

	F.196
	System must provide role-based permissions for configurable index fields when retrieving an imaged document. These fields will include but are not limited to the claim number, claimant name and claimant social security number or Federal Employer Identification Number (FEIN). (This permission must be able to turn on or off these fields individually)
	 
	 
	 
	 
	 

	F.197
	System must be able to establish multiple links to an individual image (e.g. one imaged document supporting multiple claims).
	 
	 
	 
	 
	 

	F.198
	System must be able to interface with document imaging software to remove images in accordance with Unclaimed Property’s retention schedule.
https://das.ohio.gov/Divisions/General-Services/State-Printing-and-Mail-Services/Records-Management
	 
	 
	 
	 
	 

	F.199
	System must provide specified barcodes on claim forms to assist in the retrieval of data when imaging the document. Barcodes should be able to retrieve data such as claimant number.
	 
	 
	 
	 
	 

	F.200
	System must create a unique identifier (e.g. numbers for claim, report, Holder, audit, investment). 
	 
	 
	 
	 
	 

	F.201
	System must create tag for “original” submitted documents.
	 
	 
	 
	 
	 

	F.202
	System must be comparable with either a Code 39 or Code 128 type Barcode Information.
	 
	 
	 
	 
	 

	F.203
	System must segregate the image type based on claim, report and Holder.
	 
	 
	 
	 
	 

	F.204
	System must allow a user to attach electronic files (i.e. fax, email) to a claim, Holder report, or audit.
	 
	 
	 
	 
	 

	Outgoing Reciprocity Claims

	F.205
	System must be able to generate reciprocity claims and reports based upon the state code in the reported property owners’ addresses.
	 
	 
	 
	 
	 

	F.206
	System must allow additions to or removal of properties on a system-generated reciprocity report.
	 
	 
	 
	 
	 

	F.207
	System must allow inclusion or exclusion of certain types of properties (e.g. securities, tangible property).
	 
	 
	 
	 
	 

	F.208
	System must exclude any properties with multiple addresses in which more than one state is reported.
	 
	 
	 
	 
	 

	F.209
	System must be able to produce an encrypted Holder report in NAUPA, NAUPA II and NAUPA 3 format (e.g. hde, txt files).
	 
	 
	 
	 
	 

	Penalty & Interest 

	F.210
	System must have the ability to calculate penalty and interest in accordance with Unclaimed Property statute post penalty and interest fees due on Holder account, and create assessment invoices/notices to be sent to Holder.
	 
	 
	 
	 
	 

	F.211
	System must generate multiple assessment notices for a single Holder report in accordance with Division Counsel specific guidelines to meet due process requirements.
	 
	 
	 
	 
	 

	F.212
	System must be able to generate and print assessments in group individually and in batches.
	 
	 
	 
	 
	 

	F.213
	System must have the option to generate an assessment notice to be sent (paper, email, etc.) to the Holder. 
	 
	 
	 
	 
	 

	F.214
	System must provide functionality to post payments to penalty and interest assessments.
	 
	 
	 
	 
	 

	F.215
	System must provide functionality to adjust or waive penalty and interest assessments.  This must be a permission role-based item.
	 
	 
	 
	 
	 

	F.216
	System must allow Holder-provided changes to the Holder report (e.g. changes in last activity dates), which will lead to an adjustment in the assessment.
	 
	 
	 
	 
	 

	F.217
	System must produce a detailed calculation report showing the interest calculated on each property and the penalty calculation for the total amount of the report.
	 
	 
	 
	 
	 

	F.218
	System must lockdown interest rate table in system so that interest rates can only be altered by an administrator level user and track any changes made to the rates and by whom.
	 
	 
	 
	 
	 

	F.219
	System must allow reports to be generated showing past due assessments. 
	 
	 
	 
	 
	 

	F.220
	System must generate extrapolation for penalties and interest.
	 
	 
	 
	 
	 

	Legal and Fraud Tracking

	F.221
	System must record Holder name changes and be searchable by name (track over time in one file with most recent name to identify Holder file).
	 
	 
	 
	 
	 

	F.222
	System must record and track voluntary compliance and audit resolution agreements to the corresponding Holder file.
	 
	 
	 
	 
	 

	F.223
	System must allow addition of or removal of an alert on a claim and all corresponding properties found on a claim.
	 
	 
	 
	 
	 

	F.224
	System must track all RC 119 hearings and appeals related to claims. (e.g. Accountability processes, process to track payment errors, ability to “re-pay” claim). 
	 
	 
	 
	 
	 

	F.225
	System will generate standardized Ohio Revised Code 119 correspondence. 
	 
	 
	 
	 
	 

	F.226
	System must match the specified fields (e.g. first, middle and last name, address, phone, email, and original owner) with identified suspected fraud claims.  If there are matches the system must alert the user who will then make the determination to place an alert on the claim.
	 
	 
	 
	 
	 

	F.227
	System must alert and provide hyperlink to prior claim which triggered fraud alert.
	 
	 
	 
	 
	 

	F.228
	System must reference any potential fraud claim with claim ID and hyperlink to original claim.
	 
	 
	 
	 
	 

	F.229
	System must assign each fraud claim a unique case number in chronological order starting with the year as a prefix.
	 
	 
	 
	 
	 

	F.230
	System must pre-populate the Fraud Report Date that may be altered.
	 
	 
	 
	 
	 

	F.231
	System must allow a user to search fraud cases by select, configurable criteria (e.g. First Name, Middle Name, Last Name, Address, City, State, Zip code, Phone, Email, Original Owner).
	 
	 
	 
	 
	 

	F.232
	System must allow a user to add a legal review tag, provide notes, run reports for tagged properties/claims to halt claims from further processing without Legal approval. The system must assign that tag to all properties in the claim. System will allow user to run report(s) based upon legal tag type i.e. bankruptcy, litigation etc.

	 
	 
	 
	 
	 

	F.233
	System must have the ability to place litigation holds on properties and/or claims and reporting based upon the “tag”.  The tag must include the ability to add notes.  Once litigation hold is placed, it cannot be paid until role-based approval (designated user IDs). 
	 
	 
	 
	 
	 

	F.234
	System must provide annual data match by SSN reporting for CSEA and the Attorney General in conformity with R.C. 131.024 & 3123.88.  
	 
	 
	 
	 
	 

	F.235
	System must provide a means to place fraud alerts on a claim.
	 
	 
	 
	 
	 

	F.236
	System must print the response statement with a Child Support (CSEA) claim and standard form cover letter which will be saved and attached to the claim.
	 
	 
	 
	 
	 

	F.237
	System must track unclaimed properties identified in the annual data match with Child Support (CSEA) and place an alert/hold on the properties through a specified date.   The alert must be automatically removed post a specified date unless manually extended by an authorized user by role-based permissions.
	 
	 
	 
	 
	 

	F.238
	System must place Attorney General (OAG) Collections (e.g. Medicaid Estate Recovery) alerts based upon properties identified through data match.
	 
	 
	 
	 
	 

	F.239
	System must tag properties subject to garnishments and levies, such that the user knows that payments require special processing. System will allow user to run report for a designated day or time period for properties tagged as subject to garnishment or levy.
	 
	 
	 
	 
	 

	F.240
	System must have role-based ability to redact specific date range info and CPI from documents attached to public records requests.
	 
	 
	 
	 
	 

	F.241
	System must tag claims for non-payment based on a configurable property.
	 
	 
	 
	 
	 

	F.242
	System must be capable of redacting documents associated with a claim.
	 
	 
	 
	 
	 

	Outreach & Advertising

	F.243
	System must produce a report in an Excel format, to be used for outreach, of claimable properties based upon dollar amounts, reported county, and report date. 
	 
	 
	 
	 
	 

	F.244
	System must tag property to track that claim including the date of advertisement.
	 
	 
	 
	 
	 

	F.245
	System must “trigger” notification to staff user and automatically mark remaining owner properties to not be claimed and not be advertised.
	 
	 
	 
	 
	 

	F.246
	System must assign an advertisement identification number to the property.
	 
	 
	 
	 
	 

	F.247
	System must link properties to a news outlet or source of advertisement for the purpose of compliance of advertising policy.
	 
	 
	 
	 
	 

	F.248
	System must remove properties from future advertisement when properties have been claimed and paid.
	 
	 
	 
	 
	 

	F.249
	System must store and track the outreach events.
	 
	 
	 
	 
	 

	Securities - Unclaimed property received from reporting businesses may consist of securities (stock, mutual funds, bonds). The Department partners with a third-party custodian to handle and process securities it holds which may be claimed or liquidated while in the Department’s possession.

	F.250
	System must account for all types of securities, including: corporate stocks, dividend reinvestment plans, mutual funds and bonds.
	 
	 
	 
	 
	 

	F.251
	System must accept entries related to securities, such as: issue name, ticker symbol, CUSIP, security pricing history, etc.
	 
	 
	 
	 
	 

	F.252
	System must identify the custodian holding the securities.
	 
	 
	 
	 
	 

	F.253
	System must account for security transactions, such as sales, dividends, fractional share sales, mergers, spin-offs, stock, reverse stock, etc.
	 
	 
	 
	 
	 

	F.254
	System must accept adjustments entered by staff in posting transactions (e.g. include non- transferable security on a paid claim by adjusting the share balance to zero).
	 
	 
	 
	 
	 

	F.255
	System  allocate corporate actions and liquidations to the affected property owners based on the number of shares owned and adjust for rounding, if necessary.
	 
	 
	 
	 
	 

	F.256
	System shall provide tracking for situations where whole shares and fractional shares are held by custodians.
	 
	 
	 
	 
	 

	F.257
	System shall allow the entry of transactions in either a batch or directly to an individual property.
	 
	 
	 
	 
	 

	F.258
	System shall allow posting of transactions to be limited by specific reports or properties as well as the ability to isolate securities into separate custodians.
	 
	 
	 
	 
	 

	F.259
	System shall generate specific correspondence by extracting pertinent information from securities custodian data (e.g. liquidation request). (OPTIONAL)
	 
	 
	 
	 
	 

	F.260
	System shall link cash receipts, such as liquidations and dividends, to the posted security transaction.
	 
	 
	 
	 
	 

	F.261
	System shall allow for stock dividends as well as cash dividends to be added to the report, therefore added to properties OR added directly to the properties.
	 
	 
	 
	 
	 

	F.262
	System shall allow for cash receipts in lieu of fractional shares.
	 
	 
	 
	 
	 

	F.263
	System shall record stock values at certain intervals, configurable by the business, calculate penalty and interest and issue assessments.
	 
	 
	 
	 
	 

	F.264
	System shall be able to see sell batch in property view including when sale has not been finalized.
	 
	 
	 
	 
	 

	F.265
	System shall generate security sale batch by report or properties determined by user.
	 
	 
	 
	 
	 

	F.266
	System shall allow a user the ability to mark the security on the sell batch as “worthless” or “delisted” or delete the security from a record.
	 
	 
	 
	 
	 

	Investments: General Ledger

	F.267
	System shall provide functionality for creating a chart of accounts, as well as adding and updating accounts as required.  (e.g. receipts, journal entries, investments and deposits).
	 
	 
	 
	 
	 

	F.268
	System shall provide functionality for creating a chart of accounts, as well as adding and updating accounts as required.
	 
	 
	 
	 
	 

	F.269
	System shall provide functionality for creating a chart of accounts, as well as adding and updating accounts as required.
	 
	 
	 
	 
	 

	F.270
	System shall provide functionality to create, modify, and delete a journal entry prior to posting the journal entry.  
	 
	 
	 
	 
	 

	F.271
	System shall lock a journal entry once the general ledger month is marked balanced by an administrator. 
	 
	 
	 
	 
	 

	F.272
	System shall provide functionality such that imported receipts automatically create a journal entry ready to post.
	 
	 
	 
	 
	 

	F.273
	System shall provide functionality to record bank balances of investments with a ninety-percentage retention of treasury strips and CDs.
	 
	 
	 
	 
	 

	Accounting: General Ledger

	F.274
	System shall provide the ability to create and maintain a general ledger and the ability to setup and maintain a chart of accounts 
	 
	 
	 
	 
	 

	F.275
	System shall provide functionality to generate reports for all general ledger activities, accounts receivable activities, and accounts payable activities.
	 
	 
	 
	 
	 

	Accounting: Accounts Receivable

	F.276
	System shall provide the functionality for entry and posting of payments received to the appropriate customer/Holder/property accounts.   
	 
	 
	 
	 
	 

	F.277
	System needs to allow for creation of customer accounts.  Also needs to allow for updating information associated with the customer accounts.  
	 
	 
	 
	 
	 

	F.278
	System shall provide functionality to add, edit, void, delete fees to a Customer/Holder /Property accounts as necessary.
	 
	 
	 
	 
	 

	F.279
	System must provide functionality to reverse payments noting reason (such as NSF, returned by bank, etc.).
	 
	 
	 
	 
	 

	F.280
	System must provide functionality to correct payments posted through credit memos, adjustments, and reapplying a payment. 
	 
	 
	 
	 
	 

	F.281
	 System must provide the ability to apply payments manually through a batch process or to accept imported payments electronically directly into a journal that will be posted to the appropriate accounts.
	 
	 
	 
	 
	 

	F.282
	System must provide functionality to re-open a closed batch by a permission-based role.
	 
	 
	 
	 
	 

	F.283
	System must provide functionality to process multiple batches by individual users at one time.
	 
	 
	 
	 
	 

	F.284
	System must allow for multiple payment method options to include cash, check, money order, ACH, wire transfer, etc.  They must allow the ability to add additional payment methods as needed.
	 
	 
	 
	 
	 

	Accounting: Accounts Payable

	F.285
	System must provide the ability to create vendor accounts (claimants)must allow the ability to update information associated with the vendor account.  
	 
	 
	 
	 
	 

	F.286
	System must provide functionality to create invoices for payment on the vendor account.
	 
	 
	 
	 
	 

	F.287
	System must create a voucher file (INFO2) from outstanding vendor invoices in the system and interface that file to OAKS for processing.  (See Appendix A for file layout)
	 
	 
	 
	 
	 

	F.288
	System must receive and process a payment file (INFO3) from OAKS that contains payment information for all of the vendor invoices paid. The system  should post to the vendor (claimant’s) account updating the account with payment information from the file.  (See Appendix A for file layout).    
	 
	 
	 
	 
	 

	F.289
	System must update status of payment (issued, canceled, cashed, escheated, etc.) and include payment detail (check date, check number, etc.). This information will come from the OAKS file for claimant payments.
	 
	 
	 
	 
	 

	Reporting

	F.290
	System must allow ad hoc reporting on all data elements contained within the unclaimed property system.
	 
	 
	 
	 
	 

	F.291
	System must produce a report indicating the number of properties added to the system after a certain date and the dollar value of properties available to be claimed.
	 
	 
	 
	 
	 

	F.292
	System must produce a monthly data extract containing certain property information for the public to conduct searches through the Missing Money website as well as the State of Ohio’s websites.
	 
	 
	 
	 
	 

	F.293
	System must produce a report of filing extensions and whether companies were in compliance with request.
	 
	 
	 
	 
	 

	F.294
	System must produce a cash flow lag schedule report showing receipts received from reports in a particular year and claim payouts from those reports in subsequent years.
	 
	 
	 
	 
	 

	F.295
	System must produce a report that will show Holders that have filed in a decreasing/ increasing percentage based on user selected percentage input.
	 
	 
	 
	 
	 

	F.296
	System must create a report of Holder extensions and actual Holder filing date.
	 
	 
	 
	 
	 

	F.297
	System must create a flexible report to allow staff to determine the data elements contained within the newspaper advertising report.
	 
	 
	 
	 
	 

	F.298
	System must have the ability to report on Outreach for all listed below:
	 
	 
	 
	 
	 

	
	       Ohio advertisement statistics
	
	
	
	
	

	
	· Paid Items by County identification number
	
	
	
	
	

	
	· Unpaid items by County summary
	
	
	
	
	

	
	· Unpaid properties items by a select County
	
	
	
	
	

	
	       Unpaid properties by property amount
	
	
	
	
	

	F.299
	System must have the ability to report on Claims statistic by approval level in real time for all listed below:
	 
	 
	 
	 
	 

	
	· Report how many claims processed daily are approved and prepared for settlement same day. This will help locate the claim if it needs to be expedited.
	
	
	
	
	

	
	· Active and inactive claims per examiner with date, status and next steps.
	
	
	
	
	

	
	· Report of claims processed by dollar amount daily, monthly and yearly by group and by individual.
	
	
	
	
	

	
	· Average claims processed daily, weekly and monthly.
	
	
	
	
	

	
	· Total claims processed monthly and annually by examiner.
	
	
	
	
	

	
	· Evidence requested and how long the claim has been active since follow up.
	
	
	
	
	

	
	· Report on claims that may need follow up sorted by date range (ex: claims not updated in 10-20 days report).
	
	
	
	
	

	
	· Total active claims.
	
	
	
	
	

	
	· Total denied claims.
	
	
	
	
	

	
	· Date of activity since business reply received.
	
	
	
	
	

	
	· Time to complete a claim.
	
	
	
	
	

	F.300
	System must have the ability to report on Holders & Audits for all listed below:
	 
	 
	 
	 
	 

	
	· Contract Auditors – Revenue received on any timeline requested (daily, weekly, bi-weekly, monthly, etc.). Report should show the Contract Auditor, Amount Reported, Invoice Fee Paid, and Company Name.
	
	
	
	
	

	
	· In House Examinations - Show the total examinations by start date for each field auditor and each desk examinations.
	
	
	
	
	

	
	· Show the total examinations that show were the preliminary findings were presented on any timeline requested (daily, weekly, bi-weekly, monthly, etc.).
	
	
	
	
	

	
	· Show the total examinations that show where the closing review was completed and the findings reportable on any timeline requested (daily, weekly, bi-weekly, monthly, etc.).
	
	
	
	
	

	
	· For examinations that have been reported and paid by the Holder provide a summary total for field auditor and desk auditor of exams and amount paid on any timeline requested (daily, weekly, bi-weekly, monthly, etc.).
	
	
	
	
	

	
	· Show the number of audit commencement letters mailed out on any timeline requested (daily, weekly, bi-weekly, monthly, etc.).
	
	
	
	
	

	
	· Show the number of audits scheduled with the date on any timeline requested (daily, weekly, bi-weekly, monthly, etc.).
	
	
	
	
	

	
	· Show the number of audits rescheduled with the date on any timeline requested (daily, weekly, bi-weekly, monthly, etc.).
	
	
	
	
	

	
	· All these reports can be queried to compare with any user selected period timeline (period to previous period, on a daily, weekly, monthly, quarterly, semi-annual, yearly or any custom timeline selected).  
	
	
	
	
	

	
	Internal Audit Tracking - Report that shows the following:
	
	
	
	
	

	
	· Audit ID #, Auditor Name, Holder ID #, Holder Name, Holder Address, Holder Contact Name, Holder Email Address,  Holder Telephone Number, Scheduled Start Date, Fieldwork Start Date, Fieldwork Completion Date,  30 day Notice Date, 60 Day Notice Date, 110 Day Notice Date, Additional Follow up Date & Notes, 120 Day Expiration Date,  Closing Review Completed Date,  Holder Report Received Date, Closing Letter Sent Date, Amount Due, Appeal Receipt Date,  Appeal Hearing Date, Appeal Resolution, Selection Method, Notes Comments  
	
	
	
	
	

	
	· VDA’s - Show the Voluntary Compliance Agreement Revenue for each holder and company any timeline requested (daily, weekly, bi-weekly, monthly, etc.).  Report should show the following:
	
	
	
	
	

	
	· Company Name, Street Address, City, State, Zip Code, State of Incorporation, Description of Unclaimed Property, Beginning Reporting Period, Ending Reporting Period, Dollar Amount Reported, FEIN, Signor, Signor Title, Agreement Date, Report Due Date, Report Filed Date, Payment Date
	
	
	
	
	

	
	· Contract Auditors – Report should show the following:
	
	
	
	
	

	
	· Status (Approved or disapproved), Report Type, (Voluntary, Involuntary, Join In) Contract Examiner Name, Parent Company Name, FEIN, Subsidiary Company Name, FEIN, Company Address, Contact Name and Title, Examiner Contact Name and Title, Contact Examiner Email Address, Audit Scope, Approved Date, Letter Sent Date, Join-In States (Abbreviation), Approval/Disapproval Reason, Notes Comments
	
	
	
	
	

	
	 Audit Reports –
	
	
	
	
	

	
	· Audit Collections (Expected and Actual Findings for any date range selected.
	
	
	
	
	

	
	· Audit Detail Report (shows the details of a single audit).
	
	
	
	
	

	
	· Audit Follow Up Report (shows follow up needed based on preset communication timelines).
	
	
	
	
	

	
	· Listing of Holders Under Audit (for any date range selected).
	
	
	
	
	

	
	· Audit Receipts by Date Range.
	
	
	
	
	

	
	· Audit Status Report.
	
	
	
	
	

	
	· Audit Summary Report (shows finding due).
	
	
	
	
	

	
	· Audit Property Summary Report.
	
	
	
	
	

	
	· Audit Holder Notes by Date Range.
	
	
	
	
	

	
	Holder Property Summary by Tax ID.
	
	
	
	
	

	
	Holder Property Summary by NAUPA Type.
	
	
	
	
	

	
	Holders Not Reporting after Audit (selected by date range).
	
	
	
	
	

	
	Holder Tracking –
	
	
	
	
	

	
	· Extensions - A report that will show all extensions filed that can be queried by any timeline requested (daily, weekly, bi-weekly, monthly, yearly, report year, any time range etc.).  
	
	
	
	
	

	
	· Extensions Tracking – A report that will track the filing date of the holders that filed an extension and show holders that have filed and not filed.
	
	
	
	
	

	
	General Reports –
	
	
	
	
	

	
	· 1099 claimant interest reporting ad hoc, monthly and annually.
	
	
	
	
	

	
	· Unclaimed Funds Reporting History by NAUPA Codes and Year.
	
	
	
	
	

	
	· List Holder Reports Grouped and Sub-grouped by Type of Report.
	
	
	
	
	

	
	· Holders Last Report Received.
	
	
	
	
	

	
	· Holders Negative Report Listing.
	
	
	
	
	

	
	· Holder Listing of Negative Reports for Each Report Year.
	
	
	
	
	

	
	· Holders Who Have Only Reported A Negative Report.
	
	
	
	
	

	
	· Holders Assessed Penalties and /or Interest.
	
	
	
	
	

	
	· Holder Reports with Fees Paid by Date Range.
	
	
	
	
	

	
	· Holder Report versus Receipt (for adjustments).
	
	
	
	
	

	
	· Holder Reports Without Receipts (for any date range selected).
	
	
	
	
	

	
	· Holder Listing and Status (Active, Inactive).
	
	
	
	
	

	
	· Holder Listing Barcodes.
	
	
	
	
	

	
	· Holder Mailing Labels.
	
	
	
	
	

	
	· Holder Report Receipts by Year.
	
	
	
	
	

	
	· Holder Report Summary by Year (cleared and uncleared reports for any date range selected).
	
	
	
	
	

	
	· Holder Reporting Summary by Tax ID.
	
	
	
	
	

	
	· Holder Reporting Summary by Holder Type.
	
	
	
	
	

	
	· Holder Reports by Received Date Range.
	
	
	
	
	

	
	· Holder Last Report Submitted.
	
	
	
	
	

	
	· Holders Who Have Not Reported in a Specified Date Range.
	
	
	
	
	

	
	· Holders Who Have Reported in a Specified Date Range.
	
	
	
	
	

	F.301
	System must have the ability to report on Accountability, Safekeeping, and Compliance for all listed below:
	 
	 
	 
	 
	 

	
	
	
	
	
	
	

	
	       Aggregate Properties by Fiscal Year - Lists all aggregate cash amounts received during a fiscal year.
	
	
	
	
	

	
	       Aggregate Properties by Year and Type - Lists aggregate properties by year and type.
	
	
	
	
	

	
	       Check Entry by Batch Date - List check entry batch information by batch date.
	
	
	
	
	

	
	       Check Entry by Batch ID - List check entry batch information by Batch ID number.
	
	
	
	
	

	
	       Claims on a Holder Report - Prints counts, totals, amounts of property paid on single holder report.
	
	
	
	
	

	
	       Claims Paid by Date - Prints a list of claims paid by payment batch date.
	
	
	
	
	

	
	       Daily Deposit - Shows the Daily Deposit Ledger for Bank.
	
	
	
	
	

	
	       Daily Receipt Log - This report is not in Report Manager it is ran out of UPS2000/Receipts tab.
	
	
	
	
	

	
	       Data Entry vs Import Report - Gets count of properties, owners and reports by report input type, username and selected date range.
	
	
	
	
	

	
	       General Ledger Detail - Gives detail on the ledger account for a certain time.
	
	
	
	
	

	
	       General Ledger Summary - Shows Account numbers and balances by a particular time period.
	
	
	
	
	

	
	       Holder - Reporting Summary - Summary of all reports reported by a Holder.
	
	
	
	
	

	
	       Holder Batch Report- List all properties on a Holder report. Useful for data entry validation.
	
	
	
	
	

	
	       Holder Batch Report (Simple format) - Simple listing of properties in a given Holder report. Designed to fit in a single row per property for easy export to Excel.
	
	
	
	
	

	
	       Holder Report Summary by Year - List Holder report information including shares for both cleared, uncleared or both by year for a date range.
	
	
	
	
	

	
	       Holder Reporting Summary by Tax ID - Prints a summary of all reports reported by a single Tax ID Number.
	
	
	
	
	

	
	       Holder Reporting Summary by Type - Prints summary information per Holder for a specific Holder type.
	
	
	
	
	

	
	       Holders Granted Report Extensions - List Holders that have been granted extensions.
	
	
	
	
	

	
	       Holders Reported Mailing List - Holder contact and addresses for Holders who have reported in a specific date range.
	
	
	
	
	

	
	       Imported Reports in Batch - List reports and Holders in Import Batch, grouped by batch number.
	
	
	
	
	

	
	       Investment Maturity Schedule - Lists Investments for a specified date.
	
	
	
	
	

	
	       NAUPA FTP Batch report - Displays Holder information, uploaded file name and uploaded date by NAUPA batch ID.
	
	
	
	
	

	
	       Negative Reports by Received Date Range - Lists Holders that have filed none (zero) reports for a specified period.
	
	
	
	
	

	
	       OH Stock Amounts Received by Fiscal Year - Lists security amounts received by transaction date.
	
	
	
	
	

	
	       Pay In Deposit Detail - Prints list of Pay Ins within a selected date range.
	
	
	
	
	

	
	       Penalties on a Report - Provides a summary of penalties on a report.
	
	
	
	
	

	
	       Pending Web Submitted Reports for OH - Prints list of Holder reports submitted via web that aren’t sent to UPS2000.
	
	
	
	
	

	
	       Properties Available for Claim by Owner Name - Prints a list of all properties for an owner name that are not claimed.
	
	
	
	
	

	
	       Properties Available for Claim by Owner Type - Lists by Owner time by date range.
	
	
	
	
	

	
	       Properties Available for Claim by Zip - Prints a list of all properties in a zip code that are not claimed.
	
	
	
	
	

	
	       Properties Loaded by User - Displays the number of properties loaded by system user for a particular time period.
	
	
	
	
	

	
	       Properties Reported by Property Type - Prints a summary of properties reported by property type. Includes summary of amount remitted and a count of properties for each property type.
	
	
	
	
	

	
	       Properties Reported by Property Type and Holder - Prints a summary of properties reported by property type, Holder, and report ID/year. Includes summary of amount remitted and a count of properties for each property type.
	
	
	
	
	

	
	       Receipts Distribution - List all split amounts for one or more receipts.
	
	
	
	
	

	
	       Receipts Not Deposited for Ohio - Lists receipts not linked to a deposit.
	
	
	
	
	

	
	       Receipts not Split - List receipts not yet linked.
	
	
	
	
	

	
	       Receipts Out of Balance - List all system receipts where the detail receipts do not match the deposit header.
	
	
	
	
	

	
	       Reciprocal Estimate by State - Prints a list of all states with totals of properties and cash values of properties to be reciprocated.
	
	
	
	
	

	
	       Report Import Batches Not Closed - Prints list of all report imports batches that have not yet been sent to production.
	
	
	
	
	

	
	       Reports not fully split - Shows all reports that have not been assigned a receipt or not fully split considering deductible fees.
	
	
	
	
	

	
	       Reports without receipts - Prints list of Holder reports that have not submitted receipts.
	
	
	
	
	

	
	       Safekeeping Available Inventory by Basic Listing - Provides one line per record of all non-sold, non-destroyed, non-claimed tangible inventory grouped by location.
	
	
	
	
	

	
	       Safekeeping by Box Inventory - Lists Safekeeping based on Box Inventory and grouped by Inventory status and Property ID.
	
	
	
	
	

	
	       Safekeeping Inventory - Lists Safekeeping property items.
	
	
	
	
	

	
	       Safekeeping Inventory by Location - Prints a report of all items in a given location.
	
	
	
	
	

	
	       Safekeeping Items Held - Generates a list of safekeeping items that do not have transactions (sales, disposals or claim releases).
	
	
	
	
	

	
	       Unbalanced Safekeeping Reports Report - Displays the count of properties and safekeeping items for safekeeping reports that are not balanced.
	
	
	
	
	

	
	       User Productivity Report - Displays detailed information by user by area.
	
	
	
	
	

	
	       Fiscal Year – Receipts which prints a report of dollar values and shares received within a selected date range and subtotals by each receipt type.
	
	
	
	
	

	F.302
	System must have the ability to report on Support Services for all listed below:
	 
	 
	 
	 
	 

	
	       Claims assigned to user in baskets
	
	
	
	
	

	
	       Claims processed by operator
	
	
	
	
	

	
	       Claims status by selected users
	
	
	
	
	

	
	       Inactive claims grouped by claims processor
	
	
	
	
	

	
	       Properties loaded by user
	
	
	
	
	

	
	       Holder batch report
	
	
	
	
	

	
	       Stock summary with no posted proceeds
	
	
	
	
	

	F.303
	System must have the ability to report on all outstanding Statewide unclaimed funds between a select period.
	 
	 
	 
	 
	 

	F.304
	System must have the ability to report on Accounts Receivable for all listed below:
	 
	 
	 
	 
	 

	
	       Batches Processed – listing batch number (in numerical order) processed date and user initiating the batch.
	
	
	
	
	

	
	       Batch Postings – listing all transactions posted by batch number (in numerical order), by user, date with GL code and detail of payments.
	
	
	
	
	

	F.305
	System will generate reporting including Ad hoc reporting on claims tagged by Legal.
	 
	 
	 
	 
	 

	F.306
	System will generate reporting on garnishments processed by date, property, reported owner and amount.
	 
	 
	 
	 
	 

	F.307
	System will provide reporting on 119 hearings.
	
	
	
	
	

	F.308
	System must allow reports to be generated showing past due assessments.
	 
	 
	 
	 
	 

	Interfaces

	F.309
	System must send and receive files to Office of Budget Management. (OBM). (see Appendix A for file layout).
	 
	 
	 
	 
	 

	F.310
	System must send and receive files to Ohio Attorney General (OAG). (see Appendix A for file layout).
	 
	 
	 
	 
	 

	F.311
	System must interface with Ohio Business Gateway (OBG) and provide the functionality to download electronic Holder reports (Sum and None Reports). (see Appendix A for file layout).
	 
	 
	 
	 
	 

	F.312
	System must send and receive files to Ohio Department of Job and Family Services (ODJFS). (see Appendix A for file layout).
	 
	 
	 
	 
	 

	F.313
	System must send and receive files from the state’s accounting system currently known as OAKS for processing and issuance of unclaimed property claim payments. (see Appendix A for file layout).
	 
	 
	 
	 
	 

	F.314
	System must create, send, receive and import a file for interface with Missing Money website.
	 
	 
	 
	 
	 

	F.315
	System must interface with Department management document imaging system, Intellivue.
	 
	 
	 
	 
	 

	Security/Internal Controls - (See Appendix B for full requirements)

	F.316
	System must reconcile the value of the property records daily; in general, each day will begin with the prior day’s balance and when properties are loaded (added) or paid (subtracted), the prior day’s balance will be increased and decreased to resulting in the current day’s balance.
	 
	 
	 
	 
	 

	F.317
	System must provide reports daily to ensure the integrity of the system’s data.
	 
	 
	 
	 
	 

	F.318
	System must provide and maintain detailed balancing and reconciling functions throughout the transactions and functions of the program and data tables.
	 
	 
	 
	 
	 

	F.319
	System must prevent staff who process Holder reports and establish claims from approving a claim containing property from a report processed by the same person.
	 
	 
	 
	 
	 

	F.320
	System must enforce an approval process requiring two to five independent approvals for each claim, depending on the dollar amount of the claim.
	 
	 
	 
	 
	 

	F.321
	System must require complex passwords and require that passwords be changed periodically (frequency to be determined by business).
	 
	 
	 
	 
	 

	F.322
	System must house data in the United States if the system is cloud based and FedRAMP certified.
	 
	 
	 
	 
	 

	F.323
	System must encrypt data at rest and in transit with strong encryption per Ohio ITS-SEC-01. 
	 
	 
	 
	 
	 

	Data Conversion

	F.324
	Vendor must provide a data conversion strategy to convert the data from the current system to the proposed system, providing reconciliation to ensure no records are lost or corrupted in the conversion.
	 
	 
	 
	 
	 

	F.325
	Vendor must identify problems encountered during the conversion process and identify a resolution.
	 
	 
	 
	 
	 

	F.326
	Vendor is responsible for data mapping, conversion, translation and loading all data from the current system to the new system.
	 
	 
	 
	 
	 

	F.327
	Vendor must provide data migration 
plan documentation illustrating the data mapping, conversion, translation and loading of data from the current system to the new system.
	 
	 
	 
	 
	 

	F.328
	Vendor must initiate and complete conversion on a weekend to minimize the disruption to the operations of the Division of Unclaimed Funds.
	 
	 
	 
	 
	 

	F.329
	Vendor produce a document of data records for cleanup.
	 
	 
	 
	 
	 

	F.330
	Vender must migrate claim tracking spreadsheet data into the new system.
	 
	 
	 
	 
	 

	F.331
	Vendor must migrate bond master spreadsheet to make each individual bond its own property during conversion
	 
	 
	 
	 
	 

	F.332
	Vendor must convert data from current Fraud Database.
	
	
	
	
	

	F.333
	Vendor must convert data from current Holder Online Extension website.
	
	
	
	
	

	F.334
	Vendor must convert data from current document management imagining system (currently Intellivue).
	
	
	
	
	

	F.335
	Vendor must adhere to Division record retention policy. 
https://das.ohio.gov/Divisions/General-Services/State-Printing-and-Mail-Services/Records-Management
	
	
	
	
	

	Finders

	F.336
	System must track money finders. (i.e.: agreements, claims, registrations, note misconduct, those who have been denied).
	
	
	
	
	

	F.337
	System must allow for registration of finders.
	
	
	
	
	

	F.338
	System must store and have search functionality of finder listings.
	
	
	
	
	

	F.339
	System must allow Finders to upload agreements for review.
	
	
	
	
	

	F.340
	System must have a workflow for Finder Registrations and the review of Finder Agreements.
	
	
	
	
	

	F.341
	System must have the ability to auto-generate and manually generate correspondence to Finders.
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[bookmark: _Toc7449906][bookmark: _Toc7713532][bookmark: _Toc21098139]Managed Services
The Contractor will be responsible for providing the overall delivery of managed services described in this RFP. The Contractor must follow proven quality assurance processes and procedures for the delivery of services to the Division. The Offeror should note that managed services and operational support responsibilities will begin with the initial release of functionality into the production environment.
[bookmark: _Toc7449907][bookmark: _Toc7713533][bookmark: _Toc21098140]Technology, Process, and Services Optimization
The Contractor must review the current environment inclusive of operating processes, hardware, network, software, infrastructure, security, back-up and other ancillary technical components that comprise the Unclaimed Property Management System application no less frequently than quarterly and maintain a technology, process and service optimization plan with the Division.  As part of the overall operational responsibility for the existing environments, the Contractor’s plan must demonstrate that it will meet service levels, operational performance, technical and personnel (both UCF and Contractor) capacity to ensure that UCF is provided a high level of service value, operational reliability and stability as well as best use of the resources that comprise and operate the application. The Division expects the underlying technology to be kept current during the full term of the contract.
The Contractor must keep UCF informed of all new releases of the application, identify and provide training/instructional material regarding new features and functionalities developed for other clients. If a new release contains new features and functionalities, UCF reserves the right to enable or disable such features and functions as part of any separate project-related enhancement service. 
[bookmark: _Toc7449908][bookmark: _Toc7713534][bookmark: _Toc21098141]Steady-State Run Services
The Contractor must manage, operate, maintain and provide on-going support of the Unclaimed Property Management System application, as implemented and deployed by the Contractor, during the term of the contract. 
From time to time, UCF may have exception processing requirements referred to in this Supplement as either a peak period or black-out period during which time no changes will be permitted to operational systems that may introduce unintended slow-downs, service interruptions or diminished service levels. During these periods, the Contractor is expressly prohibited from making any changes to a production environment without UCF approval, with the exception of those changes as required to affect the restoration of service in a declared emergency or outage condition. 
Run service notification requirements include, at a minimum:
· Establish and maintain an emergency notification process to notify key UCF staff of pending problem areas, for example virus or malware infection, to escalate problems; and
· Provide a periodic status notification to UCF for service outages of mission critical systems as required by the Service Level.
[bookmark: _Toc7449909][bookmark: _Toc7713535][bookmark: _Toc21098142]Operational Run Book
The Contractor must develop and maintain an operational “run book” specific for UCF hosted components of the solution to manage production operations.  In general, these functions are executed on a daily, weekly and monthly basis. The Contractor must maintain this run book as part of operational responsibilities.
The Contractor must assign an individual to be the single point of contact to UCF for the run book development and maintenance. The Division will review and approve the proposed run book.
The run book, at a minimum, must include: 
· A high-level overview of the processes requiring UCF involvement;
· Operations schedule for relevant job processing, report generation, integrations and other regularly scheduled and routine tasks associated with the Contractor performing services in this area; and
· The UCF and Contractor responsibilities during the term. 
[bookmark: _Toc7449910][bookmark: _Toc7713536][bookmark: _Toc21098143]Break/Fix Support
The Contractor must:
· Track, monitor and provide remediation for in-scope solution defects and issues;
· Identify any defects or issues being resolved for other Contractor clients;
· Identify and implement required system or configuration changes to address solution defects; 
· Maintain solution documentation (technical specifications and testing documentation) as well as a compendium of common problems, root causes and remedy to aid in the identification and remediation of underlying system issues;
· Test changes to confirm resolution of defects;
· Identify, specify and system test as applicable third party supplied patches and fixes for third party supplied packaged systems software (including OS, BIOS, microcode, patches, service packs and similar), as well as new releases.; 
· Support UCF in performing applicable acceptance testing or review of any changes arising as a result of break/fix or patch/release; and
· Ensure compliance with any new State legislation mandate, State security mandated patches, or system levels and system enhancement turnaround time required. Given the nature of the security mandate the Contractor must report to UCF in writing any risks or issues that the Contractor becomes aware of in providing service to UCF. For example, patches designed to address immediate or active security issues may be scheduled for a near-real-time release, where other less pressing releases may be implemented during a scheduled maintenance or outage period.
[bookmark: _Toc21098144][bookmark: _Toc7449911][bookmark: _Toc7713537]Unclaimed Property Management System Application Support 
For the Unclaimed Property Management System application, inclusive of all performance, technical, integration and functional aspects, the Contractor must:
· Maintain the performance, availability and stability of the solution. The Contractor must schedule its implementation of changes so as not to unreasonably interrupt UCF business operations;
· Contractor will make no changes that would materially alter the functionality of the systems used to provide the services or materially degrade the performance or SLAs as established of the services, without first obtaining UCF approval. 
· In the case of an emergency, and in keeping with State security policies in effect, the Contractor may make temporary changes at any time and without UCF approval, to the extent such changes are necessary, in the Contractor’s judgment, (i) to maintain the continuity of the services, (ii) to correct an event or occurrence that would substantially prevent, hinder or delay the operation of UCF critical business functions; and (iii) to prevent damage to the Contractor’s network. The Contractor will promptly notify the UCF of all such temporary changes. At the conclusion of the emergency the Contractor will restore any changes to the pre-emergency state, and if the change is deemed necessary for normal operation of the system, a corresponding change request must be initiated for UCF review and approval. The Contractor must review and perform a root-cause analysis of any deviation from any scheduled or failed changes;
· Prior to the implementation of an enhancement, Contractor must perform all necessary testing to verify that the item is operating substantially in conformance to its specifications, and is performing its intended functions in a reliable manner in keeping with the defined Service Levels in effect at the time of the change; 
· Reasonably accommodate the UCF testing, review and approval processes prior to promoting these solution components in the production environment;
· For all production and non-production environments (including environments that support systems development, testing, training, demo, QA and otherwise) monitor those environments, apply patches, and administer the system logs;
· Upon the creation of any environment for UCF use, the Contractor must (unless excused in writing by the UCF) include these environments in regularly scheduled backup, maintenance, update/upgrade, patching, monitoring/reporting functions prior to productive use by the UCF and until the use of this environment is no longer required by the UCF;
· Identify to the UCF any issues that may adversely impact the UCF in-scope environment and operational requirements and any that require analysis of the technical components of the system, including the applications, databases, ancillary and systems software and hardware;
· Conduct after-action reviews with the UCF for corrections to performance, functional, integration or technical issues with in-scope environments or operations and incorporate resulting changes into ongoing continuous improvement initiatives;
· Perform technical activities including but not limited to: system code/object migrations, patch implementations, testing, performance tuning, log administration, data copies and exports, integrations and scheduled reporting/ETLs, and responsibility for issue resolution such that migrations into production will be executed at agreed periodic intervals and other production changes will be scheduled during the maintenance window. The Contractor must follow a mutually agreed, formalized and published methodology for migrations into production;
· Application and system software/hardware upgrades for in-scope services must not impair the Contractor’s ability to meet the Service Levels;
· Maintain an e-mail listing for the service owners of the UCF application including third party solution components. When there is an unscheduled outage or reduction in required performance of the UCF application, the Contractor must promptly notify the appropriate business and service owner contacts of an outage and restoration of service in accordance with the run book or other supporting documents;
· Monitor system use/capacity, forecast capacity and review the UCF growth plans during periodic service review meetings, and if requested due to an unforeseen requirement, participate in the required number of ad-hoc reviews coinciding with these new requirements and infrastructure needs to correctly plan for capacity – periodic capacity increases as well as burst requirements; 
· Monitor all third-party software vendors and vendor services for proactive notification of all applicable patches and updates. When new UCF-impacting items are released, they must be tested by the Contractor in its protected test environments, and jointly scheduled with the UCF for installation during the next scheduled maintenance window. A priority update window may be required in advance of schedule if a patch or fix is deemed to be critical or security related. 
· Manage the security functions related to the solution including administrative access and passwords and the related security controls to maintain the integrity of the solution, based on the Contractor’s standard security processes.
[bookmark: _Toc7449912][bookmark: _Toc7713538][bookmark: _Toc21098145]Master Release Calendar
The Contractor will develop, and thereafter maintain and publish on a monthly basis a master release calendar that includes a schedule (with dates) of:
· Major Scheduled Releases, Upgrades, Updates and Enhancements;
· Implementation of Minor Enhancements;
· Scheduled Maintenance Windows and Planned Outages;
· Infrastructure Related Upgrades, Updates, Patches and Enhancements;
· Major and Minor Project Key Dates (i.e., Start, SDLC Gate Completion, Production Release, Completion) whether Contractor delivered or otherwise;
· Major Processing Events such as fiscal year end processing to close out open purchase orders and quarterly reconciliation; and
· Other pertinent dates that require end-user notification or coordination.
[bookmark: _Toc7449913][bookmark: _Toc7713539][bookmark: _Toc21098146]Disaster Recovery and Business Continuity Plan 
The Contractor will have a disaster recovery and business continuity plan for the UCF application. The plan will document the sequence of events to follow in the circumstance that an internal or external interruption impacts services provided to the UCF user community that may arise as a result of failure of one of more components that comprise the UCF application infrastructure, hardware, software, interfaces, networks, Contractor’s data center facility, power and the like. 
The plan will be developed in consultation with the UCF and in adherence to the State IT policies. 
The activities of the plan are intended to reduce or minimize downtime of critical equipment, interruption of employee work schedules, and financial exposures for the UCF and Contractor.
The plan also documents a sequence of communication events to follow during an internal or external infrastructure failure or natural disaster (act of nature).
In order to minimize downtime, once notification is received that a disruption is imminent, the plan will be activated.
[bookmark: _Toc7449914][bookmark: _Toc7713540][bookmark: _Toc21098147]Annual Disaster Recovery and Business Continuity Rehearsal and Testing
The Contractor will establish joint test objectives with the UCF, designed to verify that the UCF application will be available within the agreed upon timeframes contained in the mutually agreed to plan.
The Contractor will schedule and rehearse and test components of the plan relating to the in-scope solution components at least annually in cooperation with the UCF, its designees, any testing and recovery providers and relevant State third party vendors.
All disaster recovery and business continuity services must be designed and implemented to allow for the UCF and Contractor to continue to operate and manage the services during periodic disaster recovery and business continuity tests. 
The Contractor must notify the UCF as soon as practicable upon becoming aware of a disaster or service interruption.
The Contractor must coordinate with the UCF to support the mutually agreed to plan. In such regard, the Contractor must: 
· Perform necessary migrations of the software code and data as required to reinstate the in-scope solution components so that they are functional at a backup location provided by the Contractor in accordance with the procedures set forth in this Contract;
· Coordinate with the UCF to support the reinstatement of the in-scope solution components at such backup location; 
· Maintain provision of the services for unaffected areas;
· Conduct a meeting with the UCF for the purpose of developing plans to mitigate the adverse impact of future occurrences following any disaster, service interruption or test;
· Maintain compliance with the disaster recovery and business continuity policies, standards, and procedures contained in the mutually agreed to plan to the extent applicable to the in-scope solution components; and
· Provide documented results, remediation and feedback procedures contained in the mutually agreed to plan and allow for UCF participation and review of the testing process.
[bookmark: _Toc7449915][bookmark: _Toc7713541][bookmark: _Toc21098148]Transition Assistance Services
The Contractor must provide transition assistance services to the UCF, or at the UCF’s request to the UCF’s designee to allow contracted services to continue without interruption or adverse effect and to facilitate the orderly transition to a new service provider. 
Transition assistance services must commence as follows:
· No less than six (6) months prior to expiration of this Contract or on such earlier date as the UCF may request; or
· Upon notice of termination/partial termination; or
· Upon notice of non-renewal of this Contract.
For a period of up to three (3) months following the effective date of expiration, termination or non-renewal, at the UCF’s request, the Contractor will continue to provide transition assistance services. 
Upon UCF request, the Contractor must provide transition assistance services that include, at a minimum: 
· Provide assistance, cooperation and information as is reasonably necessary to help enable a smooth transition of the applicable services to the UCF or its designated service provider;
· Provide information as the UCF may reasonably request relating to the number and function of each of the Contractor personnel performing the services;
· Transfer UCF-owned data, information, deliverables, work products, documentation, etc.;
· Identify any dependencies on the new service provider necessary for the Contractor to perform the transition assistance services;
· Assist the UCF in the identification of significant potential risk factors relating to the transition;
· Assist the UCF in designing plans and contingencies to help mitigate identified risks;
· Submit a transition plan, for approval by the UCF, which includes a timeline for successfully completing the transition assistance services; and
· A schedule and plan for Contractor’s return to the UCF of (i) the UCF service locations then occupied by Contractor (if any), and (ii) the UCF Confidential Information, the UCF Data, documents, records, files, tapes and disks in Contractor’s possession.

[bookmark: _Toc21098149]Service Level Agreements
[bookmark: _Hlk13657716]
[bookmark: _Toc8813851]This section sets forth the performance specifications for the Service Level Agreements (SLA) to be established between the Contractor and State. The Contractor will be assessed for each SLA failure and the “Service Credit” shall not exceed the monthly Fee at Risk for that period.  The Service Credit is the amount due to the State for the failure of SLAs.  For SLAs measured on a quarterly basis, the monthly fee at risk applies and is cumulative. 
On a quarterly basis, there will be a “true-up” at which time the total amount of the Performance Credit will be calculated (the “Net Amount”), and such Net Amount may be off set against any fees owed by the State to the Contractor, unless the State requests a payment in the amount of the Performance Credit. 
The Contractor will not be liable for any failed SLA caused by circumstances beyond its control, and that could not be avoided or mitigated through the exercise of prudence and ordinary care, provided that the Contractor promptly, notifies the State in writing and takes all steps necessary to minimize the effect of such circumstances and resumes its performance of the Services in accordance with the SLAs as soon as reasonably possible.
To further clarify, the Performance Credits available to the State will not constitute the State’s exclusive remedy to resolving issues related to the Contractor’s performance. In addition, if the Contractor fails multiple service levels during a reporting period or demonstrates a pattern of failing a specific service level throughout the SOW, then the Contractor may be required, at the State’s discretion, to implement a State-approved corrective action plan to address the failed performance.
SLAs will commence when the SOW is initiated.

Escalation for Repetitive Service Level Failures
 Although it is the State’s intent to escalate service level failures to the Contractor Account Representative, the State may decide to escalate to other levels within the Contractor’s corporate structure deemed appropriate to resolve repetitive service failures.

Monthly Service Level Report
Monthly, the Contractor must provide a written report (the “Monthly Service Level Report”) to the State which includes the following information:
· Identification and description of each failed SLA caused by circumstances beyond the Contractor’s control and that could not be avoided or mitigated through the exercise of prudence and ordinary care during the applicable month;
· the Contractor’s quantitative performance for each SLA;
· the amount of any monthly performance credit for each SLA;
· the year-to-date total performance credit balance for each SLA and all the SLAs;
· upon State request, a “Root-Cause Analysis” and corrective action plan with respect to any SLA where the Individual SLA was failed during the preceding month; and
· trend or statistical analysis with respect to each SLA as requested by the State.
The Monthly Service Level Report will be due no later than the tenth (10th) day of the following month.


	Service Level Agreement

	SLA Name
	Performance Evaluated
	Non-Conformance Remedy
	Frequency of Measurement

	Implementation Date Service Level
	The Implementation Date Service Level will measure the Contractor’s ability to achieve the completion date identified in the accepted project plan.  The State and the Contractor will agree to a project plan at the commencement of the RFP and the Contractor must maintain the project plan as agreed to throughout the life of the implementation.  The parties may agree to re-baseline the project plan throughout the life of the implementation effort.   

Compliance with the Implementation Date Service Level Date is expected to be within five (5) business days from the Implementation Date identified in the accepted project plan.

	If the Implementation Date is missed by more than five (5) business days, then each day beyond the five (5) business day grace period will result in the Contractor providing a service credit. The service credit will be two (2) times the daily cost of the annual cost of Software Licensing, Maintenance and Support for FY20.
The daily cost will be calculated by dividing the annual cost by 260; where 260 represents the average number of business days in a calendar year. 
The service credit will be deducted from the next invoice presented for payment.

	Daily, after the five (5) business day grace period.





	SLA - Operations Phase

	SLA Name
	Performance Evaluated
	Non-Conformance Remedy
	Frequency of Measurement

	System Availability
	All Solution components are Available to All State Users for All Business Functions.

This Service Level does not apply to the availability of External Source systems made available to the Solution (e.g. Lawriter).

This Service Level begins upon final acceptance of the Solution.


Compliance with the System Availability Service Level is required to be equal to or greater than 98% in the reporting month. Excludes to scheduled maintenance windows.

	If the System Availability Service Level percentage is not met, then the service credit will be $500.00 per each calendar day until the system is available.

For continued performance deficiency occurrences, the State may impose the initial damage amount and may impose up to a 5% reduction of the next scheduled payment.

The service credit may be deducted from the next invoice presented for payment.

	Reporting Month

	Issue Resolution – Mean Time to Repair (Severity 1 Issues)
	Prompt resolution of the Solution Severity 1 issues.

This Service Level begins upon final acceptance of the Solution.

The State shall, in consultation with the Contractor, determine the Severity of each issue.  Formal declaration of the Severity of each issue to the Contractor will be made by the State Project Manager.

Prioritization: An Issue shall be categorized as a “Severity 1 Issue” if the issue is characterized by the following attributes.   
The Issue: 
-  renders a business critical System, Service, Software, Equipment or network component un-Available, substantially un-Available or seriously impacts normal business operations, in each case prohibiting the execution of productive work, or 
-  affects either a group or groups of people, or a single individual performing a critical business function, or
-  causes violation of State or Federal policy, regulation or law thereby placing the action at risk of audit and/or legal action.

Compliance with the Issue Resolution – Mean Time to Repair (Severity 1 Issues) Service Level is required to be resolved within 24 hours from the time the State reports the issue as Severity 1 to the Contractor.
	If the issue is not resolved within the Service Level timeframe, then the service credit will be $500.00 per each calendar day until the issue is resolved. 

For continued performance deficiency occurrences, the State may impose the initial damage amount and may impose up to a 5% reduction of the next scheduled payment.

The service credit may be deducted from the next invoice presented for payment.
	Per Occurrence 

	Issue Resolution – Mean Time to Repair (Severity 2 Issues)
	Prompt resolution of the Solution Severity 2 issues.

This Service Level begins upon final acceptance of the Solution.

The State shall, in consultation with the Contractor, determine the Severity of each issue.  Formal declaration of the Severity of each issue to the Contractor will be made by the State Project Manager.

Prioritization: An Issue shall be categorized as a “Severity 2 Issue” if the issue is characterized by the following attributes.   
The Issue: 
- does not render a business critical System, Service, Software, Equipment or network component un-Available, substantially un-Available but a function or functions are not Available, substantially un-Available or functioning as it/they should, and
- affects either a group or groups of people, or a single individual performing a critical business function.

Compliance with the Issue Resolution – Mean Time to Repair (Severity 2 Issues) Service Level is required to be resolved within 48 hours from the time the State reports the issue as Severity 2 to the Contractor.
	If the issue is not resolved within the Service Level timeframe, then the service credit will be $500.00 per each calendar day until the issue is resolved. 

For continued performance deficiency occurrences, the State may impose the initial damage amount and may impose up to a 5% reduction of the next scheduled payment.

The service credit may be deducted from the next invoice presented for payment.
	Per Occurrence

	Issue Resolution – Mean Time to Repair (Severity 3 Issues)
	Prompt resolution of the Solution Severity 3 issues.

This Service Level begins upon final acceptance of the Solution.

The State shall, in consultation with the Contractor, determine the Severity of each issue.  Formal declaration of the Severity of each issue to the Contractor will be made by the State Project Manager.

Prioritization: An Issue shall be categorized as a “Severity 3 Issue” if the issue is characterized by the following attributes.  
The Issue: 
-  causes a group of people or single individual to be unable to access or use a System, Service, Software, Equipment or network component or a key feature thereof, and 
-  a reasonable workaround is not available, but 
-  does not prohibit the execution of productive work.

Compliance with the Issue Resolution – Mean Time to Repair (Severity 2 Issues) Service Level is required to be resolved within five (5) days from the time the State reports the issue as Severity 3 to the Contractor.
	If the issue is not resolved within the Service Level timeframe, then the service credit will be $500.00 per each calendar day until the issue is resolved. 

For continued performance deficiency occurrences, the State may impose the initial damage amount and may impose up to a 5% reduction of the next scheduled payment.

The service credit may be deducted from the next invoice presented for payment.
	Per Occurrence

	Customer Service Help Desk - Availability
	The percentage of time that the Customer Service Help Desk is available for normal business operations. 

The Contractor must maintain a Customer Service Help Desk in good operating condition so that standard/normal organization activities can take place within defined time frames.  

Compliance with the Customer Service Help Desk - Availability Service Level is 
98% based on the reporting month.



	If the Customer Service Help Desk - Availability Service Level percentage is not met, then the service credit will be $1,000.00. 

For continued performance deficiency occurrences, the State may impose the initial damage amount and may impose up to a 5% reduction of the next scheduled payment.

The service credit may be deducted from the next invoice presented for payment.
	Per Occurrence 
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