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1. [bookmark: _Toc432767353][bookmark: _Toc432767638]
State of Ohio Department of Administrative Services 
Enterprise 
Service Management (ESM) ServiceNow Implementation and Supplemental 
Services 
[bookmark: _Toc12435164][bookmark: _Toc20463666]Enterprise IT Service Management (ESM) ServiceNow Supplemental Service & Agency Projects 
[bookmark: _Toc412726767][bookmark: _Toc12435165][bookmark: _Toc20463667]Background and Overview
The Department of Administrative Services (DAS), Office of Information Technology (OIT), Infrastructure Services Division (ISD) is charged with the design, deployment, operation and maintenance of critical enterprise services that include the State’s Private Cloud (managing more than 7,000 virtualized and physical servers), Enterprise Storage (more than 4 Petabytes), Mainframes (4 currently in operation), Telecommunications and Networking, End-Point (more than 90,000 devices), Security Services, Public Cloud Infrastructure, Platform and Software (IaaS, PaaS, SaaS) and other IT services that are utilized by more than 120 State of Ohio Agencies, Boards and Commissions in support of these Agencies’ missions. 
[bookmark: _Hlk9926901]The ServiceNow application™, a Software as a Service (SaaS) provider is the center point for OIT Enterprise Service Management (ESM) across the State. DAS/OIT maintains Enterprise licensing on behalf of the State of Ohio and State Agencies. ServiceNow based business solutions are offered by OIT as well as agency-specific uses of ESM suitable to their needs and requirements. 
Conceptually, the ESM service model that is built with ServiceNow™ as its core, is as follows:
   [image: ]



1.2.1 General Information and Facts
· ServiceNow® has been in place with the State since 2014;
· There are 320,000 active and non-active registered users in the ServiceNow application;
· There are approximately 200,000 active users in the ServiceNow application;
· There are 19 participating State of Ohio Agencies, boards, commissions with active module use within ServiceNow™.  Additional agencies will be onboarded over the term of the contract;
· Participating agencies are empowered to have their own agency ServiceNow™ administrators and perform some system configuration unique to their perspective agency (specified in Section 1.4);
· Periodic batching of files integrated with other state applications are included (i.e. Purchase Order inbound and outbound files are integrated via FTP service with PeopleSoft Financials 9.2);
· The portal is a closed portal not available to the public – a State of Ohio User ID or a named account is needed for access;
· There are approximately 3,000,000 incidents in the production system, both open and closed;
· Currently on Madrid version;
· The ESM operations team follows Agile principles, processes, and tools for daily and weekly goals;
· [bookmark: _Hlk12868566]Currently, approximately 7-12 incidents for ESM team are referred to Level 2 Supplemental support for Break/Fix on a weekly basis; 
· Approximately 60 tasks assigned to current contractor weekly (i.e. moving code, updating catalog items, etc.); and
· 20 – 30 Tier Three ServiceNow corporate help desk Tickets are created monthly.
The following modules, customizations, extensions, integrations, and plug-in applications have been implemented in the ServiceNow™ ESM platform:
Major Applications
Incident 
Problem
Change
Knowledge
Asset
CMDB
GRC suite
ITM suite
ITFM suite
Service Portal
Reports
Service Catalog
Survey
Custom Applications
Agency Administration
Data Center Co-Location
MARCS
Mass Communications
NEST
Network Circuit Order
Contact Management
Integrations
Watson
Qualys
LDAP
Dynamic Automation
Incident Email
Netcool
OARnet
SCCM
SolarWinds
TFS
DAS/OIT provides that the State ESM ServiceNow services is designed to:
Provide High Degrees of Availability – Agency customers and End Users use this application 24 hours a day, 7 days a week less any scheduled maintenance windows.
Seamless Continuity – The ServiceNow™ SaaS solution allows for seamless recovery from service disruptions.
Drive Efficiency – This service is delivered in a manner that requires fewer resources to meet the operational demands of the customer than previously required.
Drive Common Enterprise Processes – The ESM service is designed for all Agencies to utilize a common technology and process framework for complex and routine IT service requests, management, operations and maintenance functions. 
Drive Automation – Wherever possible, ServiceNow can be leveraged to automate common processes to continuously drive efficiencies and allow resources to provide value in other areas.
OIT is responsible for:	
Strategic and Tactical leadership of state utilization of the ServiceNow™ system.
Global Administration of the system, configuration, roles, permissions and the service licensing relationship with ServiceNow™.
Tools and Templates which enables data input for agencies such as categories, sub-categories, closure codes, and defined assignment groups; and others as agency enabled.
Maintenance, upgrades and releases are scheduled and communicated monthly. Agency customers and OIT Service owner involvement are essential in planning and providing User Acceptance Testing (UAT) and reviews specific to their business process and data. Communication is provided in advance of dates schedule for monthly System Change. 
ServiceNow™ Governance – Makes decisions on key ServiceNow strategy and provides oversight.
State will maintain ownership of the ESM Helpdesk for ServiceNow™ inbound incidents, requests, inquiries and other needs related to the ServiceNow™ application.  Customers can contact via portal, email, or phone call.
Lead day to day ServiceNow™ operations based on business need, volume and OIT priorities.





[bookmark: _Toc12435166][bookmark: _Toc20463668][bookmark: _Toc412726768]General Scope Areas
There are two scope areas of work in this RFP.
1. Supplemental Services – Fixed-bid pricing; and
2. On-Boarding and Implementation projects (known as IDAs) – Deliverable-based pricing.
Below are examples of services required under each area of scope:
	ServiceNow Supplemental Services
	ServiceNow Agency On-Boarding and Implementation Projects

	General Scope: Operate and maintain the ServiceNow Enterprise platform under the direction of the ESM Operations team.
	General Scope: Onboarding of additional agencies that seek to use ServiceNow to optimize IT Operations. Include agency-specific configurations to meet mission statements of Agencies.  OIT and agency service extensions.

	General Requirements:
Production/Version Control and Release Management
Break/Fix Support
Problem Management Services
ServiceNow and Application Licensing, Capacity Planning and Monitoring
Job and Interface Execution / Production Control
ServiceNow Platform System Management and Administration
Support of maintenance and enhancement/Releases 
ServiceNow Upgrades (Ongoing)
System/Environment Administration Support
Program Management & Master Release Calendar
Minor Change and Enhancement Services
Environment Backup and Restoration Services
Support of State Disaster Recovery
Maintaining Solution and Operations Documentation
	Agency-Specific Projects:
Awareness and Engagement
Business Case and Solutioning
Onboarding/Transition Planning
Transition/Onboarding Configuration and Integration Requirements
Transition Process Execution
Solution Design-Build Services
Solution Training and Knowledge Transfer Services
Solution Test/Acceptance
Service/Future Project Deployment to  Run/Operations
New OIT Services 
Cloud Order Management and Service Request Management
Integrations with State Procurement Catalogs where OIT is the “vendor” for IT services as a Service Catalog
Integrations with Enterprise Security Tools
Integrations with Enterprise Identity/Access Management ESt Platform
Incorporation of Additional OIT Service Areas and Initiatives (e.g., MARCS, FirstNet, etc)



[bookmark: _Toc209439957][bookmark: _Toc211081192][bookmark: _Toc412726769][bookmark: _Toc12435168][bookmark: _Toc20463669]Information Technology Infrastructure Library (ITIL)
The State requires that the Contractor follow design and implementation principles which will continue the State use of Information Technology Infrastructure Library (ITIL®) compatibility. It is therefore required that the Contractor design and deliver services via a set of ITIL® v3 compatible concepts and techniques for managing the State’s ServiceNow™ system.   Key Resources outlined in Section 7 of this RFP must therefore be ITIL® Foundations v3 certified.
Offerors are advised that the State ESM team and related Business Unit functions have been operating under, and in many cases have been trained on ITIL principles and processes. Therefore, offerors are not to propose general ITIL training as part of their responses. 
Initial phone calls, requests via portal and emails are sent to Customer Service Center (CSC) which is the enterprise OIT Help Desk for the State. All ServiceNow related inbound phone calls and emails are assigned to the ESM Service Desk as incidents for initial triage.  The ESM team maintains the Level 1 ServiceNow Service Desk.  State system administrators perform Level 1 request triage, 1st attempt at resolution, if possible, and escalate to Level 2, state developers or the Supplemental Service Contractor.  Incidents that are escalated to Level 3 are assigned to the ServiceNow™ corporate Help Desk. 
	ESM Service Desk

	Level One
	Level Two
	Level Three

	Initial triage of Incidents that come in via email, phone, or portal
	Fix/Break and Enhancement requests


	ServiceNow® requested Assistance escalated by Tier1 or Tier2

	State Resources
	State and/or Contractor Resources
	ServiceNow® Resources


	
Enterprise Functionality within ServiceNow™ includes:
Asset Management – Manage assets and inventory records inclusive of hardware, storage and virtual Assets, operating system software, software asset tracking, operating and provisioning logistics Support, inventory capture and maintenance.
Service Catalog - Maintains a centralized list of services from the ESM ServiceNow™ application and includes the entire lifecycle of all IT services – services in development, services available for deployment, and retired services) that are available for agency use.
Knowledge Management – Gather, store and share knowledge within OIT and agency technical communities to drive awareness, standards and consistency of operations and maintenance functions.
Reports – Customized reporting, dashboards for a variety of leadership, service owner and operational staff use that drive a consistent service and an understanding of all elements of the Service. 
Portal – Employee/Vendor Self Service Portal designed to allow State employees, Agencies and selected vendors to obtain, manage and measure services provided by OIT. 
Other Future Capabilities – Additional ServiceNow™ applications that the State may choose to implement in the future based on State priorities and preferences, which may be the subject of a change request issued by the State upon determination of need. 
[bookmark: _Toc412726770][bookmark: _Toc12435169][bookmark: _Toc20463670]ServiceNow™ Platform Considerations
ServiceNow is licensed and has been provisioned to be used and managed across the State IT community as follows:
	Role
	Typical Functions

	Requestor / General User
	Create/Submit an Incident or Request
Review/add notes to a ticket they created

	Fulfiller (ServiceNow™ Licensed ITIL Users)
	Create Templates
Knowledge articles
Delegation (assign)
Customized homepages
Reports
Notification devices

	Agency Administrators
	Category & Subcategory management
Catalog Item management
Notification signatures
Default groups
Process managers
Major Incident conditioning
FCR (First Call Resolution) conditioning
Template management
Service Level Agreement management
Group management
Survey management
Knowledge article management
Hardware assets & hardware modelspro
Configuration items
Closure Codes
Reports

	Global Administration
(OIT Only)
	OIT and Authorized OIT Contractors
Global administrator management of ServiceNow™
Common Enterprise Functionality 
Any feature(s) that will affect all Agencies or 
Any items that impact the performance of ServiceNow™ at a global level including security, speed and stability.
Global Features
Workflow management
Data transformation & integration
Manual user creation
Application & plugin management
SSO –Single Sign On
User access / security roles
Security modifications
Form customizations
Data archiving
Global business rules & scripting
Bulk Uploads
Reports



[bookmark: _Toc412726771][bookmark: _Toc12435170][bookmark: _Toc20463671]Document Convention: Deliverable Identification
[bookmark: _Hlk11913510][bookmark: _Toc412726772]Deliverables. This Supplement contains many items marked as deliverables. These deliverables represent the State’s minimum expectations for the work and requirements that lead up to, or depend on, their successful completion. Offerors, within their own delivery methodology, must deliver these Deliverables as well as include additional offeror-suggested deliverables, with the proviso that all such deliverables are subject to State acceptance. Deliverables are required to follow a formal review and acceptance process.  All work products and project deliverables that occur between the Contractor and DAS/OIT are subject to formal State review as needed. 
[bookmark: _Toc12435171][bookmark: _Toc20463672]Current Team Organization
Based on activities and developments to-date, the following organizational chart has been created to outline the current Contractor roles (green boxes) and functions as they would fit into the current team structure. The State roles are represented by blue boxes and a number that represents the number of the resources in the role.  To the extent that the offeror believes an alternative team organization or structure would be beneficial to the State, the offeror may present an alternative organizational chart, roles and responsibilities in the response to this section.  














Illustrative Team Organization
 [image: ]
Offeror Note: The Contractor Elements of the preceding graphic show how the engagement is currently staffed.

Offerors may, in consideration of the work requirements herein, restructure, replace, augment or delete roles in the context of their overall solution for the State.
[bookmark: _Toc412726774][bookmark: _Toc12435172][bookmark: _Toc20463673]Historical Work and Enhancement Perspective
The State ESM team has been operating ServiceNow™ since 2014 and has performed a variety of Enterprise and agency initiatives and on-boarding projects. The following tables are intended to provide a broad perspective into these projects and run volume. Specific projects underway and under consideration are included in the next section of this Supplement. 
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	Initiative Focus
	Major Activities
	Timing

	New Integrations
	Tool integration
Ohio JFS Barcoding Integration.
PeopleSoft™ integration
Single Sign On to Service Environment (all tools) utilizing State Active Directory/Domain
	
· Winter 2019
· Fall 2019
· Fall 2015

	Agencies
	Utilizing OIT Established Access Control Level (ACL) support and integrate the following agencies:
Department of Administrative Services 
Department of Commerce
Department of Job and Family Services
Department of Health
Department of Mental Health
Department of Natural Resources
Department of Developmental Disabilities
Department of Public Safety
Department of Rehab and Corrections
Department of Taxation
Department of Youth Services
Development Services Agency
Medicaid
Ohio Bureau of Worker’s Compensation
Ohio Environmental Protection Agency
Ohio Facilities Construction Commission
Office of Budget Management
Ohio School Facilities Commission
Opportunities for Ohioans with Disabilities
	
As Agencies onboard through September 2019

	                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                         ServiceNow Modules
	Implement and maintain the following:
Incident Management
Problem Management
Change Management 
Configuration Management 
Asset Management
Service Catalog Management
Knowledge Management 
Reports 
Portal (CMS)

New Deployments (Update and Maintain) - Additional Capabilities and Modules at the State’s request will be addressed under a mutually agreeable change request, but may include:
ServiceNow Operations Management 
ServiceNow Automation Platform
ServiceNow Service Management
ServiceNow Business Management
ServiceNow Performance Analytics
ServiceNow Project Portfolio
	2015-present















2019 - 2020


[bookmark: _Toc12435173][bookmark: _Toc20463674][bookmark: _Toc412726775]Current Projects and Projects Under Consideration
All work in this section should be considered either “in-flight” – that is work that is anticipated to conclude prior to contract commencement unless otherwise noted. All “in-flight” projects will be subject to and included in the scope of Run Services unless otherwise noted. Projects under consideration represent the current project “backlog” for offeror consideration. Offerors are to note that all such future projects as subject to Fiscal Appropriation considerations contained in Attachment 4 of this RFP, subject to determination of State (and for agency projects, individual agencies), are not committed work and are presented with no guarantee by the State that such work will be authorized by the State. 
	 
	Projects/Initiatives

	Back-to-Baseline Initiative

	Agent Intelligence

	Agent Workspace

	Performance Analytics 

	Automated Testing Framework

	Bomgar Integration (ODRC)

	GRC Enhancements 

	Asset Management (ODJFS)

	TripWire Integration (ODJFS) 

	Onboarding (OAKS) – to include Customer Service Management implementation

	Onboarding (Ohio Benefits)

	ServiceNow/eProcurement Integration

	Software Asset Management (TAX) 

	Virtual Agent 

	Test Management 

	Facilities Management implementation (ODJFS)

	Onboarding (Dept. of Agriculture)

	ITBM buildout (DAS Business Office)

	DAS/OIT Service Catalog Evolution (Ongoing)



[bookmark: _Toc12435174][bookmark: _Toc20463675]Supplemental Services Transition Service (from incumbent provider)
[bookmark: _Toc461688530][bookmark: _Toc12435175][bookmark: _Toc20463676]Overview of Scope
The Contractor will be responsible for supporting the migration of State systems, system components, documentation and related operational support roles in transitioning for in-scope applications from current contractor to their Service to enable the Supplemental Services to be provided under the Scope of Work to the extent defined and required within this Supplement. The Contractor’s responsibilities with respect to Transition Services include the tasks, activities and responsibilities listed below.
[bookmark: _Toc209337400][bookmark: _Toc461688531][bookmark: _Toc12435176][bookmark: _Toc20463677]Service Transition Management
During the period beginning on the Effective Date and ending upon completion of all Contractor responsibilities as required in the State and Contractor agreed Transition Plan, the Contractor will plan, prepare for and conduct the migration of ServiceNow systems operations (the “Transition”). 
For any future State ServiceNow™ application(s) that the State requests to be incorporated into the Service, the Contractor will follow a simplified process – acknowledging that for future application “service on-boarding” not all “service setup and initiation” steps will be required, but a structured process needs to be established and followed by all participants (i.e., Contractor, DAS/OIT and agency). 
The Contractor will: 
Coordinate with the State and Contractor network provider to schedule the installation of any required secure connectivity into Contractor Service Delivery Location(s) if the Contractor is delivering services to the State remotely;
Implement processes and controls as to not otherwise disrupt the State business operations, including the interfaces between the State and various 3rd parties; and
Specify costs and effort associated with Transition and otherwise performing such migration tasks as are necessary to enable the Contractor to provide the Services, including the completion of Transition.
The State will:
Obtain and provide current information, data and documentation related to the Transition (for example, 3rd Party supplier and the Contractor information, agency contact data, software inventory data, existing application processes and procedures, systems documentation, configuration documentation), decisions and approvals, within the agreed time periods; 
Support the establishment of secure network connections from State facilities to Contractor service delivery or operations center(s);
Assist the Contractor in identifying, addressing and resolving deviations from the Transition Plan and any business and technical issues that may impact the Transition; and
Develop the Transition meetings (i.e., planning, review and status) schedule with the Contractor, including the frequency and location, and attend such meetings in accordance with the established schedule.
[bookmark: _Toc209337401][bookmark: _Toc461688532][bookmark: _Toc12435177][bookmark: _Toc20463678]Transition Plan and On-Boarding
Transition will be conducted in accordance with a written plan (the “Transition Plan”) which will include the items below. The Transition Plan will be created as a deliverable. The Contractor will be responsible for revising and finalizing the Transition Plan, provided that: (1) the Contractor will cooperate and work closely with the State in finalizing the Transition Plan (including incorporating the State agreed comments); and (2) the final Transition Plan will be subject to written approval by the State. 
Transition Plan 
The Transition Plan will contain: 
· An inventory and description of the Supplemental Services being migrated;
· Performance attributes of the system/environment being migrated to validate that system performance post-migration is not adversely impacted;
· A description of the documentation, methods and procedures, personnel and organization the Contractor will use to perform the Transition; 
· A detailed schedule of migration activities inclusive of State and Contractor staff (generally Microsoft Project GANTT); 
· A detailed description of the respective roles and responsibilities of the State and the Contractor during the Transition; 
· Any other information and planning artifacts as are necessary so that the Transition takes place on schedule and without disruption to the State operations; 
· A definition of completion criteria for each phase of the Transition Plan, with required specificity such that all Parties may objectively determine when such phases have been completed in accordance with the plan;
· A process by which the State may require the Contractor to reschedule all or any part of the Transition if the State determines that such Transition, or any part of such Transition, poses a risk or hazard to the State’s business interests and allowing the State to require the Contractor to reschedule all or any part of the Transition for any other reason; and
· Validation of successful Transition inclusive of user acceptance and assessment of acceptable performance with respect to comparison to operational and performance attributes collected during preceding phases (i.e., design, build, test) outlined herein.
The State will:
 Cooperate with the Contractor to assist with the completion of the Transition; 
Manage agency facing efforts and cooperation with agreed Contractor created roles, responsibilities, plans and requirements; 
Approve or reject the completion of each phase of the Transition Plan in accordance with the acceptance criteria after written notice from the Contractor that it considers such phase complete, such approval not to be unreasonably withheld; and
Oversee the effective transition from the current vendor to the contractor selected via this RFP.  The current vendor has instructions in the current contract to perform a transition in knowledge, documentation, effort and training.
[bookmark: _Toc209337402][bookmark: _Toc461688533][bookmark: _Toc12435178][bookmark: _Toc20463679]Transition Process
No functionality of the IT operations being transitioned will be disabled until the new service is demonstrated to materially conform to the requirements set forth in this Supplement and operationally performs and is conformant to agreed-upon Service Levels and has been accepted by the State.
As part of Transition, the Contractor will:
Inventory, track and report all ServiceNow™ operational software on supported applications. 
The State reserves the right to monitor, test and otherwise participate in the Transition as described in the Transition Plan. The State and the Contractor will develop a mutually agreed upon responsibility matrix for discrete activities tasks as part of the transition planning process. The State will provide availability of the ServiceNow™ application groups to the Contractor according to such agreed-to responsibility matrix in the Transition Plan. 
[bookmark: _Toc12435179][bookmark: _Toc20463680][bookmark: _Toc461688535]End-to-End System Assessment
Within sixty days following the start of the transition of Services from the incumbent vendor to the Contractor, the Contractor will produce an end-to-end system assessment as a formal deliverable. This deliverable will be constructed to include: 
An overall assessment of the system, inclusive of all Enterprise and agency uses; 
An inventory of implemented modules, features, functions and configuration items;
An inventory of all non-standard/non- “as delivered” ServiceNow™ extensions, customizations, integrations, reports, scripts and other State-specific elements that comprise the overall environment;
A comprehensive review of system documentation (i.e., functional, technical, operations/maintenance) as to its validity and keeping current as it pertains to the ongoing use and operation of the ServiceNow™ system environment;
A comprehensive listing of all development backlogs that are categorized by Severity/Priority level;
A review of implemented and recommended Security Controls within the system and how they align (as implemented) with the more stringent of OIT Security Policies or ServiceNow™ best practices;
A gap analysis and impact assessment as to recommended means and methods to “roll-back” complex customizations that could confound, elongate or drive delays in the State’s uptake of future ServiceNow™ releases; 
An estimate, for State consideration, of a Project to remediate all such gaps; and
Provide a project plan for implementation of Automated Testing Framework.
[bookmark: _Toc12435180][bookmark: _Toc20463681]Transition/Onboarding Planning and Analysis Requirements
The tasks and activities to be performed by the Contractor as part of the planning and analysis phase of the existing computing environment will include the following at a minimum:
The Contractor will be responsible for managing the process and preparing a scope and operations portion of the Transition Plan which will include assessing the resource requirements (either applications, software or personnel), time requirements, known impact or dependencies on other Projects, and other information as required as mutually agreed to by the Parties. 
The Contractor will provide support to the State in the creation and evaluation of proposed strategies and standards to coordinate information and ServiceNow architecture across the State business units and to develop recommendations on ServiceNow technology use within the State.
The Contractor will define solution blueprints and operational/technical change plan for each major functional or service domain areas (e.g., ServiceNow environments, code and software versions, interfaces, RICEFW (defined as Reports, Interfaces, Conversions, Extensions, Forms and Workflow) objects, tools, customizations etc.).
The Contractor will partner with the ESM Administration to design and create a Run Book with requirements specified in this Supplement. 
The Contractor will conduct weekly progress reviews with appropriate State personnel.
The Contractor will prepare a detailed Transition Plan which includes an estimate of the schedule and labor for the design, development, implementation and training required for each phase contained in the plan. Each Transition Plan will, at a minimum: (i) include schedules that specify a detailed level of activity, including the planned start dates, completion dates, hours and other required resources for activities to be performed by the Contractor (and the State where applicable) pursuant to the phase for which such Transition Plan was developed; (ii) identify any pre-existing software components (e.g., code libraries) and tools to be used; (iii) licensing or purchase requirements of any 3rd Party components, tools or software elements including Systems software, operational tools and instrumentation, operational productivity aids and other tools required to deliver the solution to the State; (iv) include a detailed list of the deliverables and milestones (with planned delivery/completion dates) and the phase management reports that will be provided; (v) describe any assumptions made in compiling the plan; and (vi) identify any the State dependencies or personnel requirement assumptions.
The Contractor will establish performance levels of supported servers, processes (both online and batch) and other measurable elements of system performance for the current “status-quo” environment to be used as the basis for performance validation prior to the conclusion of the Transition Period.
Identify potential risks due to uncertainty with the solution’s complexity and feasibility.
Coordinate and confirm the State approval of phase requirements as stated above.
[bookmark: _Toc209337404][bookmark: _Toc461688536][bookmark: _Toc12435181][bookmark: _Toc20463682]Supplemental Service Design-Build Services
The Contractor will develop and build operational, technical and functional designs for each service domain of the ServiceNow environment. The environment design and build services will also include the following:
Service Design
The build designs will include, where applicable based on the size, complexity and requirements of the system(s): 
Supported server(s) or application(s), 
Design of files;
Databases;
Forms;
User interfaces, 
Reports;
Security;
System performance and availability instrumentation;
Audit trails of the transactions processed;
Provision for parallel testing; 
development of fallback procedures; 
Provision for recovery procedures from production failures; 
Disaster recovery procedures; 
Creation of job scheduling; and
Provision for on-line viewing of reports.
 As part of the design process, the Contractor must also:
Analyze related State ServiceNow environments to identify any additional or alternative IT solution requirements required to deliver the Services;
Assess current ServiceNow and IT solution gaps and dependencies;
Create ServiceNow IT system/solution designs to support solution requirements as follows:
· Design user interaction model which defines applicable standards, solution prototypes, and project-specific designs.
· Design reports and forms.
· Design integrated solution components and interfaces to external systems.
· Design logical environment, data conversions/migrations, processes and procedures as agreed upon by the State when necessary.
Compile and maintain solution incident lists;
Document design specifications and work with the State to create applicable completion criteria in accordance with meeting Production Processing and Defined SLA requirements;
Conduct quality and progress reviews with appropriate State personnel;
Establish assembly, configuration, environmental, performance, and user acceptance test plans;
Coordinate and confirm State approval of solution design specifications and applicable completion criteria;
Determine and identify relevant system performance profiles or capabilities sufficient to design a robust solution that complies with this Supplement and the Service Levels in the Contractor environment as well as to serve as the basis for performance comparisons following Transition; and
Provide the State with regular reports tracking the progress of the Contractor’s design work. In addition, the Contractor must provide timely responses to State requests for information and reports necessary to provide updates to State business units and stakeholders.
Service Build
The Contractor will be responsible for: 
Generating, and thereafter operating and maintaining ServiceNow environments required to complete and implement each supported computing platform in support of the in-scope applications as part of delivery of the overall Supplemental Service. 
Provide operational documentation sufficient to operate the supported environment at agreed-upon Service Levels and incorporating the use of documentation standards, reviews, and audit trails, including release control. 
Conducting user walk-through of the systems environment will be reasonably provided upon request. 
The Contractor’s documentation must include the creation and testing of test and production procedures and job schedules, as appropriate.  
The Contractor must also perform the following tasks and activities in connection with building system environments:
Provide detailed technical design as mutually agreed upon when required by the State.
Build solution components to support approved design specifications as follows:
· Configure and customize solution user interfaces, process and procedures as required.
· Configure and customize integrated solution components and interfaces to external systems as needed.
Coordinate with the ESM Management Team to implement other physical and network environmental requirements and designs.
Document solution and refine applicable user acceptance/validation criteria.
Develop any applicable State-specific Transition training materials, as follows:
· Perform communications needs analysis based on the State requirements that have been identified to the Contractor;
· Determine the awareness material/method of delivery design with the State;
· Develop awareness material to support the agreed-upon approach and methods of delivery.
Coordinate with State infrastructure management experts to implement required technology environment changes as mutually agreed.
Compile and maintain incident lists per the ITIL requirements as defined in this Supplement
Develop and maintain environments in accordance with State strategies, principles, and standards relating to technical, data and applications architectures as set forth in this Supplement.
Conduct Service build progress reviews with appropriate State personnel.
Coordinate and confirm the State approval of solution components and verification of applicable completion criteria for transition into test/validation activities.
Provide the State with reports on a weekly basis tracking the progress of the Contractor’s performance of Service build activities and deliverables. In addition, the Contractor will provide timely responses to the State requests for information and reports necessary to provide updates to the State business units and stakeholders, as reasonably required. 
Provide the state with a project plan for implementation of the Automated Test Framework for major upgrades and other projects.
[bookmark: _Toc461688537][bookmark: _Toc12435182][bookmark: _Toc20463683]Transition Test/Acceptance.
All supported ServiceNow applications will be subject to a formal validation testing and acceptance process that uses objective and thorough test or validation criteria established by the Parties that will allow the Parties to verify that each element of the Transition meets the specified functional, technical, operational and where appropriate, performance requirements. 
The testing and acceptance process will be developed for each element of the Transition as soon as possible after confirming and documenting State requirements. The testing and acceptance process will include a capability for tracking and correcting problems. 
The tasks and activities that the Contractor will perform as part of the testing and acceptance process related to the Transition will also include the following: 
Transition Acceptance
Develop and maintain test data repositories as mutually agreed appropriate;
Develop test plans, scripts, cases and schedules as mutually agreed appropriate;
Perform the following testing activities for in-scope components and assess quality and completeness of results including: 
· System test/assembly; 
· Production readiness testing including integration/interface testing; and 
· Regression testing new releases of existing in-scope solutions. 
Verification that performance on the Contractor-managed environment is consistent with the pre-transfer baseline to minimize incidents associated with the migration of environments to the Contractor.
The Contractor, as part of Acceptance will:
Conduct quality and progress reviews with appropriate State personnel;
Document State approval of solution components and verification of applicable completion criteria for transition into deployment and production (steady State) use; and
Provide the State with reports on a weekly basis tracking the progress of the Contractor’s performance of testing work, or in the case of user acceptance testing, support of State activities. In addition, the Contractor will provide timely responses to State requests for information and reports necessary to provide updates to State business units and stakeholders, as reasonably required. The Contractor will also provide the State with a services connection portal that tracks progress of the Contractor’s performance of testing work upon request.
[bookmark: _Toc461688538][bookmark: _Toc12435183][bookmark: _Toc20463684]Service/Future Deployment
The Contractor will be responsible for the production deployment and roll-out of any newly developed applications over the term of the Contract. Deployment includes identification of interfaces and any required data migrations, installation and testing of, installed Systems software, and any required testing to achieve the proper roll-out of the ServiceNow computing environment. 
The Contractor will comply with the State required implementation and deployment procedures as set forth in this Supplement. This may include network, data migration procedures, the use of any pre-production or pseudo-production environment prior to production migration. 
Authorization to Commence Service
The Contractor will submit to the State, for the State approval, a written deployment plan describing the Contractor’s plan to manage each such implementation. The tasks and activities to be performed by the Contractor as part of the Deployment Services also include the following:
· Execute required migrations that follow a mutually agreeable and documented process that includes clear roles, responsibilities and review/approval steps for participating parties.
· Perform required data matching activities and error reporting.
· Document incidents and provide to the State for resolution.
· Coordinate and confirm the State approval of data conversion results.
· Fine tune solution as mutually agreed appropriate.
· Compile and maintain solution incident lists.
· Support State deployment communication efforts including identifying required communication recipients and communicate deployment activities to stakeholders. 
· Evaluate detailed communication feedback from recipients and stakeholders including the effectiveness of and need for additional communication. 
· All state deployment communication must come from the ESM Management team and not from the Contractor directly, unless authorized by ESM management team for each individual communication.
During the Transition process, the Contractor will:
Determine the requirements for agency training and assist the State in the development of agency training for the ServiceNow system(s) or environment(s) resulting from Transition, including the roll-out of workshops, self-study guides and computer-based training and train-the trainer activities, based on the State requirements provided to the Contractor.
Support training activities as mutually agreed in the Transition Plan including confirm timeframe, type, content, and target user audience of planned training. 
Assess the effect and value of conducted training and cooperate to resolve issues identified.
Conduct weekly quality and progress reviews with appropriate State personnel.
Develop, and thereafter maintain and make available to the State, documentation gathered throughout the transition and allow for re-use of such documentation for future need.
[bookmark: _Toc12435184][bookmark: _Toc20463685] Supplemental Services Requirements
[bookmark: _Toc461688504][bookmark: _Toc12435185][bookmark: _Toc20463686]General Requirements and Organization of Services
The ESM administration team will prioritize and assign daily work assignments for both ServiceNow Supplemental Service team members as well as State team members.  This will be done in partnership with the Supplemental Services assigned onsite leader to ensure alignment of both departmental goals and daily business needs.  The Run book described in this Supplement will be constructed in a way to foster partnership between the State and the Contractor.
ServiceNow Supplemental Service support must include all operational and maintenance requirements of the State’s ServiceNow environment including:
Production/Version Control and Release Management;
Break/Fix Support;
Support of ServiceNow Future Releases and State applications as a Result of these Changes;
Major Upgrades/Patching and Change Services;
System/Environment Administration Support (i.e. periodic cloning of production environment to Test environment.);
Establishment and Management of a Master Release Calendar;
Maintaining Current Solution and Operations Documentation;
Technical Management and Documentation of Systems Interfaces and Integrations;
Production Backup and Periodic Ad hoc Environment cloning; and
Support of Disaster Recovery, State Security/Privacy Audits.
Detailed Operations and Maintenance Services and Contractor requirements are presented in more detail in this Section.
The Services in this Section 3 are considered Run Services and not subject to any variation based on ticket volumes that originate from ServiceNow platform end-users, Agencies, OIT or Contractor originated tickets. Offerors are advised to provide, and as Contractor adhere to, monthly recurring cost for each contracted application as a fixed fee without variation based upon ticket volumes. Considerations related to ticket volumes and variations are contained in Section 4 (and Section 4 alone) of this Supplement.
[bookmark: _Toc461688505][bookmark: _Toc12435186][bookmark: _Toc20463687]Commencement of Services and Contractor Compensation
The Contractor will not be entitled to, nor seek compensation unless all the following pre-requisites are demonstrated to be achieved and in place for each State ServiceNow application that is serviced by the Contractor:
Contractor Staffing plan is in place and all positions staffed as to conform to the Staffing Plan as agreed with the State;
All Contractor proposed operational management tools are installed and verified to be functioning in accordance with State agreed parameters and values;
All State required operations and architecture tools such as security, privacy, encryption and Identity/Access Management are in place and fully operational;
The State’s ServiceNow application is configured and operational to allow the Supplemental Services team to complete their assigned tasks within the application; and
The System is demonstrated to be in live, commercial use or otherwise in Production and conformant to the lesser of: operational Service Level Agreement (SLA) requirements demonstrated during System Acceptance and Production Support Period as contracted with a State Systems, Integrator/Vendor, responsible for system/application development; or Operational Service Level Agreements as contained in this Supplement.
The State acknowledges that due to the diversity and complexity of the ServiceNow application that some accommodations may need to be mutually contemplated to ensure overall continuity of service, release management schedules and quality of applications delivered to production and may consider under the circumstances of such release localized accommodation of temporary exceptions to the aforementioned Operation and Management prerequisites. Absent written State approval to the contrary, all five (5) of these criteria must be achieved and demonstrated by the Contractor prior to the commencement of any billing or costs to the State.
[bookmark: _Toc461688506]Notwithstanding the aforementioned Service Level Agreement considerations, the Contractor will be responsible for any production system update, system release, upgrade or enhancement under the SLAs in full effect as contained in this Supplement no longer than three(3) months following the introduction of the production system update, system release, upgrade or enhancement to Production or live commercial use.
Production/Version Control and Release Management
The Contractor will be responsible for working with the State and executing the production deployment and roll-out of any Release Package or application to the State’s ServiceNow platform environment. Releases will include (at a minimum): new application(s) inclusive of ServiceNow AppExchange applications; 3rd party developed or licensed ServiceNow extensions and developments; State internal integration with other state applications (ESB or File-Based); production or scheduled job streams; and related ServiceNow reports, interfaces, conversions, forms, workflows or extensions (RICEFW).
Production deployment includes software deployment to the production instance of ServiceNow and (if applicable) interfaces to production tools and systems that orchestrate, manage, report or control those devices and services managed by the Service, identification of interfaces and any required conversions/migrations, installation of server software, and any required testing to achieve the proper roll-out of the Release Package software. 
As part of this Service, the Contractor will:
Establish for the State and thereafter comply with and enforce a repeatable State ServiceNow implementation and deployment procedure. This may include testing, migration procedures, the use of any pre-production or pseudo-production environment prior to production migration;
For each release, submit to the State, for the State’s approval, a written deployment plan describing Contractor’s plan to manage each such implementation. The tasks and activities to be performed by Contractor as part of ServiceNow production deployment services; 
Establish and follow procedures and automated software versioning mechanism(s) to ensure that the entire contents of a release, following State acceptance or authorization to implement to a production environment, are complete and maintain all elements that comprise the defined Release Package and the then current production version of the software prior to deployment of the Release Package;
Develop, prepare and test emergency back out or roll back procedures to return the production system to its pre-deployment State as it pertains to correcting an errant, erroneous or defective deployment of a Release Package to the production environment inclusive of all code, data, middleware, infrastructure, tables and parameters;
If, in the mutual agreement of the State and Contractor, the deployment of a Release package to the production environment is errant, erroneous or otherwise defective, implement back-out or rollback procedures in their entirety upon direction of the State. 
Conduct production pilot(s) (including “day in the life” simulations) and fine tune solution as mutually agreed with the State as appropriate;
Compile and maintain solution issue lists;
Conduct post-deployment quality and progress reviews with appropriate State personnel, and (if requested by the State) State Systems Integrator/Vendor;
Develop, and thereafter maintain and make available to the State, a knowledge base of documentation gathered throughout the Release Package’s life and allow for re-use of such documentation for future Projects; and
Establish a performance for the impacted business systems, and where appropriate document requirements for future enhancement of the business systems implemented as part of a future project or authorized work.
[bookmark: _Toc461688507][bookmark: _Toc12435187][bookmark: _Toc20463688]Break/Fix Support
The Contractor will: 
Receive incident requests via escalation from ESM ServiceNow Service Desk;
Track, monitor and provide remediation for solution defects and incidents requiring system configuration or in-scope environment code or configuration changes arising from the application of any of ServiceNow, AppExchange, 3rd party, State contracted ServiceNow RICEFW enhancements to the State’s ServiceNow platform and agency applications;
Address any incompatibilities, inconsistencies or erroneous processing introduced to the State’s ServiceNow platform and agency applications that arise from any production release, patch, update, upgrade or change in code or configuration values;
Identify and implement required system or configuration changes to address solution defects; 
Test configuration changes to confirm resolution of defects;
Support the State in performing applicable acceptance testing or review of any changes arising as a result of break/fix or patch/release Contractor responsibilities; 
Ensure compliance with any State Security/Privacy requirements or ServiceNow mandated patches or system levels to the extent and system enhancement turnaround time required given the nature of the security mandate and report to the State in writing any risks or issues that the Contractor becomes aware of in providing Service to the State. For example: patches designed to address immediate or active Security issues may be scheduled for a near-real-time release, where other less pressing releases may be implemented during a scheduled maintenance or outage period;
Maintain solution documentation (technical specifications and testing documentation) as well as a compendium of common problems, root causes and remedy to aid in the identification and remediation of underlying system incidents; and
Follow the ESM administration’s direction as relates to prioritization of work or work assignment.  On-site Contractor lead will partner with ESM administration to determine daily work priorities, work assignments, Severity 1 Incidents, customer escalation, and other issues.
[bookmark: _Toc20463689]Change Management
Change Management is to ensure that standardized methods and procedures are used for efficient and prompt handling of all changes to control IT infrastructure, in order to minimize the number and impact of any related incidents upon service. Changes in the IT infrastructure may arise reactively in response to problems or externally imposed requirements, e.g. legislative changes, or proactively from seeking improved efficiency and effectiveness or to enable or reflect business initiatives, or from programs, projects or service improvement initiatives. Change management can ensure standardized methods, processes and procedures which are used for all changes, facilitate efficient and prompt handling of all changes, and maintain the proper balance between the need for change and the potential detrimental impact of changes.
At a minimum, the State expects the Contractor to complete the following requirements as part of Change Management for each change in IT infrastructure:
· Approval by ESM Administration;
· Fully documented in ServiceNow including technical specifications and testing documentation;
· UAT tested and accepted; and
· Implemented utilizing approved implementation process.

[bookmark: _Toc461688508][bookmark: _Toc12435188][bookmark: _Toc20463690]Problem Management Services
[bookmark: _Toc197096869][bookmark: _Toc197097524][bookmark: _Toc197167743]Problem Management identifies and resolves the root causes of service disruptions. As part of delivery of the Service the Contractor will:
Perform Root Cause Analysis in partnership with the ESM administration;
In partnership with ESM Administration, develop and Submit a Request for Changes to correct problems with State applications; (if applicable, a work-around can be substituted.)
Prioritize resources required for resolution based on business need; and
Update the knowledge base with revised operating procedures and conventions upon resolution of problems.
[bookmark: _Toc20463691]Continuous Process Improvement
Analyze trends.
Participate in the State continuous improvement process striving to enhance its operations and identifying continuous improvement ideas. 
Share applicable best practices that may improve the State processes and enabling technologies. 
Conduct periodic detailed knowledge exchanges between Contractor team and the State designated individuals.
Assist with implementing the State defined IT control requirements including updating security matrix spreadsheets and implementing supported server and systems software configurations for access control.
[bookmark: _Toc461688509][bookmark: _Toc12435189][bookmark: _Toc20463692]ServiceNow and Application Licensing, Capacity Planning and Monitoring
The Contractor will:
Review the State growth plans during quarterly service review meetings.  If requested due to an unforeseen requirement, participate in the required number of ad-hoc reviews coincident with these new requirements and ServiceNow application needs to correctly plan for licensing and capacity;
Monitor ServiceNow and State application usage and capacity, forecast capacity and review with the State Infrastructure Management on a quarterly basis;
The State will: 
Project future ServiceNow based trends and capacity requirements in conjunction with receipt of Contractor provided capacity usage reports, and in consultation with the Contractor, for new Projects and provide such information to the Contractor as it pertains to the Services; and
Review ServiceNow Platform performance, licensing and capacity and throughput for new applications before promotion into the production environment to resolve any overcapacity situations.
[bookmark: _Toc461688510][bookmark: _Toc12435190][bookmark: _Toc20463693]Job and Interface Execution / Production Control
[bookmark: _Toc197167752] Run Book
The Contractor will develop with the State and thereafter maintain an operational “Run Book” to manage the scheduling of respective production operations, interfaces, scheduled and routine jobs and reports. In general, these functions are executed on a daily, weekly and monthly basis co-incident with agency processing and close periods and business cycles. The Contractor will develop and assume this run book as part of operational responsibilities for any application that is within the scope of the Contractor provided service.  
Ultimately, the ESM administration will have final say regarding daily work prioritization and assignment for work of both state and contractor resources.
The Run Book must: 
Provide a high-level overview of the processes requiring State involvement (e.g., Change Management, Problem Management); 
Outline the current operating schedule for major production and operational schedules, processing, report generation, interfaces and other regularly scheduled and routine/recurring tasks associated with the offeror performing services in this area; 
Be used by the Contractor to provide Supplemental Services; 
Identify the Contractor/State interaction process dependencies and roles; and 
Describe how the State and the Contractor will interact during the Term of the contract (i.e. change controls, nightly integration, etc.). 
[bookmark: _Toc197167753]Until such time as the State and the Contractor complete and approve the Run Book, the Contractor must take direction from the ESM administration. In the event that the State does not have existing processes and procedures at service commencement, or such processes and procedures do not apply to the Contractor Service environment, the Contractor will document the processes and procedures for the State environment existing prior to the production dates as necessary by the Contractor to perform the Services. 
The final Run Book will supersede all prior processes and procedures unless otherwise specified by the ESM administration.
[bookmark: _Toc197167754]The Contractor must:
Assign an individual to be the single point of contact to the State for the Run Book development and maintenance. Individual will be one of the key personnel as described in other requirements of this RFP;
Provide the proposed table of contents and format for the Run Book for State review and approval;
Develop and provide the draft Run Book, which will be customized by the Contractor to reflect the process interfaces (interaction between parties, roles responsibilities, timing and the like) between the State and Contractor;
Review State feedback and revise the draft Run Book to incorporate mutually agreed changes and regular optimizations;
Maintain the current version of the Run Book in a collaboration area, which will not be unreasonably withheld; 
Jointly review the Run Book on a quarterly basis or more frequently, as required, and update and maintain the Run Book accordingly; and
Provide appropriate State employees and Contractors with access to the Run Book, as required.
[bookmark: _Toc197167755]The State will:
Provide leadership and direction for day-to-day operations specifically prioritizing and directing both state and Contractor resources;
Assign an individual to be the single point of contact for the Run Book review and approval;
Review and approve the proposed table of contents and format for the Run Book;
Review and provide documentation containing the State’s comments, questions and proposed changes to the draft Run Book;
Acknowledge receipt of the final version of the Run Book and provide acceptance and approval, which will not be unreasonably withheld; and
Jointly review the Run Book on a quarterly basis or more frequently, as required. In 30 calendar days of the Project Start Date, the State and Contractor will meet to review effectiveness of the Run Book and its components and to make additional, deletions, or updates.
0.1. [bookmark: _Toc12436593][bookmark: _Toc20463694]ServiceNow Platform System Management and Administration
The Contractor will:
Coordinate the installation, testing, operation, troubleshooting and maintaining of the ServiceNow software as directed by the ESM Administration.
Identify and test packaging patches and other updates associated with supported ServiceNow software, as well as supporting additional security-related fixes associated with the Systems software.
Manage the security functions related to the ServiceNow software including administrative access and passwords (i.e., users with root, admin, administrator, DBA or low-level read/write access) and the related security controls to maintain the integrity of the ServiceNow software, based on the State’s security standards.
Provide advisory services to support the ServiceNow administration and developer access services and roles.
Review supported ServiceNow administration, set-up and configuration.
Support performance tuning of State application elements and perform performance tuning on ServiceNow elements, if applicable.  
[bookmark: _Hlk11318638]Collaborate with ESM administration on continuous service improvement of overall processes, tools, templates, workflows and resources (i.e. integration of testing automation to reduce testing errors, time, and resource need).  Contractor will meet with ESM team quarterly to review.
The State will:
Assist the Contractor in developing procedures for handling all planned and unplanned outages affecting the ServiceNow Platform and State applications including review, approval, communication and proper documentation.
Collaborate with Supplemental Services to review continuous service improvement of overall processes, tools, templates, and resources (i.e. integration of testing automation to reduce testing errors, time, and resource need).  ESM team will meet with contractor quarterly to review.
Notify the Contractor of any planned or emergency changes to the State’s environment affecting the Contractor's delivery of the Services (i.e. activation of state Disaster Recovery plan, planned network outage).
[bookmark: _Toc461688512][bookmark: _Toc12435192][bookmark: _Toc20463695]Support of ServiceNow Future Releases and State Applications as a Result of these Changes
The Contractor will provide Support and Maintenance of the State’s ServiceNow platform that includes:
Agency application and ServiceNow platform-level administration, reporting, and support. Application and ServiceNow platform support do not include Level 1 and Business Level 2 service desk functions (i.e., end-user facing-manned by state resources), but only those Level 2 and 3 items (i.e., technical, integration and application/code based functions) that are specific to ServiceNow and agency applications within the contracted scope of Services;
Supporting the State in re-testing or validating State specified RICEFW objects coincident with Major and minor ServiceNow system releases; 
Application Break/Fix responsibility and Minor Enhancements to State specified RICEFW objects;
Migration to Production of applications once UAT testing meeting the State’s UAT acceptance criteria;
Environment refresh services for non-Production (i.e. staging, test, development, other non-production environments as assigned);
System change management and Production version control; and
Review of system usage, performance and reliability reports and collaboration with State Infrastructure Staff to drive system usability, reliability and performance.
[bookmark: _Toc461688513][bookmark: _Toc12435193][bookmark: _Toc20463696]Major Upgrades (Ongoing)
Release upgrades for packaged software are initiated through periodic releases by ServiceNow as Major releases. Due to the packaged nature of these releases associated with the ServiceNow platform (i.e., unified patch streams that apply to the cloud software, security and other elements), the State requires that the Contractor lead and coordinate efforts to analyze, install/apply, test/verify and utilize State specified RICEFW objects to these releases in the State’s environment. As the State is dependent on ServiceNow and is responsible for Enterprise infrastructure operations, this coordination and leadership must be well-defined and executed so that the State can realize the benefits of a release while not introducing any service impacting or application related issues.  The State requires that the Contractor use of Automated Testing Framework with the first available major upgrade.  
Further, the Contractor understands the importance of ServiceNow major upgrades to its overall capabilities in support of the State’s mission and over the life a multi-year contract and is committed to maintaining the State’s ServiceNow platform and related service at the most current proven release at all times.
The Contractor is to comply with the following requirements:
Always operate on a set of application and Technical Infrastructure components that are on the current or one release behind current of ServiceNow release and support model and terms as provided by ServiceNow;
No more than four (4) weeks after the publication of release notes of a newly available major upgrade the Contractor will generate and provide to the State a report containing an analysis of the upgrade as it compares to the State’s current status of ServiceNow customizations, and other RICEF objects;
[bookmark: _Hlk11848108]As part of semi-annual (every six months) planning, the Contractor is to inform the State of any components that are moving beyond a current support model or would be rendered unusable as a result of an upcoming release and present a plan to implement the required updates in a controlled manner to the applicable State environment(s) to maintain compliance ServiceNow™ support models;
Based on review of any upgrade or update plan (inclusive of all elements required to effectively manage, resource, test, validate and implement the change as outlined elsewhere in this statement of work, the State and the Contractor will schedule a mutually agreeable upgrade / update approach and authorize the Contractor to perform these upgrade services to maintain the required support model; 
Upgrade and update approach must factor any regularly scheduled batch processing or system availability as well as any seasonal processing requirements and should be scheduled to maintain compliance with system availability in consideration of then prevailing development release or production schedule; 
The Contractor will be responsible for the design, development, and implementation of the Major enhancements in the State environments including requirements/design discussions, applicable conference room pilots, design review/signoff, document design specification, document and execute unit and integration/interface tests, and support of the State in executing UAT;
The Contractor must be capable of verifying and accepting enhancements not developed by the Contractor including (e.g., review designs, execute tests, migration to production).  These could be enhancements developed by State resources or 3rd party development;
All System Enhancements will be performed in accordance with the appropriate software development lifecycle procedures in this Supplement; 
For all code-based deliverables that are accepted by the State or otherwise placed, the Contractor will provide an electronic copy of all source and executable code elements to the State as part of the deployment of the element’s introduction to production;
The Contractor will be responsible for implementation of a minimum of two (2) Major upgrades, as defined by ServiceNow™ (i.e. major upgrade would be defined as a platform upgrade from current version; Madrid to the next version; New York per fiscal year.  For all major upgrades, the Contractor will follow industry standards, and not be behind in major upgrades more than one version from current availability (i.e. if current ServiceNow™ version is Madrid.  The State cannot use any version earlier than London).  Major upgrades must include; all used and unused ServiceNow™ modules, plug-ins, system integration and all Reports (R), Interface (I), Conversion (C), Enhancements (E), Forms (F) and Workflow (W).  Major upgrades will also include unused modules that the State designates; and
Notwithstanding Major Upgrade enhancement requirements as outlined above, the Contractor has an obligation to maintain all ServiceNow™ elements in keeping with a current support and in accordance with agreed procedures associated with the minimization of exposure to viruses, malicious software (malware), security holes or flaws, incompatibility issues, software patch, technical updates, corrections, technical debt and other elements that directly influence the warrantee, support, performance and ongoing upgradeability of underlying software and State specified RICEFW objects of the ServiceNow platform.
Upgrades and updates will be scheduled in such a manner as to minimize disruption and risk to the State while balancing Contractor staffing availability and synergies as to affect to the extent possible a seamless and overall consistent upgrade approach staffing personnel and overall management synergies to the extent possible. 
[bookmark: _Toc12435194][bookmark: _Toc20463697]ServiceNow Version Patching Requirements
General
The State requires that the ServiceNow™ system is utilizing a supported release by ServiceNow™ at all times. The State further requires that all patches to each Major Release of ServiceNow™ be applied to all State environments no later than the release of ServiceNow™ Patch 4 of each Major ServiceNow Release, that is upon the existence of Patch 4, all preceding patches (e.g., 1, 2, 3 and so forth) must be applied to the State system environment.
Security Patches
All ServiceNow security related patches must be applied to the State’s environment within one (1) week of their availability from ServiceNow. The State, in consideration of the severity of defects addressed in these security patches in consideration of the State’s environment and use, may direct the Contractor to apply such patches in a more expeditious manner, in which case a mutually agreeable patch application schedule will be developed by the State and Contractor. 
Regardless of the number of patches released by ServiceNow™ in a given year, the Contractor will be required to complete all ServiceNow patches needed to support the Ohio ServiceNow application, The Contractor will not be permitted, nor will seek to be permitted to use Discretionary Hours pool(s) or Project related methods to address this requirement.
Other Patches
The Contractor will be responsible for the planning and deployment of periodic releases of non-emergency patches and enhancements (e.g., test new functionality, regression test entire application, document release notes, coordinate with the State for end user change management/communication) as well as perform these responsibilities for all Contractor developed elements for the State.

[bookmark: _Toc461688514][bookmark: _Toc12435195][bookmark: _Toc20463698]System/Environment Administration Support
The Contractor must: 
[bookmark: _Hlk11930481]Perform ServiceNow™ technical activities (e.g., incident, problem and change processes) including but not limited to: system code/object migrations, patch implementations, log administration, data copies and exports, interfaces (both service bus based and file based) and scheduled reporting, and responsibility for incident resolution such that migrations into production will be executed at agreed periodic intervals and other production changes will be scheduled during the maintenance window.
If required, support multiple release levels of ServiceNow™ elements for in-scope Services, provided that such support does not impair the Contractor’s ability to meet Contractor development and project commitments until such time as all environments can be upgraded to the same version/release level.
Perform environment/supported ServiceNow™ environment and database tuning, code restructuring, and provide tools and other efforts to help improve the efficiency and reliability of environments and to help reduce ongoing maintenance requirements.
Provide appropriate Contractor-related data for periodic State analysis and review of resources deployed for preventive maintenance and planning preventive maintenance.
Monitor and analyze trends to identify potential issues and follow-up on recurring problems.
Install ServiceNow software, AppExchange and related ServiceNow application upgrades and enhancements for updates or revisions (i.e. 1.x, where x is the update/revision) as necessary to maintain the operability of the Services and implement technology changes (e.g., Systems software upgrades or new scheduling software). Included in the scope of such adaptive development work is testing new interfaces to applications. 
Coordinate with designated State agency production staff, to manage production schedules.
Update access and environment configurations contained within in-scope environments, where applicable.
Generate and provide access to the State to daily production control and scheduling reports, including the production of monthly summary reports that track the progress of the Contractor’s performance of work.
Provide timely responses to State’s requests for information and reports necessary to provide updates to the State business units and stakeholders.
Work closely with State resources and take direction, as necessary, from the ESM administration.
ESM Administration will assign work to the Contractor team. 
Monitor operations for correctness and adherence to agreed quality, performance and availability criteria as set forth in the Run Book or other supporting documents.
Perform batch monitoring and restart inclusive of verification of batch jobs and interfaces (ESB and File based) start and complete as scheduled, monitoring and restart of scheduled production batch jobs and resolution of batch scheduling conflicts.
Schedule batch jobs, as requested by the State, that require expedited execution; (i.e. nightly INFO50 batch file export to state’s financial ERP (PeopleSoft).
Notify the State as required, in the Run Book or other supporting documentation; and, if needed, follow the escalation processes for production issues and notifications as described in the Run Book.
Support production staff (both the State and Contractor) to create and adapt IT operational processes and procedures related to the in-scope environments.
[bookmark: _Toc461688515][bookmark: _Toc12435196][bookmark: _Toc20463699]Program Management & Master Release Calendar
 Master Release Calendar
The Contractor will develop in partnership with ESM leadership and thereafter follow a State Master Release Plan and support the State in the development, maintenance and publication on a monthly basis of a Master Release Calendar that includes a schedule (with dates) of: 
Scheduled Releases, Upgrades, Updates and Enhancements;
Implementation of Projects, Minor Enhancements or Discretionary Work;
Scheduled Maintenance Windows and Planned Outages;
Major and Minor Project Key Dates (i.e., Start, SDLC Gate Completion, Production Release, Completion) whether Contractor delivered or otherwise; and
Other pertinent dates that require end-user notification or coordination.
[bookmark: _Toc461688516][bookmark: _Toc12435197][bookmark: _Toc20463700]Minor Change and Enhancement Services
Based on the State’s experience with the management and ongoing operations of the ServiceNow™ environments, the State is requiring the Contractor to provide the capability to address minor alterations or enhancements (generally less than one month of duration per occurrence inclusive of analysis, design, construction, testing and implementation tasks, but extendable to larger efforts at the mutual agreement of the State and Contractor) to applications within the scope of the Services that arise as a result of legal, regulatory, mandates or changes to the State’s business. Due to the sporadic nature of these requirements (e.g., minor display field changes, edits, reports, etc.), the State may require the Contractor to provide these services as needed.   
The Parties will agree to a resource plan to support Minor Change and Enhancement services in order to maximize personnel continuity.
The Contractor must include, in their proposed annual cost for Minor Change and Enhancement hours, an initial pool of four thousand (4000) annual hours to be used in conjunction with the Contractor’s Rate Card and represent an initial minimal monthly staffing level of two full-time equivalents.  The overall discretionary amount of four thousand (4000) annual hours will be reviewed annually to determine if there is an opportunity to reduce the overall number of discretionary hours needed from the initial four thousand hours as the State team becomes able to take on more responsibility for minor changes and enhancements.
The hours will be pro-rated for the first Contract fiscal year commencing July 1st and then optionally renewed or adjusted in writing by the State every Fiscal year thereafter.  Unless instructed or Absent State written instructions pertaining to these hours in any Fiscal year, the Contractor will not be entitled to compensation nor provide these services for discretionary spend.
The Contractor and State will meet prior to the conclusion of each Fiscal year of Contract execution to review this Minor Change and Enhancement hour pool and make adjustments as required. If the hour pool is adjusted, the State and Contractor will work to establish an annual number of hours, and base staffing level commitment for each year of the agreement.
The Contractor will provide a schedule of all hours consumed (by activity, resource and Project) and a forecast of remaining hours and activities to the State on a monthly basis. 
Any unused discretionary hours not used prior to end of fiscal year will be rolled over to the following fiscal year.
Ad-Hoc Requests may be required under this hour pool. The following provides examples of typical ad-hoc requests:
Ad-hoc requests generally require no extensive modification, configuration, or customization of the ServiceNow environments (e.g., cosmetic enhancements, maintenance of configuration values, simple reports/views).
Routine tracking procedures will provide visibility of all ad-hoc requests to the ESM Administration. The Contractor and the State will develop a prioritization approach for ad-hoc requests based upon business impact and document such process as mutually agreed.
Ad-Hoc requests may also include; staff augmentation, temporary staff for special functions or events, or other traditional or non-traditional resource needs.
[bookmark: _Toc461688517][bookmark: _Toc12435198][bookmark: _Toc20463701]Environment Cloning Services
For each ServiceNow environment within the scope of the Contractor’s Service, the Contractor will perform backup processes to ServiceNow™ provided storage as follows:
	[bookmark: _Hlk12263461]Type
	Scheduled Timing

	Production
	Review

	Staging
	Monthly

	Testing
	Monthly (or as needed)

	Development
	Monthly and Immediately preceding and following any updates to software

	Sandbox
	Daily

	Training
	As requested,

	Others as assigned
	Monthly

	SNVersion
	TBD

	[bookmark: _Hlk12263493]
	



[bookmark: _Toc461688518]Support of State Disaster Recovery
The Contractor will work with the State, and be responsible for the development, maintenance and testing of Disaster Recovery Plan for its Enterprise ServiceNow platform and State applications that rely upon ServiceNow to the extent practicable under the capabilities and conventions of ServiceNow™ as a platform/cloud service. 
[bookmark: _Hlk11997676]The Disaster Recovery Plan will document the sequence of events to follow in the circumstance that an internal or external interruption impacts Services provided to the ServiceNow™ user community that may arise as a result of failure of one of more elements that comprise the State’s ServiceNow™ environment including, but not limited to: infrastructure, hardware, software, interfaces, networks, ServiceNow™ provided elements, and the like.
The Disaster Recovery Plan will be developed in consultation with the State and in adherence to the State IT policies provided herein. 
The activities of the Disaster Recovery Plan are intended to reduce or minimize downtime of the platform, interruption of employee work schedules, and financial exposures for the State and Contractor.
The Disaster Recovery Plan documents a sequence of communication events to follow during an internal or external infrastructure failure or natural disaster (act of nature).
In order to minimize downtime, once notification is received from an external utility that disruption is imminent, the Disaster Recovery Plan will be activated.
[bookmark: _Toc209337439]Disaster Recovery Planning
To the extent agreed appropriate, Contractor must participate in planning sessions, testing review sessions and other meeting activities during the term of the Contract.
Contractor must support the implementation of disaster recovery plans as agreed based upon the following principles:
Utilize the ServiceNow provided alternate disaster recovery capabilities which are adequate to process the State’s transactions and to provide system’s access to end-user personnel during an outage period;
Transfer of operations to this alternate site to occur within 24 hours of failure of primary location;
Transfer of the State data, configuration and user access to this site must occur within 24 hours of failure;
Restoration of primary operations site operations (once available) within 24 hours; and
Notification of the State regarding primary site failure within 60 minutes, and intent to migrate to alternate site within 4 hours of failure.
[bookmark: _Toc209337440]Annual Disaster Recovery Rehearsal and Testing
The Contractor will:
Establish joint test objectives with the State designed to verify that ServiceNow™ applications will be available within the agreed upon timeframes contained in the mutually agreed disaster and business continuity plan.
Schedule, rehearse and test components of the disaster recovery and business continuity plans relating to the in-scope applications at least annually in cooperation with the State, its designees, any testing and recovery providers and relevant State Third Party Contractors no less frequently than annually.
Design and implement these services to allow for the State and Contractor to continue to operate and manage the Services during periodic disaster recovery tests. 
Notify the State as soon as practicable upon becoming aware of a disaster affecting the services.
Perform necessary migrations of the software code and data as required to reinstate the in-scope applications so that they are functional at a backup location provided by the State in accordance with the procedures set forth in the engagement practices and relevant Statements of Work;
Coordinate with the State to support the reinstatement of the in-scope applications at such backup location; and
Maintain provision of the Services for unaffected areas.
Service Restoration Following Disasters
Following any disaster, in consultation with the State, the Contractor must: 
Reinstall any in-scope applications affected by such disaster in accordance with the process for such re-installation set forth in the mutually agreed disaster recovery plan and business continuity plan.
Conduct a post-disaster meeting with the State for the purpose of developing plans to mitigate the adverse impact of future occurrences.
To the extent applicable to the in-scope applications, maintain compliance with the disaster recovery policies, standards, and procedures contained in the mutually agreed disaster recovery and business continuity plan.
[bookmark: _Toc461688519][bookmark: _Toc12435199][bookmark: _Toc20463702]Maintaining Solution and Operations Documentation
For each major application release or application update of the of the ServiceNow platform, the Contractor must: 
Document the solutions, changes, updates, configuration, developed or modified by the State in accordance with established methods, processes, and procedures such that, at a minimum the State or a competent 3rd Party vendor can subsequently provide a similar scope of Services;
Develop and maintain, as agreed appropriate, the documentation on system environments. Where it is determined that documentation is inaccurate (for example, due to demonstrated errors or obsolescence), and such inaccuracy may negatively affect the Services, the Contractor must correct such documentation as part of normal day-to-day operational support; 
Update programmer, impacted technical elements of end user manuals and operational reference materials;
Maintain all documentation on the State’s ServiceNow Managed Documents™ module and ensure that all documentation is current following any change to the ServiceNow Managed service and State applications as it relates to documentation; and
Conduct an annual audit for State review of all documentation to ensure ongoing compliance with these requirements.
 Standards for Delivery of Solution Documentation
For each solution, the Contractor must:
Comply with State IT Access policies for State systems. Offerors are to note that this compliance may require the provision of certain Contractor personnel related identifying (but anonymous) information to establish Contractor personnel on State systems such as insignificant (last 4) digits of SSN or Driver’s license information.
[bookmark: _Toc12435201]Supplemental Service: Service Level Requirements
This section sets forth the performance specifications for the Service Level Agreements (SLA) to be established between the Contractor and the State that are applicable to any work associated with the operation, maintenance, updates or upgrades of any software associated with this Supplement in general, and specifically as the work pertains to the Supplemental Services described in the preceding Section 3 of this Supplement.
The section contains the tables and descriptions that provide the State framework, requirements relating to service level commitments, and the implications of meeting versus failing to meet the requirements and objectives, as applicable. This document defines the State’s detailed performance, management, and reporting requirements for the Operations and Run Services and to all subsequent Operations and Run services and phases that are contracted under future Statements of Work between the State and the Contractor related to this RFP. During the initial thirty (30) days of the Service, the Contractor and State will meet to develop a mutually agreeable Service Level Report, inclusive of: data source(s); report format(s) and conventions; report timing/due dates and other factors.
The mechanism set out herein will be implemented to manage the Contractor’s performance against each Service Level, in order to monitor the overall performance of the Contractor.
The Contractor will be required to comply with the following performance management and reporting mechanisms for all Services within the scope of this RFP and will provide these reports to the State on no less than a monthly basis: 
Service Level Specific Performance – Agreed upon specific Service Levels to measure the performance of specific Services or Service Elements.
Service Level Agreement - Most individual Service Levels are linked to financial credits due to the State (“Performance Credits”) to incent Contractor performance.
Service Level Objective – Service Levels that are not linked to financial credits due to the State but, if not met over a period of time, they can migrate to a Service Level Agreement linked to financial credits due to the State.
Overall Contract Performance – An overall performance score of the Contractor across all Service Levels. The overall performance score is linked to governance and escalation processes as needed to initiate corrective actions and remedial processes.
[bookmark: _Toc444000656][bookmark: _Toc461688562][bookmark: _Toc12435202][bookmark: _Toc20463703]Service Level Specific Performance Credits
Each Service Level agreement(SLA) will be measured using a “Green-Yellow-Red” traffic light mechanism (the “Individual SLA G/Y/R State”), with “Green” representing “meeting the agreed level of performance”, “Yellow” representing “not meeting but approaching agreed level of performance” and “Red” representing “not meeting the agreed level of performance”. A Performance Credit will be due to the State in the event a specific individual SLA G-Y-R State falls in the “Yellow “or “Red” state. The amount of the Performance Credit for each SLA will be based on the Individual SLA GYR State. 
Set forth below is a table summarizing the monthly Performance Credits for each SLA. All amounts set forth below that are contained in a row pertaining to the “Yellow” or “Red” GYR State, represent Performance Credit amounts.
	[bookmark: _Hlk12437418][bookmark: _Hlk12437513]Individual SL GYR State
	Performance Credit (per Month)

	Red
	A =1.43% of MPC

	Yellow
	B = 0.71% of MPC

	Green
	None



The Contractor agrees that in each month of the Contract, 10% of the monthly project charges (MPC) associated with the Maintenance and Operations portions of this RFP will be at risk. MPCs are the charges for the deliverables accepted during a given month. The MPC for the Project Implementation will be at risk for failure to meet the Service Levels set forth in the Contract. The Contractor will not be required to provide Performance Credits for multiple Performance Specifications for the same event; the highest Performance Credit available to the State for that particular event will apply. 
On a quarterly basis, there will be a “true-up” at which time the total amount of the Performance Credits will be calculated (the “Net Amount”), and such Net Amount will be set off against any fees owed by the State to the Contractor. 
The Contractor will not be liable for any failed Service Level caused by circumstances beyond its control, and that could not be avoided or mitigated through the exercise of prudence and ordinary care, provided that the Contractor immediately notifies the State in writing and takes all steps necessary to minimize the effect of such circumstances and resumes its performance of the Services in accordance with the SLAs as soon as possible.
[bookmark: _Toc444000657][bookmark: _Toc461688563][bookmark: _Toc12435203][bookmark: _Toc20463704]Overall Contract Performance
In addition to the service specific performance credits, on a monthly basis, an overall SL score (the “Overall SL Score”) will be determined, by assigning points to each SL based on its Individual SL GYR State. The matrix set forth below describes the methodology for computing the Overall SL Score:
	Individual SLAs and SLOs GYR State
	Performance Multiple

	Green
	0

	Yellow
	1

	Red
	4


The Overall SL score is calculated by multiplying the number of SLAs in each GYR State by the Performance Multiples above. For example, if all SLAs are Green except for two SLAs in a Red GYR State, the Overall SL Score would be the equivalent of 8 (4 x 2 Red SLAs).
Based on the Overall SL Score thresholds value exceeding a threshold of fifteen (15), mandatory Executive escalation procedures outlined in this RFP will be initiated to restore acceptable Service Levels. 
If a successful resolution is not reached, then the State may terminate the Contract for cause if:
The overall SL score reaches a threshold over a period of 3 consecutive months with the equivalent of 50% of the service levels in a red state; and the Contractor fails to cure the affected Service Levels within 60 calendar days of receipt of the State’s written notice of intent to terminate; OR
The State exercises its right to terminate for exceeding the threshold level of 75% of Service levels in total over a six (6) month period.
The Overall Contract Performance will not constitute the State’s exclusive remedy to resolving issues related to the Contractor’s performance. The State retains the right to terminate for Overall Contract Performance under the terms of this Contract.
[bookmark: _Toc444000658][bookmark: _Toc461688564][bookmark: _Toc12435204][bookmark: _Toc20463705]Monthly Service Level Report
Monthly Service Level Report 
On a State monthly basis, the Contractor will provide a written report (the “Monthly Service Level Report”)to the State which includes the following information: (i) the Contractor’s quantitative performance for each Service Level; (ii) each Individual SL GYR State and the Overall SL Score; (iii) the amount of any monthly Performance Credit for each Service Level (iv) the year-to-date total Performance Credit balance for each Service Level and all the Service Levels; (v) a “Root-Cause Analysis” and corrective action plan with respect to any Service Levels where the Individual SL GYR State was not “Green” during the preceding month; and (vi) trend or statistical analysis with respect to each Service Level as requested by the State. The Monthly Service Level Report will be due no later than the tenth (10th) business day of the following month. 
Failure to report any SLA, SLA performance in a given month, or for any non-Green (i.e., performing to Standard) SLA a detailed root cause analysis that substantiates cause will result in the State considering the performance of the Contractor for that period as performing in a Red State.
[bookmark: _Toc444000659][bookmark: _Toc461688565][bookmark: _Toc12435205][bookmark: _Toc20463706]Failure to Report or Report Late after Mutually Agreed Dates
Should for any reason the Contractor fail to report or produce the Monthly Service Level Report to the State on a mutually agreeable date, in part or in total, the Contractor performance for the Service Levels, in part or in total, will be considered Red for that period. Should, under agreement of the State a Service Level not apply in a given period, the report will reflect this agreement and indicate “not applicable this period”.
[bookmark: _Toc444000660][bookmark: _Toc461688566][bookmark: _Toc12435206][bookmark: _Toc20463707]ServiceNow Applications and Environments
The State acknowledges that its ServiceNow™ environment requirements fall into two major categories: 1) critical applications – those that are required to perform day-to-day state functions in production or support the SDLC requirements for major infrastructure investments for major initiatives where significant funds are devoted to providing environments to development teams; and 2) non-production application environments – which are defined as items that do not have a significant impact on day-to day operations, or are used in a non-production capacity, which may not adversely impact the productivity of State development efforts or are otherwise used to support non-commercial activities. The Contractor must deliver Service Levels in keeping with the criticality levels as described herein.
[bookmark: _Toc444000661][bookmark: _Toc461688567][bookmark: _Toc12435207][bookmark: _Toc20463708]Period Service Level in Full Effect and In-Progress Service Levels
Service levels specified herein will be in full effect no later than ninety (90) days following the completion of migration of the current services and environments to the Contractor’s responsibility. Additionally, these service levels will be in full effect following a ninety (90) day period commencing on production go-live for each State application developed by the State, a State contracted third party, or the Contractor that is migrated to the Contractor’s responsibility. 
During the phases in which the Contractor is performing Transition/Migration Services and while the State or current contractor still retains operational responsibility of the application environments, the Contractor will not be subject to financial credits associated with the Service levels described herein, but nonetheless will be required to report the service levels as specified. 
During the period in which the State or current contractor no longer has substantive operational responsibilities pertaining to the application environments, and the Contractor is operating application environments for the State, or a combination of State and Contractor responsibilities the Contractor agrees to:
Perform services in keeping with the described Service Levels contained herein;
Promptly report any Service Level violations in accordance with the Service Level reporting requirements contained herein;
Work in good faith and using reasonable efforts to address and otherwise resolve service level violations that arise;
Provide a level of service in keeping with levels performed by State personnel and otherwise aligned with commercial best practices prior to the operational transfer; and
Not be subject to any financial credits associated with Service Level violations.
Due to the nature of the implementation of future Major Projects or new modules associated with ServiceNow, full SLAs will not be in effect for the applications until such time as either an application is moved to a ServiceNow production environment or is used for commercial use, whichever is sooner. 
[bookmark: _Toc444000662][bookmark: _Toc461688568][bookmark: _Toc12435208][bookmark: _Toc20463709]Temporary Escalation of an SLO to an SLA
In general, SLOs are considered measurable objectives by the State and the SLA framework accommodates their treatment and importance to the State via Contract termination considerations as opposed to financial credits as contained herein. However, in the event that Contractor performance is not meeting the established standards and requirements for SLO related items, the State may determine that an SLO needs to be escalated to an SLA. The following conditions will prevail in this escalation:
Contractor performance falls below yellow standard in an SLO area for three consecutive months; or
Contractor performance falls below 75% of red standard in any given month; or 
Contractor performance is consistently in a yellow or red status for four of any six consecutive months.
Should one or more of these conditions exist, the State may:
Temporarily replace any SLA of its choosing with the SLO until such time as the below standard SLO is determined to be consistently (i.e., more than 3 months in a row) performing to standard.
Add the SLO to the SLA group and rebalance the weighting accordingly such that the monthly fees at risk percentage agreed to is maintained (i.e., fees at risk remain constant, the number of SLAs that are considered against those fees changes) until such time as the below standard SLO is determined to be consistently (i.e., more than 3 months in a row) performing to standard.
At the conclusion of period of three consecutive months where the escalated SLO is deemed to be performing in a green status, the State and Contractor will revert the escalated SLO (now an SLA) back to its SLO state.
[bookmark: _Toc444000663][bookmark: _Toc461688569][bookmark: _Toc12435209][bookmark: _Toc20463710]State Provided Service Support Infrastructure Elements
The following items will not be considered Contractor Fault with respect to Service level failures and therefore not apply to any Contractor Performance Credits or Overall Contract Performance considerations discussed later in this section:
Failures outside of the scope of the Contractor responsibilities pursuant to the Services responsibility scope;
Failures due to non-performance of State retained responsibilities pursuant to the services responsibility scope;
Failure of an out-of-scope State provided element that directly impacts an in-scope Contractor element;
Failures arising from State provided equipment or networks; 
A pre-existing or undocumented deficiency in a State provided computing element as they pertain to adhering to State Policies and Standards. In this case, upon identification the Contractor is to promptly notify the State of the identified deficiency. 
Failure of a State provided resource to follow and comply with Contractor provided processes and procedures except where: (i) State Policies and Contractor policies are in conflict in which case the State resource will notify the Contractor of the conflict and resolve which process applies or; (ii) in cases of emergency that would place the State resource at physical peril or harm; 
Failure of a State provided third party warranty or maintenance agreement to deliver services to the Contractor for in-scope services and infrastructure elements that result in the Contractor’s inability to perform at required levels; 
The period of time associated with an incident where a State provided or contracted 3rd party service, repair or replacement service renders an in-scope infrastructure element unusable by the Contractor to provide the Contracted Services will be reduced from the overall duration timing of an incident; 
The incident requires assistance for a State retained responsibility, is delayed at the State’s request, or requires availability of an End User that is not available;
Failures of the ServiceNow™ Platform as provided by ServiceNow™ to the State as part of the Contracted platform service with ServiceNow™;
Mutually agreed upon service interruptions such as scheduled changes to the technical environment; and 
State implemented changes to Production Environments that the Contractor is not aware or apprised of.
[bookmark: _Toc444000664][bookmark: _Toc461688570][bookmark: _Toc12435210][bookmark: _Toc20463711]ServiceNow: Service Level Agreements/Objectives
Contractor will meet the Service Level Agreement or Service Level Objective for each Service Level set forth in the table below and specified in detail later in this section.  
	Service Level
	SLA 
or SLO
	Coverage

	1
	Incident Resolution – Mean Time to Repair (Priority 1 Issues)
	SLA
	7x24

	2
	Incident Resolution – Mean Time to Repair (Priority 2 Issues)
	SLA
	7x24

	3
	Incident Resolution – Mean Time to Repair (Priority 3 Issues)
	SLA
	State Published Business Hours

	4
	Production Release Management – Successful Deployment to Production
	SLA
	7x24

	5
	Monitoring & Auditing – Application Security Breach Detection, Notification and Resolution
	SLA
	7x24

	6
	Service Quality – System Changes
	SLA
	Scheduled Maintenance Periods

	7
	Service Timeliness – System Changes
	SLA
	Scheduled Maintenance Periods

	8
	Service Availability – State Application Availability - Production
	SLO
	7x24

	9
	Service Availability – State Application Availability – Non-Production
	SLO
	7X24

	10
	Job Schedule and Scheduled Reporting Performance 
	SLO
	Scheduled Hours




[bookmark: _Toc444000665][bookmark: _Toc461688571][bookmark: _Toc12435211][bookmark: _Toc20463712]Incident Resolution – Mean Time to Repair (Priority 1 Issues)

Overview of Incident Priorities:
Impact Characteristics
1 HIGH	
Degraded functionality or slow response where client or business impact >x (where x is a defined percentage or number).
Critical business commitments cannot be met (i.e. financial, public image, or regulatory or legislative implications).
A time-critical process has failed resulting in significant financial or high visibility, or delivery schedule impact.
Security Incidents (i.e. denial of service, virus or worm detected
2 MEDIUM
Non-Critical Service (application or infrastructure) is totally unavailable
Services that are seriously impaired for example: degraded functionality or slow response where client or business impact is x but greater than 1 client (where x is defined percentage or number)
Unusable component or function where a known work-around is available and acceptable until a permanent solution is implemented.
A non-critical process has failed resulting in revenue or delivery schedule impact.
3 LOW
Degraded functionality or slow performance where client or business impact is x clients (where x is defined percentage or number).
Non-critical process failed that has minimal to no business impact.
Unusable component or function where a known work-around is available and acceptable until a permanent solution is implemented.
Urgency:
1-HIGH
Indicates an incident with greater than normal urgency. i.e. immediate disruption to the business, and where no suitable workaround is available
2-MEDIUM
Indicates an incident with normal urgency; e.g. Causing no or limited immediate business disruption, but where no suitable workaround is available
3-LOW
Indicates an incident of less than normal urgency e.g. is not causing immediate business disruptions, and where a suitable workaround is available.

	Business Intent:
	Prompt resolution of ServiceNow and application issues that impact State processing and processes

	Definition:
	Mean Time to Repair (Priority 1 Issues) will be determined by determining the elapsed time (stated in hours and minutes) representing the statistical mean for all Priority 1 Issue Service Requests for in-scope Services in the Contract Month. “Time to Repair” is measured from time Service Request is received at the Contractor Service Desk to point in time when the incident is resolved, or workaround is in place and the Contractor submits the resolved Service Request to the State for confirmation of resolution. 
“Priority 1 Issue” is defined as:
  
An Incident will be categorized as a “Priority 1 Issue” if the Incident is characterized by the following attributes: the Incident (a) renders a business critical System, Service, Software, Equipment or network component un-available, substantially un-Available or seriously impacts normal business operations, in each case prohibiting the execution of productive work, and (b) affects either (i) a group or groups of people, or (ii) a single individual performing a critical business function. 

This Service Level begins upon completion of agreed production acceptance criteria and a measurement period as documented in the transition to production plan.
The Contractor will report updates and progress to the State every thirty (30) minutes for this SLA until resolved in the impacted environment(s).

	Formula:
	Mean Time to Repair (Priority 1 Issues)
	=
	Total elapsed time it takes to repair Priority 1 Issue Service Requests
	
	

	
	
	
	Total Priority 1 Issue Service Requests
	
	

	Measurement Period:
	Reporting Month

	Data Source:
	Monthly Service Report

	Frequency of Collection:
	Per incident




Service Level Measures: 
	Individual SL GYR State
	Mean Time to Repair (Priority 1 Issues).

	Green
	<= 4 hours

	Yellow
	> 4 hours and <= 6 hours

	Red
	> 6 hours





[bookmark: _Toc444000666][bookmark: _Toc461688572][bookmark: _Toc12435212][bookmark: _Toc20463713]Incident Resolution – Mean Time to Repair (Priority 2 Issues)
	Business Intent:
	Prompt resolution of ServiceNow and application Issues that impact State processing and processes

	Definition:
	Mean Time to Repair (Priority 2 Issues) will be determined by determining the elapsed time (stated in hours and minutes) representing the statistical mean for all Priority 2 Issue Service Requests for in-scope Services in the Contract Month. “Time to Repair” is measured from time Service Request is received at the Contractor Service Desk to point in time when the incident is resolved, or workaround is in place and the Contractor submits the resolved Service Request to the State for confirmation of resolution. 
“Priority 2 Issue” is defined as: 
IMPACT:  Non-critical service (i.e. application or infrastructure) is totally unavailable or critical (i.e. degraded functionality or slow response where client or business impact is x but greater than 1 client (where x is defined percentage or number)).  Or Unusable component or function where a known workaround is available and acceptable until a permanent solution is implemented.  Or a non-critical process has failed resulting in revenue or delivery schedule impact.
URGENCY:  Causing no or limited immediate business disruption, but where no suitable workaround is available
.
This Service Level begins upon completion of agreed production acceptance criteria and a measurement period as documented in the transition to production plan.
In the event of “go live” of new functionality, an Upgrade, or significant change in the architecture of the application environment, this Service Level will be suspended temporarily from the time the “go live” of the applicable Change through two (2) business days following completion of stabilization criteria in accordance with the transition to production plan.
The Contractor will report updates and progress to the State every sixty (60) minutes for this SLA until resolved in the impacted environment(s).

	Formula:
	Mean Time to Repair (Priority 2 Issues)
	=
	Total elapsed time it takes to repair Priority 2 Issue Service Requests
	
	

	
	
	
	Total Priority 2 Issue Service Requests
	
	

	Measurement Period:
	Reporting Month

	Data Source:
	Monthly Service Report

	Frequency of Collection:
	Per incident



Service Level Measures:
	Individual SL GYR State
	Mean Time to Repair (Priority 2 Issues).

	Green
	<= 8 hours

	Yellow
	> 8 hours and <= 12 hours

	Red
	> 12 hours





[bookmark: _Toc444000667][bookmark: _Toc461688573][bookmark: _Toc12435213][bookmark: _Toc20463714]Incident Resolution – Mean Time to Repair (Priority 3 Issues)
	Business Intent:
	Prompt resolution of ServiceNow and application issues and irregularities that impact State processing and processes

	Definition:
	Mean Time to Repair (Priority 3 Issues) will be determined by determining the elapsed time (stated in hours and minutes) representing the statistical mean for all Priority 3 Issue Service Requests in the Contract Month. 
“Time to Repair” is measured from time a Service Request for in-scope Services is received at the Contractor Service Desk to point in time when the incident is resolved or workaround is in place and the Contractor submits the resolved Service Request to the State for confirmation of resolution. 
“Priority 3 Issue” Is defined as:
IMPACT:  Degraded functionality or slow response where client or business impact is <x (where x is a defined percentage or number).  Or a non-critical process failed that has minimal to nil business impact.  Or unusable component or function where a known workaround is available and acceptable until a permanent solution is implemented.  
URGENCY: Indicates an incident of less than normal urgency; is not causing immediate business disruption, and where a suitable workaround d is available.

This Service Level begins upon completion of agreed production acceptance criteria and a measurement period as documented in the stabilization and transition to production plan. 
The Contractor will report updates and progress to the State every twenty-four (24) hours for this SLA until resolved.


	Formula:
	Mean Time to Repair (Priority 3 Issues)
	=
	(Total elapsed time it takes to repair Priority 3 Issue Service Requests)
	
	

	
	
	
	Total Priority 3 Issue Service Requests
	
	

	Measurement Period:
	Reporting Month

	Data Source:
	Monthly Service Report

	Frequency of Collection:
	Per incident



Service Level Measures:
	Individual SL GYR State
	Mean Time to Repair (Severity 3 Issues).

	Green
	<= 5 business days

	Yellow
	> 5 business days <=7 business days

	Red
	> 7 business days




[bookmark: _Toc444000668][bookmark: _Toc461688574][bookmark: _Toc12435214][bookmark: _Toc20463715]Service Availability – Application Availability
	Business Intent:
	State applications are Available to All State Users for All Business Functions to Support Critical Enterprise and Agency Functions

	Definition:
	Application Availability for each in-scope application, Environment, Module and Business Process
Application Availability means access to the production system is enabled; log-in permitted from the local user LAN and business transactions can be executed. While it is dependent on State provided ServiceNow, infrastructure and Third-Party software availability the expectation is that the Contractor will implement operational processes, instrumentation, monitoring and controls that validate availability of ServiceNow applications to the end-user Production and development community in the State.
This SLA will be calculated for those Service Elements that are directly in the Contractor’s scope and will be measured from the end-user community to the ability to process transactions to the ServiceNow databases. If, in determination of the root cause of an “unavailable” condition, the State ServiceNow instance(s), LAN, WAN and Data Center outages, or the outage of State provided Infrastructure is the cause of the condition, the Contractor will be excused from those Issues that arise from such a condition, unless the issue is a direct result of a Contractor created situation.
Critical Environments will be those that are hosting or supporting State SDLC environments for those projects in excess of $5M in a given 12-month period and Production environments, which will be made known to the Contractor in advance of service level commencement. 
Non-Critical Environments include routine development, testing, training, demo and the like


	Formula:
	Application Availability
	=
	Total Application Scheduled Uptime – Total Application Unscheduled Issues
	
	

	
	
	
	Total Application Scheduled Uptime
	
	

	Measurement Period:
	Reporting Month

	Data Source:
	Monthly Service Report

	Frequency of Collection:
	Continuous, 24 hours a day



Service Level Measures:
	Individual SL GYR State
	Critical/Production Environment
	Non-Critical Environments

	Green
	>= 99.9%
	>= 95.0

	Yellow
	>= 99.7% and < 99.9%
	>=92.0 and < 95.0

	Red
	<99.7%
	<92.0%





[bookmark: _Toc461688575][bookmark: _Toc12435215][bookmark: _Toc20463716]Production Release Management – Successful Deployment to Production
	Business Intent:
	State applications, once deployed to the Production environment perform and function within expected norms, the end user experience is consistent and responsive as demonstrated under State Acceptance testing prior to hand-off to the Contractor and scheduled jobs, processes and reports execute within the established job schedule without intruding upon online application users or other business functions

	Definition:
	Production Release Management will be based upon the successful deployment of all ServiceNow elements, AppExchange applications, 3rd Party extensions, code, configuration elements, RICEFW elements and other ancillary elements as required to operate the Enterprise or agency application.
The Contractor will be measured by the successful release and deployment of all elements required for Production operation and deployment of all elements in an error-free manner as to replicate those elements in their entirety as accepted by the State without any Contractor introduced errors, omissions, gaps or inconsistencies.
All the production introduction periods will utilize mutually agreeable “go-live” dates and include all elements as required to successfully operate and maintain the Enterprise or agency application inclusive of documentation, production and performance standards and other elements included in the State’s Production Acceptance checklist that will be developed and thereafter followed by the State and Contractor. 
Releases will include all scheduled application, Patch, Upgrade, Update, and Enhancements scheduled in a month. Issues are those identified by the State, a State User or the Contractor.


	Formula:
	System Performance and Responsiveness
	=
	Number of Releases with Issues Resulting in a Severity 1, 2 or 3 Production Issue arising from Contractor Efforts
	

	
	
	
	Number of Releases Scheduled in a Month
	

	Measurement Period:
	Reporting Month

	Data Source:
	Monthly Service Report

	Frequency of Collection:
	Continuous, 24 hours a day as per Production Release Schedule



Service Level Measures:
	Individual SL GYR State
	Production Release Management

	Green
	< = 5%

	Yellow
	>=5% - <=7%

	Red
	> 7%





[bookmark: _Toc444000673][bookmark: _Toc461688578][bookmark: _Toc12435216][bookmark: _Toc20463717]Monitoring & Auditing – Application Security Breach Detection, Notification and Resolution
	Business Intent:
	Ensure that State Security policies are implemented correctly, always monitored and followed for all users of State ServiceNow applications whether end-user, State, Contractor or 3rd Party

	Definition:
	System Security Breach Detection will be determined by monitoring compliance with the following three key performance indicators (KPI):
1. System security breach success notification due within 30 minutes of physical intrusion detection of any element within the Contractor’s responsibility area or Contractor provided facility or element that accesses State ServiceNow or ServiceNow applications including Contractor’s machines. Notification will be as set forth in the State/Contractor Process Interface Manual or other supporting documents.
2. Suspension or Revocation of unapproved or intruder access in accordance with State established procedures within 10 minutes of State approval or (absent State approval) 15 minutes.
3. System security breach (attempt, failure) notification due within 1 hour of such physical intrusion detection. Notification will be as set forth in the Process Interface Manual or other supporting documents.

	Formula:
	Security Breach Detection
	=
	(Number of instances where individual KPI’s were not in compliance)
	

	
	
	
	Total number of instances.
	

	Measurement Period:
	Month

	Data Sources:
	Infrastructure Antivirus/Malware/Rootkit Scan logs, Active Port Scanning Logs, User Account Review Report

	Frequency of Collection:
	Monthly



Service Level Measures:
	Individual SL GYR State
	Security Breach Detection

	Green
	<= 0

	Yellow
	N/A

	Red
	> 0




[bookmark: _Toc444000674][bookmark: _Toc461688579][bookmark: _Toc12435217][bookmark: _Toc20463718]Job Schedule and Scheduled Reporting Performance
	[bookmark: _Hlk12354903]Business Intent:
	Scheduled Jobs and Reports Start and Complete with established time parameters and execute in such a manner as to not intrude upon online users of ServiceNow™ applications. Job abends and restarts are monitored and executed within the established schedule.

	Definition:
	Job Schedule and Scheduled Reporting Performance will consider all scheduled daily, weekly, monthly and business cycle Jobs and Reports that execute under the responsibility and scope of the Contractor via scheduled ServiceNow jobs, automated operating system job schedulers, State ETL data extractions, interfaces and any interfaces and reports in the Contractor’s scope.
The Contractor will, as part of establishing and maintaining a ServiceNow Run Book (per State application), establish automated schedules for ServiceNow scheduled processes and reports and set Start, Stop and Completion and Job dependencies as appropriate.
The actual Start and Completion of all Scheduled Jobs and Reports will be recorded daily as afforded by the automated schedule. For those jobs that cannot be automated for any reason and require Contractor personnel to manually execute these jobs, the actual Start and Stop times will be recorded and included in the below calculation.

	Formula:
	Job Schedule and Scheduled Reporting Performance
	=
	(Total Number of Minutes Jobs/Reports were delayed from Starting) + (Total Number of Minutes Jobs/Reports Ran in Excess of Completion/Stop Parameters)
	

	
	
	
	Total Number of Minutes Jobs/Reports Ran as Scheduled
	

	Measurement Period:
	Monthly

	Data Sources:
	Scheduled Job Report

	Frequency of Collection:
	Daily



Service Level Measures:
	Individual SL GYR State
	Job Schedule and Scheduled Reporting Performance

	Green
	<= 10%

	Yellow
	> 10% <= 15%

	Red
	> 15%





[bookmark: _Toc444000676][bookmark: _Toc461688580][bookmark: _Toc12435218][bookmark: _Toc20463719]Service Quality – System Changes
	Business Intent:
	System Changes are implemented correctly the first time, and do not cause unintended consequences to ServiceNow application users, scheduled jobs and reports, corrupt or compromise data or data relationships and otherwise perform as intended from a functional, technical and performance perspective. Non-Production environments reflect Production.

	Definition:
	The Service Quality System Changes measure is determined by monitoring compliance with the following four key performance indicators (KPI): 
1. System changes or updates (i.e., break fix, configuration, and patches) in any release to production environment are implemented correctly the first time inclusive of all code, non-code, configuration, interface, scheduled job or report, database element or other change to the production environment
2. System changes or updates are propagated within 5 business days as mutually deemed appropriate to non-production environments such that environment configurations are synchronized and reflect the then current environment and a common development, testing, QA, demonstration and training environment is carried forward that is reflective of production
3. Production system changes (i.e., break fix, configuration, and patches) in releases that do not cause other problems
4. System changes or updates (i.e., break fix, configuration, and patches) in emergency releases are implemented correctly the first time that comprise the State’s ServiceNow platform
5. This SLA only applies to Contractor applied System Changes or those changes performed by the state and have been reviewed and approved by the contractor

	Formula:
	Service Quality – System Changes
	=
	Total Number of KPIs not met
	

	
	
	
	Total Number of KPIs met
	

	Measurement Period:
	Monthly

	Data Sources:
	Production Change Report

	Frequency of Collection:
	Each Change to Production and Follow-On Changes to Non-Production



Service Level Measures:
	Individual SL GYR State
	Service Quality – System Changes

	Green
	<= 2%

	Yellow
	> 2% <= 5%

	Red
	> 5%




[bookmark: _Toc444000677][bookmark: _Toc461688581][bookmark: _Toc12435219][bookmark: _Toc20463720]Service Timeliness – System Changes
	Business Intent:
	System Changes are implemented in a timely manner as scheduled with the State or (if applicable) during a Scheduled Maintenance Period or as required by the State

	Definition:
	The Service Timeliness System Changes measure is determined by monitoring compliance with the following two key performance indicators (KPI): 
· Emergency system changes or updates (i.e., break fix, configuration, and patches) to ServiceNow or State ServiceNow applications will be initiated within 24 hours of the State approved request and Change Management Process and to be reported complete within 1 hour of completion 
· Non-emergency system changes or updates (i.e., break fix, configuration, and patches) to ServiceNow or State ServiceNow applications to be initiated in accordance with the State policies during a scheduled maintenance period or as mutually scheduled between the Contractor and State and reported within 2 days of post implementation certification


	Formula:
	Service Quality – System Change Timeliness
	=
	Total Number of KPIs not in Compliance in a Month
	

	
	
	
	Total Number of System Changes in a Month
	

	Measurement Period:
	Monthly

	Data Sources:
	Production Change Report

	Frequency of Collection:
	Each Change to Production and Follow-On Changes to Non-Production



Service Level Measures:
	Individual SL GYR State
	Service Quality – System Changes

	Green
	<= 2%

	Yellow
	> 2% <= 5%

	Red
	> 5%




[bookmark: _Toc12435221][bookmark: _Toc20463721][bookmark: _Toc461688546]Enterprise or Agency-Specific Project Services and Project Service Level Agreements
[bookmark: _Toc12435222][bookmark: _Toc20463722]Contracting Methods and Standards
The State will from time to time request proposals in the form of Statements of Work (SOW) e.g., Change Request/Amendments under the Contract arising from this RFP for the design, development, testing and deployment of new applications or application enhancements (“Application Development Projects”). Upon completion of a Project Services implementation, the completed application, once meeting the State’s acceptance criteria, will, in most cases, be managed by the State on an ongoing basis as an Enterprise DAS/OIT service. Such projects will be managed by and provided by a contractor under the standards and requirements contained in this RFP.
The State may also request staff augmentation services from the Contractor. When staff augmentation services are provided by the Contractor that do not involve full lifecycle development or implementation responsibilities, the Project Requirements described in this Supplement may not apply (determined at the sole discretion of the State). 
[bookmark: _Toc461688547][bookmark: _Toc12435223][bookmark: _Toc20463723] Enterprise Services Objectives
The Project Services are defined to achieve the following:
Standardize the Delivery Model for new application development using the Enterprise ServiceNow Platform;
Facilitate smooth, well-defined transitions of new Projects to production support;
Utilize the Contractor’s rate card to better control overall development costs across the State;
Improve delivery through clearly defined development standards, conventions and guiding principles;
Speed up the development lifecycle by reducing the procurement timeline; and
Identify, design and develop agency specific Security and Data privacy requirements that follow State standards included in Supplement 2 as well as any agency specific requirements based on agency use of the ServiceNow application. 
Enterprise or agency Projects and the associated rate card are strictly for project-oriented work or resources requested for Staff augmentation, or specialized resource needs requested by the State and are separate and distinct from the Operations and Maintenance responsibilities contained in this Supplement.
The state currently uses WorkFront, a Project Management tool, for all OIT projects.  The Contractor must use Workfront or any other project management tool that the State specifies when managing projects.  The State will provide internal WorkFront training to Contractor PMs at no cost to the Contractor.  
[bookmark: _Toc12435224][bookmark: _Toc20463724]Contractor ServiceNow Compatibility Guarantee
In addition to the general software, service and deliverable warranties contained in Attachment 4 of the RFP, the State requires that all work performed for the State Enterprise (generally DAS/OIT) or for State Agencies, Boards and Commissions that utilize the ServiceNow Software as a service (SaaS) to be designed, implemented and deployed  follow ServiceNow coding and development standards and best practices.
Therefore, the Contractor, when doing any ServiceNow related development, must:
Design and implement State customizations, configurations, code, integrations, reports and other software development related elements of the State’s ServiceNow platform as to adhere to then-current ServiceNow development standards and best practices;
Identify and resolve with the State any State requested requirements or design elements that may cause incompatibilities with future releases (Major, Patch, or Updates) as to: invalidate Contractor developed functionality; introduce design or code elements that will fail to perform as designed or introduce unnecessary workarounds, processing delays, requirements for manual intervention on behalf of the State to utilize Contractor developed system elements; and
Identify and resolve any incompatibilities between any 3rd party software or ServiceNow applications prior to their consideration and use within the State’s ESM environment.
This Compatibility Guarantee will not apply to any of:
ServiceNow items not developed by the Contractor, including elements developed or provided by the State to the Contractor prior to the Contractor’s involvement with the State under any Contract arising from this solicitation;
3rd Party Software elements, or integrations with 3rd party software elements that are not in the scope of the Contractor’s managed Service; or
Incompatibilities between State licensed or provided 3rd ServiceNow addons or applications that are listed as “Certified Apps” on the ServiceNow app store (https://store.servicenow.com/sn_appstore_store.do#!/store/home ) or are provided by ServiceNow directly where standard integrations are provided by the 3rd party and ServiceNow or are otherwise integrated by means beyond the Contractor’s reasonable control and involvement.
Should any incompatibility condition occur that results in one or more of the following: 
Invalidation or negation of ServiceNow warranties; introduction of performance or availability/stability issues in the application; 
Any Severity 1, 2 or 3 Defect as defined elsewhere in this Supplement; 
Rework, replacement or redevelopment of Contractor developed software; 
State involvement to develop or execute manual augmentation or workarounds; 
Removal or replacement of non-compliant code or software elements that result in a loss of ESM functionality inclusive of Enterprise of agency functionality; or
Incurring additional operational or support cost as a result of such incompatibilities, 
Then the Contractor’s responsibilities must:
Prior to any major release of ServiceNow, assess all State system elements against the features, functions and standards included in the upcoming ServiceNow release;
Identify and provide the State a written report all incompatible system elements and provide an inventory of all such elements with an assessment of the method(s), effort and timing in which to repair, replace or remove such incompatible elements;
Ensure that at no point will the repair, replacement or removal of incompatible elements diminish the then-current functionality of the system or adversely impact the operation of DAS/OIT or agencies that rely on the continued operation of functionality in the system that is the subject of such action;
Obtain written State approval as to a mutually agreed-to action plan including timing, State and Contractor roles/responsibilities, project plans, timing and mutual dependencies to the repair, replace or remove disposition of each item on the aforementioned report; and
Repair, replace or remove such incompatible items at the Contractor’s sole expense.
The Contractor must seek State acceptance of relief for this Compatibility Guarantee in writing upon attainment of the aforementioned conditions. Absent this written acceptance from the State, the Contractor will not be relieved of Compatibility Guarantee provisions of this Section.
[bookmark: _Toc12435225][bookmark: _Toc12435404][bookmark: _Toc12436627][bookmark: _Toc15634327]Finally, for the avoidance of doubt, this Compatibility Guarantee is separate and distinct from Software Warranty provisions contained in Attachment 4 of the RFP. Contractor attainment of Acceptance of Compatibility from the State will not impact, negate or diminish Software Warranties as required by the State in Attachment 4.
[bookmark: _Toc209337396][bookmark: _Toc461688548][bookmark: _Toc12435227][bookmark: _Toc20463725]Changes Arising from Future Projects and Developments
From time to time, the State may request that the Contractor perform discrete services related to, or in connection with, the Managed Services described in this RFP. Any such State requested Projects will be further described and carried-out pursuant to mutually agreed-upon Statements of Work or applicable Approved Change Order.
Specific State Projects outside of the detailed Service contained herein but delivered to the State via Ongoing Project Services as outlined in this Supplement or other means that involve these services may be further described and arranged in one or more mutually agreed-upon Statements of Work. 
Based on the need to incorporate the ongoing operation, maintenance and upgrades to these future Projects over the term of the Contract, the Contractor must support any ongoing Supplemental Services requirements associated with the delivery of these Projects to the Production environment (or applicable environment).
[bookmark: _Toc12435228][bookmark: _Toc20463726]General Work Estimating, Quotation and Delivery Requirements
The offeror, as part of their proposal, and as Contractor performing the work must provide and follow a structured work estimating, quotation and delivery process as follows:
Agency Requirements Gathering and Estimating Process
For all Enterprise or agency projects, the Contractor will engage with DAS/OIT and an agency (or if applicable a collection of Agencies that share a common need) to provide expert level leadership from an architecture, technology, ServiceNow™ and change perspective in the context of State ESM strategies. The Contractor will collaborate with the State to conceptualize, organize, phase, specify, oversee and refine/embellish an overall solution for the State and provide thought leadership to the State in the formulation of an overall solution for their environment that results in a “step change” in capabilities as follows:
1. Driving positive business outcomes for the State in the context of their business objectives and requirements as identified during initial project formation phases;
1. Maximal leverage of standard ServiceNow capabilities to the State inclusive of managed services offered as part of the Service;
1. Identification of project requirements as they relate to the State’s ESM model, Enterprise and agency requirements, operations and maintenance functions; and the OIT provider community that is responsible for shared services;
1. Assessing the “best possible” solution based on the State’s needs, ServiceNow™ capabilities and the value sought by the State; and
1. Providing a vision, direction and strategy to achieve the above that is pragmatic, controlled and achievable (as a project) and available, secure, maintainable and supportable under DAS/OIT operating conventions and standards.
Following the mutually agreed completion of any work ideation and estimating process associated with a Project, and at the request of the State, the Contractor will be required to provide a complete solution Proposal for State consideration within two (2) weeks of receiving such request. 
The ESM Administration has standardized the agency onboarding process and has established templates, formats, data conversation spreadsheets, and other establish solutions for defining and solutions agencies.
Solution Proposal and Quotation Process
Upon the request of the State, the Contractor will develop a solution proposal for State review approval that results in the following:
1. Helping the State through the adoption of the evolved support capabilities using the ServiceNow platform as a result of technology, organizational and process enhancements arising from utilizing ESM capabilities (e.g., easier to provision, support, operate, integrate, control, develop);
1. Helping the State make informed application IT investment and operational decisions using foundations that are both explicitly aligned with the value to State needs as well as bounded to ensure that overall objectives (and subsequent design and deployment phases) are achieved that meet quality, scope, timeliness and cost commitments as agreed between the State and the Contractor;
1. Identify, assess and recommend plausible solution options that factor cost, risk, achievement and the strategic goals of the State as outlined in this Supplement inclusive of ServiceNow and industry best practices, agile development approaches and methods, project team staffing and stakeholder engagement; and
1. Determination of the most appropriate technical approach and, if necessary, migration plan to achieve the above inclusive of the application(software, SaaS, Apps, configurations or extensions), methods (programming, integration, conversion, migration), methodologies (i.e., Agile, Iterative Prototyping, SCRUM or similar methods in small time boxes) and applicable standards (integration, data, interfaces, operations, security and processes) that must be adhered to.
Based on the above, the Contractor will formulate an overall Project Quotation and Proposal for State consideration and approval. Contractors are to note that such approval to proceed as a final project will only be provided in writing by a State authorized person. The State will not be obligated to proceed with such Project Estimates, nor will be liable for any Contractor incurred costs absent such written approval. 
The Project Quotation and Proposal must include, at a minimum:
	[bookmark: _Hlk17811856]Proposal Contents
	Key Requirements & Objectives

	Executive Summary
	Brief Description of IDA proposal including, but limited to; one paragraph of proposal overview, proposal table of content, and total cost of engagement.

	Summary of IDA Services 
	Management – Key Personnel for IDA
Sponsorship
Governance and Reporting
Scrum Approach
Kickoff
Establish DAS/OIT and/or agency stakeholder project staffing needs

	Scope of Services and Approach
	Planning and &Management Approach
Discovery and Design Approach
Development Approach
Deploy, Validation and Operation

	Work Products, Deliverables, and Investment
	Identify internal and external technology elements and prerequisites
Define each Work products and or Deliverable; include title, elements included in each work product and the week number(s) when this will be worked
Provide cost for each deliverable; Cost must be broken out by role, rate, hours, estimated cost for each role, total for work product or deliverable

	Approach and Timeline
	Define Scope of IDA proposed work
Define IDA proposal assumptions
Brief of roles, responsibilities and expectations
High Level timeline
Provide overall Timeline graphic; by week number, by deliverable or work product.

	Identify Initial Development Packages
	Identify (based on solution) pilot, near, mid and long-term elements and Agile release elements inclusive of user stories
Identify internal and external technology elements and prerequisites 
Define scope and time box for initial development items

	Specify Overall Scope of Work
	Define Scope of IDA proposal work
Define IDA proposal assumptions

	Approach and Timeline
	Establish overall timeline for project.
Establish meetings, review sessions, change management and project operation protocols

	Establish Project Cost
	Provide IDA cost by deliverable or work product.  Note: Contractor must show cost based on resource rate card and hours needed for each resource.
Establish project internal and external communications standards


[bookmark: _Toc461688549][bookmark: _Toc12435229][bookmark: _Toc20463727]ServiceNow Projects and Deployments: Contractor Support Requirements
[bookmark: _Hlk12263752]The State has invested in the creation and ongoing operation of the ServiceNow™ platform and related Enterprise and agency applications. As a result of ongoing ServiceNow™ and Application releases, stabilization and extension into new lines of business and services as well as current IT Optimization efforts underway State-wide, the State has identified several opportunities for Agencies leverage ServiceNow™ based applications in support of the State’s overall, and agency-specific missions.
The Contractor will support DAS/OIT in:
· The development and refinement of ongoing ServiceNow™ Business Roadmaps for State identified ServiceNow™ opportunities;
· Creation of business case, change programs and ServiceNow™ adoption/extension budgets, timelines and investment models that are pragmatic and grounded in the realities of budgets, implementation efforts and ServiceNow capabilities;
· Development and delivery of exploratory workshops with new agency customer groups from the above;
· Leading of “change agent” type communications designed to encourage agency and Statewide adoption of ServiceNow service offerings; 
· Support DAS/OIT management in bridging: business, functional and technical and organizational changes to propose, design, implement and extend ServiceNow™ offerings Statewide;
· Support of Back to Baseline initiative which seeks to minimize, mitigate, and remove ServiceNow™ customization from the state’s ESM system; and
· [bookmark: _Toc461688550][bookmark: _Toc12435230]Development Life Cycle Proposals associated with Development and Enhancement Projects.
The Contractor will provide a disciplined Systems Development Life Cycle (SDLC) methodology based on Agile (or similar iterative development methods) for use on Enterprise/agency Development Projects and will adhere to such methodology during the performance of Enterprise/agency Development Projects. The Contractor will adapt this methodology as required to meet the State’s needs. The Contractor will provide the State with a comprehensive description of the methodology, the formal training available (if required), the development tools and templates used with the methodology, the project management tools to be used with the methodology, and the plan for implementing the methodology within the State environment. For large changes and releases the Production/Version Control and Release Management requirements must be followed. 
[bookmark: _Toc461688551][bookmark: _Toc12435231]Future Project Services Pricing Response and Rate Card
Contractors are to structure and quote Enterprise or agency projects based on the actual delivery methodology and project requirements required by the State for each project. Such quotations may be any of:  time/materials (“rate card”) based, deliverable based (preferred default method) or firm fixed price engagements as determined by the State. Contractors are advised that such quotations should align with the work effort associated with the project scope, requirements and phasing strategy required by the State. 
Phase and deliverable pricing should not be dependent on other phases or deliverables of a project, such that should any phase be cancelled in part or in full by the State, the costs of work completed prior to such cancellation are readily identifiable and not dependent on the completion of future phases. The Contractor will staff this portion of the work commensurate with the agreement with State in the context of an agreeable Statement of Work with skill and experience levels mutually determined appropriate to perform the work within the specified objectives and requirements.  The state maintains the right to interview proposed project personnel to ensure the resource will be acceptable to ESM administration.
Contractor must utilize the Rate Card, by project personnel role and experience level as well as Business, Functional and Technical role and experience level that is binding over the Contract term. The Contractor will not propose rates in any Project SOW that exceed the rate card as allowed under any contract arising from this RFP. 
[bookmark: _Toc412726801][bookmark: _Toc12435232]Project Requirements: Applies to All Project Based Work Contained in this Supplement.
[bookmark: _Toc412726802][bookmark: _Toc12435233]Project Management and Coordination Services
The Contractor will, in conjunction with an authorized Statement of Work arising from this RFP:
Be responsible for the coordination and delivery of overall Project;
Maintain the overall Project Plan; Utilizing the state of Ohio OIT WorkFront Project Management application.
Ensure deliverables have a detailed project sub plan as required by the State to ensure timely delivery and appropriate quality; 
[bookmark: OLE_LINK3][bookmark: OLE_LINK4]Ensure that all efforts have an effective version control mechanism for all documents within the project document library that will be maintained in ServiceNow;
Ensure that an appropriate “Project Kickoff” occurs and that all integrated work plans are agreed to by the State from project commencement;
Complete status reporting adhering to the PMO policies;
Work with the State leadership to ensure that the Project is staffed appropriately;
Ensure that required testing activities across both technical and operational components are completed to minimize Project risk; 
Collaborate with the task areas to ensure appropriate cross-team communication and delivery;
Provide for Architectural Review and Approval by Contractor Application Architect and designated ESM representative;
Provide weekly project updates;
Provide monthly time and materials report;
Provide Communication plan; and
Provide Training Plan.
[bookmark: _Toc412726803][bookmark: _Toc12435234]Create and Maintain Project Plan
The Contractor must submit a detailed Project Plan, in electronic and paper form, to the Project Representative (e.g., State’s Project Manager) for approval within ten business days after the project kicks off. The Contractor must lead a planning session which ensures the following:
A common understanding of the work plan has been established;
A common vision of all deliverables has been established; 
Contains a critical path that identifies all major milestones, dependences (both internal and external to the project), resources by name and resource assignments and is complete and inclusive of the entire work effort from commencement until conclusion of all contracted activities; 
Clarity on scope of overall project and the responsibilities of the Contractor has been defined and agreed to by the State; and
Include Training and communication plan.
Thereafter, the Contractor must:
Formally update the Project Plan, including work breakdown structure and schedule, and provide the updated Project plan as part of its reporting requirements during the Project; and 
Ensure the Project Plan allows adequate time and process for the development for the State’s review, commentary, and approval. 
The State will determine the number of business days it needs for such reviews and provide that information to the Contractor after award and early in the development of the Project Plan. Should the State reject the plan or associated deliverables, the Contractor must correct all deficiencies and resubmit it for the State’s review and approval until the State accepts the Deliverable at no additional cost to the State.
Master Project Plan
· Inclusive of all Scope and Requirements Areas, Mapped to Agile Phase.
· State and Contractor Project Team Members, Roles and Involvement Levels.
[bookmark: _Toc412726804][bookmark: _Toc12435235]Meeting Attendance and Reporting Requirements. 
The Contractor’s project delivery approach must adhere to the following meeting and reporting requirements:
Immediate Reporting - The Contractor’s Project Manager or a designee must immediately report any Project staffing changes to the State Project Manager or designee; 
Attend Weekly Status Meetings - The State and Contractor Project Managers and other Contractor Project team members must attend weekly status meetings with the State Project Manager and other members of the State Project teams deemed necessary to discuss Project issues. These weekly meetings must follow an agreed upon agenda and allow the Contractor and the State to discuss any issues that concern them;
Utilize the State of Ohio OIT Workfront, a Project Management application;
Provide Weekly Status Reports - The Contractor must provide written status reports to the Project Representative at least one full business day before each weekly status meeting;
· At a minimum, weekly status reports must contain the items identified below:
· Updated GANTT chart, along with a copy of the corresponding Project Plan files (i.e. MS Project) on electronic media acceptable to the State;
· Status of currently planned tasks, specifically identifying tasks not on schedule and a resolution plan to return to the planned schedule;
· Issues encountered, proposed resolutions, and actual resolutions;
· Anticipated tasks to be completed in the next week; and
· Task and Deliverable status, with percentage of completion and time ahead or behind schedule for tasks and milestones.
[bookmark: _Toc412726805][bookmark: _Toc12435236]Utilize OIT’s ServiceNow Sharing/Collaboration Capability
In conjunction with the delivery of the Project, coincident with the start of the Project through its conclusion, the Contractor must use the State provided and hosted ServiceNow cloud-based document management and team collaboration capability to provide access through internal state networks and secure external connections to all project team members, approved project stakeholders and participants. In conjunction with the utilization of this tool, the Contractor must:
Structure the document management and collaboration pages and data structures in such a manner as to support the overall requirements of the Project;
Be responsible for the maintenance and general upkeep of the designer configurations of the tool in keeping with commercially reasonable considerations and industry best practices as to not adversely impact the project delivery efforts performed by the Contractor and State; 
Include all ServiceNow user stories, code, development objects, programmer, development and release notes, Training documentation, integration and reporting code within this repository;
At the conclusion of the project, or upon request of the State, ensure that the State is provided a machine readable and comprehensive backup of the ServiceNow collaboration cloud database(s) contained within the tool that is owned by the State and not proprietary to the Contractor or otherwise required by the State to maintain ongoing project documentation and artifacts (i.e., Contractor is to remove all Contractor proprietary or non-State owned or licensed materials from the tool); and
WorkFront will be used to store Project Management documentation, approvals, and delivered reports.  All project work products and associated documents are stored in ServiceNow Managed Documents.
[bookmark: _Toc412726806][bookmark: _Toc12435237]System and Acceptance Testing Requirements
For any ServiceNow™  Technical Implementation, code-based deliverables, development, upgrade / update or elements will be subject to a formal testing and acceptance process that uses objective and thorough test criteria established by the Parties that will allow the Parties to verify that each build meets the specified functional, technical and where appropriate, performance requirements. The testing and acceptance process will be developed for each build as soon as possible after establishing the business and user requirements. The testing and acceptance process will include sufficient audit trails and documentation as required to track and correct issues. 
The tasks and activities that the Contractor will perform as part of the testing and acceptance process include the following:
Develop and maintain test data repositories as agreed appropriate.
Develop test plans, scripts, cases and test schedule as agreed appropriate.
Perform the following testing activities for solution components and assess quality and completeness of results including:
3. System Test / Assembly;
4. Integration/interface testing and regression testing for new releases of existing applications; 
5. Performance Test including regression testing new releases of existing applications as well as the potential performance impacts to current production environments where a risk of impacting performance may be introduced as a result of these elements;
6. Provision test environments populated with quasi production data as required to perform the system and user acceptance testing work, and where appropriate performance testing. The test environments will be designed and maintained by Contractor so that test activities will not adversely affect the production environment. Contractor will expand capacity if testing requirements are constrained by the hardware; and
7. System and Performance test results;
Requirements Traceability Matrix;
Evidence that All Requirements have successfully passed Contractor system testing;
Evidence that all performance requirements of the State have been met; and
State Acceptance / Signoff.
[bookmark: _Toc412726807][bookmark: _Toc12435238]Support the State’s Performance of User Acceptance Test (UAT)  
The Contractor will support the State’s user acceptance testing for solution components as follows:
Develop with the State agreed upon UAT test plans, scripts, cases and applicable acceptance criteria;
Coordinate UAT execution and acceptance procedures with the appropriate the State participants;
Record and report UAT results;
Review changes, fixes and enhancements with the participants in the UAT testing; 
Correct identified defects in accordance with the acceptance process;
Compile and maintain solution issue lists;
Coordinate and confirm the State approval of solution components and verification of applicable acceptance criteria for transition into deployment and production use; 
Provide the State with reports on a weekly basis tracking the progress of Contractor’s performance of testing work, or in the case of user acceptance testing, support of the State activities. In addition, Contractor will provide timely responses to the State’s requests for information and reports necessary to provide updates to the State business units and stakeholders; and
UAT testers must be trained in developed materials prior to User Acceptance Testing.

State/User Acceptance Test results 
· Requirements Traceability Matrix.
· Evidence that All Requirements have successfully passed User Acceptance testing.
· Updates to any Development Backlog (Priority 4 and greater Items as mutually agreed).
· Evidence that all performance requirements of the State have been met.
· State Acceptance / Signoff.
[bookmark: _Toc412726808][bookmark: _Toc12435239]Pre-Production / Production Deployment Phase
The Contractor will be responsible for working with the State and its 3rd party contractors to deploy and migrate into the production environment any ServiceNow™ Technical Implementation to the Production Environment(s) utilized by the State.
The Contractor must complete agreed upon Training and Change Management Activities prior to production implementation.
The Contractor must complete release Notes prior to production implementation, subject to State Acceptance.
Contractor must comply with the State required implementation and deployment procedures. This may include, network laboratory testing, migration procedures, the use of any pre-production or pseudo-production environment prior to production migration. Contractor will be responsible for business user support required during the initial weeks of a production deployment as determined by the affected State business units and will maintain the capability to provide enhanced levels of support during the term of the Contract. Contractor will submit to the State, for the State’s approval, a written deployment plan describing Contractor’s plan to manage each such implementation, including working with the State’s Infrastructure Services Division, if applicable. 
The tasks and activities to be performed by Contractor as part of the Deployment Services also include the following:
Execute required data conversions or migrations including, but not limited to, ServiceNow™ configuration tables and parameters, and ancillary supporting data as required by the system to function successfully in the production environment;
Establish data to be used with the new solution by producing new data and reconciling and mapping different data and database representations; 
If required, convert electronic data into a format usable by the new solution using transform maps; 
Document data issues and provide to the State for resolution;
End to end final validation of the operational architecture for the system;
Develop, and thereafter maintain and make available to the State, a knowledge base of documentation gathered throughout the Project's life and allow for re-use of such documentation for future Projects; 
Conduct a post-implementation review process upon the completion of the Project, which will include an analysis of how the business system(s) resulting from the Project compare to the post-deployment performance requirements established for such Project; 
Conduct a Lessons Learned for all projects.
Production Deployment Acceptance;
8. Requirements Traceability Matrix;
9. Evidence that All Requirements have successfully passed State Acceptance testing;
10. Updates to any Development Backlog (Severity 5 and greater Items as mutually agreed);
11. Evidence that all performance requirements of the State have been met in production;
12. State Acceptance and Authorization to Deploy to Production; and
13. Necessary Training and Change Management Activities Compete.
[bookmark: _Toc412726809][bookmark: _Toc12435240]System Changes as a Result of Contractor Projects
For those System Changes (updates, upgrades, patches or otherwise) to any State system or environment within the Contractor’s scope of work that involve the change of code or data (ServiceNow™, Interfaces, Scripts, Web Pages, Database Structures/Elements, operating system or database scripts, extensions, configuration items or otherwise) associated with the Contractor’s effort, the Contractor will:
Support the State to establish, publish and maintain a formal release calendar in consideration of the scheduled or required changes to the ESM system;
Support the State in the development of release packaging rules that include provisions for Contractor system and performance testing, State review and approval of Contractor results, provisions for State acceptance or validation testing (depending on the nature of the change);
Provide Operational procedures to backup or otherwise copy the ServiceNow™ production environment prior to implementing the change; and
Provide Implementation back-out plan.

The Contractor will implement, utilize and maintain:
Structured code management, version control tools based on a supported change management suite;
Include requirements traceability for all elements of a system change;
Ensure that all changes adhere to State security, privacy and data handling Policies as contained in Supplement 2;
Employ standard test beds or scripts that are utilized and extended for purposes of fully demonstrating completeness of adherence to business, functional and technical requirements at State required quality levels; 
If applicable, include performance testing for high volume (transaction or data) transactions at the mutual agreement of the State and Contractor in consideration of the contents of a change; and
Wherever available, the Contractor will follow the state standardized agency onboarding processes, templates, and workflows.
[bookmark: h.f13rlsmwh6xp][bookmark: h.7keg3f9nptgd][bookmark: h.v8toj2a7v35l][bookmark: _Toc412726810][bookmark: _Toc12435241]Project Completion Activities and Final Documentation 
Following twelve (12) months of successful execution (defined as no Priority 1 or 2 issues) by the Contractor to the State production environment, the Contractor will be relieved of Project requirements contained herein. During the twelve (12) month period immediately following the introduction of the Contractor provided enhancements, configurations or extensions to the State’s production environment the Contractor must:
Ensure adequate staffing from the Contractor Project Team is on hand (or available remotely) to ensure that during this twelve (12) month period all defects identified by the State and mutually committed to be resolve by the Contractor in this RFP or under any SOW are adhered to.
This responsibility will specifically include:
14. Prompt isolation, triage and repair of any Priority 1 or 2 issues;
15. Performance Monitoring of the System to ensure that there are no statistically significant (i.e., +5%) deviations from actual production performance as compared to the system performance prior to the implementation of Contractor developed elements;
16. All interfaces, and system functions perform and function as specified; 
17. Project Closeout Checklist; and
18. Compile all final versions of the upgrade documentation, work products and delivery materials and locate / organize them as ‘FINAL’ in ServiceNow.
If, during the twelve(12) month period immediately following the introduction to Production, a Priority 1 or 2 issue occurs that can be directly attributable to the efforts of the Contractor, and not the State, or other non-Project parties, the twelve (12) month period will, at the sole discretion of the State, be reset for additional three (3) month periods until such time as the system can perform without Severity 1 and 2 issues.
Final State Acceptance
· Twelve (12) months continuous calendar days of usage with no Priority 1 or Severity 2 issues related to Contractor deployed system objects.
· Final Updates to All Contractor developed system objects and documentation are in State possession.
· Final Development Backlog Update (Severity 3 and higher elements).
· [bookmark: _Toc461688554]All SDLC artifacts (i.e., Requirements Traceability Matrix, System and Acceptance Test Results) are in State possession.                                                                                                                                                                                                                                                                                                              
[bookmark: _Toc12435242][bookmark: _Toc20463728]Enterprise / Agency Project Service Level Agreements 
In the course of the Contractor delivering any Enterprise project to DAS/OIT, or for an agency or group of Agencies that share a common need as contained in the prior Section 5, the Contractor will be subject to the following Service Level Agreements as they pertain to Projects.
[bookmark: _Toc430281706][bookmark: _Toc209883944][bookmark: _Toc211081262][bookmark: _Toc334776764][bookmark: _Toc336961780][bookmark: _Toc336970317][bookmark: _Toc417998324][bookmark: _Toc431404876][bookmark: _Toc432767454][bookmark: _Toc432767739][bookmark: _Toc453659032][bookmark: _Toc12435243][bookmark: _Toc20463729]Project Service Level Specific Performance Credits
Each individual Service Level Agreement (SLA) will be measured using a “Green-Yellow-Red” traffic light mechanism (the “Individual SL GYR State”), with “Green” representing the highest level of performance and “Red” representing the lowest level of performance. A Performance Credit will be due to the State in the event a specific Individual SLA GYR State falls in the “Yellow “or “Red” state. The amount of the Performance Credit for each SLA will be based on the Individual SLA GYR State. No Service Level Performance Credit will be payable for the Contractor’s failure to meet a Service Level Objective.
The Contractor agrees that in each month of the Contract, 10% of the monthly project charges (MPC) associated with the Project Implementation portion of this RFP will be at risk. MPCs are the charges for the deliverables accepted during a given month. The MPC for the Project Implementation will be at risk for failure to meet the Service Levels set forth in the Contract. The Contractor will not be required to provide Performance Credits for multiple Performance Specifications for the same event; the highest Performance Credit available to the State for that particular event will apply. 
On a quarterly basis ( or at the end of project if project lasts less than six months) there will be a “true-up” at which time the total amount of the Performance Credits will be calculated (the “Net Amount”), and such Net Amount will be set off against any fees owed by the State to the Contractor. 
The Contractor will not be liable for any failed Service Level caused by circumstances beyond its control, and that could not be avoided or mitigated through the exercise of prudence and ordinary care, provided that the Contractor immediately notifies the State in writing and takes all steps necessary to minimize the effect of such circumstances and resumes its performance of the Services in accordance with the SLAs as soon as possible.
The total of any weighting factors will not exceed 100% of the total At-Risk Amount. To further clarify, the Performance Credits available to the State will not constitute the State’s exclusive remedy to resolving issues related to the Contractor’s performance. Service Levels will commence with Project initiation for any Implementation Project. 
[bookmark: _Toc430281708][bookmark: _Toc209883946][bookmark: _Toc334776766][bookmark: _Toc336961782][bookmark: _Toc336970321][bookmark: _Toc417998326][bookmark: _Toc431404878][bookmark: _Toc432767456][bookmark: _Toc432767741][bookmark: _Toc453659033][bookmark: _Toc12435244][bookmark: _Toc20463730]Monthly Project Service Level Report
On a monthly basis, the Contractor will provide a written report (the “Monthly Service Level Report”) to the State which includes the following information: (i) the Contractor’s quantitative performance for each Service Level; (ii) each Individual SL GYR State and the Overall SL Score; (iii) the amount of any monthly Performance Credit for each Service Level (iv) the year-to-date total Performance Credit balance for each Service Level and all the Service Levels; (v) a “Root-Cause Analysis” and corrective action plan with respect to any Service Levels where the Individual SL GYR State was not “Green” during the preceding month; and (vi) trend or statistical analysis with respect to each Service Level as requested by the State . The Monthly Service Level Report will be due no later than the tenth (10th) accounting day of the following month. 
Failure to report any SLA, SLA performance in a given month, or for any non-Green (i.e., performing to Standard) SLA a detailed root cause analysis that substantiates cause will result in the State considering the performance of the Contractor for that period as performing in a Red State.
	Individual SL GYR State
	Performance Credit (per Month)

	Red
	A =2% of MPC

	Yellow
	B = 1% of MPC

	Green
	None


[bookmark: _Toc209883948][bookmark: _Toc211081265][bookmark: _Toc430281709][bookmark: _Toc334776768][bookmark: _Toc336961785][bookmark: _Toc336970324][bookmark: _Toc417998327][bookmark: _Toc431404879][bookmark: _Toc432767457][bookmark: _Toc432767742][bookmark: _Toc453659034][bookmark: _Toc12435245][bookmark: _Toc20463731]Service Level Commitments – Project Implementation Services
The Contractor will meet the Service Level Commitment for each Service Level set forth in the tables and descriptions below:
	No
	Service Level Agreement
	
	Support Hours
	Required

	
	
	SLA/SLO
	
	Response
	Resolution

	1
	Defect Resolution – Severity 1 Items
	SLA
	7x24
	Every 4 hours until resolution
	<= 24 hours

	2
	Defect Resolution – Severity 2 Items
	SLA
	7x16
	Every 8 hours until resolution
	<=72 hours

	3
	Defect Resolution – Severity 3 Items
	SLA
	5x9
	Every 24 hours until resolution
	<= 7 calendar days

	4
	System Test Execution Exit Quality Rate
	SLA
	-
	See specification below
	-

	5
	Project Performance – Milestone Date Delivery
	SLA
	-
	See specification below
	-


[bookmark: _Toc209883949][bookmark: _Toc211081266][bookmark: _Toc336961786][bookmark: _Toc336970325][bookmark: _Toc430281711][bookmark: _Toc417998329][bookmark: _Toc431404881][bookmark: _Toc432767459][bookmark: _Toc432767744]

[bookmark: _Toc453659035][bookmark: _Toc12435246][bookmark: _Toc20463732]Project Service Level Specifications
[bookmark: _Toc430281712][bookmark: _Toc417998330][bookmark: _Toc431404882][bookmark: _Toc432767460][bookmark: _Toc432767745][bookmark: _Toc12435247]Defect Resolution – Mean Time to Repair/Resolve (Priority 1 Items)
	Specification:
	Defect Resolution – Mean Time to Repair/Resolve (Priority 1 Items)

	Definition:
	Mean Time to Repair (Priority 1 Items) will be calculated by determining time (stated in hours and minutes) representing the statistical mean for all Priority 1 Defects for in-scope deliverables in the Contract Month. “Time to Repair” is measured from time and Issue is received at the Contractor Issue/Defect tracking system to point in time when the Defect is resolved, or workaround is in place and the Contractor submits the repair to the State for confirmation of resolution. 
“Priority 1 Defect Service Request” means an incident where the State’s use of a solution service element has stopped or is so severely impacted that the State personnel cannot reasonably continue to work.
This Service Level begins upon Contractor presentation of a deliverable (generally code based) to the State for conducting Acceptance Testing and when this deliverable is initially migrated or otherwise used in a production environment. 

	Formula:
	Mean Time to Repair (Priority 1 Outages)
	

=

=
	(Total elapsed time it takes to repair Priority 1 Defect Service Requests)
	
	

	
	
	
	(Total Priority 1 Defect Service Requests)
	
	

	Measurement Period:
	Month

	Data Source:
	Monthly Project Report

	Frequency of Collection:
	Per Incident


Service Level Measures
	Individual SL State
	Mean Time to Repair (Priority 1 Defects).

	Green
	1. <=24 hours

	1. Yellow
	1. >24 hours and <= 48 hours

	1. Red
	1. >48 hours


[bookmark: _Toc336961787][bookmark: _Toc336970326][bookmark: _Toc417998331][bookmark: _Toc430281713][bookmark: _Toc431404883][bookmark: _Toc432767461][bookmark: _Toc432767746][bookmark: _Toc12435248]Defect Resolution – Mean Time to Repair/Resolve (Priority 2 Items)
	Specification:
	Defect Resolution – Mean Time to Repair/Resolve (Severity 2 Items)

	Definition:
	Mean Time to Repair (Priority 2 Items) will be calculated by determining time (stated in hours and minutes) representing the statistical mean for all Priority 2 Defects for in-scope deliverables in the Contract Month. “Time to Repair” is measured from time and Issue is received at the Contractor Issue/Defect tracking system to point in time when the Defect is resolved, or workaround is in place and the Contractor submits the repair to the State for confirmation of resolution. 
“Priority 2 Defect Service Request” means an incident where the State’s Software or Processing Error that results in a partial or intermittent system outage or unavailability, performance Items that result in undue delay of processing business cycle data and creation of a processing backlog, System performance and availability levels not adhering to agreed-upon SLAs, the State’s traditional performance levels, and generally accepted and customary industry standards for similar functions or capabilities, a temporary workaround identified but due to processing, hardware, labor or other considerations is deemed unreasonable by the State, or may be a recurring issue with identified or indeterminate cause.
This Service Level begins upon Contractor presentation of a deliverable (generally code based) to the State for conducting Acceptance Testing and when this deliverable is initially migrated or otherwise used in a production environment. 


	Formula:
	Mean Time to Repair (Priority 2 Defects)
	

=

=
	(Total elapsed time it takes to repair Priority 2 Defect Service Requests)
	
	

	
	
	
	(Total Priority 2 Defect Service Requests)
	
	

	Measurement Period:
	Accounting Month

	Data Source:
	Monthly Project Report

	Frequency of Collection:
	Per Incident


Service Level Measures
	Individual SL State
	Mean Time to Repair (Priority 2 Defects).

	Green
	1. <=72 hours

	1. Yellow
	1. >72 hours and <= 90 hours

	1. Red
	1. >90 hours



[bookmark: _Toc336961788][bookmark: _Toc336970327][bookmark: _Toc417998332][bookmark: _Toc430281714][bookmark: _Toc431404884][bookmark: _Toc432767462][bookmark: _Toc432767747][bookmark: _Toc12435249]Defect Resolution – Mean Time to Repair/Resolve (Priority 3 Items)
	Specification:
	Defect Resolution – Mean Time to Repair/Resolve (Priority 3 Items)

	Definition:
	Mean Time to Repair (Priority 3 defects) will be calculated by determining time (stated in hours and minutes) representing the statistical mean for all Priority 3 Defects for in-scope deliverables in the Contract Month. “Time to Repair” is measured from time and Issue is received at the Contractor Issue/Defect tracking system to point in time when the Defect is resolved, or a workaround is in place and the Contractor submits the repair to the State for confirmation of resolution. 
“Priority 3 Service Request” means an incident where the State’s Software or Processing Error that results in a partial or intermittent system outage or unavailability, performance items that result in periodic, but not otherwise undue delay of processing business cycle data and creation without the creation of a processing backlog that spans a business cycle, system performance and availability levels not adhering to agreed-upon performance parameters, the State’s traditional performance levels, and generally accepted and customary industry standards for similar functions or capabilities, errors or omissions in the software, related software elements, operational processes or software integration suite for which a workaround exists, but have been reported to and accepted by the Contractor, an acceptable State agreed workaround has been identified and implemented, temporary workaround identified with State acceptable processing, hardware, labor or other considerations, may be a recurring issue with identified or indeterminate cause, and items otherwise not classified as a Severity 1 or Severity 2 Defect.
This Service Level begins upon Contractor presentation of a deliverable (generally code based) to the State for conducting Acceptance Testing and when this deliverable is initially migrated or otherwise used in a production environment. 

	Formula:
	Mean Time to Repair (Priority 3 Outages)
	

=

=
	(Total elapsed time it takes to repair Priority 3 Defect Service Requests)
	
	

	
	
	
	(Total Priority 3 Defect Service Requests)
	
	

	Measurement Period:
	Accounting Month

	Data Source:
	Monthly Project Report

	Frequency of Collection:
	Per Incident


Service Level Measures
	Individual SL State
	Mean Time to Repair (Priority 3 Defects).

	Green
	1. <= 7 calendar days

	1. Yellow
	1. > 7 calendar days and <= 10 calendar days

	1. Red
	1. > 10 calendar days


[bookmark: _Toc209883950][bookmark: _Toc211081267][bookmark: _Toc336961789][bookmark: _Toc336970328][bookmark: _Toc417998333][bookmark: _Toc430281715][bookmark: _Toc431404885][bookmark: _Toc432767463][bookmark: _Toc432767748][bookmark: _Toc12435250]Service Levels – System Test Execution Exit Quality Rate
	Specification:
	System Test Execution Exit Quality Rate

	Definition:
	System Test Execution Exit Quality Rate will be determined using the results of Contractor generated pre-test strategy, executed testing cases including functionality, performance, integration, interfaces, operational suitability and other test coverage items comprising a thorough Contractor executed system testing effort.
“System Test Execution Exit Quality Rate” means the inventory of all test cases performed in conjunction with Contractor system testing, or testing otherwise preceding the State’s User Acceptance Testing efforts, presentation of resultant test performance inclusive of identified errors or issues (by Severity), impact areas and overall testing results to the State otherwise referred to as “Testing Results”.
This Service Level begins upon Contractor presentation of the aforementioned Testing Results to the State prior to the State conducting UAT. The initial service level shown for this SLA will be 90.0%, exclusive of Priority 1 issues (which must be resolved prior to presentation to the State) and will be validated during an initial measurement period. Following the initial measurement period, and for all releases, updates, enhancements or patches and as a result of any production or commercial use the initial Service Level will be 95%. The initial measurement period will be as mutually agreed by the Parties, not to exceed three months and only pertain to the first production release.


	                                                        Formula
	Test Quality Exit Rate
	

=
	 (Total # of Test Scripts Passed during Final Pass of System Test)
	
	

	
	
	
	 (Total # of Test Scripts Executed during Final Pass of System Test)
	
	X 100

	Measurement Period:
	Accounting Month

	Data Source:
	Monthly Project Report

	Frequency of Collection:
	 At end of System Test


Service Level Measures
	Individual SL State
	System Test Execution Exit Quality Rate

	Green
	1. >= 90%

	1. Yellow
	1. >= 85%, <90%

	1. Red
	1. < 85%



[bookmark: _Toc209883951][bookmark: _Toc211081268][bookmark: _Toc336961792][bookmark: _Toc336970332][bookmark: _Toc417998337][bookmark: _Toc430281719][bookmark: _Toc431404889][bookmark: _Toc432767467][bookmark: _Toc432767752][bookmark: _Toc12435251]Service Levels – Project Performance, Milestone Attainment
	Specification:
	% Compliance Milestone Dates 

	Definition:
	Amount of committed and accepted Project Milestones achieved on time as per the Project plans.
The Contractor is to produce an overall Project plan inclusive of the milestones, activities and deliverables at the commencement of the Project. Due to the overlapping nature of phases, tasks and activities, a measurement period of 1 calendar month will be established to serve as the basis for the measurement window. Vendor will count all milestones, activities and deliverables to be completed during that measurement window and their corresponding committed delivery dates. Any date variations (positive or negative) will be recorded upon the State’s acceptance of the deliverable and used in the calculation of this SL. 
This SL will commence upon Project initiation and will prevail until Project completion. 


	Formula:
	% Compliance, Milestone Dates
	

=

=
	 Total Number of Contractor Milestones met within the measurement month
	
	

	
	
	
	Total Number of Contractor Milestones planned to be met during the measurement month per the agreed upon list of milestones
	
	X 100

	Measurement Period:
	Monthly, During Project

	Data Source:
	Weekly Project Report

	Frequency of Collection:
	Weekly


Service Level Measures
	Individual SL State
	% Compliance Milestone Dates

	Green
	1. > 90%

	1. Yellow
	1. > 85%, <=90%

	1. Red
	1. <= 85%


[bookmark: _Toc12435253][bookmark: _Toc20463733]Contractor Staffing and Personnel Requirements
[bookmark: _Toc461688555][bookmark: _Toc12435254][bookmark: _Toc20463734][bookmark: _Toc211081196]Contractor Staffing Plan, Time Commitment and Work Locations
Offerors proposing responses to this Supplement must provide a Staffing plan as to align with and support all requirements and Service levels contained within this Supplement. In addition, for each Contractor resource performing work under this Supplement, the offeror must indicate where the work will be performed (e.g., “State Location” or “Contractor Location”), the degree of involvement (e.g., “Full-Time”, “Part-Time” or “Situational/Limited”).
Staffing Plan

The offeror’s response must contain the following information:
 An organizational chart including any sub-Contractors and key management and administrative personnel assigned to this project.
A spreadsheet that shows the proposed team’s experience working with all the current and proposed modules of ServiceNow™ listed in Section 1.8 that are used by the State.
A contingency plan that shows the ability to add more staff if needed to ensure meeting the Project’s due date(s).
The number of people onsite at State location(s) at any given time to allow the State to plan for the appropriate workspace.
A statement and a chart that clearly indicates the time commitment of the proposed Project Manager and the offeror’s Key Project Personnel, inclusive of the Project Manager and the offeror’s proposed team members.
The offeror also must include a statement indicating to what extent, if any, project team members may work on other projects or assignments that are not State related during the term of the Contract. The State may reject any Proposal that commits the proposed Project Manager or any proposed Key Project Personnel to other projects during the term of the Project, if the State believes that any such commitment may be detrimental to the offeror’s performance.
In addition, the offeror’s proposal must identify all Key Project Personnel who will provide services as part of the resulting Contract. Key personnel will be individuals employed by the Contractor or a sub-contractor.  The State expects that the proposed named Key Project Personnel will be available as proposed to work on the Project. Resumes for the proposed candidates must be provided for all Key Project Personnel. Representative resumes are not acceptable. The resumes will be used to augment the descriptive narrative provided by the offeror regarding their proposed project team.  
The resume (2-page limit per resume) of the proposed Key Project Personnel must include:
Proposed Candidate’s Name;
Proposed role on this Project;
Listings of competed projects (a minimum of two references for each named Key Project Personnel) that are comparable to the scope of this Service or required similar skills based on the person’s assigned role/responsibility on this Service. Each project listed should include at a minimum the beginning and ending dates, client/company name for which the work was performed, client contact information for sponsoring Directors, Managers or equivalent level position (name, phone number, email address, company name, etc.), project title, project description, and a detailed description of the person’s role/responsibility on the project;
Education;
Professional Licenses/Certifications/Memberships;
ServiceNow Certifications/Accreditations; and
Employment History.
[bookmark: _Toc12435255][bookmark: _Toc20463735]Key Personnel, Experience and Certification Requirements
The following Supplemental Service and Enterprise/agency Project personnel will be considered Key Personnel:
Contractor Account Representative;
Supplemental Services Delivery Team personnel performing Services on State Premises;
Supplemental Services Delivery Team personnel that have regular (i.e., more than 50% of their productive time) time spent in direct interaction with State personnel (i.e., face-to-face or remotely via teleconference or phone calls); and
Other Contractor Personnel as Mutually Agreed.
Based on the State’s experience with cloud software as a service and ServiceNow™ in particular, the State believes that incorporating highly skilled, trained, experienced personnel in key positions is valuable in ensuring that the operations, projects, ongoing maintenance and other facets of the work contained in this Supplement. Central to the State’s strategy with respect to this Supplemental service and project capability is ensuring that State Enterprise and agency requirements are met with a minimum of customization to the ServiceNow™ platform and that all State-specific accommodations strictly adhere to ServiceNow best practices and development/operations conventions and that all State-specific developments do not block the use of future ServiceNow releases, service packs, patches and the like, nor will the use of such future ServiceNow releases require the state to re-develop, or negate functionality in use in the State. Therefore, the following certifications must be provided by the offeror within the proposed team, and as Contractor performing the work if awarded, these certification levels must be maintained by the Contractor for the State.

	Contractor Certification

	ServiceNow System Administrator Certification (ITOM Series)

	ServiceNow Certified Implementation Specialist (CSM Series)

	ServiceNow Certified Implementation Specialist (ITAM Series)

	ServiceNow Certified Implementation Specialist (Emerging Applications Platform Series)

	ServiceNow Certified Implementation Specialist (Security Operations Series)

	ServiceNow Certified Implementation Specialist (ITSM Series)

	ServiceNow Certified Implementation Specialist (ITBM Series)

	ServiceNow Certified Implementation Specialist (Performance Analytics)


Contractor staff with multiple certifications may count to the overall coverage of module certification.  
Terms used in the aforementioned table are summarized at: https://www.servicenow.com/content/dam/servicenow/other-documents/training/tp-certification-guide.pdf 
[bookmark: _Toc12435256][bookmark: _Toc20463736][bookmark: _Toc461688556]Contractor Capability and Depth of Resources
The offeror, as part of its proposal must demonstrate sufficient personnel resources to perform both of the Supplemental Services and Project Work contained in this RFP independently without the reuse of Supplemental Services personnel to perform Projects and vice-versa. The offeror must provide staff that that have expertise across all specific modules described as currently used, or planned for, within this document in Section 1.8.  At least one of the Contractor’s project team members must have certification and experience in each of the modules that are active or proposed.  Further, offerors must demonstrate sufficient resource reserve capabilities to perform multiple Enterprise and agency projects concurrently with multiple, non-overlapping teams that maintain the requisite experience, skills and certification levels as required by the State.  
The state has identified the following key Supplemental Services Personnel that the Contractor must provide:
Supplemental Services Manager or Project Manager equivalent
[bookmark: _Hlk12261524][bookmark: _Hlk12262044]ServiceNow™ IT Architect*
ServiceNow™ Tech Lead
ServiceNow Test Lead
*Note: The IT or Application Architect job description has been created by the State based on current and anticipated need and is shown below.  The expectation is the expertise, experience, and skills within the job descriptions are met or exceeded by the proposed IT Architect. 
ServiceNow IT Architect Roles/Responsibilities
1) Technical Management
· Client satisfaction on the technical dimensions of the Supplemental Services and ServiceNow application.
· High-quality, on-time, on-budget delivery of steady-state technical functions, work products, and Technical Management.
· Manage the overall technical health of the enterprise ServiceNow instances, including Technical Debt.
· Monitor technical performance and identify remediation steps, opportunities for improvement.
· Manage technical program risk, including definition, analysis, mitigation strategies and implementation.
· Contribute to architectural and technical perspective to optimization initiatives and technical roadmaps.
· Architect, test, document, and promulgate new technical approaches to challenging technical problems.
· Define and oversee implementation of the steady-state processes for the technical team including work products, templates and libraries, follow standards, release criteria, and established release calendar.
· Drive steady-state technical teams to continuous improvement to processes and development.
· Submit management reports to steady-state contractor and ESM administration on the health of the overall technical application, performance, backlog, agency implementations, work products, and processes.
· Oversee all steady-state and IDA/project technical implementations and development for the enterprise ServiceNow program/project through architectural and development standards review(s).
2) ServiceNow Relationship
· Manage ServiceNow technical relationship; manage ServiceNow tickets on behalf of the state.
· Standards and Architecture.
· Develop and update Enterprise ServiceNow:
· Architectural
· Technical Development standards
· Best Practices
· Prepare, update, review, and ensure currency of Architecture Documentation.
· Review all proposed architectural change.
3) Customizations
· Define and track customizations for the enterprise instances (anytime scripting involved, any table extensions, ACLs.
4) Environments and Releases
· Oversees the technical environment definition / setup and code migration activities across releases including access and instance management.
5) People
· Collaborate with all members of the ESM Administration and Contractor Lead.
· Serve as the ambassador for the program.
· Escalate issues to the supplemental services Project Manager, as needed.
In an effort to foster a mutually supportive and collaborative environment in which the Supplemental Services are provided in an effective manner that drives value to the State, the Parties will jointly review certain Key Contractor Management and State Facing positions (collectively “Key Personnel”, including the Contractor Account Representative. “Key Personnel” will include the following at a minimum:
Contractor Account Representative.
ServiceNow™ IT Architect.
Supplemental Services Delivery Team personnel performing Services on State Premises.
Supplemental Services Delivery Team personnel that have regular (i.e., more than 50% of their productive time) spent in direct interaction with State personnel (i.e., face-to-face or remotely via teleconference or phone calls).
Application Leads (e.g. eLicensing, OCLQS, and future applications once on-boarded) and Production/Change Management Leads (e.g., operations, production control, L 2/3 Service Desk).
Other Contractor Personnel as Mutually Agreed.
Based on the State’s experience with similar supplemental services relationships with a variety of leading vendors, the State feels strongly that the Contractor team (as a team and as individuals) must be regularly reviewed with regard to several key factors including, but not limited to:
Supplemental Services Manager or Project Manager equivalent;
ServiceNow™ IT Architect*; and
ServiceNow™ Tech Lead.
*Note: The IT or Application Architect job description has been created by the state based on current and anticipated need and is shown below.  The expectation is the expertise, experience, and skills within the job descriptions are met or exceeded by the proposed IT or Application Architect. 
ServiceNow Application Architect
Roles/Responsibilities
1) Technical Management
· Client satisfaction on the technical dimensions of the Supplemental Services and ServiceNow application
· High-quality, on-time, on-budget delivery of steady-state technical functions, work products, and Technical Management.
· Manage the overall technical health of the enterprise ServiceNow instances, including Technical Debt
· Monitor technical performance and identify remediation steps, opportunities for improvement.
· Manage technical program risk, including definition, analysis, mitigation strategies and implementation.
· Contribute to architectural and technical perspective to optimization initiatives and technical roadmaps
· Architect, test, document, and promulgate new technical approaches to challenging technical problems.
· Define and oversee implementation of the steady-state processes for the technical team including work products, templates and libraries, follow standards, release criteria, and established release calendar.
· Drive steady-state technical teams to continuous improvement to processes and development.
· Submit management reports to steady-state contractor and ESM administration on the health of the overall technical application, performance, backlog, agency implementations, work products, and processes.
· Oversee all steady-state and IDA/project technical implementations and development for the enterprise ServiceNow program/project through architectural and development standards review(s).
2) ServiceNow Relationship
· Manage ServiceNow technical relationship; manage ServiceNow tickets on behalf of the state.
Standards and Architecture
· Develop and update Enterprise ServiceNow
· Architectural
· Technical Development standards
· Best Practices
· Prepare, update, review, and ensure currency of Architecture Documentation.
· Review all proposed architectural change
3) Customizations
· Define and track customizations for the enterprise instances (anytime scripting involved, any table extensions, ACLs
4) Environments and Releases
· Oversees the technical environment definition / setup and code migration activities across releases including access and instance management.
5) People
· Collaborate with all members of the ESM Administration and Contractor Lead.
· Serves as the ambassador for the program.
· Escalates issues to the steady-state Project Manager, as needed.
[bookmark: _Toc12435257][bookmark: _Toc20463737]Additional Contractor Personnel Requirements
The Contractor must comply in all respects with Ohio statutes, regulations, and administrative requirements, Affirmation and Disclosure (prohibition of offshore services), HIPPA Privacy Rules and other conventions as described and required in Supplement 2.
The Contractor will provide resources for the work described herein with natural persons who are lawful permanent residents as defined in 8 U.S.C. 1101 (a)(20) or who are protected individuals as defined by 8 U.S.C. 1324b(a)(3). It also means any corporation, business association, partnership, society, trust, or any other entity, organization or group that is incorporated to do business in the U.S. It also includes any governmental (federal, state, local), entity.
The State specifically excludes sending, taking or making available remotely (directly or indirectly), any State information including data, software, code, intellectual property, designs and specifications, system logs, system data, personal or identifying information and related materials out of the United States in any manner, except by mere travel outside of the U.S. by a person whose personal knowledge includes technical data; or transferring registration, control, or ownership to a foreign person, whether in the U.S. or abroad, or disclosing (including oral or visual disclosure) or transferring in the United States any State article to an embassy, any agency or subdivision of a foreign government (e.g., diplomatic missions); or disclosing (including oral or visual disclosure) or transferring data to a foreign person, whether in the U.S. or abroad.
It is the responsibility of all individuals working at the State to understand and comply with the policy set forth in this document as it pertains to end-use export controls regarding State restricted information.
If the Contractor is handling confidential employee or citizen data associated with Human Resources data, the Contractor will comply with data handling privacy requirements associated with the Health Insurance Portability and Accountability Act (HIPAA) as defined by The United States Department of Health and Human.
It is the responsibility of all Contractor individuals working at the State to understand and comply with the policy set forth in this document as it pertains to end-use export controls regarding State restricted information.
Where the Contractor is handling confidential State, employee, citizen or Ohio Business data associated with State data, the Contractor will comply with data handling privacy requirements associated with HIPAA and as further defined by The United States Department of Health and Human Services Privacy Requirements. In addition, the Contractor will be required to sign a mutually agreeable Business Associate Agreement.
[bookmark: _Toc461688558][bookmark: _Toc12435259][bookmark: _Toc20463738]Use of State ServiceNow™ Collaboration tool Managed Documents™ and/or Knowledge Base 
Starting with the Award of this Contract and the Contractor access being made available by the State, and in conjunction with the delivery of the Services and any Project to the State under this RFP, the Contractor must use the existing State provided and hosted document management and team collaboration capability (ServiceNow™ Managed Documents™ and/or Knowledge Base) to provide access through internal State networks and secure external connections to all project team members, approved project stakeholders and participants.  In the future, it may be necessary to update to current OIT designated collaboration tool(s).  The Contractor must follow the current OIT policy for storing documentation, work products, and reports utilizing assigned collaboration tool.
In conjunction with the utilization of this tool, the Contractor must:
Structure the document management and collaboration pages and data structures in such a manner as to support the overall requirements of the Project;
Be responsible for the maintenance and general upkeep of the designer configurations of the tool in keeping with commercially reasonable considerations and industry best practices as to not adversely impact the project delivery efforts performed by the Contractor and State; 
As a minimum standard, the Contractor will include the following delivery artifacts in the Site:
19. All Contractor required reports as specified herein to the State and supporting documentation, work products and artifacts produced formally for the State or for State review and approval.
20. All SDLC delivery artifacts when accepted by the State in final and editable form (i.e., native formats not PDF or scanned facsimiles) inclusive of requirements, design, technical, functional, performance, results, diagrams, RACI or Roles/Responsibilities, approvals, operational and end-user guides, training materials, analysis, findings, issues, risks, actions and documents as approved by the State in conjunction with the delivery of a Project.
21. All Change to Production or Environment Change Request directives from the State.
22. All approved Change Orders or Change Requests.
23. All Operational, Maintenance, Job Schedules or Run Books.
24. All monthly SLA reports.
25. Any approved customizations, RICEFW objects in a machine-readable form as attachments.
26. Any Amendments to this Contract.
27. Meeting Minutes, Resolutions and Issues/Risks.
The Contractor will use State email systems for all formal correspondence pertaining to State business, in particular those that may contain or identify sensitive State data, processes, conventions, practices, issues, vulnerabilities, risks and project matters or may be considered advantageous to gaining unauthorized access to State systems, infrastructure or data.
[bookmark: _Toc20463739]State and Contractor Collaboration
Support of State ServiceNow™ initiatives including agency adoption of ServiceNow™ and application consolidation;
Attainment of high customer satisfaction in Stakeholder agency communities and end-user communities;
Creation of a highly integrated, collaborative and mutually supportive delivery of Services under this Service to the State through the formation of an “integrated team” culture;
Adoption, implementation and refinement of a “State First” operating culture that is designed to drive value through the relationship and result in a high-performance working partnership between the State and Contractor; and
Incorporation of industry-leading and Contractor best practices in the construction, operation, maintenance and support of ServiceNow while seeking opportunities for continuous refinement and improvement of areas that are directly within the Contractor’s scope, those areas where the Contractor has a reliance on the State and 3rd parties, and areas in the common interest of driving Service efficiency, quality and timeliness (e.g., Value). 
The State and Contractor will meet 90 days after completion of transition Activities to review the Contractor’s performance (as a team and as individuals) in support of these goals and agree to make changes to the number, nature, mix or named Key Personnel as required to improve and enhance the Contractor’s position in supporting the State’s attainment of these goals. At regular intervals the Contractor and State will meet to review the performance of the entire Contractor team and implement any changes so that the Service is launched with the best possible Contractor team as possible. The Contractor and State will meet quarterly to discuss the Contractor performance and staffing during the first year of the Contract.  After the first year of the Contract, and at the State’s discretion, the number of meetings may be reduced to meet semiannually.
Should, for whatever reason, the State determine based on documented or observed performance that a member (or members) of the Contractor’s Key Personnel is operating in a manner inconsistent with these Goals, the State will request a meeting of the Contractor Account Representative and the State Service owner (and if required the State CIO and Contractor Managing Director or Lead Partner for Public Sector) to address localized or multiple failures to meet these goals. Upon receiving this feedback, the Contractor will develop and implement a plan to either realign the performance of the Key personnel in question or replace them promptly should the situation dictate in accordance with the provisions of Attachment Four pertaining to Replacement Personnel. 
For the avoidance of doubt, should for whatever reason the State service owner request, the replacement of any member of the Contractor Staff, the Contractor must implement the change on a mutually agreeable schedule. 
Should, for any reason described above the State and Contractor determine that a member of the Contractor Key Personnel needs replacement, this replacement will occur no later than thirty (30) calendar days from the State’s request or as mutually agreed. 
[bookmark: _Toc461688560][bookmark: _Toc12435260][bookmark: _Toc20463740]Additional Work Requirements and Conditions
The following identify additional work requirements and conditions for staff augmentation services:
· Contractor staff must work, at a minimum, during normal core business hours Monday through Friday, except for State holidays. It is the Contractor’s responsibility to ensure staff is working within these parameters and to communicate to the State when exceptions, such as requested time off, personal illness or emergencies arise, to ensure these situations will not impact the project or service.
· Contractor staff work location will be identified in the SOW. If it is not necessary for Contractor staff to be onsite, the Contractor will be responsible for providing an offsite work location. 
· For work that requires the Contractor to work onsite, the State will provide each Contractor staff workspace and internet access. Contractor personal computing equipment, printers, general office supplies and other administrative items required to perform the work for the State are the sole responsibilities of the Contractor. 
[bookmark: _Toc12435261][bookmark: _Toc20463741]Contract Conclusion Requirements: Transition to State or Successor
[bookmark: _Toc461688592][bookmark: _Toc12435262][bookmark: _Toc20463742]Overview
Contractor will provide the Termination Assistance Services set forth herein in connection with the termination or expiration of the Contract.
To the extent the Termination Assistance Services include any tasks which Contractor is not otherwise obligated to perform under the Contract, the charges will be based on then-current rates for Services as proposed by Contractor in this RFP or prevailing rates at the time of termination, whichever is lower.
“Termination Assistance Services” will mean (a) to the extent requested by the State, the continued performance by Contractor of its obligations under the Contract (including providing the Services which are subject to termination or expiration), and (b) the provisioning of such assistance, cooperation and information as is reasonably necessary to help enable a smooth transition of the applicable Services to the State or its designated 3rd Party provider (“Successor”). As part of Termination Assistance Services, Contractor will provide such information as the State may reasonably request relating to the number and function of each of the Contractor personnel performing the Services, and Contractor will make such information available to the Successor designated by the State.
Contractor will cooperate with the State in its attempts at transferring the services responsibilities to another provider in a manner in keeping with not adversely affect the provision of ongoing services.
[bookmark: _Toc209337445][bookmark: _Toc461688593][bookmark: _Toc12435263][bookmark: _Toc20463743]Responsibilities
Commencing no less than six (6) months prior to expiration of this Contract or on such earlier date as the State may request, or commencing upon a notice of termination or of non-renewal of this Contract, and continuing through the effective date of expiration or, if applicable, of termination of this Contract, Contractor will provide to the State, or at the State’s request to the State’s designee, the termination/expiration assistance requested by the State to allow the Services to continue without interruption or adverse effect and to facilitate the orderly transfer of the Services to the State or its designee (including a competitor of Contractor). Contractor will also provide Termination/Expiration Assistance in the event of any partial termination of this Contract (e.g., termination of an element or other component of the Services) by the State, such assistance to commence upon the State’s notice of termination to Contractor. Termination/Expiration Assistance will include the assistance described in the following:
[bookmark: _Ref166432041]The State will be permitted, without interference from Contractor, to hire any Contractor Personnel primarily performing the Services as of the date of notice of termination, or, in the case of expiration, within the six (6) month period (or longer period requested by the State) prior to expiration. Contractor will waive, and will cause its subcontractors to waive, their rights, if any, under contracts with such personnel restricting the ability of such personnel to be recruited or hired by the State. The State will have access to such personnel for interviews and recruitment.
If the State is entitled pursuant to this Contract to a sublicense or other right to use any software owned or licensed by Contractor, Contractor will provide such sublicense or other right.
Contractor will obtain any necessary rights and thereafter make available to the State or its designee, pursuant to agreed terms and conditions, any 3rd Party services then being utilized by the Contractor in the performance of the Services, including services being provided through 3rd Party service or maintenance contracts on equipment and software used to provide the services. Contractor will be entitled to retain the right to utilize any such 3rd Party services in connection with the performance of services for any other Contractor customer.
[bookmark: _Ref166328318]In the process of evaluating whether to undertake or allow termination/ expiration or renewal of this Contract, the State may consider obtaining, provisions for performance of services similar to the Services following termination/ expiration of this Contract or to return these services to the State for ongoing operation. Contractor must provide to the State such information and other cooperation regarding performance of the Services as would be reasonably necessary for the State or a 3rd Party to prepare an informed option analysis for such services, and for the State or a 3rd Party not to be disadvantaged compared to Contractor if Contractor were to be invited by the State to submit a proposal.
[bookmark: _Ref166483979]Contractor acknowledges that, in the event it breaches (or attempts or threatens to breach) its obligation to provide Termination/Expiration Assistance as provided in this section, the State will be irreparably harmed. In such a circumstance, the State may proceed directly to court. If a court of competent jurisdiction should find that Contractor has breached (or attempted or threatened to breach) any such obligations, Contractor agrees that, without any additional findings of irreparable injury or other conditions to injunctive relief (including the posting of bond), it will not oppose the entry of an appropriate order compelling performance by Contractor and restraining it from any further breaches (or attempted or threatened breaches).
Contractor will provide State an inventory of resources (or resource full time equivalents) performing work under the Supplemental Services statement of work to assist the State in determining the appropriate resourcing and skill model required for the State or a State contracted 3rd Party to assume the services as provided by the Contractor at the time of termination. This resource inventory will include (at a minimum); full-or part time equivalent resource models; skill and experience levels; education or technical skill certification levels required; and other mutually agreeable and pertinent information for the State to assemble or source the capabilities to perform the work described herein upon termination of the Contract post transition of services. State does not require names of individuals as part of fulfilling this requirement.
In addition to the requirements in this section, in the event of a transfer of services back to the State and at the State’s sole discretion, Contractor will design and implement a training program for State employees designed to convey operational and technical knowledge associated with the ongoing operation of the in-scope applications and systems, conduct knowledge and documentation transfers for the then current operational processes and tasks and work to ensure an overall continuity of services until State employees can reasonably perform the roles in keeping with service levels and other operational quality, timeliness and accuracy considerations associated with the delivery of the service. These services will be priced utilizing the then current Contractor rate card at the time of the request and as approved by the State.
[bookmark: _Toc209337446][bookmark: _Toc461688594][bookmark: _Toc12435264][bookmark: _Toc20463744]Standards
The terminated or expired Services are transferred to the State or its successor(s) in an efficient and orderly manner.
The impact on the State’s business (including its personnel and customers) and the internal and 3rd Party IT-related costs incurred by the State in transferring the Terminated Services are acceptable to the State under the circumstances.
The Terminated Services continue to be performed by Contractor without disruption or deterioration until the transfer has occurred: (i) consistent with the terms and conditions of this Contract, or (ii) except as approved by the State.
The Contractor will take no actions that causes any disruption or deterioration of the remaining Services following the transfer (except as approved by the State or included in the Termination Assistance Plan) to the extent the same is within the control of Contractor and as agreed with the State.
To facilitate transition of responsibilities, the Key Management Position obligations in the Governance Section of this Supplement will continue to apply during the agreed Termination Assistance Period.
[bookmark: _Toc209337447][bookmark: _Toc461688595][bookmark: _Toc12435265][bookmark: _Toc20463745]Termination Assistance Plan
The contents of Termination Assistance Plan will include, unless otherwise agreed, the services, functions, and activities as defined below:
Documentation of existing and planned projects and support activities.
Identification of the Services and related positions or functions that require transition and a schedule, plan and procedures for the State or its designee assuming or reassuming responsibility.
Description of actions to be taken by Contractor in performing Termination Assistance.
Description of how the transfer of (i) relevant information regarding the Services, (ii) resources (if any), (iii) operations and (iv) contracts (if any) will be achieved.
Description in detail of any dependencies on the successors necessary for Contractor to perform the Termination Assistance Services (including an estimate of the specific Contractor staffing required).
Inventory of documentation and work products required to facilitate the transition of responsibilities.
Identify significant potential risk factors relating to the transition and in designing plans and contingencies to help mitigate the risk.
Set out the timeline for the transfer of each component of the terminated services (including key milestones to track the progress of the transfer).
Define a schedule and plan for Contractor’s return to the State of (i) the State Service locations then occupied by Contractor (if any), and (ii) the State Confidential Information, the State Data, documents, records, files, tapes and disks in Contractor’s possession.
[bookmark: _Toc209337448][bookmark: _Toc461688596][bookmark: _Toc12435266][bookmark: _Toc20463746]Termination Management Team
Contractor will provide a Project manager who will be responsible for Contractor’s overall performance of the Termination Assistance Services and who will be the primary point of contact for the State in respect of the Termination Assistance Services during the Termination Assistance Period. 
The State will appoint a Project Manager who will be the primary point of contact for Contractor during the Termination Assistance Period. Additionally, the State may appoint a Transformation Team that would be responsible for the review of then current services provided by the Contractor and work to facilitate an orderly transition of services.
[bookmark: _Toc209337449][bookmark: _Toc461688597][bookmark: _Toc12435267][bookmark: _Toc20463747]Operational Transfer
Contractor will perform the activities reasonably required to help effect a smooth and orderly transfer of operational responsibility for the Terminated Services;
Facilitate access to the State source code, object code, object and production libraries, reference files, field descriptions, record layouts and technical specifications along with run documentation for the State software then in Contractor’s possession including tools, scripts, run books, production schedules and procedures as required to support the in-scope applications which may be used in training, knowledge transfer, sizing assessments, operational reviews and other uses required by the state at the time of Transfer.
Cooperate with the successors in conducting migration testing.
Provide the State-owned documents and information related to the functionality, program code, data model and data base structure, and access methods for the in-scope applications and manual and automated processes used for the State, within the possession or control of Contractor, and reviewing such processes, documents and information with the successor as reasonably requested.
Cooperate with the State’s test plans, back out procedures, and contingency plans as part of the migration of Terminated Services.
After the transfer of the provision of Terminated Services to the State, its designee(s), or both, provide additional assistance as reasonably requested by the State to facilitate continuity of operations, through the end of the Termination Assistance Period.
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