RFP #0A04006

ODRC – Inmate Trust Fund Accounting (Cashier) and Canteen (Commissary) System


      NOTICE:

Functional and Technical Fit. The system requirements for the ODRC Inmate Trust Fund Accounting (Cashier) and Canteen (Commissary) System are included in Attachment One.  The offeror must include an affirmation to committing to meet the requirements either with an indication that the requirement is met with the base software or that it will need to be customized or developed to meet the requirement.  The offeror must respond to each numbered requirement in Attachment One.
Attachment One is being provided in Microsoft format through the website as a convenience for responding to the RFP.  The Attachment format and content must not be modified.  The affirmation to each requirement is to be provided as appropriate.  If the content is modified, reformatted or omitted, the offeror’s response may be disqualified.
ATTACHMENT ONE: PROJECT REQUIREMENTS AND SPECIAL PROVISIONS

PART ONE:  PROJECT REQUIREMENTS

This section describes the Project and what the Contractor must do to get the job done.  It also describes what the Contractor must deliver as part of the completed Project (the "Deliverables").  And it gives a detailed description of the Projects schedule.

Scope of Work.  The successful Contractor will provide a complete system that must meet the requirements described in Attachment One.

1.0 Functional Requirements – Cashier Application

1.1 Institution Accounts 

Each institution may have as many as 20 separate checking accounts with control and subsidiary ledgers. Funds can be transferred between accounts within an institution and between accounts in different institutions. The application must perform electronic fund transfers (EFTs) between accounts and between institutions (banks and accounts).

1.1.2
Currently, institutions use banking establishments in the local communities.  However, ODRC may consolidate all accounts in a single bank that will establish relationships with local banks with which institutions will execute transactions.  The application must be able to process information from external banking establishments in either scenario to provide centralized banking for both the receipt and disbursement of funds and for the transfer of money between accounts and banks.

1.2 General Information

1.2.1
All transactions must be processed using the double-entry method of accounting.

1.2.2
Payable and receivable accounts must be automatically cleared on a monthly basis.

1.2.3 The cashier must have the ability to override the clear process for specific accounts.

1.2.4
The cashier must have the ability to clear selected accounts more often.

1.2.5
Receipts for incoming money must be generated from a user-definable drop-down list of sources.

1.2.6
The cashier must be able to manually enter an alternate source for incoming money.

1.2.7
The application must have the ability to hold multiple entries from one account for batch processing to a related account (e.g. Daily all commissary sales posted against each inmate’s balance in the Inmate Personal Bank Account must be accumulated and at the end of the day a single entry should be made to “deposit” the sales amount into the Commissary Bank Account.)

1.3 General Inmate Information

General inmate information should be available on all screens, including but not limited to items 1.3.1 – 1.3.14.
1.3.1
Status Codes

A
actively under ODRC institutional control – all posting allowed,

X
released from ODRC institutional control with a zero account balance – no posting allowed,

I
inactive – released from ODRC institutional control, but with positive balance on the books, – no automatic or external posting allowed (e.g., commissary, payroll, bonus, mail room, medical, etc.),

K
inactive – released from ODRC institutional control, but with negative balance on the books, – no automatic or external posting allowed,

C
collections procedures in place, and

H
holds on account for specific amount or purpose.

1.3.2
Lock location – updated by Centralized Inmate Classification System (CICS) staff, it must be taken from data tables and be accurate to allow unit or dorm shopping cycles; 

1.3.3
Shop cycle – may (or may not) be dependent upon lock location,

1.3.4
Alias information – application must allow for multiple entries and show the information during processing,

1.3.5
Admission date for current number,

1.3.6
Previous institution,

1.3.7
Date entered current institution,

1.3.8
Available balance,

1.3.9
Account balance,

1.3.10
Earned Prisoner Compensation (EPC) balance,

1.3.11
CD and savings bond notation,

1.3.12
Fiscal and calendar year-to-date earnings,

1.3.13
For inmate number changes, to correct incorrect numbers initially assigned to an inmate, the application must retain all transaction information entered under the old number, and

1.3.14
The application must indicate if an inmate owes or is owed money from a previous incarceration (may be under different inmate number(s)) so their account can be collected or cleared.

1.4 Inmate Accounts

1.4.1
ODRC maintains a master account for each inmate under its supervision by institution.  Inmate master accounts may include multiple sub-accounts that must be tracked, including, but not limited to: investments, EPC balance, debts, other holds and available balance. 

1.4.2
Each inmate master account must have a series of supporting journal pages for each type of sub-account, each instance of investment and each instance of collections processing (debt).

1.4.3
The supporting journal pages must include: inmate name; inmate number; identifying number(s) for the particular journal page; beginning date; beginning balance; a description, amount and resulting balance in date order for each transaction; the total amounts due/paid/outstanding for any debts; and the total value, maturity date and beneficiary for investments. 

1.4.4
The journal page(s) must automatically update each time a payment is made toward a debt.  Upon final payment, the total payments must not exceed the total debt and the journal page must be closed out with a notation indicating the debt is paid. 

1.4.5
The supporting journal pages must total into the inmate’s master account as well as total into summary supporting journal pages for the Inmate Personal Account. 

1.4.6
If an inmate owes a debt(s), a portion of incoming money must be set aside for payment of the debt(s) and not be accessible for spending by the inmate. An inmate may request that money be “held” for a specific future purchase. An inmate’s available (spendable) balance must reflect money in the account that is not otherwise earmarked or held. 

1.4.7
Inmates can receive money from external (e.g., approved visitors, investment interest) and internal (e.g. payroll, commissions) sources. The application must be able to restrict the quantity of deposits from external sources (e.g. money orders, certified checks) and total dollar amount an inmate may receive.  The restrictions are determined by each institution and may vary by inmate within an institution.

1.4.8
The application must allow the cashier to record that an external account(s) exists, the type of account and the financial institution when inmates maintain an account(s) at an external financial institution.  This is a tracking function only.

1.4.9
The application must be able to process information from external banking establishments for Electronic Funds Transfers (EFT) and posting of deposits into appropriate accounts, including, if necessary, to appropriate inmate accounts. If money is deposited into an inmate’s account, the application must provide a printed receipt that includes: inmate name, inmate number, institution, lock location, date, amount received and sender.

1.5 Inmate Payroll

1.5.1
Authorized cashier personnel must be able to run the CICS advance and state payroll programs from the cashier workstations. Both state pay and advance pay are subject to all collections at the time the pay is posted.

1.5.2
The application must accept files from and send files to the OPI payroll application via file transfer protocol (FTP).  The application must be able to import OPI payroll information, verify that the inmates were OPI workers for the month, provide a pre-posting balance figure for the cashier to verify and, if verified, post the payroll and make deductions for applicable collection processes. 

1.5.3
The application must have the capability for a fully-operational payroll segment including sick leave, vacation, and personal leave, that can be used to track and calculate OPI payroll and accept information from an external time and attendance clock.  This capability will not be implemented as part of this project.

1.5.4
The application must be able to “hold” segments of payroll posting for up to one week (e.g., Inmates whose numbers end in even numbers will receive their pay on the 1st working day of the month, and inmates with odd numbers will receive their pay on the 6th working day. The pattern switches the next month).

1.5.5 The application must allow calculation and entry of inmate commissions/earnings; this type of income is also subject to applicable collections processing.  Included are:

· Personal services commissions (shoeshine, barber, etc.) - distributed sixty percent to the inmate and forty percent to the Industrial Arts (IA) account.   

· Commissions from arts and crafts - distributed eighty percent to the inmate and twenty percent to the IA account, excluding sales tax.

1.5.6
If the institution does not maintain a separate IA account, that portion must be posted to the IA subsidiary ledger of the Industries and Entertainment (I&E) account.

1.5.7
The application must maintain year-to date totals for each type of pay an inmate receives by both fiscal year (July 1 through June 30) and calendar year (for tax purposes). 

1.6 Data Entry 

1.6.1
Transaction types must be centrally defined and not subject to change at the institution level.  There must be a minimum of fifty debit (disbursement) transaction types, twenty-five credit (receipt) transaction types and at least ninety sub-categories available for each.

1.6.2
If required by the specific user or report, the application must be able to group entry items by transaction type (e.g., money orders, cash slips, etc.).  Each institution must have the ability to define sub-categories to the transaction types.

1.6.3
The application must provide a sub-total for all transaction types by type and operator as well as totals by type regardless of operator (e.g., two different operators each enter three transactions [types 02, 05, and 31]. An hour later, each enters another three transactions, same types, and so on throughout the day. The data entry report must group all code 02s, 05’s, and 31’s together for one operator and have all the code 02’s, 05’s, and 31’s together for the second operator. There must also be a total for all code 02’s, all 05’s, and all 31’s, regardless of the operator(s).  There must also be a grand total for the net sum of all the transactions entered.)

1.6.4
Edit checks must be performed for all dollar amounts received and disbursed.  

1.6.5
Each institution must be able to set its own level for notification or alert for receipts and disbursements from the Inmate Personal Account (e.g., over $500 receipt, over $100 disbursement).  

1.6.6
The application must allow multiple, simultaneous data entry operations by up to six users at the same institution running two or more operations at the same time.

1.6.7
The application must not allow automatic posting to inactive (released from ODRC institutional control) accounts.

1.6.8
If a transaction will result in a negative balance, the application must alert the operator and require an override in order to continue with the transaction.

1.6.9
The application must only allow debit (disbursement) postings by an institution within five working days after an inmate is transferred from that institution.

1.6.10
A “bonus” posting option must allow operators to automatically post the same amount to all active inmates in an institution (Christmas bonus, etc.), with the same dollar amount, transaction code/suffix and description.

1.6.11
The application must be able to “hold” portions of an inmate’s account for savings, large item purchase (TV, radio, etc.) or other uses. The operator must be able to clear a hold, making the money available for spending and to delete a hold, archiving the fact that a hold was in existence. Money “held” must not be available for commissary purchases, cash slips (checks out) or other disbursement until the “hold” is cleared or deleted.

1.6.12
Successive entries for the same type of transaction (e.g., UPS charges) must require only a change in the inmate account number, amount and source documentation or note information.  

1.6.13
When entering money orders, the operator must be able to select the source from a drop-down list of the inmate’s approved visitors (obtained from DOTS/CICS) or from a list of vendors and government agencies that are approved as visitors for every inmate in that institution. If the source is not in the drop-down list, the operator must be able to enter and save information for the new source. The operator must also be able to specify whether the source is only for that particular inmate or if it is valid for all inmates at that institution.

1.6.14
To process outgoing checks, the operator must be able to select the recipient from a drop-down list. If the recipient is not in the drop-down list, the operator must be able to enter and save information for the new recipient. The operator must be able to specify if the recipient is only for that particular inmate or if it is valid for all inmates at that institution.

1.6.15
Note information (e.g., a note regarding “Catalog Sales”) must be duplicatable from entry to entry without re-keying the information. When this option is selected, the note field will be automatically populated with the information from the previous transaction.

1.6.16
A “flat fee” option must be available wherein all inmates pay or receive the same amount; the cashier enters the same information once (transaction code, sub-category and amount) and enters the different inmate numbers.

1.6.17
Data entry for investments must automatically update the supporting investments journal page by prompting for additional information if it is a new investment, automatically updating the existing journal page with the transaction information if it is an addition to the existing investment, and closing out the investment page when the inmate is released from ODRC institutional control.

1.7 Check Writing and Reconciliation

1.7.1
Check writing and reconciliation functions must be provided for all accounts, including the ability to write checks and execute Electronic Funds Transfers (EFT) from each checking account.

1.7.2
A check printer must be provided. The printer may be either an MICR printer that is able to print normal letters and reports or a printer that accepts preprinted checks. If the latter is offered, the Contractor must provide check stock specifications as well as samples.  The Contractor must also provide a minimum of three vendors that can supply the stock. 

1.7.3
There must be a recovery procedure for “reprinting” checks if there is a hardware failure.

1.7.4
Reprinted checks and the duplicate record, required for audit purposes, must include the following information fields: account number, account name, payee and address, amount, memo, and date. Other check information that may be required depending on the account and purpose of the check includes inmate numbers and case numbers.

1.7.5
Separate check registries must be created and maintained for each account.

1.7.6
From the Inmate Personal Account, as a “check out” transaction is entered for an inmate, the application must provide an option to delay check printing until a later time. Check numbers must be included in the inmate’s account.

1.7.7
If multiple inmates are sending money to the same payee (e.g., clerk of courts, child support, etc.), a single check must be written for the total dollar amount, and all the appropriate inmate information (name, number, case or docket number, dollar amount, etc.) must be listed in the reference area on the check or, if there are space constraints, on a separate detail page that can be mailed with the check.  Each inmate’s account must list this check number.  

1.7.8
If a check is voided, has a stop payment request, is returned for any reason or is stale dated, a reversing entry, with a notation appropriate to the circumstance, must be posted to all affected accounts.  There also must be provisions for processing voided, stopped, or returned checks if the inmate has been transferred from the institution or released from ODRC institutional control.

1.7.9
Cashiers must be able to do both single and batch clearing of checks and deposits during check reconciliation.

1.7.10
Cashiers must be able to register stop payments, voids, returned and stale-dated checks and have them appropriately entered in a check reconciliation worksheet. Cashiers will enter the bank balance, and the application should populate and calculate the remainder of the worksheet, based on the information entered during check reconciliation.
1.8 Collections Processing

1.8.1
The application must be able to process and track multiple types and instances of inmate debt, including, but not limited to: child and spousal support, federal/state civil and appeals litigation, AR5120 debts (miscellaneous court orders such as costs of prosecution), medical co-payments, victim restitution and Rules Infraction Board (RIB) fines or decisions.

1.8.2
ODRC must have the ability to add debt categories when required by applicable laws and rules.

1.8.3
Multiple collections of a particular type (category) must be collected in first-in, first-out order, except multiple child support orders must be pro-rated. The current order of collections is as follows: 1) reductions in state pay due to an RIB decision, 2) medical co-payments, 3) RIB cash slips, 4) current (non-arrearage) child and spousal support, 5) child/spousal support arrearages, 6) civil judgments in favor of a victim of crime, 7) civil judgments in favor of the Attorney General and 8) all other external debts (e.g. federal and state filing fees and prosecution costs).

1.8.4
The order and amount or percentage of collections must be maintained on a central, statewide level. The order and amount or percentage of collections is subject to change, and ODRC must have the ability to make adjustments as necessary to maintain compliance with applicable laws and rules.

1.8.5
The application must track AR5120 debts by Ohio county and separate them by victim restitution, crime victims’ fund payment and court costs.

1.8.6
Income for collections processing purposes includes the inmate’s pay and all other deposits into an inmate’s account with the exception of returned (including voided, stop payment, and stale-dated) checks.  However, “pay” for an inmate subject to reductions in future pay resulting from an RIB decision or from failure to maintain living quarters is the amount the inmate receives after all reductions are applied. 
1.8.7
The application must automatically withhold and deduct the appropriate amount or percentage from applicable incoming monies according to ODRC requirements. Some types of collections processing require that an inmate be allowed to retain a certain amount (currently $10.00) on a monthly basis.  Any money not deducted/withheld must be available to the inmate for spending during the month.  The exempted amount must only be changed from a central location, as individual institutions are not allowed to perform this change.

1.8.8
Institutions must be able to assign only the prorated factors for individual inmate accounts with multiple orders requiring prorated payments.  For example, if an inmate has child support orders for two separate children, the 25% pay deduction must be prorated between the two support orders; the institution is permitted to make this assignment.

1.8.9
ODRC must be able to exempt specific funds from collection as required by law or rule. Currently, any estate money received as a result of life insurance, endowments, annuities, or death benefits are exempt from withdrawal to pay any debts. 

1.8.10
The application must automatically calculate average six-month balances and monthly deposits to determine initial filing fees for federal cases.

1.8.11
If, at any time, a check is returned (or received) due to overpayment of debt, the refund must be posted to the inmate’s account, and a notification memo must be generated for delivery to the inmate.  Notation should also be made on the journal sheet of the overpayment and refund.

1.8.12
A notification memo to the inmate must be generated when money is held for a debt and when payment is made toward a debt. On the occurrence of a final payment of a debt, the notification memo must indicate that it is the final payment. Except for a final payment, a notification memo is not required for child and spousal support payments or RIB reductions in pay. The notification must include:

· The inmate’s name, 

· Number, 

· Lock location, 

· Amount paid (or held), 

· Date paid (or held), 

· Check number (if applicable), 

· Any applicable case information (e.g., court, case number, docket number, etc.), 

· Type of transaction (e.g., payment made, money held, etc.), 

· Total due, 

· Total paid to date, and 

· Balance still due.  

1.8.13
When an inmate with debts remaining is released from ODRC institutional control, a separate notification letter must be generated to each payee (court, child support, etc.) regarding the outstanding obligation(s) owed to that payee.  If the inmate is released to the custody of the Division of Parole and Community Services, a copy of the notification letter(s) must be provided to the supervising officer.  The notification must include: the type of debt, date incurred, total amount due, total paid, balance due, other identifying information for the debt, and inmate’s forwarding address.

1.9 Partial Payments (insufficient funds)

1.9.1
If a debt cannot be paid in full, the following rules apply until the debt is paid in full:

· Federal initial partial filing fees – any money in the account until the initial partial filing fee is paid in full.

· Federal partial filing fees – 20% of the previous month’s income.

· State filing fees – all income during the month, except for a $10.00 exemption each month.

· Miscellaneous court orders – all income during the month, except for a $10.00 exemption each month.

· Restitution/RIB with no signed cash slip – up to 50% of the inmate’s pay each month, provided the remaining 50% of the pay exceeds $3.00.

· Medical Co-Payments - $3.00 each instance, which may be taken from the exempted $10.00 per month.

· Child Support Payments – up to 25% of the inmate’s pay each month.

· Restitution/RIB with a cash slip – any money in the account until paid in full.

1.9.2
The application must track the $10.00 exemption amount each month, and should automatically reset the tracking field at the beginning of each month.

1.9.3
When an inmate spends all or part of the $10.00 exemption, and then receives additional money, all the additional money is available for payment of appropriate debts.

1.10 Child and Spousal Support

1.10.1
The application must track child and spousal support by Ohio county.

1.10.2
Information required to be provided as supporting documentation for child and spousal support obligation payments must include: inmate’s name and number, social security number, and Support Enforcement Tracking System (SETS) information (case/order numbers and payment amount). 

1.10.3
A single check that includes payment for all child and spousal support obligations for an institution for the preceding month is sent to the Ohio Child Support Payment Central (OCSPC). Child and spousal support information must be provided as supporting documentation to the check. 

1.10.4
The application must provide the ability to process EFT payments to OCSPC and include the required supporting documentation with the EFT payment.

1.10.5
The application must be able to calculate and provide a breakdown of amounts paid by SETS case/order number(s).  This information must be included in the monthly check to OCSPC.

1.10.6
If an inmate has multiple child or spousal support orders (for different obligees), each order should be paid monthly on a prorated basis (e.g., if the inmate has an order for $50 per month for Case A and a second order for $75 per month for Case B, and earns $20 per month in state pay with no other obligations, the following calculations would be made:

· Total available for deduction = $20 * 25% = $5

· $125 total due / $5 available = .04 = prorated amount

· $50 * .04 = $2 due for support for Case A

· $75 * .04 = $3 due for support for Case B)

1.11 Rules Infraction Board (RIB) Processing

1.11.1
Authorized cashier staff and RIB users must have limited access to the application to enter disciplinary dispositions such as reductions of future earnings and other restrictions.  

1.11.2
The “note” field for RIB entries must automatically include the institution name or abbreviation.  

1.11.3
If the judgment is for a reduction in future earnings, authorized staff must be able to enter the inmate number, verify the inmate name, enter the total dollar amount owed, and indicate (check/mark) if the inmate did or did not sign a cash slip.

· If the inmate signed a cash slip, all monies in the inmate’s account may be withheld for payment of the cash slip until the cash slip is paid in full, with the exception of estate money as a result of life insurance, endowments, annuities, or death benefits. If necessary, a debt/payable must be created and appropriate collections processing must begin.

· If the inmate did not sign a cash slip, the application must create a debt, and collections processing for reduction of up to 50% of future pay must begin.

1.11.4
The application must be able to reduce state pay for failure to maintain living quarters if a ruling is made. With this type of debt, only the inmate’s next pay may be reduced to $3.00, regardless of the normal earnings or pay rate. 

1.11.5
The application must allow RIB restrictions for commissary purchases or spending (e.g. restrict to personal hygiene items only, dollar amount restriction, etc.) with effective start and end dates. This information must be available to the commissary, and the commissary must sell only items within the restrictions placed by the RIB.

1.11.6
The application must allow for money order restrictions that could limit the quantity and/or total dollar amount the inmate is allowed to receive with effective start and end dates.

1.11.7
If an RIB decision is rescinded prior to the full amount being paid or time period of commissary or money order restriction, authorized RIB users must be able to adjust the entries as necessary, and the application must close out any outstanding journal sheets with appropriate notations.

1.12 Medical Co-Pay / Health Care Processing 

1.12.1
The medical co-payment must default to $3.00, and the application must allow an authorized user to modify the default co-payment if the amount is changed.

1.12.2
Cashier staff and authorized health care personnel must have access to the application to post medical co-payment charges. They must be able to enter the inmate’s number, verify that the name and number are correct, and enter the next inmate.

1.12.3
The application must check the inmate’s available balance and, if funds are available, immediately post the deduction to the inmate’s account, reducing the inmate’s available balance. If funds are not sufficient, the application must automatically create a debt (payable) for the inmate’s account, which must be paid in accordance with the collections processing section of this document.

1.12.4
Medical co-payment debts must run consecutively (i.e., An inmate does not have sufficient funds to pay the co-payment for a health care visit on the 1st, has another health care visit on the 5th, then gets $2.00. He has another visit on the 10th and then gets $3.00. The $3.00 must pay for the visit on the 1st. Payment for visits on the 5th will occur next, and finally, the visit on the 10th would be paid, provided there are sufficient funds and no other debts or other obligations).

1.12.5
If it is determined at a later date that the inmate should not have been charged for the health care visit, authorized staff must be able to reverse the medical co-payment transaction.

· The user must be able to select the co-payment transaction to be reversed based on the date and time of the original entry.

· If the co-payment has been paid (the inmate had sufficient funds), the money must be posted back to the inmate’s account with a notation (description) of the reversed entry (e.g., co-payment reversed).

· If a debt was created for the co-payment (the inmate did not have sufficient funds), the debt must be closed with a notation (description) of the reversed entry.

1.13 Postage / Mail Room Processing

1.13.1
Cashier staff and authorized mailroom personnel must have access to the application to deduct additional postage costs for outgoing inmate mail.  

1.13.2
Authorized staff must be able to view the inmate’s available balance, and if there is a sufficient available balance, be able to enter the postage amount, which would then be immediately deducted from the inmate’s account.  If funds are not available, staff will stamp the cash slip as “insufficient funds” and return the cash slip to the inmate.

1.13.3
Authorized staff must be able to reverse incorrect entries (for postage only – the amount and/or inmate to whom it was posted); they should be able to select the postage charge to be reversed, and a notation should be made in the account of the reversal.

1.14 Inmate Transfers

Transfer and receipt of inmates between institutions will be guided by entry in the database from the CICS offices. When the CICS office receives an inmate, the receiving institution’s cashier’s office must have access to the inmate’s account and entire transaction history. The sending institution must be able to post debits to the inmate’s account for five working days after the inmate is transferred, in order to process any transactions (postage, etc.) received after the transfer. 

1.15 Inmate Release from ODRC Institutional Control

1.15.1
The cashier’s office, commissary and/or CICS office must be able to cancel the inmate’s shopping rights one calendar week prior to their release.

1.15.2
The appropriate amount of release money for an inmate must be calculated and posted based on ODRC rules. Currently, the admission and release type and the admission date for the inmate’s current number determine the appropriate amount of release money. Inmates with EPC funds receive their EPC balance in lieu of release funds.

1.15.3
A release form must be automatically generated, in triplicate that details the inmate’s account, including, but not limited to: outstanding debts, payees, release funds, EPC and account funds, and CD and savings bond information.

2.0 Functional Requirements – Commissary Application

2.1 General Requirements

2.1.1
Real-time balances must be provided for shopping and the inmate’s account must be immediately updated when the shopping receipt is printed.

2.1.2
Inmates must not be able to make purchases that exceed their available balance.

2.1.3
A single, centralized database of all commissary retail items must be provided with the Universal Product Code (UPC) for a single item as the primary key.

2.1.4
Centralized database product descriptions must be editable only from a central location.

2.1.5
Each institution must have access to its own portion of the centralized database.

2.1.6
Each institution must have the ability to enter and edit unique institution product information for items it sells.

2.1.7
The commissary must be able to assign a unique bar code number (alphanumeric) to track items that do not have a vendor-supplied and applied UPC barcode (e.g., “pc” for pocket comb, “37” for an embossed envelope, etc.).

2.1.8
There must be a “central database factor” (CDF) for each item at an institution to properly aggregate all institutions’ information.

2.2
Vendors
2.2.1
Information for at least 300 vendors must be maintained in the central database including: name, address, contact information, telephone and fax numbers, minority vendor status, ODRC statewide contract, terms, and discount information.

2.2.2
Each institution must be able to maintain local vendor information if it differs from the statewide information.  For example, a vendor may have different contact persons, telephone and fax numbers for northern and southern portions of the state. 

2.2.3
Each commissary must be able to assign institution-specific vendor numbers for quick reference to vendor information.  Institution-specific vendors must also be available in drop down lists or selection boxes whenever vendor information is required. Commissaries must be able to maintain institution-specific vendor numbers.

2.2.4
The application must also have the ability to electronically submit orders to vendors from both local institutions and from a central or regional location.

2.3
Purchasing

2.3.1
A Request to Purchase (RtP) must be generated, by primary vendor, on reorder (low-balance) points at the institution level.

2.3.2
The commissary must be able to select an automatic notification option that runs a report on user-specified intervals or generate the report on demand.

2.3.4
The RtP must include: the last cost paid for each item, item number and description, and vendor stock numbers, when available.

2.3.5
The user must be able to edit (including add and delete) items on an RtP.

2.3.6
The user must be able to create an RtP manually.

2.3.7
Once an RtP is approved, the user must be able to generate a Purchase Order (PO) and assign a unique commissary PO number.

2.3.8
Desirable feature - the application provides an estimate of inventory needs for the next user-selected period based on sales trends.

2.4
Receiving

2.4.1
The application must be able to process items through receiving and allow sales to occur at the same time.

2.4.2
If the receiving report has multiple pages, each page must either continue the sequential numbering or must indicate the page number and the total number of pages and include the receiving report number from the first page. If the application does not use the State of Ohio Receiving Report, GEN 1015, the generated receiving reports must: contain the same information in the GEN 1015, be sequentially numbered and print in triplicate. Each page of the receiving report must have a signature line.

2.4.3
There must be an option to print RtPs and POs upon completion of the Receiving Report. The application must have the ability to reprint RtPs, POs and Receiving Reports as needed due to paper jams, illegible print, improper destruction of original, etc.

2.4.4
Commissaries must be able to change the receiving location or area for each item as needed.  For example, some items may be received into the main storeroom while other items are received directly into the camp sales counter.

2.4.5
Hand-held electronic data collection device must be provided to scan the inventory received, enter quantity information by shipping case and by selling unit, and then upload the data through the workstation in the commissary manager’s office.
· The hand-held unit must be able to scan the shipping case bar code.
· The item bar code is scanned, quantity entered and information uploaded into the office workstation.

· The scanned and uploaded information must cross-reference to the RtP or PO from which the purchase was initiated, if one exists.

· If neither an RtP nor PO exists for the purchase, the uploaded information must create and populate a receiver.

2.4.6
The operator will enter additional header information such as the vendor’s invoice number, received via, received date, partial/complete, delivery location, etc.
2.4.7
The operator will enter the invoice total (dollar amount of the vendor’s invoice) that will be used as a sum verification to ensure the items have been received with the correct quantity and cost information.

2.4.8
The operator must be able to enter discount information for individual items or for an entire invoice.  Based on the discount information and the commissary’s predefined markup percentage, the application must calculate the cost per selling unit and suggested retail price. The operator must be able to accept, reject, or modify the suggested retail price.

2.4.9
If the total quantity on hand (sum of all locations/areas in the institution) of an item is a negative, the retail price must not be changed from its current retail selling price.  In this instance, the application must require the operator to post the A2 adjustment separately.

2.4.10
If an item is received from a non-primary vendor, the operator must have the option to change the primary vendor for that item.

2.4.11
If an item is received from a vendor for the first time at a commissary, the operator must be able to enter appropriate item information without having to exit the receiving process.

· The user must be able to scan the new item’s UPC code in the commissary office and, if the UPC already exists in the central database, the information must be displayed for the institution to accept or edit.

· If the UPC is not in the central database, the user must be able to add the information at that time, and continue with the receiving report.

2.4.12
The operator must be able to add items during the receiving process that were not on the RtP/PO that were sent with the order. The operator must also be able to add overhead items during the receiving process.

2.4.13
Once the receiving report, RtP or PO is verified and modified as necessary, the inventory must be updated with the new quantity and any cost, price, or vendor change information; A2 adjustments (for price changes) must be automatically calculated and recorded; and the appropriate documentation should be printed, such as Receiving Report, PO and RtP.

2.5
Backup Receiving Method

2.5.1
If the hand-held scanner is not available, the operator must be able to manually enter a Receiving Report (or select and update an RtP or PO), header information and the total cost of the items received in order to verify totals.

2.5.2
For each item, the operator must enter the item number, the number of shipping cases, the number of selling units per shipping case, case cost, and any item discount information (dollar amount and/or percentage).

2.5.3
The application must calculate the suggested retail price for an individual selling unit of the item and calculate and display the individual and extended cost of the items. The operator must be able to accept, reject or modify the suggested retail.

2.5.4
If an item’s total quantity on hand (sum of all locations/areas in the institution) is negative, the retail price must not be changed from its current retail, selling price. In this instance, the operator must post the A2 adjustment separately.

2.5.5
Once the operator selects a retail price, the application must calculate and display the extended cost. After the operator enters the information for one item, the application must display the next item in order.

2.5.6
If an item is received from a non-primary vendor, the operator must have the option to change the primary vendor for that item.  The item’s history must show both the primary vendor and the last vendor purchased information.

2.5.7
If an item is received from a vendor for the first time at a commissary, the operator must be able to enter appropriate item information without having to exit the receiving process.

· The user must be able to scan the new item’s UPC code in the commissary office and, if the UPC already exists in the central database, the information must be displayed for the institution to accept or edit based on its needs.

· If the UPC code is not in the central database, the user must be able to add the information at that time, and continue with the receiving report.

2.5.8
When all items for resale have been entered, the operator must be able to enter overhead items if necessary; retail price and extensions are not calculated for overhead items.

2.5.9
When all items have been entered, the application must total the extended costs and compare that total to the invoice total entered at the beginning of the receiving process.

· If the extended cost total does not match the invoice total, the operator must be able to accept the difference in totals and have the information posted and printed or to scroll through the information and make adjustments as necessary.

· If the extended cost total matches the invoice total, the inventory must be updated with the new quantity and any cost, price, or vendor change information. A2 adjustments (for price changes) must be automatically calculated and recorded, and documentation printed.

2.5.10
When the receiving activities for a delivery have been completed, the application must allow the operator to begin receiving the next delivery or to end the session.

2.6
Institutional Inventory

2.6.1
The application must maintain a perpetual inventory, automatically updating as items are received, sold, and returned.

2.6.2
Each institution may have up to three sales locations (e.g., main, camp 1, camp 2) and three areas per location (e.g., counter, storeroom, receiving). The application must track inventory separately for each area and location. Each institution commissary must be able to set its own:

· Minimum, maximum, reorder, and low balance levels;

· Default markup percentage, 

· Dollar amount markup,

· Item selling prices, 

· Sales limits, and 

· Other item restrictions.

2.6.3
Each item must have a primary vendor field, “Last purchased from” vendor field, and vendor stock number.

2.6.4
Information must be tracked and maintained on items including:

· Quantities on hand for each location,

· Quantities on hand for each area,

· Total quantities on hand for each institution,

· Current cost,

· Current price,

· Percentage markup,

· Dollar amount markup,

· Quantity, extended cost, and extended price of sold items,

· Notation for active or inactive,

· Shipping case type,

· Number of selling units per shipping case, and

· Selling unit (e.g., each, 6pk).

2.6.5
Item numbers function similarly to bin locations. The application must allow use of the current “Item Number” method of sorting items, with counter areas (counter number = 1 digit), categories (category = 2 digits) and individual item numbers (individual item number = 4 digits).

2.6.6
Users must be able to change and trade item numbers (e.g., item 3210001 has to be renumbered to 3210009 and vice versa) so the physical inventory list matches the physical stock layout.

2.6.7
The application must allow for up to 99 user-defined categories with an overhead category of 00.

2.6.8
Users must be able to create and edit “short names”, which are less specific than item descriptions but more specific than categories.  The short names may differ between institutions.  Following are two examples:

· The beverages category may include powdered drink mixes, coffee, tea, hot cocoa, canned and bottled drink items.  A short name might be “pop can” that would decrease the list to only the canned soft drink items.

· In a central database, UPC code 049000029741 would have a description of “Diet Sprite, 12 oz single can” with a short name of “beverages”.  At institution A, the item number (bin location) may be 3240006, with a description of “6pk diet Sprite” and a short name of “pop can diet.” At institution B the item number may be 217036, with a description of “12oz diet Sprite”, and short name of “can Sprite.” 

2.6.9
An institution must be able to add an item to the central database providing the UPC code, description, smallest possible selling unit and other descriptive information. If an institution adds an item to the central database, the added information must only be editable by central administrators.

2.6.10
The application must allow restrictions to be placed on individual items and item categories to limit which inmates or groups of inmates (e.g., segregation, indigent, RIB) are allowed to purchase or are prohibited from purchasing the items.

2.6.11
The application must allow for quantity restrictions, per shopping period, for items and categories, with the category limits taking precedence.

· For example a soft drink category may have a sales limit of 24 cans and each item in that category has an individual limit of 12 cans. The inmate may purchase a total of 24 cans from that category, in any combination, as long as individual item limits are not exceeded (12 cans of Pepsi, 6 cans of Coke and 6 cans of Sprite would be acceptable.  Six cans of Coke and 18 cans of Pepsi would not be acceptable).

2.6.12
Authorized users must be able to process A2 adjustments including damaged, spoiled, and outdated stock; items for commissary use; bonus items and adjustments due to price changes.

2.6.13
The application must be able to track the transfer of stock from one location or area to another.

2.6.14
Desirable feature - Commissaries should be able to inventory and sell items by carton (case) and by single units. (For example, a commissary must be able to sell a carton or single pack of Brand X and have only one item entry for Brand X, with the smallest selling unit as the count. Scanning a carton of Brand X should decrease the inventory by 10 packs; scanning a pack of Brand X should reduce the inventory by 1 pack.)

2.7
Physical Inventory

2.7.1
Commissaries must be able to perform a physical inventory using the same hand-held electronic data collection device that was used for receiving.

2.7.2
The user must be able to make at least three separate entries for the same item for the same location, and have the information aggregated when it is uploaded.  

2.7.3
Individual commissary information must automatically be uploaded into a workstation in the commissary manager’s office for the application to compare and update the inventory.

2.7.4
If item quantities do not match, an exception listing must be printed automatically and list the item, its description, location, and identification of total change.

2.7.5
If quantities do not match, positive and negative changes must be easily identifiable so items may be recounted if necessary.  If a recount is performed, the information in the institution portion of the central database must be updated with the new quantity information.

2.7.6
There must be a way to “accept” or finalize a physical inventory count. When the count is accepted, all items must be date and time stamped, and a physical inventory adjustment report printed.

2.7.7
Each Commissary must be able to take a partial inventory (electronic and manual) to check items and confirm counts within the institution.  The application must print an exception listing when appropriate or notify the operator that the counts are accurate.

2.7.8
There must be a method by which to account for items that will result in A2 plus and minus adjustments such as damaged, spoiled and out-dated stock; items for commissary use; bonus items; and adjustments due to price changes.

2.7.9
The application must provide a method to account for items received and removed from inventory for other uses.

2.7.10
Commissaries must be able to track quantities and costs of overhead items used by the commissary in the course of operations that are not available for resale.

2.7.11
Desirable feature - The commissaries should also be able to separately track fixed inventory items, such as shelving and storage units.

2.8
Alternate Physical Inventory
This section addresses requirements when the hand-held data collection device is not available (e.g., lost, broken, in use in another area, etc.).

2.8.1
Physical inventory reports must print only active and overhead items with descriptions in order of the inventory item number.

2.8.2
After the physical count is completed, the operator will enter item quantities on a screen that shows the item numbers and descriptions in the same order as the physical inventory reports.

2.8.3
When an item quantity is entered, the inventory must be updated if necessary, and the cursor must move to the quantity field for the next item in order.

2.8.4
If it becomes necessary for an operator to stop in the middle of posting quantities, the application should return to the stopping point when the operator continues the inventory.

2.8.5
When all quantities have been posted, if item quantities do not match, an exception listing must be printed automatically and list the item, its description, location, and identification of total change.

2.8.6
If quantities do not match, positive and negative changes must be easily identifiable so items may be recounted if necessary.  If a recount is performed, the information in the institution portion of the central database must be updated with the new quantity information.

2.8.7
There must be a way to accept or finalize a physical inventory count.  When the count is accepted, all items must be date and time stamped, and a physical inventory adjustment report printed.

2.9
Inmate Balance Information

2.9.1
The application must offer multiple methods to provide available balance information to an inmate prior to shopping as well as a disclaimer or notification that the provided balance is subject to change and subject to verification at check-out/point-of-sale (POS).

2.9.2
The application must have the ability to provide balance lookup and transaction verification and validation via card swipe and fingerprint access.

2.9.3
Where physically possible, a secure monitor (display) and ID card scanner must be installed at the beginning of the commissary sales line.  An inmate may scan their ID card only one time on their scheduled shopping day.  If the inmate is not in the day’s shopping cycle or if the card has already been swiped, a notification or error message must appear on the screen.  If the inmate is permitted to shop, their available balance must display in less than 3 seconds after they have swiped their ID card.  The available balance must remain on the screen for 5 to 7 seconds.

· Desirable feature - The commissary can choose whether the order of the ID card scans is also the order in which the inmates may shop.

· Desirable feature  - If an inmate leaves the line for any reason, the operator can cancel the shopping privilege for that period.

2.9.4
A shopping list, of no more than two pages in length, must be produced for inmates to complete prior to their shopping visit.  The list must include all available items at the institution, in counter or category order, including prices and quantity limits. There must be a choice to print either a plain shopping list or a list with the following inmate-specific information: name, number, lock, shopping cycle, date, current available balance and a disclaimer or notation. 

2.9.5
The application must provide the ability for both cashier and commissary users to print labels that include the inmate’s name, number, lock, shopping cycle, date, current available balance and a disclaimer or notation.

2.10
Sales

2.10.1
The application must distinguish among different types of sales: normal, indigent, pictures, meals and special sales.  Only “normal” commissary sales are to be included on commissary financial statements. All other types of sales must be tracked and reported separately. 

2.10.2
Each institution must have the ability to assign inmates to “shopping cycles” that serve to limit the number of inmates who may shop on any particular day or during any particular sales run (e.g., morning, afternoon, etc.).

2.10.3
Shopping cycles may be based on the last digit of the inmate number, the inmate’s lock location (unit, dorm, etc.), security level, special area designation (administrative control, sick bay, etc.) or other characteristics as defined by the institution.

2.10.4
The operator must be able to select or enter which shopping cycles will be shopping each day or during a particular sales run.

2.10.5
An operator must be able to select multiple cycles to be run in a single day or during a sales run. The application must allow for different spending limits within the same institution based on shopping cycle.

2.10.6
The application must allow shopping restrictions or shopping permissions to be placed on and removed from individual inmates or inmate groups based on certain characteristics (e.g., age, indigent status, medical concerns, lost or stolen ID card).

2.10.7
The application must allow an inmate’s ability to shop to be limited to a set schedule (e.g., once a week, every two weeks, once a month, etc.), and indicate “already shopped” on the inmate account.

2.10.8
The operator must be able to select an automatic or manual reset of the “already shopped” indicators. If an inmate’s shopping cycle is changed during the designated period, but they have already shopped, the inmate must not be able to shop again until the “already shopped” indicators have been reset.

2.10.9
The application must have an override by which an authorized user may allow additional shopping instances during the shopping period.

2.10.10
Sales tickets (receipts) must be numbered sequentially and separately for each shopping location.

2.10.11
Each commissary location must be able to choose whether to show the beginning available balance and ending balance information on the sales tickets.

2.10.12
Information on the sales tickets must include at least the following:

· Header information: institution (and sales location if applicable), ticket number, date, time, inmate name, inmate number, lock, shopping cycle, and  “Cost of the following items to be charged to my personal account” line;

· Item information: quantity, description, retail price, and extended price for each item sold;

· End of ticket information: total sales amount;

· “Received by” signature line; and

· “All Sales Final” disclaimer line.

2.10.13
The item description on the sales ticket must only be limited by the constraints of paper size.  If more items are purchased than will fit on a single sales ticket page, all pages must contain the sales ticket header, disclaimer statement, and signature line.  Multiple pages must have a notation of the page number and the total number of pages.

2.10.14
The application must prohibit concurrent access to an inmate’s account (e.g., the inmate is shopping in the commissary, the cashier and mailroom must not be able to access the account until the commissary releases it).

2.10.15
Health care must still be able to enter co-payment information when the commissary has the account. The co-payment must automatically be deducted from the account if there are sufficient funds, or a debt must be created if funds are insufficient.

2.10.16
The application must have the ability for Health Care/Medical section staff to enter commissary restrictions based on dietary restrictions or other criteria.

2.10.17
The application must allow sales processing to occur simultaneously from all locations in an institution, with inventory deducted from the appropriate location.

2.11
Point-of-Sale Processing
2.11.1
The application must provide LOUD audio, with adjustable volume tone control, as well as visual alerts to the operator when an inmate attempts to purchase restricted items (e.g., over balance, over limit, underage) or when another error has occurred.  Messages must be obvious and easy to read. If the warning requires the operator to select an action to clear the alert, the application must not allow additional processing until a selection is made.

2.11.2
The application must allow a change in POS operators without exiting the sales processing program (e.g., use of a function key to temporarily suspend processing and allow a new operator to enter their user name and password to continue the sales run).

2.11.3
The commissary point-of-sale computer must accept entry of the inmate number through multiple methods to begin the sales process.  These methods may include, but are not limited to, manual key-entry, card swipe reader, and biometric scans.

2.11.4
When an inmate number is entered, the application must check:

· That the inmate is in the cycle allowed to shop at that time,

· The inmate’s available balance,

· Shopping restrictions (e.g., RIB, medical, spending limits), and

· Special circumstances (e.g., indigent, lost/stolen ID card).

2.11.5
The operator must be able to scan the items being purchased by the inmate. If the inmate wishes to purchase multiples of an item, the operator must be able to scan each item separately and scan one item and enter the quantity purchased (or enter quantity and scan item).

2.11.6
The operators must also be able to process an item return (enter a negative quantity) by scanning the item. The return must display on the screen and be shown on the sales ticket as a separate line item.

2.11.7
If a scanned item is shown as out-of-stock according to the database inventory count, the item description should flash continuously on the screen until inventory for that item is replenished. The application must allow an item shown to be out-of-stock to be sold and continue to deduct the quantities sold from the inventory, showing the inventory as a negative amount.

2.11.8
The application must provide edit checks during the sales process to prevent an operator from accidentally scanning an item in both the UPC and quantity fields.

2.11.9
If an item does not have a UPC code, the application must allow the operator key-enter the item or scan an assigned code.

2.11.10
As items are scanned, the application must deduct the price of the item from the inmate’s available balance or spending limit (whichever is less) and display the remaining available balance on the screen. 

2.11.11
If deduction of the cost of an item will cause the inmate’s balance to become a negative amount, the application must alert the operator and reject the sale.

2.11.12
If deduction of the cost an item will cause the inmate’s total sale to exceed their spending limit, the application must alert the operator and wait for the operator to accept or reject the sale of that item. (Purchases for high cost items are often allowed above the normal spending limit.)

2.11.13
At any time prior to completing the sales transaction, the application must allow the operator to scroll through the items that have been scanned.

2.11.14 At any time prior to completing the sales transaction, the application must allow the operator to cancel a sale with no changes either to the inventory or sales ticket number due to the voided sale.

2.11.15
After completing a sale to an inmate, the application must:

· Update the database inventory, 

· Make an entry to the inmate’s account for the sale amount with reference to the sales ticket number,

· Print an original and one copy of the receipt if the sales ticket is not printed as items are scanned,

· Allow the operator to reprint the ticket in cases of printer jam or out-of-paper conditions, and 

· Allow the operator to immediately be able to enter the next shopper’s number and continue processing sales after a sale is completed.

2.11.16
If an inmate returns to shop again during the user-defined reset period, the application must alert the operator. The operator must have the ability to allow or cancel the shopping attempt.  If the second or subsequent shopping instance is allowed, the application must not allow the inmate to purchase additional items which would cause their sales total for the period to exceed their spending limit.

2.11.17
At the end of each sales run, the application must automatically produce a sales recap sheet, with summary information including:

· The number of shoppers processed for each operator,

· Dollar amount spent for each operator, 

· Beginning and ending sales ticket numbers for the sales run, and 

· Grand totals of the number of shoppers and sales amount.

2.11.18
Desirable feature - The application should be able to accept signatures captured from an electronic signature pad and store the signature with the receipt/ticket so it can be reprinted as necessary.

2.12
Remote Sales Processing

2.12.1
The operator must be able to process remote or bagged sales (sales to inmates who are not physically at the commissary). This may include, but is not limited to, inmates in sickbay and segregation.  

2.12.2
The application must produce a two-part sales ticket (or one original and one copy) for bagged sales.  The inmate is required to sign the receipt when the items are delivered.

2.12.3
If the inmate refuses to accept an item, the application must allow the operator to return the items to inventory and update both the inventory and the inmate’s account balance.

3.0
Application Reporting Capabilities
The application must provide required standard reports as well as a user-friendly, flexible report generator with multiple sort capability.  Users must have the ability to select multiple sort orders and parameters when running reports.

3.1
General Report Requirements

3.1.1
Each report page must include standard header information: institution name, report date and time, page number/number of pages, operator indicator, report title, and other header information as noted in this section or as added by the user. 

3.1.2
Users must be able to sort standard reports in an order of their choosing and to view the compiled report before printing.

3.1.3
Users must have the ability to define and create ad hoc reports as well as the ability to create and save reports for later use.  Users must have the ability to save compiled reports as files that may then be e-mailed, imported into a spreadsheet or word processing program, or printed at a later time.

3.1.4
Access to reports must be limited to authorized users.  All reports available to individual institutions must also be available from a central location.  When reports are run from a central location, the user must have the option to run individual institution reports or aggregate reports which include all or selected institutions’ information.

3.1.5
The application must include profile information for the cashier and for the commissary that will be used to automatically populate appropriate reports and forms.

3.1.6
Users must be able to use drop-down lists to include repetitive vendor information on reports and forms.

3.1.7
Reports must be produced without requiring the user to manually re-enter any data.

3.1.8
Reports must default to the frequencies listed in Attachment Eight. However, authorized users must be able to run the reports on an as-needed basis without “clearing” the data (e.g. month-end profit and loss or accountability statements may be run weekly as an interim check.)

3.2
Cashier Report Requirements

Cashier reports must default to a date, transaction code and inmate number sort order. Information included in the cashier reports is based on the active inmates at each institution. Period-to-date reports, however, including payments and collections, must include all information regardless of an inmate’s current location or status. (For example, if Inmate Smith was at institution A and paid $25 in child support before being transferred to institution B or being released from ODRC institutional control, the period-to-date report for institution A must include the portion of Inmate Smith’s $25 paid during that period.)

3.3
Commissary Report Requirements 

Reports for institutions with multiple sales locations must be available for each individual sales location as well as for aggregate institution information.  Reports for institutions with multiple storage areas must be available for each storage area as well as for aggregate institution information.  Reports run from a central location that require inventory or sales information must take the Central Database Factor (CDF) into account to obtain accurate inventory and sales quantities.  Institution quantity * related CDF = Quantity for central reports.

4.0
General Requirements

4.1
System Requirements
4.1.1
The application must run on a browser-based (Internet Explorer, version 5.5 or higher) three-tier architecture, utilizing an Oracle 9i database.  Although the browser must be IE, users must be able to access the application through other browsers.

4.1.2
The application must be Open Database Connectivity (ODBC) compliant.

4.1.3
The application must allow the import and export of required information in several formats including, but not limited to, comma-delimited ASCII and formatted text.

4.1.4
The application must provide the ability for centralized ordering for the commissary application, wherein institutions can place their orders on-line and have the orders approved, consolidated, and placed by a central or regional business office.  

4.1.5
Desirable - AIX/UNIX is preferred for the application and database server.

4.1.6
The system must include a standby solution to be used if there is a network failure to an institution.

4.1.7
The Contractor must provide and support a remote server as a hot-swappable standby device that must be installed at an institution when a connection failure is expected to be longer than two working days. The Contractor must provide one such server in an institution installation as proof of concept.

4.1.8
An additional server will be maintained at ODRC’s Central Office or by ITSD at the SOCC for installation at an institution in the event of prolonged network failure.

4.1.9
An ODRC administrator must be able to disconnect a backup computer (containing an application server, database server, and the most recent copy of the data tables) from the designated central location and install the computer at the institution to allow the institution users to continue working until the network connection is re-established.  

4.1.10
Once the connection is re-established, the backup computer must replicate its data to the central database, and then may be removed from the institution and reconnected at the central location in preparation for the next emergency installation.

4.1.11
A server must be installed in each institution if network transaction throughput is detrimental to the speed and efficiency of the commissary point-of-sales.  Maximum response time to an item scanned is one second.  Average response time must be less than 0.25 to 0.5 seconds from the time the item is scanned to when the information populates the screen and the operator can scan the next item. If servers must be installed at each institution, local servers must replicate to the main server at least every 30 minutes.

4.1.12
The Contractor must provide remote diagnosis and operation capability with the ability to shadow the user’s desktop. The software must be provided by the Contractor and installed on the cashier and commissary workstations (e.g., SMS).

4.1.13
The application must allow for archival and retrieval of accounts that are inactive for over 12 months.

4.1.14
The application must allow for archival and retrieval of all accounts after 24 months.  

4.1.15
The application must allow for immediate availability of a minimum of 12 months of account and area transaction history, excluding the current month.  

4.1.16
The application must adhere to the ODRC record retention schedule.  

4.1.17
The application must archived information by fiscal year, when applicable.  

4.1.18
The application must include user-friendly integrated on-line help.  

4.1.19
The application must include application user’s on-line documentation.  

4.1.20
The application must provide the ability to move between screens for the same account without having to reenter the inmate number (e.g., “buttons” or tabs).  

4.1.21
The application must provide search parameters for finding information (e.g., inmates, products, vendors) based on partial information.  

4.1.22
The application must provide the ability to scroll and page up and down through reports, information, screens and lists.  

4.1.23
Electronic transmittal (e.g., e-mail, FTP) of information (e.g., approval forms, completed forms, reports) between agency offices (commissaries must have business office approval of RtP before the purchase order can be created; commissary must complete and provide receiving reports before the cashier can process invoices for payment) must be provided.  

4.1.24
The application must be capable of multiple methods of data entry, including, but not limited to, manual key-entry, hand-held electronic data collection, file import/export using FTP, biometrics and card scans.  

4.1.25
The application must display an inmate’s name when the inmate number is entered.

4.1.26
For each institution, the application must retain required information to reduce manual key entries, including:

· County tax and state discount rates, 

· Inmate payroll types, 

· Default inmate number prefix, 

· Commissary spending limits, 

· Markup percentages, 

· Shopping locations, and 

· Institutional choices for printing the lock location and beginning and ending account balances on commissary sales tickets.

Users must be able to select and enter other values in those fields as necessary.

4.2
Application Security Levels

4.2.1
The application must provide multiple security levels established by the user login including options for read-only, add, change, delete and various combinations of these functions and options for access from authorized users at other institutions.

4.2.2
The application must provide passwords that may be edited by the user.

4.2.3
The application must provide administration from a central location including the ability to add, change, and delete users and access levels as required.

4.2.4
Users must be required to change their passwords on a regular basis according to parameters set by central administration (e.g., every 60 days).

4.2.5
ODRC requires the ability to restrict an authorized user (e.g., cashier, commissary, mail room, RIB, and medical staff) to access information only on inmates at their specific institution.  However, some processes must operate from regional or centralized locations, and the application security features must permit that type of access.

· For example: A single institution’s cashier’s office may be required to access and process trust fund accounts of inmates at multiple institutions, and the commissary at one institution may be required to access the account balances of the inmates in multiple institutions.

4.3
Audit Trails
The application must provide full audit trails including: application date, time, and operator identification for all transactions.  There must be no opportunity to delete or overwrite transactions except to archive the information.

4.4
Application Interface
4.4.1
The application must utilize the Oracle 9i database that drives CICS, which calculates regular and advance payroll information. Information to be used from the CICS database includes, but is not limited to: 

· Inmate number, 

· Inmate name, 

· Date of birth, 

· Current job and job history,

· Job location and job date, 

· Security level, 

· Lock location and lock history, 

· Restitution amount and description, 

· Infraction and infraction date, 

· Amount paid, 

· Pay category,

· Payroll date,

· Alias information,

· Social security number, and 

· Admission date.

4.5
Hardware Requirements
The State recognizes the advancement of technology in the area of hardware and software.  If the Contractor can provide the State with new hardware or software of advanced technology after the award of the Contract, the State and the Contractor may choose by mutual agreement to install the New Hardware/Software, provided the New Hardware/Software meets the requirements of the Contract.  The New Hardware/Software must be provided at the same or lower prices as set forth in the Contract.

In general, each cashier’s office will have between one and five workstations to access the application, depending upon the number of staff.  A networked printer with check-writing capabilities must be installed. If a dedicated check-writing printer is proposed another printer must be installed for other printing needs.

Each commissary will have a workstation in the manager’s office with a printer.  At the point-of-sale, a workstation with a high-speed receipt printer and scanner must be installed.  A look-up unit that allows the inmates to obtain their available shopping balance will be installed in the entrance or at a location designated by the commissary manager.

Each camp commissary will have a point-of-sale workstation with a high-speed receipt printer, scanner and look-up unit.

Due to the potentially dusty and dirty environment, the proposed system must NOT require mouse action or use for data entry at POS. All commissary POS entries must be via scanner, manual key-entry or biometrics.

Hardware specifications are included in Attachment 15.

4.6
Data Conversion
4.6.1
The Contractor must coordinate with the current software Contractor and both state and contract staff to convert and transfer data contained in the current cashier and commissary systems to the new application.

4.6.2
The data conversion must minimize the need for manual re-entry of existing data.

4.6.3
At a minimum, the information to be converted will include:

· Inmate name, 

· Inmate number, 

· Inmate’s current balance, 

· Hold information,

· EPC information, and

· Investment and debt information from the cashier’s office.

4.6.4
The following transaction and location history for inmate accounts must also be included:

· Date, 

· Transaction code, 

· Suffix, 

· Description, 

· Operator, 

· Amount and resulting balance; 

· Institution received from and date inmate transferred from that institution.

4.6.5
All item and current vendor information from each commissary must be converted including, but not limited to:

· Item number, 

· Description, 

· UPC code, 

· Short name, 

· Shipping unit, 

· Items per shipping unit, 

· Selling unit cost and retail prices, 

· Vendor 

· Quantity on hand (in each area and location), 

· Reorder point, 

· Markup percentage, 

· Stock number, 

· Selling limits, 

· Product category, and

· Week, month, and year-to-date quantity, cost, and sales information.

4.7
Training
The Contractor will develop and prepare operation documentation and training materials for all procedures necessary to utilize and maintain the implemented system.  The training must be held within the state of Ohio either in Columbus or in a location central to the region being trained.

ODRC staff must review and approve the Contractor’s training program and materials before training implementation.  ODRC reserves the right to recommend changes to the Contractor’s training program before approval is granted to proceed with the training.

4.7.1
Training materials must include Quick Reference cards that trainees may take back to their work locations.

4.7.2
A compilation of frequently asked questions, including those asked in early training sessions, must be provided as a supplement for all trainees.

4.7.3
Training materials must be provided electronically in the most current version of MS Word that ODRC is utilizing in addition to one hard copy for each user that attends a training class.  Appropriate materials must be provided for each training level.  ODRC reserves the rights to video tape any or all aspects of the Contractor’s training for future ODRC use only.

4.7.4
Training on all aspects of the system, including database, application, interfaces, servers, backup equipment and procedures and administrative procedures must be provided for up to six central administrators.

4.7.5
Training must be provided for existing cashier and commissary staff (approximately 180 users) in groups of up to twelve users.  Each training session must be provided within five working days prior to the scheduled installation by site.

4.7.6
Training must be provided for medical, mailroom and RIB staff.

4.7.7
Contractor must provide follow-up training throughout the implementation phases if needed.

4.7.8
The offeror must provide the cost to develop Computer Based Training courseware that could be used for updated training and training of new staff as part of an optional task.

Milestone, Delivery and Completion Dates.

All phases must be implemented within 18 months after receipt of the initial purchase order, subject to the State’s renewal of this Contract at the biennium.  The final acceptance period will begin upon certification of Phase 6 installation.

Deliverables.
1. PROJECT INITIATION 

1.1
Plan and schedule project kick-off meeting with staff and participants identified by ODRC.

1.2
Hold project kick-off meeting within two weeks after issuance of purchase order.

1.3
At kick-off meeting, submit and review updated Project Work Plan including revised dates as needed.

1.4
Provide contact list of project participants.

1.5
Schedule ongoing project status meetings.

2. SYSTEM DESIGN

2.1
FUNCTIONAL AND TECHNICAL REQUIREMENTS DOCUMENT

2.1.1
Develop detailed functional and technical requirements for the entire system based on the requirements identified in Attachment One of the RFP (i.e. Translate business requirements into technical requirements via diagram(s) with explanation or comparable documentation).

2.1.2 Specify hardware, communications/networking, and any additional software components and quantities.

2.1.3
Conduct additional data gathering sessions as needed.

2.1.4
Revise functional and technical requirements documentation to reflect changes.

2.1.5
Submit draft Functional and Technical Requirements Document.

2.1.6
Submit final Functional and Technical Requirements Document.


After approval of the Functional and Technical Requirements Document, the Contractor will continue the Design Phase of the Project and develop the Database Design and Production Configuration Design Documents.

3. DATABASE AND PRODUCTION CONFIGURATION DESIGN 

3.1
DATABASE DESIGN DOCUMENT

3.1.1
Develop relational database diagram in the form of an Entity-Relationship Diagram (ERD).

3.1.2
Provide lists of: tables, columns, indexes, sample data, and constraints for each; views; triggers and trigger purposes; and full text index capability associated with the ERD.

3.1.3
Develop data dictionary for both converted data and new system data.

3.1.4
Develop a data map that includes a cross-reference of current data elements to the new system data elements.

3.1.5
Submit draft Database Design Document.

3.1.6
Submit final Database Design Document.

3.2
PRODUCTION CONFIGURATION DESIGN DOCUMENT

3.2.1
Develop a production configuration design of the hardware, software and communications/network for:

· Central office

· Each institution

· Each user type and interaction  

3.2.2
Identify backup and restore procedures and a system failure contingency plan that relates to the production configuration design.

3.2.3
Submit draft Production Configuration Design Document.

3.2.4
Submit final Production Configuration Design Document.

After approval of the Database Design and Production Configuration Design Documents, the Contractor will begin the Development Phase of the Project and develop the Data Conversion, System Security, Test, and Training Plans.

4.0
DATA CONVERSION PLAN

4.1
Develop conversion approach.

4.2
Identify each data item to be converted.
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Document data conversion rules for each data item.

4.4
Describe transactions and controls.

4.5
Identify conversion test approach.

4.6
Include multiple test cases.

4.7
Submit draft Data Conversion Plan.

4.8
Submit final Data Conversion Plan.

5.0
SYSTEM SECURITY PLAN

5.1
Develop detailed technical document outlining all aspects of system security (e.g. system, application, software, database, network, server, workstation, user and other related components).

5.2
Submit draft System Security Plan.

5.3
Submit final System Security Plan.

6.0
TEST PLAN

6.1
Develop detailed test plan that encompasses entire system and all aspects.

6.2
Include application, hardware, and network testing.

6.3
Identify data conversion entities.

6.4
Identify new data entries.

6.5
Document testing for the following types:

· Field testing

· Functional testing

· Unit testing 

· Full application testing

· Full system testing (hardware, software, and network)

· User testing

· Pilot testing

· Interface testing

· Conversion testing

· Implementation testing – pre-production testing for each phase and 

· Volume and performance testing at all levels

6.6
Submit draft Test Plan.

6.7
Submit final Test Plan.

7.0
TRAINING PLAN

7.1
Develop user training for all required areas and user types, including but not limited to:

· System administrator

· Operational staff

· Users

7.2
Outline operation documentation and training materials for all procedures required for system use.

7.3
Identify planned training dates, times, locations, number of students in class, and type of student with input from ODRC.

7.4
Submit draft Training Plan.

7.5
Submit final Training Plan.

8.0
APPLICATION DEVELOPMENT

8.1
Develop application and provide all required modifications to existing software package.

8.2
Develop interface as identified in RFP.

8.3
Screen design/modification and development.

8.4
Report design/modification and development.

8.5
Install the cashier and commissary applications with appropriate interfaces on the test server.

8.6
Update and finalize functional technical requirements documentation, database and production configuration designs with related information, and any other system documentation developed and approved by ODRC.

9.0
SYSTEM TESTING

9.1 Convert data from each institution and test to ensure successful conversion.

9.2 Conduct month-end processing for both cashier and commissary operations for each institution in each phase.  For the testing to be considered successful for a phase, the month-end activities identified in the Performance Testing section must process successfully in each area for two consecutive months (not partial).

9.3 Conduct extensive system, data, and interface testing following approved test plan.

9.4 Test system integration and operability, including test procedures for data, processing integrity and capacity.

9.5 Test operability to include volume and efficiency ensuring the system is able to process the volume of transactions.

After successful testing of the first two Pilot institutions, the Contractor will begin the Implementation Phase of the Project and begin Administration and Operations Staff Training, System Implementation for Phase One Institutions, and Installation of the proof-of-concept backup server at Pickaway Correctional Institution.

10.0
DEVELOP ADMINISTRATION AND OPERATIONS STAFF TRAINING MATERIALS

10.1
Develop and prepare system administration, operation and user documentation and training materials for all system procedures.

10.2
Training materials must be provided electronically, in most current version of MS Word that ODRC is utilizing, in addition to a minimum of 68 hard copies of a user’s manual and two hard copies each of administrative and operational manuals.  ODRC reserves the rights to video tape any or all aspects of the Contractor’s training for future ODRC use only.

10.3
Submit draft Training Materials.

10.4
Submit final Training Materials.

11.0
ADMINISTRATION AND OPERATIONS STAFF TRAINING

11.1
Schedule training and provide documentation for Phase One personnel and Central Office staff.

11.2
Complete training of Phase One personnel and Central Office staff.

12.0
SYSTEM IMPLEMENTATION FOR PHASE ONE

12.1
Assess operational readiness of all required system components.

12.2
Install hardware, software and network components at Phase One institutions.

12.3
Perform data conversion for Phase One Institutions.

12.4
Test all software, hardware and network to be used in Phase One.

13.0
SYSTEM ACCEPTANCE FOR PHASE ONE

13.1
The Phase One system will be accepted when the system functions according to specifications for a period that must include two consecutive successful month-end processing periods for cashier operations and commissary operations at each Phase One institution.

13.2
Conduct final review of Phase One with ODRC staff.

14.0
INSTALLATION OF PROOF-OF-CONCEPT BACKUP SERVER AT PICKAWAY CORRECTIONAL INSTITUTION

14.1
Schedule training and provided documentation for administrative personnel.

14.2
Install backup server at PCI with “disconnected” network.

14.3
Run hardware and software for two working days.

14.4
Reconnect network.

14.5
Test for proper data transfer/update over network.

After successful acceptance of Phase One Institutions, the Contractor will begin implementation for the remaining institutions in phase order.

15.0
PHASE TWO

15.1
Schedule operations staff training and provide documentation for Phase Two personnel.

15.2
Complete training of Phase Two personnel.

15.3
Assess operational readiness of all required system components.

15.4
Install hardware, software, and network components at Phase Two institutions.

15.5
Perform data conversion for Phase Two Institutions.

15.6
Test all software, hardware and network to be used in Phase Two.

15.7
The Phase Two system will be accepted when the system functions according to specifications for a period that must include two consecutive successful month-end processing situations for cashier operations and commissary operations at each Phase Two institution.

15.8
Finalize work flow procedures.

15.9
Conduct final review of Phase Two with ODRC staff.

16.0
PHASE THREE

16.1
Schedule operations staff training and provide documentation for Phase Three personnel

16.2
Complete training of Phase Three personnel

16.3
Assess operational readiness of all required system components

16.4
Install hardware, software, and network components at Phase Three institutions

16.5
Perform data conversion for Phase Three Institutions

16.6
Test all software, hardware, and network to be used in Phase Three

16.7
The Phase Three system will be accepted when the system functions according to specifications for a period that must include two consecutive successful month-end processing situations for cashier operations and commissary operations at each Phase Three institution

16.8
Conduct final review of Phase Three with ODRC staff

17.0
PHASE FOUR

17.1
Schedule operations staff training and provide documentation for Phase Four personnel

17.2
Complete training of Phase Four personnel

17.3
Assess operational readiness of all required system components

17.4
Install hardware, software, and network components at Phase Four institutions

17.5
Perform data conversion for Phase Four Institutions

17.6
Test all software, hardware, and network to be used in Phase Four

17.7
The Phase Four system will be accepted when the system functions according to specifications for a period that must include two consecutive successful month-end processing situations for cashier operations and commissary operations at each Phase Four institution

17.8
Conduct final review of Phase Four with ODRC staff

18.0
PHASE FIVE

18.1
Schedule operations staff training and provide documentation for Phase Five personnel

18.2
Complete training of Phase Five personnel

18.3
Assess operational readiness of all required system components

18.4
Install hardware, software, and network components at Phase Five institutions

18.5
Perform data conversion for Phase Five Institutions

18.6
Test all software, hardware, and network to be used in Phase Five

18.7
The Phase Five system will be accepted when the system functions according to specifications for a period that must include two consecutive successful month-end processing situations for cashier operations and commissary operations at each Phase Five institution

18.8
Conduct final review of Phase Five with ODRC staff

19.0
PHASE SIX

19.1
Schedule operations staff training and provide documentation for Phase Six personnel

19.2
Complete training of Phase Six personnel

19.3
Assess operational readiness of all required system components

19.4
Install hardware, software, and network components at Phase Six institutions

19.5
Perform data conversion for Phase Six Institutions

19.6
Test all software, hardware, and network to be used in Phase Six

19.7
The Phase Six system will be accepted when the system functions according to specifications for a period that must include two consecutive successful month-end processing situations for cashier operations and commissary operations at each Phase Six institution

19.8
Conduct final review of Phase Six with ODRC staff

Provided all other Phases have been successfully implemented prior to Phase Six, the acceptance period for Phase Six will also be considered the final acceptance period for the system.

Performance Testing.

The initial testing will occur at the Madison Correctional Institution (MaCI) and Correctional Reception Center (CRC) followed by the remainder of the institutions in Phase 1.

1.0
Convert data from MaCI and CRC and test to ensure successful conversion.

1.0.1
Training for MaCI cashier/commissary staff and equipment installation required before testing begins 

1.0.2
Testing will include month-end processing for both cashier and commissary operations for each institution in each phase.  For the testing to be considered successful for a phase, the following activities, at a minimum, must process successfully in each area and month end processing must be completed for two consecutive months (not partial):

Cashier’s Offices

Journals cleared/money transferred/checks written (money transferred) for:

· All collections processing activities;

· Postage and UPS charges;

· General revenue fund payment;

· Payroll and advance pay invoice;

· OPI payroll invoice;

· Final release invoice;

· Commissary;

· Commissions; and 

· Sales tax.

Reset the $10.00 withholding allowance.

Archive information over 24 months old.

Commissaries

Produce accurate financial statements (profit and loss statement, accountability statement) and supporting documentation/information including, but not limited to:

· Receiving journal;

· Vendor history journal;

· Cost/sales reports;

· Inventory;

· Stock status; and

· A2 adjustments for accountability.

Quarterly minority report if the time period covers September, December, March or June.

Ticket and journal number reset if the time period includes June.

Archive information over 24 months old.

1.1
Conduct extensive system, data, and interface testing following approved test plan.

1.2
Test system integration and operability, including test procedures for data, processing integrity and capacity.

1.3
Test operability to include volume and efficiency ensuring the system is able to process the volume of transactions.

After successful testing of the first two institutions, the Contractor will begin the Implementation Phase of the Project including Administration and Operations Staff Training, System Implementation for Phase One Institutions, and Installation of the proof-of-concept backup server at Pickaway Correctional Institution.

The final acceptance period will begin upon certification of the Phase Six installation.

2.0 Disruption to the commissary availability and operation must be kept to a minimum.  During the system testing and implementation, the cashier’s office and the commissary may be closed for one business day to facilitate the conversion, implementation and testing.  The Contractor must get approval from the institution’s cashier’s office and commissary at least seven business days in advance of the scheduled closing.

If additional time is required, the Contractor must receive approval from the institution’s cashier supervisor and commissary manager.

If the Contractor chooses to implement an institution on a weekend or non-business day approval must be received at least five business days in advance from the Central Office and the institution.

Special Maintenance Standards.

1.1 The Contractor must provide help desk support to begin with the installation of the pilot phase and continuing for at least six months after Phase 6 installation and acceptance.

1.2 The Contractor must provide system support and maintenance through the warranty period.

1.2.1
Secure virtual private network (VPN) access will be provided so the Contractor can remotely manage and support the application.

1.2.2
The ITSD/Technical Services staff will respond to hardware issues on the AIX/Unix application and database servers.

1.3 The Contractor must provide on-site maintenance for all hardware and software.

1.3.1
Each institution will report its own service calls.  All maintenance calls must receive a callback response within two hours from the time the call is placed.  Maintenance and support must be available between the hours of 6 a.m. and 10 p.m., Monday through Saturday.

1.3.2
All maintenance calls must be resolved within one business day of the callback time.

1.4 The Contractor must resolve application-related problems with the central system within one business day of the two-hour callback.

1.5 The Contractor will provide a written procedure to relocate and install a backup server in an institution within eight hours in the event of a T1 line disruption.  The procedure must include the following items, at a minimum:

1.5.1
When the T1 connection is restored, the backup server’s transaction data must automatically be forwarded to the enterprise Oracle database.  

1.5.2
The backup server will then be removed from the institution and restored to its standby role.
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