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W-9 Form 



Form    W-9
(Rev. January 2011)
Department of the Treasury  
Internal Revenue Service 

Request for Taxpayer 
Identification Number and Certification

Give Form to the  
requester. Do not 
send to the IRS.
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Name (as shown on your income tax return)

Business name/disregarded entity name, if different from above

Check appropriate box for federal tax 

classification (required): Individual/sole proprietor  C Corporation S Corporation Partnership Trust/estate

Limited liability company. Enter the tax classification (C=C corporation, S=S corporation, P=partnership) ▶  

Other (see instructions) ▶ 

Exempt payee

Address (number, street, and apt. or suite no.)

City, state, and ZIP code

Requester’s name and address (optional)

List account number(s) here (optional)

Part I Taxpayer Identification Number (TIN)
Enter your TIN in the appropriate box. The TIN provided must match the name given on the “Name” line 
to avoid backup withholding. For individuals, this is your social security number (SSN). However, for a 
resident alien, sole proprietor, or disregarded entity, see the Part I instructions on page 3. For other 
entities, it is your employer identification number (EIN). If you do not have a number, see How to get a 
TIN on page 3.

Note. If the account is in more than one name, see the chart on page 4 for guidelines on whose 
number to enter.

Social security number

– –

–

Employer identification number 

Part II Certification
Under penalties of perjury, I certify that:

1.  The number shown on this form is my correct taxpayer identification number (or I am waiting for a number to be issued to me), and

2.  I am not subject to backup withholding because: (a) I am exempt from backup withholding, or (b) I have not been notified by the Internal Revenue 
Service (IRS) that I am subject to backup withholding as a result of a failure to report all interest or dividends, or (c) the IRS has notified me that I am 
no longer subject to backup withholding, and

3.  I am a U.S. citizen or other U.S. person (defined below).

Certification instructions. You must cross out item 2 above if you have been notified by the IRS that you are currently subject to backup withholding 
because you have failed to report all interest and dividends on your tax return. For real estate transactions, item 2 does not apply. For mortgage 
interest paid, acquisition or abandonment of secured property, cancellation of debt, contributions to an individual retirement arrangement (IRA), and 
generally, payments other than interest and dividends, you are not required to sign the certification, but you must provide your correct TIN. See the 
instructions on page 4.

Sign 
Here

Signature of 
U.S. person ▶ Date ▶

General Instructions
Section references are to the Internal Revenue Code unless otherwise 
noted.

Purpose of Form
A person who is required to file an information return with the IRS must 
obtain your correct taxpayer identification number (TIN) to report, for 
example, income paid to you, real estate transactions, mortgage interest 
you paid, acquisition or abandonment of secured property, cancellation 
of debt, or contributions you made to an IRA.

Use Form W-9 only if you are a U.S. person (including a resident 
alien), to provide your correct TIN to the person requesting it (the 
requester) and, when applicable, to:

1. Certify that the TIN you are giving is correct (or you are waiting for a 
number to be issued),

2. Certify that you are not subject to backup withholding, or

3. Claim exemption from backup withholding if you are a U.S. exempt 
payee. If applicable, you are also certifying that as a U.S. person, your 
allocable share of any partnership income from a U.S. trade or business 
is not subject to the withholding tax on foreign partners’ share of 
effectively connected income.

Note. If a requester gives you a form other than Form W-9 to request 
your TIN, you must use the requester’s form if it is substantially similar 
to this Form W-9.

Definition of a U.S. person. For federal tax purposes, you are 
considered a U.S. person if you are:

• An individual who is a U.S. citizen or U.S. resident alien,

• A partnership, corporation, company, or association created or 
organized in the United States or under the laws of the United States,

• An estate (other than a foreign estate), or

• A domestic trust (as defined in Regulations section 301.7701-7).

Special rules for partnerships. Partnerships that conduct a trade or 
business in the United States are generally required to pay a withholding 
tax on any foreign partners’ share of income from such business. 
Further, in certain cases where a Form W-9 has not been received, a 
partnership is required to presume that a partner is a foreign person, 
and pay the withholding tax. Therefore, if you are a U.S. person that is a 
partner in a partnership conducting a trade or business in the United 
States, provide Form W-9 to the partnership to establish your U.S. 
status and avoid withholding on your share of partnership income.
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The person who gives Form W-9 to the partnership for purposes of 
establishing its U.S. status and avoiding withholding on its allocable 
share of net income from the partnership conducting a trade or business 
in the United States is in the following cases:

• The U.S. owner of a disregarded entity and not the entity,

• The U.S. grantor or other owner of a grantor trust and not the trust, 
and

• The U.S. trust (other than a grantor trust) and not the beneficiaries of 
the trust.

Foreign person. If you are a foreign person, do not use Form W-9. 
Instead, use the appropriate Form W-8 (see Publication 515, 
Withholding of Tax on Nonresident Aliens and Foreign Entities).

Nonresident alien who becomes a resident alien. Generally, only a 
nonresident alien individual may use the terms of a tax treaty to reduce 
or eliminate U.S. tax on certain types of income. However, most tax 
treaties contain a provision known as a “saving clause.” Exceptions 
specified in the saving clause may permit an exemption from tax to 
continue for certain types of income even after the payee has otherwise 
become a U.S. resident alien for tax purposes.

If you are a U.S. resident alien who is relying on an exception 
contained in the saving clause of a tax treaty to claim an exemption 
from U.S. tax on certain types of income, you must attach a statement 
to Form W-9 that specifies the following five items:

1. The treaty country. Generally, this must be the same treaty under 
which you claimed exemption from tax as a nonresident alien.

2. The treaty article addressing the income.

3. The article number (or location) in the tax treaty that contains the 
saving clause and its exceptions.

4. The type and amount of income that qualifies for the exemption 
from tax.

5. Sufficient facts to justify the exemption from tax under the terms of 
the treaty article.

Example. Article 20 of the U.S.-China income tax treaty allows an 
exemption from tax for scholarship income received by a Chinese 
student temporarily present in the United States. Under U.S. law, this 
student will become a resident alien for tax purposes if his or her stay in 
the United States exceeds 5 calendar years. However, paragraph 2 of 
the first Protocol to the U.S.-China treaty (dated April 30, 1984) allows 
the provisions of Article 20 to continue to apply even after the Chinese 
student becomes a resident alien of the United States. A Chinese 
student who qualifies for this exception (under paragraph 2 of the first 
protocol) and is relying on this exception to claim an exemption from tax 
on his or her scholarship or fellowship income would attach to Form 
W-9 a statement that includes the information described above to 
support that exemption.

If you are a nonresident alien or a foreign entity not subject to backup 
withholding, give the requester the appropriate completed Form W-8.

What is backup withholding? Persons making certain payments to you 
must under certain conditions withhold and pay to the IRS a percentage 
of such payments. This is called “backup withholding.”  Payments that 
may be subject to backup withholding include interest, tax-exempt 
interest, dividends, broker and barter exchange transactions, rents, 
royalties, nonemployee pay, and certain payments from fishing boat 
operators. Real estate transactions are not subject to backup 
withholding.

You will not be subject to backup withholding on payments you 
receive if you give the requester your correct TIN, make the proper 
certifications, and report all your taxable interest and dividends on your 
tax return.

Payments you receive will be subject to backup  
withholding if:

1. You do not furnish your TIN to the requester,

2. You do not certify your TIN when required (see the Part II 
instructions on page 3 for details),

3. The IRS tells the requester that you furnished an incorrect TIN,

4. The IRS tells you that you are subject to backup withholding 
because you did not report all your interest and dividends on your tax 
return (for reportable interest and dividends only), or

5. You do not certify to the requester that you are not subject to 
backup withholding under 4 above (for reportable interest and dividend 
accounts opened after 1983 only).

Certain payees and payments are exempt from backup withholding. 
See the instructions below and the separate Instructions for the 
Requester of Form W-9.

Also see Special rules for partnerships on page 1.

Updating Your Information
You must provide updated information to any person to whom you 
claimed to be an exempt payee if you are no longer an exempt payee 
and anticipate receiving reportable payments in the future from this 
person. For example, you may need to provide updated information if 
you are a C corporation that elects to be an S corporation, or if you no 
longer are tax exempt. In addition, you must furnish a new Form W-9 if 
the name or TIN changes for the account, for example, if the grantor of a 
grantor trust dies.

Penalties
Failure to furnish TIN. If you fail to furnish your correct TIN to a 
requester, you are subject to a penalty of $50 for each such failure 
unless your failure is due to reasonable cause and not to willful neglect.

Civil penalty for false information with respect to withholding. If you 
make a false statement with no reasonable basis that results in no 
backup withholding, you are subject to a $500 penalty.

Criminal penalty for falsifying information. Willfully falsifying 
certifications or affirmations may subject you to criminal penalties 
including fines and/or imprisonment.

Misuse of TINs. If the requester discloses or uses TINs in violation of 
federal law, the requester may be subject to civil and criminal penalties.

Specific Instructions
Name
If you are an individual, you must generally enter the name shown on 
your income tax return. However, if you have changed your last name, 
for instance, due to marriage without informing the Social Security 
Administration of the name change, enter your first name, the last name 
shown on your social security card, and your new last name.

If the account is in joint names, list first, and then circle, the name of 
the person or entity whose number you entered in Part I of the form.

Sole proprietor. Enter your individual name as shown on your income 
tax return on the “Name” line. You may enter your business, trade, or 
“doing business as (DBA)” name on the “Business name/disregarded 
entity name” line.

Partnership, C Corporation, or S Corporation. Enter the entity's name 
on the “Name” line and any business, trade, or “doing business as 
(DBA) name” on the “Business name/disregarded entity name” line.

Disregarded entity. Enter the owner's name on the “Name” line. The 
name of the entity entered on the “Name” line should never be a 
disregarded entity. The name on the “Name” line must be the name 
shown on the income tax return on which the income will be reported. 
For example, if a foreign LLC that is treated as a disregarded entity for 
U.S. federal tax purposes has a domestic owner, the domestic owner's 
name is required to be provided on the “Name” line. If the direct owner 
of the entity is also a disregarded entity, enter the first owner that is not 
disregarded for federal tax purposes. Enter the disregarded entity's 
name on the “Business name/disregarded entity name” line. If the owner 
of the disregarded entity is a foreign person, you must complete an 
appropriate Form W-8. 

Note. Check the appropriate box for the federal tax classification of the 
person whose name is entered on the “Name” line (Individual/sole 
proprietor, Partnership, C Corporation, S Corporation, Trust/estate).

Limited Liability Company (LLC). If the person identified on the 
“Name” line is an LLC, check the “Limited liability company” box only 
and enter the appropriate code for the tax classification in the space 
provided. If you are an LLC that is treated as a partnership for federal 
tax purposes, enter “P” for partnership. If you are an LLC that has filed a 
Form 8832 or a Form 2553 to be taxed as a corporation, enter “C” for   
C corporation or “S” for S corporation. If you are an LLC that is 
disregarded as an entity separate from its owner under Regulation 
section 301.7701-3 (except for employment and excise tax), do not 
check the LLC box unless the owner of the LLC (required to be 
identified on the “Name” line) is another LLC that is not disregarded for 
federal tax purposes. If the LLC is disregarded as an entity separate 
from its owner, enter the appropriate tax classification of the owner 
identified on the “Name” line.
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Other entities. Enter your business name as shown on required federal 
tax documents on the “Name” line. This name should match the name 
shown on the charter or other legal document creating the entity. You 
may enter any business, trade, or DBA name on the “Business name/
disregarded entity name” line.

Exempt Payee 
If you are exempt from backup withholding, enter your name as 
described above and check the appropriate box for your status, then 
check the “Exempt payee” box in the line following the “Business name/
disregarded entity name,” sign and date the form.

Generally, individuals (including sole proprietors) are not exempt from 
backup withholding. Corporations are exempt from backup withholding 
for certain payments, such as interest and dividends.

Note. If you are exempt from backup withholding, you should still 
complete this form to avoid possible erroneous backup withholding.

The following payees are exempt from backup withholding:

1. An organization exempt from tax under section 501(a), any IRA, or a 
custodial account under section 403(b)(7) if the account satisfies the 
requirements of section 401(f)(2),

2. The United States or any of its agencies or instrumentalities,

3. A state, the District of Columbia, a possession of the United States, 
or any of their political subdivisions or instrumentalities,

4. A foreign government or any of its political subdivisions, agencies, 
or instrumentalities, or

5. An international organization or any of its agencies or 
instrumentalities.

Other payees that may be exempt from backup withholding include:

6. A corporation,

7. A foreign central bank of issue,

8. A dealer in securities or commodities required to register in the 
United States, the District of Columbia, or a possession of the United 
States,

9. A futures commission merchant registered with the Commodity 
Futures Trading Commission,

10. A real estate investment trust,

11. An entity registered at all times during the tax year under the 
Investment Company Act of 1940,

12. A common trust fund operated by a bank under section 584(a),

13. A financial institution,

14. A middleman known in the investment community as a nominee or 
custodian, or

15. A trust exempt from tax under section 664 or described in section 
4947.

The following chart shows types of payments that may be exempt 
from backup withholding. The chart applies to the exempt payees listed 
above, 1 through 15.

IF the payment is for . . . THEN the payment is exempt 
for . . .

Interest and dividend payments All exempt payees except 
for 9

Broker transactions Exempt payees 1 through 5 and 7 
through 13. Also, C corporations.

Barter exchange transactions and 
patronage dividends

Exempt payees 1 through 5

Payments over $600 required to be 
reported and direct sales over 
$5,000 1

Generally, exempt payees 
1 through 7 2

1 See Form 1099-MISC, Miscellaneous Income, and its instructions.
2 However, the following payments made to a corporation and reportable on Form 

1099-MISC are not exempt from backup withholding: medical and health care 
payments, attorneys' fees, gross proceeds paid to an attorney, and payments for 
services paid by a federal executive agency.

Part I. Taxpayer Identification Number (TIN)
Enter your TIN in the appropriate box. If you are a resident alien and 
you do not have and are not eligible to get an SSN, your TIN is your IRS 
individual taxpayer identification number (ITIN). Enter it in the social 
security number box. If you do not have an ITIN, see How to get a TIN 
below.

If you are a sole proprietor and you have an EIN, you may enter either 
your SSN or EIN. However, the IRS prefers that you use your SSN.

If you are a single-member LLC that is disregarded as an entity 
separate from its owner (see Limited Liability Company (LLC) on page 2), 
enter the owner’s SSN (or EIN, if the owner has one). Do not enter the 
disregarded entity’s EIN. If the LLC is classified as a corporation or 
partnership, enter the entity’s EIN.

Note. See the chart on page 4 for further clarification of name and TIN 
combinations.

How to get a TIN. If you do not have a TIN, apply for one immediately. 
To apply for an SSN, get Form SS-5, Application for a Social Security 
Card, from your local Social Security Administration office or get this 
form online at www.ssa.gov. You may also get this form by calling 
1-800-772-1213. Use Form W-7, Application for IRS Individual Taxpayer 
Identification Number, to apply for an ITIN, or Form SS-4, Application for 
Employer Identification Number, to apply for an EIN. You can apply for 
an EIN online by accessing the IRS website at www.irs.gov/businesses 
and clicking on Employer Identification Number (EIN) under Starting a 
Business. You can get Forms W-7 and SS-4 from the IRS by visiting 
IRS.gov or by calling 1-800-TAX-FORM (1-800-829-3676).

If you are asked to complete Form W-9 but do not have a TIN, write 
“Applied For” in the space for the TIN, sign and date the form, and give 
it to the requester. For interest and dividend payments, and certain 
payments made with respect to readily tradable instruments, generally 
you will have 60 days to get a TIN and give it to the requester before you 
are subject to backup withholding on payments. The 60-day rule does 
not apply to other types of payments. You will be subject to backup 
withholding on all such payments until you provide your TIN to the 
requester.

Note. Entering “Applied For” means that you have already applied for a 
TIN or that you intend to apply for one soon.

Caution: A disregarded domestic entity that has a foreign owner must 
use the appropriate Form W-8.

Part II. Certification
To establish to the withholding agent that you are a U.S. person, or 
resident alien, sign Form W-9. You may be requested to sign by the 
withholding agent even if item 1, below, and items 4 and 5 on page 4 
indicate otherwise.

For a joint account, only the person whose TIN is shown in Part I 
should sign (when required).  In the case of a disregarded entity, the 
person identified on the “Name” line must sign. Exempt payees, see 
Exempt Payee on page 3.

Signature requirements. Complete the certification as indicated in 
items 1 through 3, below, and items 4 and 5 on page 4.

1. Interest, dividend, and barter exchange accounts opened 
before 1984 and broker accounts considered active during 1983. 
You must give your correct TIN, but you do not have to sign the 
certification.

2. Interest, dividend, broker, and barter exchange accounts 
opened after 1983 and broker accounts considered inactive during 
1983. You must sign the certification or backup withholding will apply. If 
you are subject to backup withholding and you are merely providing 
your correct TIN to the requester, you must cross out item 2 in the 
certification before signing the form.

3. Real estate transactions. You must sign the certification. You may 
cross out item 2 of the certification.
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4. Other payments. You must give your correct TIN, but you do not 
have to sign the certification unless you have been notified that you 
have previously given an incorrect TIN. “Other payments” include 
payments made in the course of the requester’s trade or business for 
rents, royalties, goods (other than bills for merchandise), medical and 
health care services (including payments to corporations), payments to 
a nonemployee for services, payments to certain fishing boat crew 
members and fishermen, and gross proceeds paid to attorneys 
(including payments to corporations).

5. Mortgage interest paid by you, acquisition or abandonment of 
secured property, cancellation of debt, qualified tuition program 
payments (under section 529), IRA, Coverdell ESA, Archer MSA or 
HSA contributions or distributions, and pension distributions. You 
must give your correct TIN, but you do not have to sign the certification.

What Name and Number To Give the Requester
For this type of account: Give name and SSN of:

1. Individual The individual
2. Two or more individuals (joint             

account)
The actual owner of the account or, 
if combined funds, the first 
individual on the account 1

3. Custodian account of a minor 
 (Uniform Gift to Minors Act)

The minor 2

4. a. The usual revocable savings 
trust (grantor is also trustee) 
b. So-called trust account that is 
not a legal or valid trust under 
state law

The grantor-trustee 1

The actual owner 1

5. Sole proprietorship or disregarded 
entity owned by an individual

The owner 3

6. Grantor trust filing under Optional 
Form 1099 Filing Method 1 (see 
Regulation section 1.671-4(b)(2)(i)(A))

The grantor*

For this type of account: Give name and EIN of:

7. Disregarded entity not owned by an 
individual

The owner

8. A valid trust, estate, or pension trust Legal entity 4

9. Corporation or LLC electing 
corporate status on Form 8832 or 
Form 2553

The corporation

10. Association, club, religious, 
charitable, educational, or other   
tax-exempt organization

The organization

11. Partnership or multi-member LLC The partnership
12. A broker or registered nominee The broker or nominee

13. Account with the Department of 
Agriculture in the name of a public 
entity (such as a state or local 
government, school district, or 
prison) that receives agricultural 
program payments

The public entity

14. Grantor trust filing under the Form 
1041 Filing Method or the Optional 
Form 1099 Filing Method 2 (see 
Regulation section 1.671-4(b)(2)(i)(B))

The trust

1
 List first and circle the name of the person whose number you furnish. If only one person on a 
joint account has an SSN, that person’s number must be furnished.

2
 Circle the minor’s name and furnish the minor’s SSN.

3
 You must show your individual name and you may also enter your business or “DBA”  name on 
the “Business name/disregarded entity” name line. You may use either your SSN or EIN (if you 
have one), but the IRS encourages you to use your SSN.

4
 List first and circle the name of the trust, estate, or pension trust. (Do not furnish the TIN of the 
personal representative or trustee unless the legal entity itself is not designated in the account 
title.) Also see  Special rules for partnerships on page 1.

*Note. Grantor also must provide a Form W-9 to trustee of trust.

Note. If no name is circled when more than one name is listed, the 
number will be considered to be that of the first name listed.

Secure Your Tax Records from Identity Theft
Identity theft occurs when someone uses your personal information 
such as your name, social security number (SSN), or other identifying 
information, without your permission, to commit fraud or other crimes. 
An identity thief may use your SSN to get a job or may file a tax return 
using your SSN to receive a refund.

To reduce your risk:

• Protect your SSN,

• Ensure your employer is protecting your SSN, and

• Be careful when choosing a tax preparer.

If your tax records are affected by identity theft and you receive a 
notice from the IRS, respond right away to the name and phone number 
printed on the IRS notice or letter.

If your tax records are not currently affected by identity theft but you 
think you are at risk due to a lost or stolen purse or wallet, questionable 
credit card activity or credit report, contact the IRS Identity Theft Hotline 
at 1-800-908-4490 or submit Form 14039.

For more information, see Publication 4535, Identity Theft Prevention 
and Victim Assistance.

Victims of identity theft who are experiencing economic harm or a 
system problem, or are seeking help in resolving tax problems that have 
not been resolved through normal channels, may be eligible for 
Taxpayer Advocate Service (TAS) assistance. You can reach TAS by 
calling the TAS toll-free case intake line at 1-877-777-4778 or TTY/TDD 
1-800-829-4059.

Protect yourself from suspicious emails or phishing schemes.  
Phishing is the creation and use of email and websites designed to 
mimic legitimate business emails and websites. The most common act 
is sending an email to a user falsely claiming to be an established 
legitimate enterprise in an attempt to scam the user into surrendering 
private information that will be used for identity theft.

The IRS does not initiate contacts with taxpayers via emails. Also, the 
IRS does not request personal detailed information through email or ask 
taxpayers for the PIN numbers, passwords, or similar secret access 
information for their credit card, bank, or other financial accounts.

If you receive an unsolicited email claiming to be from the IRS, 
forward this message to phishing@irs.gov. You may also report misuse 
of the IRS name, logo, or other IRS property to the Treasury Inspector 
General for Tax Administration at 1-800-366-4484. You can forward 
suspicious emails to the Federal Trade Commission at: spam@uce.gov 
or contact them at www.ftc.gov/idtheft or 1-877-IDTHEFT 
(1-877-438-4338).

Visit IRS.gov to learn more about identity theft and how to reduce 
your risk.

Privacy Act Notice
Section 6109 of the Internal Revenue Code requires you to provide your correct TIN to persons (including federal agencies) who are required to file information returns with 
the IRS to report interest, dividends, or certain other income paid to you; mortgage interest you paid; the acquisition or abandonment of secured property; the cancellation 
of debt; or contributions you made to an IRA, Archer MSA, or HSA. The person collecting this form uses the information on the form to file information returns with the IRS, 
reporting the above information. Routine uses of this information include giving it to the Department of Justice for civil and criminal litigation and to cities, states, the District 
of Columbia, and U.S. possessions for use in administering their laws. The information also may be disclosed to other countries under a treaty, to federal and state agencies 
to enforce civil and criminal laws, or to federal law enforcement and intelligence agencies to combat terrorism. You must provide your TIN whether or not you are required to 
file a tax return. Under section 3406, payers must generally withhold a percentage of taxable interest, dividend, and certain other payments to a payee who does not give a 
TIN to the payer. Certain penalties may also apply for providing false or fraudulent information.
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Instructions:

1

2

3

4

5

6

Offerors must submit the completed spreadsheet in Microsoft Excel 2003 or 2007 
format.  Cells may be expanded to accommodate text responses.  However, other 
formatting changes such as removing or inserting rows or columns, renumbering 
requirements, hiding or protecting cells, altering colors or fonts, or modifying headings 
are not permitted and may be grounds to dismiss a proposal.

This spreadsheet provides offerors the opportunity to describe how the attributes and 
capabilities of their proposed solution align with the Core System functional and technical 
requirements.

This spreadsheet includes four response tabs - (1) Policy, (2) Billing, (3) Claims, and 
(4) Technology.  For proposals to be considered, offerors must complete each section 
of all four tabs.

Each requirement has four functionality columns labeled Base Functionality, 
Configuration, Custom Development, and Not Supported.  Offerors must  indicate the 
level of functionality supported by adding an "X" mark in the appropriate column for 
each requirement.  The functionality levels are defined in detail in Attachment Three.

Each requirement has three configuration / customization complexity columns labeled 
High, Medium, and Low. Offerors must indicate the level of complexity by adding an 
"X" mark in the appropriate column for each requirement. The complexity levels are 
defined in detail in Attachment Three.

The response/description area immediately below each requirement allows the entry 
of textual information.  Offerors must use this space to describe in detail how their 
proposed solution conforms with the requirement.  Precise references to other 
portions of the submission may be used as necessary.  Simply repeating the 
requirement or stating agreement will not be considered a satisfactory response.

The first section of the (4) Technology tab contains seven mandatory requirements.  
Proposals that do not meet these requirements may be eliminated from further 
consideration. The offeror must provide a text response in sufficient detail to 
demonstrate their proposal's compliance.



1 Policy Administration Requirements

Critical 
Desired or 

Nice to Have

Requirement Description Base 
Functionality Configuration Custom 

Development
Not

Supported High Medium Low Priority
1.1 Insurance Product Support

The system must support the underwriting and administration of workers' compensation insurance 
products, policies, rates and forms in all U.S. states C 

The system must support multiple coverages and rating plan options C

The system must support class codes and associated rates C

The system must support all US state policy forms and endorsements C

The system must provide part 1 and part 2 coverage C

1.2 States, Rates, Rules & Forms
The system must provide support for rating tiers C

The system must support rating for all states D

The system must support the definition and application of underwriting rules at the account level C

The system must support the definition and application of underwriting rules at the policy level C

The system must support the definition and application of underwriting rules at the product level C

The system must support the definition and application of underwriting rules at the coverage level C

The system must support BWC standard and company specific policy forms C

1.3 Transactions:  General Requirements
The system must support quote transactions with unlimited iterations C

The system must support new business transactions C

1.2.3

1.2.4

1.1.1

1.1.2

1.1.3

1.1.4

1.1.5

1.2.1

1.2.2

1.3.2

1.2.5

1.2.6

1.2.7

1.3.1

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Functionality Delivered Through (indicate with 'X')

Configuration / 
Customization 

Complexity (indicate 
with 'X')

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must support coverage renewal transactions C

The system must support non-renewal C

The system must support standard endorsement transactions C

The system must support out of sequence endorsement transactions C

The system must support endorsements applied after the policy term has expired C

The system must support policy cancellation transactions C

The system must support flat cancellation transactions C

The system must support pro-rata cancellation transactions C

The system must support short rate transactions D

The system must support reinstatement transactions C

The system must support rescission transactions C

The system must support rewrite transactions C

The system must support policy inquiry transactions C

The system must support premium audit transactions C

The system must support the application of underwriting rules on a per transaction basis C

The system must provide the capability to define, manage and execute workflows specific to a 
transaction C

The system must provide the capability to define underwriting roles and rights specific to a C

The system must provide the capability to generate system messages in response to data at time 
of entry (edit or help) C

y y g
time C

1.3.12

1.3.13

1.3.14

1.3.15

1.3.16

1.3.20

1.3.21

1.3.17

1.3.18

1.3.19

1.3.10

1.3.11

1.3.3

1.3.4

1.3.5

1.3.6

1.3.7

1.3.8

1.3.9

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide the capability to save user context and entered data from a partially 
completed transaction and allow the user to return and continue from the same point at a later time C

The system must support the use of system-wide underwriting edits for all transactions C

The system must support the definition of customized page flow sequences to correspond with 
different writing companies D

The system must provide the capability to associate all transaction types with external and internal 
producers to track production  C

1.4 Quote 
The system must support the rating of a quote with only minimum required data C

The system must allow quotes for annual, semi-annual, and non-standard term policies C

The system must provide for the creation and retention of multiple versions (iterations) of quotes C

The system must allow a quote (or iteration of a quote) to be selected and transferred into a new 
business application C

The system must be capable of associating a quote with external and internal producers to track 
production C

The system must allow side-by-side comparison of different quote iterations C

The system must allow quotes to be easily modified and re-rated C

The system must support user override of the quote rate date C

The system must allow prior and future effective dates to be supported as permitted by company 
guidelines C

The system must have the capability to automatically generate unique quote numbers C

The system must allow the quote display format to be modified for online review by internal and 
external users C

The system must support the automatic purge of quotes after a predefined period of time D

1.4.1

1.4.2

1.4.8

1.4.9

1.4.10

1.4.11

1.4.12

1.4.3

1.4.4

1.4.5

1.4.6

1.4.7

1.3.25

1.3.22

1.3.23

1.3.24

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must support the automatic archive of quotes after a predefined period of time D

The system must allow a quote to be manually or automatically marked as "dead" and subject to 
archive C

The system must allow the entry and retention of notes to capture competitor information on lost 
quotes D

The system must have the capability to produce statistics on quote activity C

The system must provide configurability for quote display formats including the division of 
coverages over multiple pages  C

The system must allow assumptions and modifications to be applied to quotes and labeled 
premium estimates C

The system must allow  text input on the proposal document to indicate it is an estimate, how long 
the quote is valid, and underlying assumptions used in generating the quote C

The system must support the production of quotes using various document formats (such as 
Microsoft Word and Adobe Acrobat) and distribute it using electronic methods C

1.5 New Business Application
The system must support the automated processing of new business submissions using 
predefined underwriting rules with the following outcomes:
 • Declined at the point of eligibility
 • Fully completed approved applications with no referrals
 • Fully completed approved applications with referrals requiring underwriting review
 • Submitted applications with a hold requiring underwriting review before an policy can be issued

C

The system must support e-signatures C

The system must allow for the definition of default values for every field C

The system must permit default field values to be changed dynamically as new information is 
discovered during the application process C

The system must allow required/optional characteristics be defined for every field C

The system must allow data validation rules to be defined on a per field basis C

1.5.3

1.5.4

1.5.5

1 5 6

Response/Description: 

Response/Description: 

1.5.1

1.5.2

1.4.16

1.4.17

1.4.18

1.4.19

1.4.20

1.4.14

1.4.15

1.4.13

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide the capability to flag applications and create referrals based on individual 
field values, comparison of multiple field values or a combination of both C

The system must allow referrals to be segmented (such as holds and unbound business 
submissions by Underwriting by risk characteristics) C

The system must support the application of underwriting edits throughout the new business C

The system must support  the tracking of risks referred to assigned risk / residual market plans D

The system must provide pages/modules to support clearance and registration C

The system must provide pages/modules to support prequalification / eligibility C

The system must provide pages/modules to support information gathering C

The system must provide pages/modules to support risk assessment C

The system must provide pages/modules to support capture of NCCI classification codes C

The system must provide pages/modules to support capture of payroll data C

The system must provide pages/modules to support capture of general information (reference 
ACORD 130) C

The system must provide pages/modules to support capture of employer operations / practices C

The system must provide pages/modules to support capture of workforce quality and experience C

The system must provide pages/modules to support capture of loss experience C

The system must provide pages/modules to support capture of rate / price C

The system must provide pages/modules to support coverage issue C

The system must provide pages/modules to support policy production C

The system must provide pages/modules to support declined submissions C

1.6 Renewal

1.5.10

1.5.19

1.5.6

1.5.7

1.5.11

1.5.12

1.5.8

1.5.9

1.5.15

1.5.16

1.5.17

1.5.18

1.5.13

1.5.14

1.5.20

1.5.21

1.5.22

1.5.23

1.5.24

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must support automated policy renewals C

The system must support pre-renewal processing C

The system must support renewal risk assessment processing C

The system must support conditional renewal processing D

The system must support non-renewal processing C

The system must allow the entry of predefined automated renewal rules by producer codes C

The system must allow the entry of predefined automated renewal rules by state C

The system must allow the entry of predefined automated renewal rules by product C

The system must allow the entry of predefined automated renewal rules by policy C

The system must have the capability to rate, price and develop a renewal quote, and issue a C

The system must have the capability to generate a renewal quote proposal C

The system must allow renewal issuance to trigger a document production C

The system must support carrier-defined rules for renewal policy number assignment.  It must be 
possible to replicate the expiring policy number and/or assign a new policy number based on 
established company rules

C

1.7 Endorsements
The system must support all types of endorsements including premium and non-premium 
generating C

The system must support the application of underwriting rules for endorsements C

The system must have the capability to pro-rate endorsement transactions C

The system must allow endorsement issuance processing to trigger document production C

1.8 Cancellations
The system must support company underwriting cancellations C

1.6.11

1.6.12

1.7.1

1.7.2

1.7.3

1.6.13

1.7.4

1 8 1

1.6.9

1.6.10

1.6.1

1.6.2

1.6.3

1.6.4

1.6.5

1.6.6

1.6.7

1.6.8

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must support non-payment cancellations C

The system must support non-sufficient funds cancellations C

The system must support under-payments cancellations C

The system must support insured request cancellations C

The system must support integration with cancellation effective dating resources C

The system must perform flat rate cancellation calculations C

The system must perform short rate cancellation calculations D

The system must perform pro-rata cancellation calculations C

The system must have the capability to trigger the generation of a document confirming 
cancellation C

1.9 Reinstatements
The system must interface with the billing module to support automated reinstatements when 
payments are received and minimum payment thresholds are met (for reinstatement on non-pay 
cancellations)

C

The system must provide the capability to notify the billing module to resume billing activities when 
Underwriting decides to reinstate a policy (for company underwriting cancellations or for possible 
voids of insured request cancels)

C

The system must allow for reinstatements with no lapse in coverage C

The system must allow for reinstatements with a lapse in coverage C

The system must allow for prorates for reinstatement C

The system must allow a reinstatement transaction to trigger document production C

1.10 Rescinds
The system must allow recissions to policies that have passed the initial flat cancel period, as 
defined by state rules C

1.9.1

1.9.3

1.9.4

1.9.5

1.9.2

1.9.6

1.10.1

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

1.8.10

1.8.5

1.8.6

1.8.7

1.8.8

1.8.9

1.8.4

1.8.1

1.8.2

1.8.3

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide the capability to capture text describing rescission reasoning C

1.11 Rewrites
The system must have the capability to correct a policy issued in error C

The system must support changes to rating tier, company, pay plan, etc., effective on inception 
date and re-issue the policy C

The system must support a policy rewrite without re-keying current data C

The system must support modification of policy data when performing a rewrite C

The system must allow the current policy to be canceled and the rewrite initiated in one transaction D

The system must allow the use of the same policy number for a rewrite transaction C

The system must offer the capability to rewrite a policy using a different policy number (different 
company, state dependent rules – primary insured) C

The system must provide the capability to send updated instructions to the billing module C

1.12 Policy Inquiry
The system must support on-line policy inquiry by authorized related customers/parties with proper 
security C

The system must provide the capability to interactively query policy data based upon customer 
name or number C

The system must provide the capability to interactively query policy data based upon policy number C

The system must provide the capability to interactively query policy data based upon producer 
code or number C

The system must provide the capability to interactively query policy data based upon address C

The system must provide the capability to interactively query policy data based upon submission or 
quote number C

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

1.11.8

1.12.5

1.12.6

1.12.1

1.12.2

1.12.3

1.12.4

Response/Description: 

1.11.3

1.11.4

1.10.2

1.11.5

1.11.6

1.11.7

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

1.11.1

1.11.2



The system must provide the capability to interactively query policy data based upon customer 
account number C

The system must provide the capability to search policy data using wildcards C

The system must provide the capability to query policy data using phonetic searching C

The system must provide the capability to view policy details as of specific point in time (as of date) C

The system must provide the capability to display processed transactions (regardless of whether 
they have gone into effect) with respect to the as of date C

The system must provide the capability to view all transaction history associated with a policy in 
summary and detail views at both the account  and policy levels C

1.13 Premium Audit
The system must support interim audit transactions D

The system must support final audit transactions C

The system must support revised interim audit transactions D

The system must support revised final audit transactions C

The system must support waived audit transactions C

The system must support cancellation audit transactions (pursue or waive) C

The system must support premium adjustments due to an audit C

The system must track the ordering of premium audits and the results of those audits C

The system must have the capability to prevent endorsements or rewrites after a final audit C

1.14 Rating
The system must support experience rating C

The system must support scheduled rating C

1.14.1

1.14.2

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

1.13.1

1.13.2

Response/Description: 

Response/Description: 

1.12.10

1.12.11

1.12.12

1.12.9

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

1.13.7

1.13.8

1.13.9

1.12.7

1.12.8

1.13.3

1.13.4

1.13.5

1.13.6

Response/Description: 

Response/Description: 

Response/Description: 



The system must support individual retrospective rating C

The system must support group retrospective rating C

The system must allow for easy rate maintenance C

The system must provide the capability to produce a detailed rating worksheet showing the rating 
elements used in premium calculation  C

1.15 Agency Integration
The system must provide the capability to integrate with agency management systems C

The system must support agent authentication and validation C

The system must provide the capability to validate producer licensing D

The system must provide the capability to check for producer licensing effective and expiration D

The system must support agency transfer of policies C

The system must provide the capability to create activities for producing agents C

The system must provide the capability to capture commission rates and transaction types by 
producers C

The system must provide the capability to keep policy number associations for premium / 
commission purposes and integration to the billing module C

1.15.4

1.15.5

1.15.6

1.14.6

1.15.7

1.14.3

1.14.4

1.14.5

1.15.1

1.15.2

1.15.3

1.15.8
Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



2 Billing Management Requirements

Critical 
Desired or 

Nice to Have

Requirement Description (Modified) Base 
Functionality Configuration Custom 

Development
Not

Supported High Medium Low Priority
2.1 Billing and Invoicing

The system must support an address that is used exclusively for billing purposes D

The system must allow for notification on selected billing issues.  Describe the billing scenarios and 
format of notification your system is capable of producing C

The system must provide the capability to calculate paid, written premium C

The system must  provide the capability to store and display commission information D

The system must provide flexibility with regard to billing frequency (i.e. daily, weekly, monthly, etc.).  
Document any constraints that could limit billing frequency alternatives C

The system must provide the capability to bill debit endorsements based upon triggers such as the 
dollar amount of the charge, the due date of unbilled installments, and the policy expiration date C

The system must provide the capability to spread credit endorsements over all unpaid installments.  
Describe the system's capability to constrain such a spread if the due date of the installment pre-
dates the effective date of the endorsement

C

The system must provide the capability to generate billing messages based upon policy or account 
billing status C

The system must support multiple payment methods.  Document supported payment alternatives C

The system must support all accounting transactions necessary for invoicing C

The system must provide the capability to require deposit requirements with a new business 
application C

The system must provide a flexible capability to schedule billing events C

2.1.10

2.1.11

2.1.12

2.1.9

2.1.5

2.1.6

2.1.7

2.1.8

2.1.1

2.1.2

2.1.3

2.1.4

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Functionality Delivered Through (indicate with 'X')

Configuration / 
Customization 

Complexity 
(indicate with 'X')

Response/Description: 

Response/Description: 



The system must provide the capability to trigger events within the policy administration module. 
For example, if a cancellation is pending on a policy, the policy module should not renew the policy. C

The system must provide the capability to create new accounts.  Describe the process through 
which an account is setup C

The system must provide the capability to permit multiple policies to be billed to a single account D

The system must allow policies to added or removed from an account at any point in the billing 
cycle D

The system must handle the propagation of policy level changes (i.e. address, payment plan, etc.) 
when an account is updated C

The system must provide installment payment options for accounts that are affected by billing on a 
daily, weekly and monthly basis.  Describe all such options. C

The system must support the rules that govern cash allocation when a payment received is 
different than the amount billed C

The system must provide the capability to refer an account to a billing analyst (or appropriate staff) 
for review and to determine appropriate action.  Such referrals may be based upon configurable C

The system must provide a methodology for determining when to bill an account.  Describe this 
methodology in detail C

The system must handle various reporting cycles (annual, semi-annual, quarterly, bi-weekly, etc.) C

The system must provide the capability to create and maintain payment plans C

The system must accommodate payment plan structures that incorporate uneven installment 
amounts and irregular installment intervals C

The system must provide the capability to include or remove payment plan discounts based on 
specific payment plan rules C

2.2 Payment Processing
The system must provide the capability to calculate a short rate and pro-rated cancellation when 
needed C

2.1.20

2.1.16

2.1.17

2.1.18

2.1.19

2.1.13

2.1.14

2.1.15

2.2.1

2.1.21

2.1.23

2.1.24

2.1.25

2.1.22

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide secure storage and maintenance for bank and account information 
associated with EFT payment methods C

The system must support payment plans where installments will be paid via recurring EFT 
transactions C

The system must provide the capability to identify and track source codes for payments C

The system must support credit card payments, ACH, EFT and lockbox transactions from agents 
and/or third party vendors C

The system must provide the capability to establish suggested down payment amounts during the 
new business application processing based on the payment plan D

The system must provide the capability to allocate cash with application to the new policy and 
previously cancelled policies C

The system must have the capability to apply any outstanding debit or credit amounts to the 
premium due at policy renewal C

The system must provide the capability to automatically apply a specific flat fee C

The system must provide the capability to add and reverse late fees when a cancellation notice is 
generated C

The system must support adding and reversing of reinstatement and/or return fees C

The system must provide the capability to generate/request refunds for overpayment of premium, 
credit endorsements, or cancellation C

The system must support the issuance/suppression of refunds C

The system must provide the capability to remove service charges if premium installments are paid 
ahead of time or when a policy cancels before the installment is due D

The system must provide the capability to calculate service charges.  Describe the general process 
and the degree to which it can be configured D

2.3 Receivables Management

2.2.2

2.2.3

2.2.13

2.2.14

2.2.15

2.2.6

2.2.7

2.2.8

2.2.9

2.2.10

2.2.4

2.2.5

2.2.11

2.2.12

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide the capability to allocate one payment to all of the policies associated 
with an account to keep equity current and/or to apply the payment to one policy C

The system must provide the capability to process multiple cash batches within a single day C

The system must allow the transfer of cash to the same policy or account for current and prior C

The system must allow the transfer of cash to different policy numbers and accounts C

The system must provide configurable reconciliation edits (i.e., to ensure that billing transactions 
and payment transactions on the policy remain in balance) C

The system must provide the capability to manually or automatically trigger the issuance of a non-
pay notice C

The system must provide the capability to notify the appropriate party when non-pays are issued or 
rescinded C

The system must provide the capability to notify certificate holders when a non-pay is issued C

The system must provide the capability to generate proof of mailing when non-pay notices are C

The system must provide the capability to perform transactional account reconciliation (i.e., the 
ability to enforce via edits that when a user transfers credit from one policy to another, both 
transactions are in balance)

C

The system must support collection processing.  Describe the available collection processes, 
facilities, and interfaces C

2.4 Workflow/Issue Handling
The system must provide the capability to grant individual and group permissions for amending 
payment plans mid-term and at renewal C

The system must provide the capability to grant individual and group permissions for suspending 
all billing activity on a policy or an account C

The system must provide the capability to grant individual and group permissions for processing of 
cash transactions C2.4.3

2.3.6

2.3.7

2.3.8

2.3.9

2.3.10

2.3.11

2.4.1

2.4.2

2.3.4

2.3.5

2.3.1

2.3.2

2.3.3

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide the capability to grant individual and group permissions for processing of 
billing transactions C

The system must provide configurable search criteria (i.e. is the criteria user defined or system 
defined) C

The system must provide the capability within workflow to prompt a user to attach and categorize 
documents C

The system must allow policyholders to access billing inquires, electronic bill presentment, 
premium/collection payments and updates to basic billing information via a public Web site C

The system must provide the capability to process returned items (e.g., NSF checks) C

The system must provide the capability to define an installment shortage tolerance (i.e., 
underpayment of an installment) C

The system must provide the capability to define a threshold for writing off credit or debit balances C

The system must provide the capability to reconcile billing data with other systems (i.e., month end 
processing, policy administration, etc.) C

The system must provide the capability to display and print a complete history of installments due, 
paid, billed, unbilled, premium transactions, and payments received for a policy or an account C

The system must provide the capability to create and maintain business rule versions and effective 
dates C

The system must support workflow decisions based on invoice status C

The system must support monitoring of work load balancing, performance metrics, etc. C

The system must provide the capability to adjust workload across teams and users C

The system must provide the capability to allow a team to share work across its members C

The system must provide each supervisor with a view of assigned tasks for their team C

The system must provide the capability to track the history of workflow activity for a policy C

2.4.15

2.4.16

2.4.17

2.4.18

2.4.19

2.4.14

2.4.5

2.4.6

2.4.7

2.4.8

2.4.9

2.4.10

2.4.11

2.4.12

2.4.13

2.4.4

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide the capability to capture notes including the associated dates and creator C

The system must provide the capability to restrict access/deletion of notes based upon role C

The system must support the tracking of disputes of premiums and fees, billing or payment 
instructions C

2.5 Reporting
The system must provide the capability to produce daily, weekly, monthly and yearly reports of all 
cash transactions C

The system must provide the capability to produce daily, weekly, monthly and yearly balancing C

The system must provide the capability to produce daily, weekly, monthly and yearly financial C

The system must provide the capability to produce daily, weekly, monthly and yearly reports 
presenting detail for all transaction types C

The system must provide the capability to produce daily, weekly, monthly and yearly premium 
volume reports C

The system must provide the capability to produce daily, weekly, monthly and yearly reports 
presenting additional configurable performance metrics C

The system must provide the capability to send reports to external subscribers in a full range of 
standard file formats C

The system must provide "out of the box" reporting capabilities.  Detail all fixed or configurable built-
in reports and any included report writer or query tools. C

The system must provide a configurable template-based correspondence generation facility which 
has the capability to pre-fill variable fields from the billing database (as defined in the 
requirements)

C

2.6 Other Processes, Integration
The system must provide BWC business users with the capability to easily create and configure 
system functionality with regard to workflows, billing plans, accounts, etc. C

2.5.3

2.5.4

2.5.5

2.5.6

2.5.7

2.5.8

2.5.9

2.6.1

2.5.2

2.4.20

2.4.21

2.4.22

2.5.1

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must detect, collect, and log application errors C

The system must provide the capability to handle batches consisting of multiple transactions C

The system must generate and save an audit trail for all transactions and notes C

The system must provide the capability to maintain, display, and report line item detail C

The system must provide the capability to edit and track changes to correspondence templates D

The system must provide the capability to preview the results of pending correspondence template 
changes D

The system must provide the capability to roll back committed correspondence template changes 
in the event of problems C

The system must provide the capability to associate a document with a user, policy, account, etc. C

The system must provide the capability to index documents and associate a date with a document C

The system must provide the capability to view associated documents as a group D

The system must provide the capability to archive and purge documents per privacy and retention 
regulations C

The system must provide a capability to restrict which documents a user may view C

The system must provide the capability to store completed documentation, electronic 
correspondence (such as e-mail) seamlessly to an external document management system C

The system must support electronic signatures D

The system must provide the capability to alter the user interface to create user friendly billing C

The system must provide the capability to customize edit messages.  Describe the system’s 
standard edit messages and the extent to which they can be modified to ensure they are 
descriptive and user friendly

C

The system must allow online edits (mandatory fields, formatting restrictions) that prevent user or 
system error C

2.6.8

2.6.4

2.6.5

2.6.6

2.6.7

2.6.14

2.6.15

2.6.9

2.6.10

2.6.11

2.6.12

2.6.13

2.6.3

2.6.2

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

2.6.16

2.6.17

2.6.18

Response/Description: 

Response/Description: 



The system must provide the capability to control update functionality (i.e., amend due date, amend 
amount due, change transaction type) on pages based upon the user's role/security/authorizations C

The system must provide a diary feature C

The system must integrate with financial/general ledger systems C

The system must integrate with check issuance applications C

The system must integrate with customer relationship management (CRM) and interactive voice 
response (IVR) solutions such as Aspect and i3 C

The system must provide for electronic settlement with financial institutions C

Response/Description: 

2.6.19

2.6.20

Response/Description: 

Response/Description: 

2.6.23
Response/Description: 

2.6.24 Response/Description: 

2.6.21 Response/Description: 

2.6.22 Response/Description: 



3 Claims Management Requirements

Critical 
Desired or 

Nice to Have

Requirement Description Base 
Functionality Configuration Custom 

Development
Not

Supported High Medium Low Priority
3.1 First Report of Injury

The system must support multiple means of reporting new injury claims.  List available claim 
reporting alternatives C 

The system must support user-defined fields within the first report of injury (FROI) process. Explain 
where and how additional data can be captured C

The system must recognize the uniqueness of each claim and claimant D

The system must support data interfaces with reporting agencies for cross-matching purposes D

The system must provide notifications of claimants who are eligible for Medicare C

The system must provide the capability for certain types of claims to initiate requests for 
information/reports from third parties C

The system must recognize different types of claims.  Explain how reporting requirements are 
identified for each type and how exceptions are handled C

3.2 Assignment
The system must provide the capability to configure business rules that support auto adjudication 
of a claim (straight through processing) C

The system must provide the capability to identify and utilize each claim handler's specialization 
during the assignment process C

The system must provide the capability to assess the level of claim complexity and utilize this data 
during the assignment process C

The system must provide the capability to automatically assign and reassign claims across claim 
handlers based upon configurable criteria including all applicable considerations, inputs and 
limitations to the process

C3.2.4

3.2.1

3.2.2

3.2.3

Response/Description: 

Response/Description: 

3.1.1

3.1.2

3.1.3

3.1.4

3.1.5

3.1.6

3.1.7

Functionality Delivered Through (indicate with 'X')

Configuration / 
Customization 

Complexity 
(indicate with 'X')

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide the capability to simultaneously assign claim tasks to several resources 
on separate teams.  Explain the criteria that can be used to identify appropriate resource(s) C

The system must provide the capability to update assignment rules C

3.3 Investigation
The system must provide the capability to generate and present investigation work plans, steps 
and tasks C

The system must provide flexible and configurable claim investigation rules and tools C

The system must capture and retain claim handler identification, categorization, edits and updates 
beyond FROI level C

The system must provide the capability to identify catastrophic and large loss claims C

The system must provide the capability to trigger action plans/alerts upon identification of a 
catastrophic or large loss claim C

3.4 Evaluate
The system must provide evaluation and forecasting tools. Describe which tools are provided, how 
such tools are presented, how the results are documented and how they are reported to appropriate 
levels of authority

C

The system must support ICD-10 injury classifications and also support the conversion of claims 
from ICD-9.  Explain what conversion capabilities are provided and how they are implemented C

The system must provide flexibility in the design, configuration and implementation of claim 
evaluation rules and tools C

The system must be capable of being configured to perform different claim review processes 
based on the type of loss.  At what level of granularity can this customization be assigned (to a 
single claim or to a group of claims)?

C

3.5 Negotiate
The system must support multiple types of settlements.  List the types supported and any available 
checks and balances to ensure timely and properly approved settlements C

3.6 Resolve

3.3.3

3.3.4

3.3.5

3.2.5

3.2.6

3.3.1

3.3.2

Response/Description: 

Response/Description: 

3.5.1

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

3.4.4
Response/Description: 

3.4.1

3.4.3

3.4.2

Response/Description: 

Response/Description: 

Medical Management

Response/Description: 

Response/Description: 

Response/Description: 



The system must support a formal litigation management program with avoidance processes and 
procedures C

The system must provide the capability to settle individual claim features independently C

The system must provide the capability to modify or establish claims status at the claim and/or 
body part level C

The system must provide the capability to select claims appropriate for mediation, hearing or trial D

The system must provide the capability to identify and track appealed claims and orders C

3.7 Reserve
The system must provide the capability to automatically set, monitor and flag reserves as certain 
claim conditions arise and payment thresholds are met. How is manual reserve setting supported? C

3.8 Payment Processing
The system must provide the capability to establish and maintain authority hierarchies within the 
claim system to reflect permission levels, payment authorizations and approvals, and the need for 
compliance governance

C

The system must provide the capability to assess the appropriateness of payments and to identify 
threshold breaches C

The system must support bulk, repetitive and scheduled payments including payments across 
multiple claims C

The system must provide the capability to issue warnings issued when potential duplicate 
payments are made that are not scheduled and/or repetitive payments C

The system must provide the capability to enable payments via various payment options in multi-
currency such as checks, electronic funds transfer (EFT) or electronic benefits transfer (EBT) debit 
cards

C

The system must provide the capability to void or stop electronic payments.  Which roles have the 
authority to execute these actions? C

3.9 Recover
The system must provide embedded recovery features within the base configuration C

Response/Description: 

3.7.1

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

3.8.5

3.8.6

3.9.1

3.8.1

3.8.2

3.8.3

3.8.4

Response/Description: 

Response/Description: 

3.6.5

Response/Description: 

3.6.4

Response/Description: 

Response/Description: 

Response/Description: 

3.6.1

3.6.2

3.6.3



The system must provide the capability to automatically identify claims with subrogation or fraud 
potential including electronic notification of the appropriate employees/departments C

The system must provide the capability to apply an overpayment recovery to different funds when 
BWC receives the money via checks, EFT or deducts it from future compensation payments 
(predetermined percentage based upon compensation type). Explain how this functionality is 
supported

C

3.10 Medical Management
The system must provide the capability to manage and process medical bills.  Describe whether 
these capabilities are based upon integration with a third party solution or are an inherent solution 
capability

D

The system must provide the capability to route selected medical bills to  third parties when needed D

The system must provide the capability to embed pre-set business rules including the auto-
adjudication of certain medical bills with notification when established threshold(s) are breached D

The system must support pre-configured interfaces out of the box.  Describe in detail interfaces 
with financial reporting systems C

The system must provide the capability to house and cross check medical and pharmaceutical bills 
using unique identifiers generated by the system.  Explain how such data is presented to the claim 
handler

C

3.11 Vendor Management
The system must provide the capability to select, evaluate and present (e.g., geographically by 
relevant specialty) preferred third-party vendors C

The system must provide the capability to manage, measure and review preferred vendors.  List 
the objective and subjective factors supported for monitoring consistency and performance. C

3.12 Reporting
The system must provide data aggregation and analytical capabilities.  Document how statistics are 
calculated, presented and reported C

The system must support the generation of financial summaries and transactional data C

Response/Description: 

Response/Description: 

Response/Description: 

3.11.1

3.11.2

3.12.1

3 12 2

3.10.1

3.10.2

3.10.3

3.10.4

3.10.5

3.9.3

Response/Description: 
3.9.2

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide systematic audit capabilities that support employee competency and 
compliance with practice guidelines C

The system must provide the capability to establish, measure and report customer service 
standards and satisfaction metrics D

3.13 Document & Data Management
The system must support document template data auto-fill capabilities and automated distribution.  
Describe whether these capabilities are based upon integration with a third party solution or are an 
inherent solution capability

C

The system must support document workflow through the use of a rules engine.  Describe whether 
rules engine is incorporated in the solution or enabled through integration C

The system must support document indexing capabilities including the capability to index, sort, and 
package documents C

The system must provide the capability to attach documents and correspondence to an individual 
claim C

The system must provide the capability to attach a document / correspondence to an e-mail with 
appropriate subject and title information C

The system must support smart navigation of received documents including page-jump capabilities C

3.14 System Security & Claim History
The system must support role-based security C

The system must provide a security structure that allows a user to fulfill multiple roles C

The system must provide the capability to track and display user history, including details 
surrounding activities and events C

3.15 Workflow Management
The system must provide each claims handler with a consolidated view of daily tasks C

3.13.4

3.13.5

3.13.6

3.14.1

3.14.2

3.14.3

3.15.1

3.13.2

3.13.3

3.12.2

3.12.3

Response/Description: 

Response/Description: 

Response/Description: 

3.12.4

3.13.1

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide the capability to establish and track against timelines and thresholds 
which, when exceeded, trigger notifications.  Describe the notification modes available C

The system must allow managers/supervisors to view productivity metrics for their team or area 
(individually or as a group) on a real or near-real time  basis C

The system must provide the capability to create, manage, display, categorize, and sort file and 
diary notes.  Document the specific capabilities offered C3.15.4

3.15.2

3.15.3
Response/Description: 

Response/Description: 

Response/Description: 



4 TECHNOLOGY Requirements

Critical 
Desired or 

Nice to Have

Requirement Description Base 
Functionality Configuration Custom 

Development
Not

Supported High Medium Low Priority
4.1 Mandatory Requirements

All proposed software must run natively on, be fully supported on, and be licensed for standard x86 
servers

All proposed software must run natively under, be fully supported on, and be licensed for Linux or 
Windows Server operating systems

All data communication with and among solution components must employ the Internet Protocol 
(IP) network layer protocol.

The primary runtime environment must be Java or .Net.

All customer facing user interface components must employ a browser-based Web interface fully 
compatible with industry recognized common browsers (i.e., Internet Explorer, Firefox).

Audit details must be able to be captured when data in the database is created, queried, changed, 
updated or deleted based upon configurable parameters.  This audit capability must allow for 
compliance with ORC 1347.15.  Describe how this capability will be implemented.

The operational data store must employ a standard RDBMS that is Microsoft SQL Server, IBM DB2 
or Oracle

4.2 Architecture
The solution must employ a web-based architecture with tiers that separate the presentation, web 
page creation, application logic and database access C

The presentation layer must be browser-based.  Describe which Web browsers (including version 
and/or release information) the proposed application supports and any known incompatibilities. C

Presentation components must not rely upon proprietary applets, plug-ins, or controls (i.e. Flash, 
Silverlight).  Describe what presentation elements are deployed as a part of the proposed system 
and how they are used

C

Response/Description: 

4.2.3

Response/Description: 

Response/Description: 

Response/Description: 

4.1.4 Response/Description: 

Response/Description: 

Response/Description: 
4.2.2

4.2.1

4.1.3

4.1.5

4.1.6

4.1.7

Functionality Delivered Through (indicate with 'X')

Response/Description: 

Configuration / 
Customization 

Complexity 
(indicate with 'X')

4.1.1

4.1.2

Response/Description: 



The solution must include and incorporate a configurable and extensible application messaging 
and integration layer C

The system must support either the Java or .Net development environment. Indicate which 
programming languages are supported/preferred by the vendor C

All proposed software must be compatible with, be fully supported on, and be licensed for operation 
within the VMware virtualization environment.   Describe any performance limitations when working 
within a Citrix or VMware presentation environment

C

The system must support access from smart phones such as iPhone, Droid, and Blackberry D

The system must provide the capability to develop custom Web pages.  Describe how HTML and 
related presentation code is created.  Is it hand written, assembled by a generator program or 
model driven?

C

The system must operate entirely within a single operating environment.  Describe any middleware 
or software infrastructure requirements, such as JDK versions, .NET versions, Web service 
containers and/or application servers

C

The system's design, components, and operation must comply with applicable State of Ohio Office 
of Information Technology policies and guidelines C

4.3 Database / Data Management
The data structure must be open (non-proprietary) and understandable, including the availability of 
data models for all business data C

The system must provide a separate operational data store to support real time reporting and 
decision support across all modules and business areas.  This operational data store must be 
independent from the transactional data store that is used for OLTP

C

Business data within the data base must be accessible through native DBMS interfaces (SQL 
Server, Oracle, DB2) C

Data within the database must be accessible using any ODBC, JDBC, or OLEDB tool C

The system must make available entity-level data to external systems and parties outside of the 
transactional system C

4.2.4

4.2.5

4.2.6

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 
4.3.1

Response/Description: 

4.3.3

4.3.4

4.3.2

4.2.7

Response/Description: 

4.2.10
Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

4.3.5

4.2.8

4.2.9



Change tracking must be available at the row or attribute level D

Change tracking must optionally permit a full history of the changes to data values D

The system must provide the capability to collect, aggregate, and access transaction history data C

The system must include facilities and interfaces for data extraction and data movement C

The system must be capable of scheduling events and posting events that trigger external C

The system must include the capability to perform transformations involving business logic C

The system must provide a bulk data load capability C

The proposed data base hardware and software configuration must provide for high-availability 
operation.  The acceptable level of performance for this project will be 99.9% with high-availability 
clusters.  How is this feature implemented?

C

The proposed data base configuration must provide for incremental scalability.  How is this feature 
implemented? D

The proposed data base configuration must provide for load balancing and clustering.  How is this 
feature implemented? D

The database and the application must be capable of operating over a network and residing on 
separate logical or physical servers D

The system must support persistent object storage.  Describe how persistent object storage is used 
in the application (database, XML) D

The system must provide the capability to extend the data model C

The system must provide for database archiving and retrieval C

The system must provide for data modeling, data definition, meta-data and data dictionary 
components.  Describe what documentation is available on the database (data dictionary, entity 
relationship diagram, etc.)

C

The system must provide for near real time access to all data from any module.  Describe how this 
capability is achieved. C

4.3.8

Response/Description: 

Response/Description: 
4.3.7

Response/Description: 

4.3.6

4.3.13

4.3.14

4.3.15

4.3.16

4.3.18

4.3.19

4.3.20

4.3.21

4.3.9

4.3.10

4.3.11

4.3.12

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

4.3.17



4.4 Interfaces
The system must include the capabilities of publishing, registering and consuming services in an 
SOA model.  More specifically, it is advantageous to interface through web services on an 
enterprise service bus (ESB) platform.  Does the proposed product have limitations or reasons why 
this would not be a preferred method of interface?  Does the system include a facility for the 
dynamic discovery of services?

C

The system architecture must be sufficiently flexible to accommodate synchronous and 
asynchronous updates to and from external data sources D

The system must be able to exchange data with external systems (e.g. other agencies and service 
providers, etc.) such as EDI, XML, flat file data interfaces and other tools C

The system must be capable of integrating with an external enterprise event manager.  Explain 
how this interface operates. D

The system must be able to integrate with ERP (i.e., SAP, Oracle, JD Edwards) engines and CRM 
(i.e., Oracle/Seibel or Salesforce.com) engines. D

The system must have the capability to integrate with off-the-shelf document and content 
management management suites.  Provide examples of document management and content 
management systems known to be interfaced in production at customer sites.

D

The system must support interfaces with internal and business partner data warehouses/data marts C

The system must provide for integration among claim, policy, and billing modules C

The system must provide the capabilities for configuration and customization of system interfaces C

The system must provide for integration with parties such as managed care organizations, payroll 
service providers (ADP, Intuit, Paychex), or third party administrators.  Are there any packaged 
adaptors relevant to these applications?

D

4.5 Security
The system must have the capability to encrypt both "data in flight" and "data at rest."  Describe the 
tools, techniques, and algorithms proposed. D

The system must provide a detailed and configurable audit trail of system administration activity D

4.4.9

4.4.7

4.4.3

4.4.4

4.4.5

4.4.6

Response/Description: 

Response/Description: 

4.4.1

4.4.2

4.4.8

4.4.10

4.5.1

4.5.2

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must have the capability to track all changes, deletions, and additions, whether 
initiated by a user or by the system.  The result must be a configurable, detailed transaction audit 
log that records at minimum the user, date, time, and the change that was made

C

The system must have the capability to integrate with LDAP, Active Directory or other centralized 
authentication tools D

The system must include the capability to interface with and authenticate to a single sign on 
solution.  Describe any such interfaces operating in production at other customer sites D

The system must employ standard SQL database security (e.g., grants and revokes, local groups, 
etc.) as part of a security in depth strategy D

The system must allow for the creation and maintenance of an unlimited number of user D

The system must provide sufficient flexibility to permit administrators to title and enable user levels 
that precisely mirror BWC business needs D

User level settings must include control over the areas where the user is able to view and the 
functions to which they have access D

Role administration must include the capability to delegate the limited assignment of user 
roles/authority within defined parameters D

Access management controls must be granular when necessary, but also provide for standard pre-
configured roles C

User access must be able to be controlled by rule sets, rule groups and rule flows D

The product must either have its own change control workflow or integrate with a third party product 
for the purpose of migrating changes into the production environment C

The system must interoperate with common encryption protocols and tools such as SSL, SSH, 
FTPS, SFTP, and PGP C

The system must provide for the encryption of communications from the web browser all the way to 
database tier D

The system must include the capability to integrate with third party security management tools D
Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

4.5.4

4.5.5

Response/Description: 

Response/Description: 

Response/Description: 
4.5.15

4.5.16

4.5.8

4.5.14

4.5.9

4.5.10

4.5.11

4.5.12

4.5.3

4.5.13

4.5.6

4.5.7

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide automated security incident detection and alerts via the SNMP protocol D

Critical system logs must be able to be streamed to a central monitoring facility using Syslog D

The normal operation of the system must not require the running of service accounts, daemons, or 
background processes with elevated operating system or data base privileges C

The system must provide the software facilities to allow BWC to manage credit card transactions in 
accordance with PCI requirements C

The system must provide capabilities for application logging and archiving of historical inputs as 
required for Sarbanes-Oxley compliance D

The system must be configured to operate in a manner that is compliant with NIST 800-53 D

The system must protect each layer of the proposed architecture against unauthorized access.  
Describe any additional security measures that protect Internet accessible components.  Provide 
results from any relevant independent application security testing reviews

D

The system must ensure that unauthorized users cannot obtain additional privileges within the 
application C

4.6 Performance and Scalability
The proposed system must include tools to analyze system performance metrics (i.e. processing 
time, CPU usage, etc.) D

The system must be configured to be scalable, either upward or downward C

The system must be capable of handling peaks of 500 transactions per minute while maintaining a 
median response time under 3 seconds.  Provide any available independent testing results 
(including number of CPUs, disk space, memory, transaction size, peak number of transactions, 
concurrent users, and volume of data)

C

The system must include performance tuning tools that ensure the proposed solution runs at an 
optimal level.  Describe approaches and tools for identification of performance bottlenecks within 
the system

D

4.6.1

Response/Description: 

4.5.21

4.5.22

4.5.17

4.5.18

4.5.19

4.5.20

4.6.3

4.6.2

4.6.4

4.5.23

4.5.24

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide failover and redundancy capabilities.  The recommended failover solution 
must be compatible with BWC's existing network architecture/infrastructure.  Describe the impact of 
introducing failover and redundancy on the recommended hardware and software topology

D

4.7 Application Configuration
The system must include graphical configuration tools such as page designer, rule builder, 
table/lookup/data management, and workflow builder. The offer must provide a description of all 
system configuration tools included as a part of the proposed solution. Describe the skill levels and 
training required for each

C

The system must support the configuration of web pages. In detail, explain how individual pages 
and page flow are configured, maintained and administered.  Be specific regarding the tool set and 
technical knowledge needed to carry out these functions.

C

The system must provide a common user interface across all modules C

The system must integrate with an external UI/portal framework (displaying data from other 
applications, wrapping system with another portal) D

The proposed solution must either include a built-in rules engine or have a proven interface to a 
third party rules engine.  Which approach is proposed and why? C

The system must have the capability to trigger business processes as the result of a user-defined 
event.  The business process could be logic that completes multiple steps such as creating 
reserves and making payments.

C

Workflow rules must be able to be configured, maintained and administered within the solution.  
What specific tool set is used and technical knowledge is needed to carry out these functions?  
Describe any functionality provided by the proposed solution that will decrease the testing, 
development and deployment effort required to move new rules into production

C

The system must include the capability to configure and execute roles and permissions via rules 
and runtime processes D

The system must support a centralized approach to interface configuration. Which interfaces within 
the proposed solution are pre-configured to work out of the box? D

The system must have the capability to produce and distribute documents C

Response/Description: 

Response/Description: 

Response/Description: 

4.7.1

4.6.5

4.7.6
Response/Description: 

4.7.7

4.7.8

4.7.9

4.7.3

4.7.2

4.7.4

4.7.5

4.7.10

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must include the capability to build and continuously feed an enterprise data 
warehouse C

The system must support configuration to add new objects (or entities) and new fields (attributes) to 
new or existing objects C

The system must provide the capability to "turn off" via configuration unwanted data objects, 
attributes and functionality. How are the fields removed? Is it removed just on the screen or from 
the database as well?

C

The system must provide the capability to selectively disable system functions based upon the 
availability of resources, scheduled system maintenance, or operational issues C

The system must include support for multiple languages (English, Spanish, Mandarin, etc.) 
Through what means is multiple language support implemented? C

The system must provide customizable user help functions C

4.8 Application Customization
The system must have the ability to identify customizations from base product, and retain 
customizations during upgrades C

The system must allow for customization to create or update pages, implement integration and 
perform database table/schema changes C

The system must be extensible.  Document the application's native development language and 
environment.  To what extent can BWC developers leverage these facilities to extend or enhance 
the delivered functionality?

C

4.9 Batch Processing Requirements
The system must include the capability to differentiate between the various batch processes within 
the production, QA, test and development environments D

The system must include appropriate utilities and tools to schedule, run, and monitor batch 
processing activities C

4.10 System Administration
The system must support user management and administration, including processes for user 
account additions, deletions, and changes with logging C

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

4.9.1

4.9.2

4.10.1

4.7.14

4.7.11

4.7.12

4.7.13

4.8.1

4.7.15

4.7.16

4.8.2
Response/Description: 

4.8.3
Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must include automated problem reporting and tracking capabilities D

The system must not require or use any sort of dongle or hardware locking device to limit access or 
utilization of any system facility C

The system software must allow for the use of mnemonic device names and permit the physical or 
logical relocation of servers and network addresses C

The system must have the capability to perform full (cold), incremental, and hot backups C

The system must have the capability to perform online (hot) backups.  Document the anticipated 
impact this practice has upon core application performance D

The system must allow for normal administration of the application without the need for elevated 
(sysadmin or root) privileges C

The system must provide tools for application configuration, maintenance, upgrade, and 
administration. C

The system must provide for the completion of all perform routine application maintenance within a 
defined four hour weekend maintenance window.  Describe whether a service interruption is 
required when patches are applied

C

4.11 Remote Access
The system must include a client supporting “untethered” or unconnected access to the front-office 
applications D

The client software must be compatible with remote access system/tools (e.g., Citrix, VMware) D

4.12 Disaster Recovery
The system must support disaster recovery of all system and configuration data.  Describe the 
entire set of configuration files and settings, system components, and data components that must 
be backed up and restored in synchronization to achieve a successful disaster recovery

C

4.13 Implementation Support
The system must provide a means to identify which rules are in production and provide statistics 
showing the usage of those rules D

The system must provide programming interfaces to all functions associated with the engine and 
its repository such as list, add, update, delete input formats, rules, and output definitions D

Response/Description: 

4.10.6

4.10.2

4.10.5

4.10.8

4.13.2

4.13.1

4.10.3

4.10.4

4.11.1

4.11.2

4.12.1

4.10.7

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

4.10.9
Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



All products must be fully integrated, eliminating the need to maintain and house separate 
databases and environments for different modules C

The system must integrate with enterprise monitoring tools. List the names and versions of 
enterprise monitoring tools integrated in any customer production deployment C

The system must provide automated application testing facilities appropriate for performing 
scripted validation of key functions, verification of configuration and code changes, and regression 
testing

C

The system must be licensed such that BWC may operate at least one production and an unlimited 
number of test, training, development, and disaster recovery instances of all components C

4.14 Configuration Management and Version Control
The system must include compatibility with configuration management tools such as TFS, 
Bitkeeper, Mercurial, and/or other development tools/IDE.  List supported version control products 
and versions.  Describe the recommended methodology, procedures, tools and skills required to 
administer configuration management and version control facilities.  Describe the typical staffing 
levels required to perform this function.

D

The system must permit new releases to be either installed in place or implemented in parallel.  
Explain how releases are typically scheduled and deployed D

4.15 Reporting
The system must provide out-of-box reporting tools that satisfy the needs of various users such as 
executives and managers, business analysts, finance, claims, underwriting, marketing, etc.  
Describe any embedded reporting features including specifics on canned reports, data extraction 
tools and dashboards are supplied as part of the system

C

The system must allow BWC to use an in-house reporting application in addition to the solution's 
designated reporting engine C

The system must generate statistical analyses D

The system must generate aging reports D

The system must generate KPI and SLA analyses D

4.13.5

Response/Description: 

Response/Description: 

4.15.2

4.13.4

4.13.3

4.15.5

4.15.3

4.14.1

4.14.2

4.15.1

4.13.6

4.15.4

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 



The system must provide real-time dashboards to enable operations managers and supervisors to 
react proactively to problems and critical issues.

D

The system must have the capability to monitor for transactions by characteristic in near real time.  
If a suspicious transaction is identified, is it possible for the system to send out an alert, generate 
an event, and/or generate a report?

D

The system must have the capability to monitor business activity and generate a set of 
measurements/metrics D

The system must have the capability to generate events based upon monitoring of the business 
activity D

The system must include the capability to configure built-in reports to BWC specifications. Are all 
attributes in the database accessible for reporting? D

The system must allow for external interface and batch upload of data/files against targeted 
business rules for immediate analysis and reports (i.e. a user can submit a list of policies and 
policy attributes to run against BWC's business edits to confirm whether their data submissions are 
valid prior to actual submissions and receive an automated confirmation of which rules are 

D

The reporting functionality must integrate with the other system modules. Describe how are reports 
configured and customized. C

4.15.6

4.15.7

4.15.10

4.15.11

4.15.9

4.15.8

Response/Description: 

Response/Description: 

4.15.12
Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 

Response/Description: 
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